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AA
ABS
AML/CFT

AML/CFT Law

C
CBA
cC
CPC
CDA
CDD
CETS
CFSSS
CFT
CNB
CR
cSscC
CTR
DNFBP
DRCOR
EAW
EC
ETS
EU
FAQ
FATF
FAU
FCA

F

FIU
FSAP
FT

G-Accountants

LIST OF ACRONYMS USED

Association of Accountants
Banks Association
Anti-Money Laundering and Combating the &ting of Terrorism

Anti-Money Laundering Law “on some measures agathst legalisation of the
proceeds of crime and on the amendment and supplatiten of connected Acts”
(Act N° 253/2008 Coll — as amended by Act N° 2882 Coll)

Compliant
Czech Bar Association
Criminal Code
Code of Criminal Procedure
Central Depositary Agency
Customer Due Diligence
Council of Europe Treaty Series
Credit & Financial Statistic Supervision 8srwof the CB
Combating the financing of terrorism
Czech National Bank
Czech Republic
Czech Securities Commission
Cash transaction report
Designated Non-Financial Businesses and §siufies
Department of the Registrar of CompaniesQ@ifidial Receiver
European Arrest Warrant
European Commission
European Treaty Series [since 1.1.2004: CETsuncil of Europe Treaty Series]
European Union
Frequent Asked Questions
Financial Action Task Force
Financial Analytical Unit [name of the CzecHJfl
Financial Companies Association
Financial Institution
Financial Intelligence Unit
Financial Sector Assessment Program
Financing of Terrorism

AML Guidance Note for accountants anditors
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G-Banks

G-Insurers

G-International /
Financial / Trustee

Businesses

G-Investment
Brokers

G-Lawyers/notaries
G-MTB

GRECO

IBEs

IBUs

ICCS

IFAC

IMF

LC
LEA
MBFISS
MER
ML
MLA
MLCO
MoE
MoF
Mol
MoJ
MoU
MVT
NA
NAP
NARA
NBFI

AML Guidance Note to Banks
AML Guidance Notes to life and non-lifsurers

AML Guidance Notes to International Financial Seed Companies, International
Trustee Services Companies, International Collecihwestment schemes and their
managers or trustees as appropriate,

AML Guidance Note to brokers

AML Guidance Notes for lawyend aotaries

AML Guidance Note to Money Transfer Business
Group of States against Corruption

International Business Enterprises

International Banking Units

Insurance Companies Control Service
Chambers of Auditors of the Czech Republic
International Monetary Fund

Interpretative note

Act N°. 69/2006 Coll. on Carrying Out of Intetional Sanctions
Information technologies

Know your customer

Largely compliant

Law Enforcement Agency

Market and Banking and Financial intermed@Supervision Service of the CB
Mutual Evaluation Report

Money Laundering
Mutual legal assistance

Money Laundering Compliance Officer

Ministry of Economy

Ministry of Finance

Ministry of Interior

Ministry of Justice

Memorandum of Understanding
Money Value Transfer

Not applicable

National Action Plan to Combat Terrorism
National Asset Recovery Agency

Non Bank Financial Institutions
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NC
NCCT
NPO
OBS
OECD
OFAC
OGBS
OSCE
PC
PEP
POG’s office
SAR
SIS
SR
SRO
STRs
SWIFT
TRO
TCSP
UCITS
UN
UNSCR
UTR

Not compliant

Non-cooperative countries and territories

Non-Profit Organisation

Office of Banking Supervision

Organisation for Economic Co-operation andddgwment
Office of Foreign Assets Control (US Departingfithe Treasury)
Offshore Group of Banking Supervisors

Organisation for Security and Co-operatioBunope

Partially compliant

Politically Exposed Persons

Office of the Prosecutor General

Suspicious Activity Report

Special Investigation Service

Special recommendation

Self-Regulatory Organisation

Suspicious transaction reports

Society for Worldwide Interbank Financial #&ebmmunication
Trust Register Office

Trust and company service providers

Undertakings for Collective Investment iramsferable Securities
United Nations

United Nations Security Council resolution

Unusual Transaction Report
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|. PREFACE

1. This is the third report in MONEYVAL'’s 4 round of mutual evaluations, following up the
recommendations made in th& ®und. This evaluation follows the current versifrthe 2004
AML/CFT Methodology, but does not necessarily coa#irthe 40+9 FATF Recommendations
and Special Recommendations. MONEYVAL concluded tha 4" round should be shorter and
more focused and primarily follow up the major newoendations made in the® Jound.
The evaluation team, in line with procedural dexisitaken by MONEYVAL, have examined the
current effectiveness of implementation of all kayd core and some other important FATF
recommendations (i.e. Recommendations 1, 3, 40,513, 17, 23, 26, 29, 30, 31, 35, 36 and 40,
and SRI, SRII, SRIII, SRIV and SRV), whatever theng achieved in theéround.

2. Additionally, the MONEYVAL Plenary agreed that theshould be some flexibility on re-
assessing other Recommendations in the circum&tantethe particular country. As the
competencies of Law Enforcement in respect of AMieistigations have changed since tfie 3
evaluation, the evaluators concluded that it wdidlchppropriate to re-assesses Recommendations
27.

3. Additionally, the examiners have reassessed theplance with and effectiveness of
implementation of all those other FATF recommeraetiwhere the rating was NC or PC in the
3% round. Furthermore, the report also covers inpaisge annex issues related to the Directive
2005/60/EC of the European Parliament and of then€ibof 26 October 2005 on the prevention
of the use of the financial system for the purpoBenoney laundering and terrorist financing
(hereinafter the “The ™8 EU Directive”) and Directive 2006/70/EC (the “inephenting
Directive”). No ratings have been assigned to the assessmerniheie issues.

4. The evaluation was based on the laws, regulatioisagher materials supplied by the Czech
Republic, and information obtained by the evaluatieam during its on-site visit to the Czech
Republic from 24 to 29 May 2010, and subsequebtlying the on-site visit, the evaluation team
met with officials and representatives of relevgavernment agencies and the private sector in
the Czech Republic. A list of the bodies met iscagtin Annex | to the mutual evaluation report.

5. The evaluation was conducted by an assessment tehioh consisted of members of the
MONEYVAL Secretariat and MONEYVAL and FATF expeits criminal law, law enforcement
and regulatory issues and comprised: Ms Pilar @Quzman (Senior Expert — Legal area,
SEPBLAC Financial Intelligent Unit, Spain) as FAT&valuator and Mr Lajos Korona
(Public Prosecutor, Metropolitan Prosecutor's @fficHungary) who participated as legal
evaluators, Mr Anthony CortisHead of Financial Stability Department, Central Bank of
Malta) and Mr Tal Lister (Head of AML/CFT and Comser Protection Examination Unit,
Banking Supervision Division, Bank of Israel) wharficipated as financial evaluators,
Mr Nicola Muccioli (Deputy Head of the FIU, “Ager&i d’Informazione Finanziaria”,
San Marino) who participated as a law enforcemealuator, Mr John Ringguth, MONEYVAL's
Executive Secretary, Ms Natalia Voutova and Mr BaBaiardi, members of the MONEYVAL
Secretariat.The experts reviewed the institutional framewottke trelevant AML/CFT laws,
regulations, guidelines and other requirements,thadegulatory and other systems in place to
deter money laundering (ML) and the financing afagsm (FT) through financial institutions
and Designated Non-Financial Businesses and Profss§DNFBP), as well as examining
the capacity, the implementation and the effectigsrof all these systems.
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6. The structure of this report broadly follows theusture of MONEYVAL and FATF reports in the

3 round, and is split into the following sections:

General information

Legal system and related institutional measures

Preventive measures - financial institutions

Preventive measures — designated non financiahbssés and professions
Legal persons and arrangements and non-profit wa@ons

National and international co-operation

g. Statistics and resources

~ooooTw

Annex (implementation of EU standards).
Appendices (relevant new laws and regulations)

This 4" round report should be read in conjunction with #i round adopted mutual evaluation
report (as adopted at MONEYVAL'’s 9£lenary meeting — 10 to 14 September 2007), wisich
published on MONEYVAL'’s websife FATF Recommendations that have been considertisin
report have been assigned a rating. For thosegeatitat have not been considered the rating from
the 3 round MER continues to apply.

Where there have been no material changes fromdsition as described in th& 8ound MER,
the text of the '8 round MER remains appropriate and information fsfed in that assessment
has not been repeated in this report. This apfilistty to general and background information.
It also applies in respect of the ‘description ardhlysis’ section discussing individual FATF
Recommendations that are being reassessed ireflig iand the effectiveness of implementation.
Again, only new developments and significant changare covered by this report.
The ‘recommendations and comments’ in respectdifidual Recommendations that have been
re-assessed in this report are entirely new antkctethe position of the evaluators on
the effectiveness of implementation of the particuRecommendation currently, taking into
account all relevant information in respect of #sential and additional criteria which was
available to this team of examiners.

The ratings that have been reassessed in thistregftect the position as at the on-site visit
in 2010 or shortly thereafter.

1

http://www.coe.int/moneyval
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IIl. EXECUTIVE SUMMARY

Background Information

1.

This report summarises the major anti-money laundexnd counter-terrorist financing measures
(AML/CFT) that were in place in the Czech Repulaiche time of the %on-site visit (22 to 29
May 2010) and immediately thereafter. It descrilaesl analyses these measures and offers
recommendations on how to strengthen certain aspéthe system. The MONEYVAL"4cycle

of assessments is a follow-up round, in which Gord Key (and some other important) FATF
Recommendations have been re-assessed, as wdll thgse for which the Czech Republic
received non-compliant (NC) or partially compligRC) ratings in its '8 round MER. This report

is not, therefore, a full assessment against th8 F#0 Recommendations and 9 Special
Recommendations but is intended to update readgersajor issues in the AML/CFT system of
the Czech Republic.

Key findings

2.

The evaluators were informed by the authorities shspecific AML/CFT risk assessment had not
been undertaken since the last evaluation. Fromathtborities with whom the issue was
discussed, it was clear that, like other counteganised crime groups remain a continuing and
serious risk and that they are operating signifigain white-collar crime and internet fraud and
that the proceeds of their crimes are launderaddenCzech Republic. A comprehensive national
risk assessment is essential to identify vulneraeletors within the Czech financial system in
terms of ML/FT.

The total damage from economic crime in 2009 wa68,230,000 Euros. None-the-less there is
little evidence of significant money laundering eaideing taken forward by the police and the
prosecution, with a tendency noted in the previeualuation to treat money laundering as

subsidiary to the other offences. The Czech autbsnneed to analyse why there is such a major
discrepancy between the types of money laundeisgsbeing prosecuted and the incidence of
money laundering in the country.

The Czech authorities consider the FT risk to e lo

The FIU is working effectively, and more reporte aiow being sent to law enforcement than in
the earlier part of the period under review. Therall impact of FIU reports on law enforcement
results is difficult to quantify in the absencerefievant statistics.

The lack of reliable and comprehensive ML/FT sujseny statistics hinders the full analysis and
comprehension of the ML/FT risks within the Czecimafcial sector as well as the
implementation of an effective risk based approdtte supervisory cycle for the financial sector
is very extended and some of the riskier areasmoape covered for several years. In particular,
exchange bureaux should be subject to more tardit&dT on-site inspection.

The lack of reliable statistics and informationtbe performance of the law enforcement and the
judicial side in money laundering investigationpgecutions and convictions, as well as in respect
of confiscation orders also makes it very difficidt the evaluators to asses the overall impact of
the law enforcement response to ML and for domeatithorities to analyse their own
performance in these areas.
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8.

Progress has been made since the third evaluattortive adoption of the new AML/CFT Law
implementing the "8 EU Money Laundering Directive and many of the pmative
recommendations in thé*3ound MER.

Legal Systems and Related Institutional Measures

9.

10.

11.

12.

13.

14.

The Czech criminal substantive law, so far as cratisation of ML and FT is concerned, is
largely the same as it was at the time of tHedind evaluation. While a new Criminal Code has
recently been adopted, the relevant offences readdargely the same. There are some notable
improvements, such as a clear provision ensuriag) ML can be prosecuted also where the
predicate offence was committed abroad. However,géneral structure of ML criminalisation
still does not provide a proper and effective Idggis in line with R.1.

Equally, the Czech law still does not provide fbe tcriminal liability of legal entities, though
draft legislation, which is urgently needed, is engdreparation. The Palermo Convention (signed
12 December 2000) has not been brought into fémogely because of this deficiency.

The evaluators noted that in spite of the structofethe criminal legislation a number of
convictions for ML (i.e. the legalisation offenckad been achieved, though rarely in serious
cases. The lack of adequate information and statibis prevented the evaluators from drawing
overall conclusions as to the quality of the ML emdeing brought to the courts. The law
enforcement authorities indicated that they had hadsuccess with ML convictions so far in
cases involving organised crime and that ML wasaligureated as subsidiary to other offences
and subsumed with the predicate offence, rather bletng prosecuted separately. The evaluators
were not provided with statistics showing the pmtipa of cases which relate to self laundering
or the number of autonomous ML cases, includings¢hmvolving the proceeds of organised
crime. In practice it appears that most of the ngdaendering cases being taken forward, as at
the time of the 8 round MER, are basic cases involving stolen goddie Czech authorities
explained that they had experienced difficultiepinsecuting more serious ML cases and that
this could result in very protracted proceedingsauinber of indictments for ML, for example,
had been referred back to the prosecution to peofidther evidence, which implies that the
standard of proof required by the courts may belgvegh.

It is welcome that the TF offence in the Criminaddé has been enlarged so as to encompass
those who support an individual terrorist or a membf a terrorist organisation. Without any
actual case practice, however, it is hard to tellether and to what extent this and other
amendments remedy all deficiencies noted in theiqus report.

On provisional measures and confiscation, the ewats noted some promising signs of a
growing awareness of the importance of financiaéstigation by the law enforcement authorities
and the prosecution. Provisional measures aret@did taken quite regularly, and in urgent cases
related to laundering offences. Without statistinsconfiscation performance, however, the actual
effectiveness of the regime could not be fully ased. The evaluators are concerned about the
imbalance between seized assets and those finalhfiscated. The lack of statistics on
confiscation negatively affects the performancthefsystem overall.

The implementation of SR.III relies upon importiBY procedures into national law and national
primary and secondary legislation (an Internati@®ehctions Act and a governmental decree) are
in place, including coverage of EU internals (whistpositive). The regime has been applied for
the execution of international sanctions but thesee not based upon the UNSCRs referred to in
SR.1Il. No freezing has occurred under SR.lll.dpaars nonetheless that the financial institutions
are aware of the need to check the terrorist lidte. procedure for referral to the FIU of a match
is covered by the suspicious transactions repodbigyation, of which the obliged entities were

7
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also aware. Though the confusion by some repodirtorities of the obligation in SR.III with
SR. IV may mean that less emphasis is placed by semorting entities on the disclosure of
other suspicions related to TF.

Law Enforcement Issues

15.

16.

17.

18.

19.

Department 24 of the Ministry of Finance (thathe Financial Analytical Unit) is vested with the

FIU core functions. There is no separate legistasie such for the FIU. The organisational rules
of the Ministry of Finance govern the FIU’s opeoathl procedures. While other prudential

regulators have AML/CFT supervisory functions, Bi& is also required to perform supervisory
functions on all obliged parties. The FIU is alsndharge of implementing the International

Sanctions Act.

The staff is well trained and committed. The maximtume for the FIU analyses is two months
(which is the target set by the Director). In 200@ FIU suspended transactions in 47 cases
though the impact of this on effective criminalets®covery is unclear. The functions assigned to
the FIU are quite wide compared with the FIU compet.

STRs are mainly from the banks. Other financiatitagons and the DNFBP show a significantly
lower level of reporting.

Within Law enforcement more seminars on AML/CFT datigations, prosecutions and
judgements would be welcome to ensure that allgtayers are fully aware of the importance of
financial investigation, confiscation and autonos\ddL.

The number of STRs sent as criminal complaintsoénforcement (including non ML criminal
infringements) rose from approximately 4% of STR005/6/7 to 8.6% of STRs in 2009. The
examiners noted a more proactive approach to themaip by the FIU of the notifications in
2009, including the copying of the referrals to giresecution authority. It is commendable that
the FIU is seeking to ensure that its referralsiltea action. This is necessary as the effective
impact of the FAU reports on overall law enforcemeesults appears not to have been
substantial. Very few STR generated cases had ke=ediective money laundering investigations
during the earlier years covered by this evaluatitmwever, the present proactive approach of the
FIU in following up cases with domestic authorit@®uld assist the overall results in this sector.

Preventive Measures — financial institutions

20.

21.

During the ¥ round evaluation a number of shortcomings weratified in relation to CDD
measures, identification of the originator andtibeeficiary of wire transfers and identification of
the beneficial owner. Many of the recommendatiomsentaken into account in the new 2008
AML/CFT Law. But at the time of the™4round on site visit, the identification and vegiftion of
the beneficial owner still needed to be embeddegractice within the CDD process.

In practice, the CDD process appears largely fatusesome of the obliged entities at least, on
identification, rather than verification and in denalysis of beneficial owners. The existence of
bearer shares is an additional problem for full ntdfieation of the beneficial owners.
Understanding of the concept of enhanced customerdigence is still limited for a number of
obliged entities, even in respect of politicallypeged persons. Some obliged entities indicated
that they would appreciate more guidance from thtbaities on AML/CFT concepts although
satisfaction was expressed by the private sectthetechnical assistance provided by the FIU on
the completion of STRs.
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22.

23.

24.

25.

26.

27.

28.

Legislative improvements have been made by the ICzethorities in relation to politically
exposed persons (rated NC in ther8und MER), which are now defined in the AML/CF &
Senior politicians (who may not be members of parént), senior government officials and other
important political officials, however, appearlstibt to be included within the national definition

There is an evident increase in electronic recaepkng within financial institutions, and the
“Moneyweb” system (widely used by the larger bagkimstitutions) enables electronic transfer of
records. The Czech authorities indicated the eagewhich they can obtain electronic records
(photocopies of IDs, of contracts and account statds) from the domestic banks in response to
foreign international cooperation requests. Norle#® in some smaller banks there was some
evidence of paper based systems of record keepihigh could contribute to slight delays in
reconstructing transactions. In addition, there lanitations in the scrutiny, and retention of
information in respect of complex, unusual and datgansactions which should be specifically
addressed by the authorities.

Improvements have been made in respect of thetiattegiven to business relationships and
transactions with counterparties from countries cwhdo not or insufficiently apply FATF
Recommendations. However, only some of the bagugirements in this respect are implemented
in the AML/CFT Law and to some extent in the bagkiagulations, and there is an over reliance
on official lists of risky countries. A number ofstitutions, usually the smaller ones, do not carry
out their own risk assessments in this regard.

The requirement to report suspicious transactisngrescribed in Section 18 of the AML/CFT
Law, which provides a list of activities that shdle perceived as suspicious. The Czech
authorities and the representatives of the findnogustries indicated that the list is not to be
considered as exhaustive and the circumstancehighwa suspicious transaction is to be reported
were not limited to those indicated. However, thet that the AML/CFT Law contains a list of
suspicious transactions could have a negative impadhe reporting system as the reporting
entities may rely, exclusively or partially, on thsted transactions. It was also noted that the
transactions listed are typical operations whictragpond to the activities of the banking sector
but not to the other obliged sectors (i.e. se@gitind insurance sectors, as well as professionals,
casinos and other DNFBP).

Some representatives of the financial institutiand professional organisations advised that they
received little general or case specific feedbaskfthe FIU on STRs.

According to the AML/CFT Law, the FIU has overaflsponsibility to ensure that all obliged
financial and non financial institutions comply ithe obligations contained in the AML/CFT
Law. In addition, various authorities and SROs hswgervisory responsibilities in their specific
industries. The Czech National Bank (CNB) is resjlae for general supervision of the entire
financial market in the Czech Republic. The Czedtidhal Bank includes in on-site general
inspections AML/CFT compliance checks. However, thsources allocated for this purpose by
both the FIU (which began targeted on-site inspestifor the first time in the second half of
2010) and the CNB seem to be insufficient for d@ffecsupervision and monitoring. The CNB
does not have power to sanction for infringemertthe AML/CFT law. This lies exclusively
with the FIU.

From discussions with various interlocutors, thev loumber of findings of sanctionable
infringements in respect of AML/CFT, the lack ofydmancial sanctions since 2008 and the call
by a number of obliged entities for the issue dfignce in respect of AML/CFT responsibilities,
it appeared to the evaluators that a very lighthotisk based supervisory approach is taken
overall in respect of AML/CFT.
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Preventive Measures — Designated Non-Financial Bumssses and Professions (DNFBP)

29.

30.

31.

32.

33.

The AML/CFT law explicitly applies to all of the dignated non-financial businesses and
professions, which are defined in the FATF Glossaih the exception of dealers in precious
metals and dealers in precious stones, when thgggenin any cash transaction with a customer
equal to or above the applicable designated thiésfibe Czech AML/CFT Law also explicitly
mentions as reporting entities the persons licetsdrhde in items of cultural heritage, items of
cultural value, or to act as intermediaries in ssetvices.

The professional chambers of the lawyers etc. dnaapily responsible for AML/CFT supervision
and any sanctioning, though the evaluators wereeroed that the professional chambers did not
routinely share the results with the FIU. No ML st@ons had been taken. The FIU has the
possibility to require the professional chambersdoduct inspections and share the results with
the FIU, but this seems to be an exceptional praeed

The supervisory weaknesses identified for the firarsector are also relevant for the DNFPB. In
addition, no Czech authority performs inspectioms ssme DNFBP. Others do not inspect
exclusively AML/CFT and there is a lack of guidarazel practical knowledge across the sector.

The number of reports from this sector is very @22 % and 0.13 % of STRs in 2008 and
2009). There are also concerns that the DNFBP atr@lways in a position to identify persons
listed on terrorist lists.

The evaluators consider that more formal cooperagreements need to be instituted by the FIU
and the professional chambers in order to ensum@@ coordinated and consistent level of
AML/CFT supervision of these professionals. The ABRIET risks in the casinos and the real
estate sectors require continuing active AML/CFpesvision and sanctioning.

Legal Persons and Arrangements & Non-Profit Organiations

34.

35.

Though there have been improvements in the traespgrand ownership structures through
computerisation and acceleration of the companigtragion procedure, this still does not ensure
an adequate level of reliability of information igtgred, and on beneficial ownership.

While a research project in respect of the NPOosdtws been undertaken, there is still not a clear
picture of all the legal entities that perform aB®§, especially ones of high risk. Equally there
remains insufficient targeted supervision or maimig of NPOs that control significant portions
of the financial resources of the sector and sulislashares of the sector’s international
activities.

National and International Co-operation

36.

37.

Mutual assistance can be provided upon a treafg,basch as the 1959 European Convention on
Mutual Assistance in Criminal Matters or the 199aSbourg Convention or, in EU relations, the

2000 Convention on Mutual Assistance in Criminalttdies between the Member States of the EU
and also on a reciprocity basis.

The Czech Republic has ratified the UN Conventmnrtlie Suppression of Financing of terrorism
but has still not ratified the Palermo Conventi8ome legislation has been amended in order to
implement the Conventions, but existing legislatdoes not cover the full scope of these
Conventions. Furthermore, measures still need taalen in order to properly implement
UNSCRs 1267 and 1373. The full implementation @fsth Conventions in the Czech Republic
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38.

39.

legal framework is only possible when criminal lldp of legal persons is enforced and when a
definition of “funds” is included in the relevarmdislation.

The statistics show a good level of cooperatiorthef Czech FIU with foreign FIUs. However
more detailed data relating, for instance, to therage time and quality of responses would be a
useful instrument to assess effectiveness. Alsficieicy and effectiveness on international
cooperation for Supervisory authorities and theideols difficult to assess due to the lack of
statistics.

Despite the important role played by the FAU tordatate national competent authorities and to
conduct consultations with the private sector,dlae not regular institutionalised mechanisms of
operational coordination, and such mechanisms dhoellestablished. Equally it is important, at
the policy level, to create a national mechanisniciwtzollectively reviews the effectiveness of

national AML/CFT policies and begins to prepare socagreed performance indicators for the
system as a whole.

Resources and statistics

40.

41.

42.

Overall, all supervisors and law enforcement agenaippeared to be adequately structured, and
resourced. However, more resources should be dpptie on-site inspections targeted on
AML/CFT issues, both by the Czech National Bank tredFIU.

The Police units, responsible for investigating Fidclosures, are not equipped with sufficient
staff qualified in financial investigation. The kaof education and training in tracing the funds in
major proceeds generating cases limits law enfoecg¢iwapability.

The absence of authoritative statistics to dematestffectiveness of implementation of many of
the FATF Recommendations remains a major deficiency

11
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IIl. MUTUAL EVALUATION REPORT

1.1 GENERAL

1.2  General Information on the Czech Republic

As noted in the "8 round MER, the Czech Republic is a medium sizentguwith 78,866 sq km
and a total population of slightly more than 10lioil inhabitants, located in the centre of Europe.
The Czech Republic is bordered by Slovak RepuBltand, Austria and Germany within the EU
and has no external EU borders. The Czech Repjditied NATO in 1999 and the European
Union in May 2004.

The Czech Republic is usually perceived as onbefiost stable and prosperous of the post-
Communist states of Central and Eastern Europe.n@kienal currency is the Czech crown
(for the purposes of this report, € 1 = approx CZK.

There are no significant changes from the situatiescribed in the 3round mutual evaluation
report. One important development reported by thec@ authorities is that the economy is no
longer so heavily cash based, and that modern payteehniques have become a regular part of
everyday life of most of the Czech population (@sagcredit cards, banking transfers, telephone
banking, internet banking, internet shopping, etc).

Although Czech economy was also affected by théajleconomic crisis of 2008-2009, and a
budget deficit of 5.3% of GDP was estimated for@df.continued to show a moderate growth in
the period from 2006-2009, as reflected in theddid@neath. However, a significant downturn in
the economy was recorded in 2009.

The Czech Republic achieved the status of a degdlopuntry, as mentioned by the World Bank
in 2006.

Table 1: Economic indicators

2006 2007 2008 2009
GDP €hbn. 106 529 130 137 161 413 142 133
GDP
year growth in 6,8 6,1 2,5 -4,2
%
pC);eDrPcapita € 10 373 12 593 15 484 13 550
Inflation rate % 2,5 2,8 6,3 1,0

Source Czech National Bank
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Table 2: Overview of the Czech Republic financialector in terms of total assets

Assets (€ m) Structure (%) % of GDP N° of Institutions
2008 2009 2008 | 2009 | 2008 | 2009 | 2007 | 2008 | 2009
Monetary financial
institutions
Banks | 166439 168503 ... .ol e qgl 0:1031 01185 37 37 39
Credit cooperatives g, 686| FC:81| FC:82| o 0003 0,0004 19 17 17
Non-monetary
financial
institutions
CC: 21| cC: 21
Insurers 15128 16 255| FC:45| FC: 46| 0,0093 0,0114 52 53 52
FB: 34| FB: 33
eI 7 860 8 851 - 0,0048 0,0062 10 10 10
companies/funds
Investment funds 4754  agsg| 101 IR 161G 0000l 00034 121 145 156
MF: 90| M F:84| '
Leasing ) ) ) ) ) ) ) )
Companies
Brokerage
companies, 126 86 . 0,00007 0,00006] 19 20 22
management
companies
Others: IB:41] IB: 40
ivestments firms| 139723 139312 IF:49| IF:51| 0,0865 0,0980 64 61 63
MC: 10| MC:9
Total 334512 338551 0,2072| 0,2381 322| 343 359

Source Czech National BanikCC: Czech controlled; FCGForeign controlled;_FBForeign branches iAnvestment funds; MF
Mutual funds;_IB Investment banks; IHnvestment firms; MCManagement companies with asset management;rgeasi
companiesnot subject to the supervision of Czech NationalkBa

1.3  General Situation of Money Laundering and Financingof Terrorism

6. The situation of money laundering in the Czech Répus very similar to the situation at the
time of the third evaluation.

7. In the Czech Republic any crime generating pradita predicate offence for money laundering.
The most frequent proceeds-generating offencesarketo be: economic crimes (particularly
fraud, tax evasion, misuse of information in busgeelations) and all types of criminal activities
carried out in an organised manner (drug traffigkihuman trafficking and smuggling). The
main sources of illegal proceeds in the Czech Rlapale criminal offences against property and
economic criminal offences, in particular fraudsurance fraud and credit fraud.

8. The statistical information provided by the Czecitharities in the MEQ indicated that 5 to 11
cases per year of money laundering ended with a €onviction (involving 7 to 16 persons
respectively) in this period. The evaluators trited establish the types of ML cases being
prosecuted and the overall levels of economic camgkincidence of serious proceeds generating
cases in the Czech Republic during the evaluatighgross economic loss from major proceeds-
generating cases. Some basic figures appear ireploet under the discussion of statistics with
regard to Recommendation 3 (para 258 at page 5ué@igating the following:
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Table 3: Total damage caused by crimes in the Czeétepublic

Total damage caused by
Year crimes in the Czech

Republic —in €
2005 1,765,220,000
2006 996,366,000
2007 935,587,000
2008 1,298,740,000
2009 1,068,230,000

9. Nonetheless, as the report notes beneath, thétteisevidence of significant money laundering
cases being taken forward by the police and prdseguith a tendency noted in the previous
evaluation to treat money laundering as subsidtarythe other offences rather than being
prosecuted separately.

10. Most STRs forwarded to FAU (Czech Financial Ingghce Unit) seem to refer to tax offences,
which are said to be a particular issue in thigsgliction.

11. Most frequently STRs are related to banking openati cash deposits followed by subsequent
withdrawals or transfers to other accounts; trassfiem business accounts to private accounts;
transactions without pragmatic or factual economeason; amounts of transfers do not
correspond to the volume of business activity; smddarge activity on long term passive
accounts (sleeping accounts); transfers of fundsaahin high amounts — mainly to tax havens.

12. Since the ¥ round of mutual evaluation the number of STRs stibthto the FAU decreased
by 41% between 2006 and 2007, but then remainbtedtathe last three years.
Table 4: Overview of STRs:

2005 2006
3404 3480

2007
2048

2008
2320

2009
2224

. Q 2010
391

13. The number of cases disseminated to competentratighancreased from 208 in 2005 to 373 in
2009. The increasing trend was almost constanttivittexception of year 2007 when the number
of notifications decreased from 216 (in 2006) t@ {i5 2007).

Table 5: Overview of notifications to law enforcemst and other governmental authorities:

2005 2006 2007 2008 2009 1.Q 2010
Police 208 137 102 78 191 73
Tax adm. NA 75 46 128 180 60
Customs NA 4 4 7 2 5
TOTAL 208 216 152 213 373 138

Criminal proceeds origins

14. As outlined in the conclusions of th& Bound MER criminal proceeds originate from afiég of
criminal activities carried out in an organised mamn (drug trafficking, human trafficking;
smuggling) and economic crime, particularly fraddx evasion, misuse of information in
business relations).
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15. Connections between organised crime and ML haveapd mainly in relation to activities of
foreign groups, in particular from the former Savimion republics, the Balkan region and Asia.

16. Moreover, the authorities advised that a new phemam appeared the last two years in the
Czech Republic, namely phishing, which generatiesical proceeds.

17. As regards terrorism, the authorities state thasunch activity has been detected. A few STRs
with suspicion of terrorist financing have beenarg@d though none of them were confirmed.

1.4  Overview of the Financial Sector and Designated NeRinancial Businesses and
Professions (DNFBP)

Financial Sector

18. As at 31 December 2009, the Czech financial systemprised 39 banks, 17 credit cooperatives,
674 insurance companies and intermediaries of whitchre insurances companies/branches, 166
pension companies and investment funds and 85 tagp&emanagement and investment firms.

19. The banks remained the most important financiayguldholding 49.77% of the total financial
assets.

20. The number of financial institutions remained ldyggtable since theBround MER.

21. The main change since th€ Bund MER is that the Czech National Bank (CNBjesponsible
for general supervision of the entire financial ke&rin the Czech Republic, as the Czech
Securities Commission ceased to exist. Supervisioncapital market, insurance companies,
pension funds, investment funds and cooperativangavwas delegated to the Supervision
Department of the Czech National Bank (CNB) atiteéginning of 2006.

22. The Financial Analytical Unit has a new organisadio structure since 1 January 2010: a
Supervision Division was created (in compliancehwite recommendation of thé& Bound mutual
evaluation report). This division exercises supovi over all obliged persons (reporting entities)
that are defined explicitly by AML/CFT Law. Forishreason, in AML/CFT compliance issues,
CNB is empowered to cooperate with the Czech FIU.

23. In the third round report, the authorities mentobtieat the types of financial institutions used for
money laundering were mainly banks, credit uniansyurance companies, and exchange offices,
as well as companies/commercial networks operatiteynational money transfer services. The
use of cash outside the regulated sector was amesidalso to be a common way to launder
money. The gaming sector and the Casino industsyalso vulnerable to money laundering. This
is still considered to be the case.

Designated Non-Financial Businesses and ProfessiqiNFBP)

24. There are no major changes to the information plexvin the § round evaluation report.

25. Section 2 of the AML/CFT Law details the DNFBP tlmat considered as “obliged entities”.
However, the traders in precious metals and stanesot directly mentioned, falling under the

paragraph 2 (d): “entrepreneurs not listed in darahould they receive payments in cash in an
amount of or exceeding EURO 15.000”
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26. Throughout its provisions the AML/CFT Law refers tobliged entities” and hence the
obligations imposed by the Act, including requiretseunder FATF Recommendations 5 — 11 and

Recommendation 17, are applicable to both the &iadusector entities and the persons/professions
as listed.

27. The key principles of identification of customensdacustomer due diligence and for record
keeping apply also for all DNFBP.

28. Some DNFBP (auditors, chartered accountants, dextrexecutors, tax advisors, lawyers and

public notaries) have a special position in thatytihave their own professional chambers or
associations.

29. Supervision of casinos, betting games and lottegestill a part of the Ministry of Finance
(Department of State Supervision on Betting GamelsLatteries).

1.5 Overview of Commercial Laws and Mechanisms Governig Legal Persons and
Arrangements

30. There have been no major changes to the commdasial and mechanisms, governing legal
persons and arrangements as well as non-profinisagions, since thé“¥ound MER.

1.6  Overview of Strategy to Prevent Money Laundering ad Terrorist Financing

a. AML/CFT Strategies and Priorities

31. While, as noted beneath, there has been no formMlL/@FT risk assessment, the Czech
authorities have indicated that their current styit approach to AML/CFT issues is:

» Analysing the strategic framework to ensure conmgiéawith FATF and EU standards this
regard, legislating for corporate criminal liabilitand the consequential accession to
Conventions in which this is included (the Paler@unvention and Warsaw Convention) is
expressed as an objective;

» Analysing the national cooperation mechanism taease the capacity of all domestic
players in this regard greater encrypted connection linkgh key players through
“Moneyweb” has been achieved (in respect of magkis for the receipt of STRs between
the FAU and the Unit for Combating Corruption anthafcial Crime) and interagency
memoranda on cooperation signed and brought iféatett is planned to enlarge the number
of banks connected electronically with the FAU andenlarge the number of governmental
authorities so connected, and to improve coopearatiod information exchange with the
Tax Administration and Customs.

» Improving cooperation with the private sector, easing public awareness of AML/CFT and
providing appropriate feedback this context the FAU, in cooperation with tG&B, the
Banking Association, other governmental authoriteesd associations and Chambers of
reporting entities organise regular training fompiance officers and others. The FAU
provides more information on the website of the sty of Finance (including annual
reports, description of trends and typologies, adl s information about FATF and
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MONEYVAL public statements). Plans for the futureclude more intensive training and
improving the quality of feedback to reporting &as.

b. Theinstitutional framework for combating money laundering and terrorist financing

32. For a description of the competencies of the migjstitutions please see the third round report.
The major changes since the adoption of thesBnd MER are as follows:

» Improvement and intensification of cooperation witreign counterparts and to increase
spontaneous information exchange;

» Improvement of the skills of the FAU staff throuigiternal training and awareness-raising by
other collaborators in the AML/CFT field (e.g. swgeors, law enforcement, customs, tax
and other governmental authorities).

33. The Financial Police, which was set up in 2004sépyarating the Division of Proceeds of the Unit
for Combating Corruption and Financial Crimes fribra Czech Police, was abolished at the end of
2006. The staff of that Unit again became a parthef Unit for Combating Corruption and
Financial Crime of the Czech Police.

34. As noted above, the Czech National Bank (CNB) becaesponsible for the supervision of the
Capital Market, insurance companies, pension fumigstment funds and cooperative savings,
when the Czech Security Commission ceased to aperat

c. Theapproach concerning risk

35. Discussions with the authorities indicated thdte liother countries, organised crime groups
remain a continuing and serious risk. The systetiagefore operating significantly in white-collar
crime and internet fraud and the proceeds of theines are still laundered. However, the
authorities informed the evaluators that there been no national assessment undertaken of the
overall and specific ML/FT risks in the Czech Repulalthough they were aware of the main
ML/FT threats arising from organised crime in theduntry. According to the Czech Republi¢ 3
MER, “the Czech Republic would be an important $iaoentre for the illegal trade and smuggling
with precious stones and metals (and thereforeaisoteresting place to observe and track these
kinds of activities)”. It is therefore unfortunatieat a national assessment was not carried out to
determine the extent of enhanced due diligencentiagt be required for identified higher ML/FT
risks, such as those relating to precious stoneésratals and other potential risks.

36. The evaluators requested information on the ovexahomic loss or damage from all proceeds
generating offences. Such information as has beavided has been referred to earlier at 1.2 of
this report. The Czech authorities consider thei3kto be low.

37. The Czech authorities stated that they introducBisk-Based Approach (RBA) when the EU 3
AML/CFT Directive was being implemented. The autties state that, in line with the™3
Directive, they focus their monitoring activities particular on those natural and legal persons
trading in goods that are exposed to a relativegh hrisk of money laundering or terrorist
financing, in accordance with the principle of risksed supervision. In general, the risk based
approach appears to have remained more or lessathe as described in th& BIER for the
Czech Republic, although it was refined to take mtcount concepts included within the Capital
Requirements Directive in terms of the requirenfenta Risk Assessment System and Internal
Capital Adequacy Assessment Process.

38. In the absence of a national risk assessment thrtheyinvolvement of all relevant stakeholders
to determine the overall and specific ML/FT riskghe Czech Republic, it is unclear how, and the

17



Report on fourth assessment visit of the Czech Republic — 12 April 2011

degree to which ML/FT risks are integrated in tlverall risk-based assessment by the CNB. In
this respect, although ML/FT issues are includetthiwithe risk profile to determine the focus of

on-site reviews for operational issues, it stillmened unclear whether the most risky
sectors/institutions are being specifically tardetk appeared that the determination of a risk
based approach to identify the risk of money lauimdj or terrorist financing (alongside the other
risk assessments) is generally integrated withie €NB's wider supervisory duties, although
specific AML/CFT in-depth assessments are carriat (for credit and insurance institutions)

within the normal supervisory/prudential assesgmen

39. The CNB explained that the RBA is implemented tteduine their focus of targeted inspections
through the use of specific software based on abeurof risk indicators that is supplemented by
expert judgmentEach of a number of individual activities and areas assigned one of four
grades (From A = "Fully met" to D). The CNB focugasst of its supervisory resources on those
institutions it considers to have the highest leval risk, which are then rated in terms of overall
risks. The input, by stakeholders other than thd Euch as law enforcement agencies and
prosecutors) appeared to be absent. During on-sigpections the CNB reviews the
implementation of policies, a sample of transa&jdraining and control to determine that obliged
entities are adhering to the AML/CFT Law.

40. From discussions with various interlocutors, theeaige of findings for sanctionable breaches in
respect of AML/CFT, and the call by a number ofigdxdl entities for the issue of guidance by the
authorities in respect of AML/CFT responsibilitiesappeared to the evaluators that a very light
touch, risk-based supervisory approach is takerathia respect of AML/CFT. The number of on-
site inspections appeared to be low to the evalsiaiod there does not appear to be a cyclical on-
site inspection of risks — this, according to tree¢h authorities, is however in line with theirwie
that a RBA does not necessarily require that atitutions have to be reviewed within a pre-
determined cycle. Moreover, as at the time of thesite visit, there appeared to be very limited
risk-based off-site monitoring and analysis of ML/Fisks within obliged entities which would
support on-site work in higher-risk entities.

d. Progresssince thelast mutual evaluation

41. The major structural and institutional changes hbeen outlined above. To implement their
supervisory responsibilities, a Supervisory Divsad the FAU was set-up and is operational since
2010.

42. The major progress is on the legislative prevenside with the entry into force of the new
AML/CFT Law in 2008, which was subsequently amendadhree further occasions, the last of
which was in 2009 in relation to the adoption of tRules of the Tax Procedure. Many of the
higher level CDD requirements are now in the AMLITEQgislation.

43. A new Penal Code came into affect in January 2U0l@ile penalties were increased, the issues
raised by the "8round evaluation in connection with the criminalisn of money laundering were
not addressed directly in the amendments that bege made to money laundering criminalisation
since the § evaluation.

44. On the legal side, thé3ound MER had as a recommended action “to contineefforts aimed
at introducing the liability of legal persons, inding for money laundering”. This was also
recommended in respect of criminalisation of testdinancing. Progress has been slow, though it
is understood that legislation is being broughivémd. The recommendation of thé &und MER
to ratify the Palermo Convention has still not bédelfilled, because of the lack of corporate
criminal liability. By contrast, the UN Conventidar the Suppression of Financing of Terrorism
was ratified and came into force in 2006.
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45. The number of STRs sent as criminal complaintawoénforcement (including non-ML criminal
infringements) has risen from approximately 4% ®RS in 2005/6/7 to 8.6% of STRs in 2009,
including the copying of its referrals to the Prm#en authorities. It was noted by the evaluators
that the FAU management at the time of tHeod-site visit was proactively seeking to ensug th
its referrals resulted in action.

46. The evaluation team found a greater engagemerttbP NFBP with AML/CFT issues, although
still few reports are made.
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2. LEGAL SYSTEM AND RELATED INSTITUTIONAL MEASURES

Laws and Regulations

2.1  Criminalisation of Money Laundering (R.1 and R.2)

2.1.1 Description and analysis

47. The criminal anti-money laundering approach in @eech Republic has traditionally diverged
from the criminalisation standards provided byWenna and Palermo Conventions.

48. In the Czech criminal substantive law, it is themenal offence of “legalisation of proceeds of
crime” (formerly: “legalisation of proceeds of ciimal activity” hereinafter: “legalisation offence”)
that was always intended to cover the notion of eyotaundering as defined by the above
mentioned Conventions. At the time of th& ®und visit, it was provided by Art. 252a of the
Criminal Code then in force (Law No. 140/1961 Qalhile the current, (basically and structurally
unchanged) offence can now be found in Art. 216hefnew Criminal Code (Law No. 40/2009
Coll))

49. Apart from the legalisation offence, the Czech aritles also make reference to some other
provisions of the Criminal Code that are, and htaaditionally been, considered to criminalise
some specific aspects of the general concept ofegntaundering as defined by the Vienna and
Palermo Conventions. In other words, the crimimeil @oney laundering approach followed in the
Czech Republic still appears to rely on severamicral offences instead of a single, and
comprehensive, money laundering offence. In thipeet, as at the time of th& 2nd 3 rounds
of evaluation, reference was made to the offencpaifticipation” (podilnictv) in Art. 214 and
215 CC (formerly Art. 251 and 252 CC) as well aatfpnisation” in Art. 366 CC (formerly Art.
166 CC), both mentioned as complementing the cgecoé the legalisation offence by addressing
some specific aspects of the concept of money keimgl

50. The present evaluators see some contradictionsnandsistency in the concept of “compound”
criminalisation of money laundering. On the one dhathere is the traditional approach of
criminalisation as described by Czech authoritiesdch previous round of MONEYVAL (or PC-
R-EV) evaluations, stating that for criminalisatiohmoney laundering, examiners should take not
only the legalisation offence but also the paratipn and patronisation offences into consideration
and assess them as a whole. The Czech authotitiesconsider there is more than one money
laundering offence in the Czech criminal substanfaw and whenever the notion of “money
laundering” is mentioned it necessarily comprisas, least, both the legalisation and the
participation offences. On the other hand, thewatals have found some indications that in the
Czech Republic, it is the legalisation offence (216 CC) which is considered, in common legal
understanding, as the one and only money laundeffegce.

51. As to the latter, the evaluators noted that in @zech legal terminology, the ternefjalisace
vynos z trestnécinnosti’ which is actually the title of the legalisatiorifence in Art. 216 CC
(literally “legalisation of proceeds of crime”) the term that is generally and almost exclusively
used in Czech legal language to denote the nofiomoey laundering, to the extent that the term
“legalisation of proceeds of crime” can be consdeas the Czech equivalent to the term “money
laundering” (while the expressionprani [Spinavych] peez’ literally “laundering of [dirty]
money” is not considered an established crimingalléerm as it usually occurs only in literature).
The evaluators also found that in many cases, where is a reference in a legal text to “money
laundering” i.e. to the legalisation of proceedsiie, it explicitly and exclusively refers to the
offence in Art. 216 CC. For example, the Czech @r(ly refers to the legalisation offence (Art.
412(2) lit i CPC) when implementing the Council Fework Decision 2002/584/JHA on the
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European Arrest Warrant (where money launderingnis of the offences in relation to which an
EAW must be executed even in the absence of duminality). Another example is found in the
statistics on money laundering cases provided &yCtrech authorities where the column of money
laundering cases was footnoted in Czech languagpdoify, with reference to the respective CC
article, that this term only refers to the legdlma offence. As a result, the statistics appedreo
restricted to the legalisation offence and theesfirey remain silent on other aspects of money
laundering said to be criminalised by the partitgaor the patronisation offences. As for the
AML/CFT Law, the situation is even more difficul$ & also makes reference to the legalisation
of proceeds of crime (the title of the offence in.&216 CC) but gives a definition of this termttha
is entirely different from either of the respectistéminal offences in the Czech CC and it is more
in compliance with the general concept of monewndeuing as defined by the Conventions.

52. The evaluators thus conclude that out of the tlurgminal offences mentioned by the Czech
authorities, it is the legalisation offence thataually acknowledged and treated, overall within
the Czech jurisdiction, as “the” unique money laenmy offence. As a consequence, the
evaluation report will focus first and foremost this offence when assessing compliance with R.1
and R.2 and the other offences (participation atdopisation) will only be taken into account to
the extent necessary.

53. At the time of the % round evaluation, there had already been a laagéety of criminal
substantive legislation that the evaluators needethke into account when determining and
analysing the legal base upon which money laundesias criminalised in the Czech Republic.
The 3 round MER thus examined not only the relevantspafthe Criminal Code in force at that
time, but also the respective articles of the d@fide that had been in Parliament awaiting
adoption. The evaluators learnt that the latter kaldsequently been withdrawn and redrafted
before the current Criminal Code was adopted. Exatitin of the new Code revealed that neither
the legalisation offence nor the other related irah offences (participation etc.) have
substantially changed, either in terms of theirifpms within the structure of the Special Part or
their general scope of coverage, since theoBnd evaluation.

Recommendation 1 (rated PC in the 3" round MER)

54. As far as the material elements covered by the gndaendering (legalisation) offence is
concerned, the scope of Art. 216 CC is identicahtd of the former Art. 252a CC. According to
this unchanged definition, money laundering cancbemitted by anyone who “conceals the
origin or otherwise endeavors (or: strives) to saisally aggravate or preclude the ascertainment
of origin” of the thing or other property value bgisubject of the laundering activity.

55. Since the physical elements of the offermetis reuy have not changed since thé ®und, they
remain narrower than the requirements of the Viesamé Palermo Conventions. Article 216 CC
provides as follows:

(1) Who conceals the origin or otherwise endeavaarsubstantially aggravate or
preclude the ascertainment of origin

a) of a thing or another property value acquiredotligh crime committed in the
Czech Republic or abroad or as a reward for it or

2 The official English version of the AML/CFT Actfers to “legitimisation” and not “legalisation” bie

term used in the Czech original is definitelgdalisacé i.e. legalisation.
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b) of a thing or another property value providedexchange of a thing or another
property value as in letter (a)

c) or who enables to another person to commit suchct

shall be punished by imprisonment for up to fowargeor by a pecuniary penalty or
by prohibition of business or by forfeiture of theng or another property value;

however, should he/she commit such act in relatmoa thing or another property
value originating from a crime, which is subject layv to a moderate sentence,
he/she shall be sentenced by such moderate sentence

56. As was noted already in the previous report, tigallsation offence had not adopted a systematic
approach and wording similar to that of these ma#ional instruments and this is why the Czech
authorities had taken the view that the particgratind patronisation offences could be used where
it was impossible to apply the legalisation offenoea given money laundering case. This general
approach has not changed either, which can alsshben by the fact that the conduct that
establishes the participation and patronisatioarufés also remains practically the same.

57. As a consequence, the present evaluators asstoemselves with the findings and conclusions
drawn by the 8 round team. Above all, they share the doubts atmiactual coverage of the
provision quoted above and particularly in respé¢he requirements of the relevant Conventions.

58. The Czech authorities advised, both in tfead 4' round and also in the Progress Report that,
according to the relevant jurisprudence, the fo@tt of the first phrase in the definition of the
legalisation offence (“conceal the origin”) is te mterpreted very broadly so that practically any
illegal activity referring to the offence of monéundering can be subsumed under this general
definition. Specifically in the Progress ReporteThzech authorities made reference to sources of
interpretation according to which “means for cotioggthe origin of a thing may be a variety of
transfers, perhaps even bogus and repeated, fadudésclose the actual nature of the thing or
other property value, its concealment, failure igclbse disposition and being in possession of a
thing or other property value, failure to disclagedistorting information on ownership or other
rights to a thing or other property value, invegtinin a business and so on” which they consider
sufficiently implements all requirements of the @entions. A similar argumentation was
described more in detail in th& 8ound MER too.

59. The same goes for the presumed applicability ofptiteonisation offence (a crime that would be
labelled in other jurisdictions as an ordinary ‘essory after the fact” type of offence). This
would, in the view of The Czech authorities, alswar the first group of material elements in the
internationally acknowledged definition of monewmaering (Criterion 1.1) in as much as the
latter requires that theonversion or transfer of property be punishable if committed, inter alia
for the purpose of helping any person who is ingdlin the commission of the predicate crime to
evade the legal consequences thereof. The evaduatoe not made aware of any instance where
this provision had been applied in a money laumgedase. Indeed, it is considered that this
applicability of this is more theoretical than pieal.

60. Patronisation consists of an act that is any ampmngitted in order to assist the perpetrator of a
criminal offence in order to enable him to escames@cution or criminal sanctions. This is in fact a
purposive component of the comprehensive defirgtioof money laundering under the
Conventions. The recurrent argument of The Czedhoaities that various domestic offences
would effectively implement and criminalise parfsgeneric money laundering does not explain
whether and which offences should be applied irtieia cases.
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61. In any case, there are serious doubts about th@letaness of the coverage provided by the
legalisation offence, even together with the pasation offence.

62. Acquisition, possession or use of laundered praxeethains missing from Art. 216 CC. The
Czech authorities have always taken the view thedea aspects are covered by the closely related
participation offence (Art. 214 CC former Art. 28C) which provides as follows:

(1) A person who conceals or transfers to him/Héseto another person or uses

a) a thing or another property value acquired bgraminal offence committed in the
Czech Republic or abroad by another person or emaard for it or

b) a thing or another property value provided ircleange of a thing or another
property value as in letter (a)

shall be punished by imprisonment for up to folargeor by a pecuniary penalty or
by prohibition of business or by forfeiture of ttieng or another property value;
however, should he/she commit such act in relatioa thing originating from a
crime, which is subject by law to a moderate sezgehe/she shall be sentenced by
such moderate sentence.

63. Both in the previous and the current participataffences, the concept of use is expressly
addressed while acquisition also appears to beuatiely covered by the wording “transfers to
himself”. As for possession it was noted in thevjmes report and also asserted in the Progress
Report that it would also be covered, implicitly, the wording “transfers to himself”. On the basis
of an interpretation in the Commentary to the C@ Trech authorities expressed that the term
“possession” is implicitly covered through term®ficeals or transfers to him-/herself or another
or uses”. However, the evaluators are not convindgéuthis as they have doubts, especially in the
absence of jurisprudence, as to whether passivsepsion can be fully covered.

64. The 3" round MER analysed the applicability of the paptition offence for the criminalisation
of (these aspects of) money laundering by compatitm the legalisation offence. They detected
discrepancies between the two and therefore doubtdthe Czech Republic could rely on a
combination of these provisions to cover adequasalyl consistently all the various elements
required by the international standards.

65. The Czech lawmakers have overcome some of thesmitat discrepancies. Now both the
legalisation and the participation offences boflerréo “things and other property value” that are
proceeds of a criminal offence. As a result the ¢ffences are more harmonised.

66. The concerns of the®ound examiners about the high level of prooftfar mental element of
the legalisation offence have been resolved byslatpn. At the time of the previous visit, the
prosecution needed to prove the intent of the o@dnfto hide the origin or otherwise seek to
essentially aggravate or disallow identificationtlogé origin of a thing or other asset benefit (...)
with the aim to pretend (or: “to give the impresgjothat such asset or financial benefits have
been obtained in compliance with law”. This waghkto lead to a higher burden of proof on the
prosecution side than that required by the intéwnat conventions. Now the new Criminal Code
simplified this definition by decreasing the evitleh requirements, as recommended by the
previous evaluation team. In the current definitittre previously required purpose (“with the aim
to pretend...” etc.) is removed and hence it is myéw necessary to prove this specific intention of
the perpetrator.
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67. The 3% round examiners had noted that the definition ohey laundering contained in Art. 1 of
the AML Law then in force was different from th&tArt. 252a CC since the former was almost
identical to that provided by the internationaltinments while the latter was not. The respective
definition can now be found in Art. 3(1) of the AMLFT Law as follows:

(1) For the purposes of this Act, legitimisationpobceeds of crime shall mean an
activity performed to conceal the illicit origin giroceeds of crime with the
intention to present the illicit proceeds as legaome. The above activity may
particularly be in the form of:

a) conversion or transfer of assets, knowing thathsassets come from criminal
proceeds, for the purpose of concealing or disggishe illicit origin of the assets
or to assist a person involved in the commissioa pfedicate offence to avoid the
legal consequences of such conduct,

b) concealment or disguise of the true nature, seudocation, disposition,
movement, rights with respect to, or ownershipssess, knowing that such assets
derive from crime,

c) acquisition, possession, and use or handlingas$ets knowing that they
originate from crime,

d) criminal association or any other type of asation serving the purpose of
conduct stipulated in letters a), b) or c) above.

68. Bearing in mind that practically nothing has sicb@nged in this respect, the evaluators reiterate
the conclusion drawn by the previous evaluatioomtedsage of double definitions can lead to
confusion as to what kinds of activities are subpecthe reporting obligation and, subject to
criminal prosecution, leaving aside the fact thwdré are at least two (possibly three) different
criminal offences to correspond with the single Méfinition provided by the AML/CFT Law.
The evaluators urge consistency and harmony betwlkenadministrative and the criminal
substantive law in this respect.

69. Although the scope of the offence in the former. 282a CC had already been extended to cover
“thing or other property benefit” (and not only ittlg”) the evaluators in the™round suggested
using an even broader wording so as to clearlyugelall types of benefits (e.g. “assets”
“proceeds” or “property”.) In accordance with thescommendation, the Czech legislators further
amended the legalisation offence and, at the same they provided for more comprehensive
definitions of the respective terms. Thus the lisgséibn offence (and also the participation
offence) does actually extend to “any type of progeas required by Criterion 1.2. The evaluators
note, however, that completion and enlargemenhedd terms cannot provide the same result as
could have been achieved by harmonising the adtratiiee and criminal legal definitions of
money laundering also in this respect, primarilyaloyppting the broad approach of the AML/CFT
Law definition that uses the concept of “proceeistead of “thing and other property value”.
The evaluators still find it unclear why the sam@aepts are not used in both the penal legislation
and the AML/CFT Law.

70. As for the term “thing” in the criminal legal defiion, the previous evaluators noted that it was a
narrow concept even in Czech language, normallerstdod to be a controllable tangible object.
The Criminal Code in force at the time of th€ ®und evaluation only enlarged this concept.
There is still no comprehensive definition of ttesm in the current Criminal Code. Nevertheless
the evaluators appreciate that Art. 134(1) CC furtlenlarges its coverage, which now
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encompasses, among others, money (literally: “pacynmmeans”) kept either on a (banking)
account or in securities.

71. While the previous wording of the legalisation oife made reference to “other property benefit’
(jiny majetkovy prosfch) the current offence clearly refers to “other pdp value” {ind
majetkova hodnojawhich, as defined by Art. 134 para 2 CC coverpprty rights as well as any
other value expressible in money terms, provided mot a “thing” as defined above. As The
Czech authorities explained in the MEQ the termofyarty rights” is to be understood broadly
including, among others, participation in a limitiability company or cooperative, intellectual
property rights, rights to registered domains, siebght to a dividend, business secrets, etc. This
interpretation is based on the above mentioned Gamtary to the CC which, however, is not
considered a binding source of law but it represgatdance for practitioners.

72. Furthermore, there is still no explicit referencedirect and indirect proceeds from crime and,
considering the continuous lack of relevant coudcpice that would demonstrate the opinion of
The Czech authorities that indirect proceeds oherare covered by Art. 216 CC, the uncertainties
noted by evaluators of the previous round remalia va

73. Criterion 1.2.1 had already been met at the timethef previous evaluation. The previous
examiners had found that no conviction for the ulyttey predicate offence was required in order
to prove that the assets subject to launderingbegah derived from a crime. Additionally, there
was no need to prove what particular crime the geds resulted from and who committed the
predicate offence. In addition to that, referencasvalso made to an annotation in the CPC
explicitly stating that evidence for the commissafra predicate offence did not need to be based
on a preliminary conviction. The situation appaarshanged and therefore the examiners confirm
this criterion as being fully met.

74. The Czech Republic maintained the “all crimes” apgh in the criminalisation of money
laundering. The new Art. 216 CC, as with the formdet. 252a, refers to proceeds acquired
through “criminal act” (formerly: “criminal actiwt’ see below) without any further specification.
Furthermore, the Czech criminal legislation prosgider criminalisation mechanisms in relation to
each of the 20 “designated categories of offenaeffie Glossary annexed to the Methodology, in
line with Criterion 1.3.

75. The previous evaluators noted that the referencérin 252a CC to proceeds of “criminal
activity” (as opposed to a “criminal offence” orrilme”) could theoretically exclude proceeds
generated by one or more isolated crimes, insteadcontinuous criminal activity. Whether or not
because of this, the Czech lawmakers made a slgirige in this part of the offence. The new Art.
216(1) CC no longer refers to proceeds (things tberoproperty value) acquired by “criminal
activity” (trestnicinnos) but “crime” or literally “criminal act” {restnycin) even though the title
of the legalisation offence retained the refereocthe formet. As it was pointed out in the MEQ,
“for the purposes of prosecuting and punishing motaindering, any offence that leads to
acquiring things or other property value (createsc@eds of crime) is regarded as a predicate
offence”.

76. As for Criterion 1.5, the last MONEYVAL report refated concerns raised in preceding rounds
that the wording of the money laundering (legailisdt offence did not explicitly allow for the
prosecution of money laundering domestically whitiee predicate offence had been committed
abroad. The general jurisdiction rules did not ptevanswers to this question. It was therefore
recommended to provide clearly for the possibitity prosecute money laundering under such

3

“Legalisace vynaisz trestn&innosti’ literally translates to “legalisation of proceeafscriminal activity'.
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circumstances. Czech legislators followed this meoendation and filled this gap not only in the
new offence (Art. 216 CC) but also in the partitipa offence (Art. 214 CC) and now both
expressly refer to predicate crimes “committed e tCzech Republic or abroad”. (This
modification had in fact taken place already in the& Criminal Code by virtue of the Law No.
122/2008 Coll.) This criterion can therefore besidared as met.

77. Furthermore, as was pointed out by Czech autheiitithe MEQ, no double criminality principle
applies when assessing the punishability of thessign predicate offences in the Czech Republic
in line with foreign law. If so, then Criterion 1.&nd the additional element in 1.8 are met.
Nevertheless the evaluators were not made awarengf actual practice supporting this
interpretation.

78. No legislative changes took place as regardsatinedering of own proceeds. Both the second and
3% round evaluation teams had recommended thatasiidlering should preferably be explicitly
addressed by criminal substantive law. However,dingent evaluators accept the view of The
Czech authorities.

79. As it was explained in thé“¥ound MER, self-laundering had in principle beeéminalised since
2002. This criminalisation was carried out by Law.N.34/2002 Coll. not by introducing any
explicit provision for this purpose but by deletitig clear reference to “another person” from the
money laundering (legalisation) offence of thatdjrthen provided in Art. 251a CC. As a result, no
money laundering offence has since contained afeyemrce to the perpetrator of the predicate
offence, including the current Art. 216 CC too. fiéfere, in the absence of any specific restriction
prescribed by law, the perpetrators of the undeglytrime could not be excluded from the
personal scope of the legalisation offence.

80. As a contrast, the participation offence (Art. Z1@) retained the reference to “another person”
by which it excludes that the perpetrator of thedirate crime be criminally liable also for the
subsequent laundering (participating) activity g&rson who conceals or transfers to him/herself
or to another person or uses a thing or other ptppeslue acquired by a criminal offence
committed by another person...”) and the same doeghe patronisation offence, too. Self-
laundering is thus provided only to the extengfers to the physical (material) elements covered
by the legalisation offence in Art. 216 CC and digdly not to those that are supposedly covered
by the participation and patronisation offences.

81. As for Criterion 1.7, the evaluators could not fiady notable difference between the Criminal
Code provisions in force at the time of tH& ®und and the respective provisions in the current
Code. Attempt can now be found under Art. 21 CC levhiarious forms of complicity
(accessory ship) including organisation of, ingtato and assistance in committing a crime, in
Art. 24. All these provisions are applicable to tegalisation offence and the other related
offences, too.

82. The provision that renders the preparation for réage crimea sui generiscriminal offence can
now be found under Art. 20 CC. At first sight, therding of this provision appears different from
that in Art. 7 of the former CC, but it is clearaththe content remained practically the same.
Equally, nothing has changed about the scope efghovision as Art. 20 CC, similarly to the
former Art. 7 CC is only applicable to “especiafigrious crimes”avIa% zavazny zlkin) which
term, as defined by Art. 14(3) CC, encompassesi@htional criminal offences punishable by a
maximum term of imprisonment of at least ten ye@lss limitation obviously excludes any forms
of the money laundering (legalisation) offence adl s the other related offences which are all
punishable, even in their most serious aggravabeohd, with imprisonment up to eight years.
The evaluators note that in the former Criminal €dthe same category was defined, first, by a
range of various criminal offences enumerated inh 82 CC and, second, to comprise any other
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intentional criminal offences punishable by a maximterm of imprisonment of at least eight
years which actually encompassed at least the saygius forms of money laundering (then in
Art. 252a para 3 CC).

83. While most of the ancillary offences listed in €ribn 1.7 such as attempt, association, aiding and
abetting and, to the extent the laundering offercat least attempted, the facilitating and
counselling appear to be covered by Art. 21 an€24the conspiracy to commit such a criminal
offence definitely falls out of the scope of thggevisions as it is only covered by Art. 20 CC on
preparation. For the same reason the previous ai@uteam recommended that The Czech
authorities make sure the ancillary offence of pmasy “covered under Section 7 on preparation”
(now Art. 20 CC) applies in relation to the varialements of money laundering.

84. The evaluators conclude that this deficiency resainchanged. Even if The Czech authorities
claimed in the last Progress Report that “neitherStrasbourg nor the Vienna Convention requires
criminality of preparation of money laundering” yheo require the criminality of conspiracy
thereto and, in the Czech law, it could only hagerbachieved by punishing the preparation for
such an offence. On the contrary, the Czech lawrsaikave raised the threshold in Art. 20 CC to a
level that is too high to include any of the moh@yndering offences. This is a step backwards,
bearing in mind that the draft Criminal Code tH& rBund evaluators had been provided with
explicitly stated in its Art. 192(5) that prepacatifor a money laundering (legalisation) offence
shall generally be punishable, i.e., such a préjparavould have established a criminal offence
regardless of the maximum punishment applicabléieriaundering offence. This paragraph was
subsequently abandoned and now there is no pasgstbilprosecute for conspiring/ preparing for
a money laundering offence and therefore the CRagublic can only be partially compliant with
Criterion 1.7.

Recommendation 2 (rated PC in the 3" round MER)

85. Criterion 2.1 had already been met at the timehef3” round evaluation and no changes have
since taken place in this respect. In addition,4heound evaluators noted with appreciation that
the Czech criminal law had since gone beyond th&inmmim knowledge standard of
Recommendation 2 by rendering also the negligemh fof money laundering (legalisation) a
criminal offence in Art. 217 CC.

86. At the time of the %8 round visit, the money laundering committed byligemce had not yet been
covered by Art. 252a CC then in force. If the lagmgg action had, however, been committed by
negligence, it was only the provision in Art. 252 ©n the negligent form of the participation
offence that could have been used instead, toxtemteapplicable (considering that the latter did
not cover assets other than a “thing of significaatue” and it also explicitly excluded self
laundering). Now the coverage of negligent monemdkering (legalisation) is expressly provided
by Art. 217 CC. This offence is only punishablecdmmitted in relation to a thing or other
property value of larger value (at least 50 000 C#kile the negligent form of participation, now
available in Art. 215 CC, is already applicableptmceeds of significant value (at least 25 000
CZK). Certainly, these limits are unquestionabléugathresholds that are not allowed under
Criterion 1.2 nevertheless the evaluators are awwethe criminalisation of negligent money
laundering is beyond the FATF standards and thaidintitations, which may otherwise be
considered reasonable, are irrelevant when asgessinpliance.

87. The negligent form of money laundering (legalisalicss clearly different from the intentional
offence (Art. 216 CC) inasmuch as the former does aover self-laundering, however this
limitation appears quite self-evident. In a sitaativhere laundering takes place by negligence, the
exclusion of own proceeds is fully understandallestering that “should have known” or other
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similar standards of mental element are necessaalyplicable for a perpetrator who must know
that the proceeds are derived from his/her owninahoffence.

88. The Czech Criminal Code still does not explicitipyde that the mental element of a criminal
offence (knowledge, intention or purpose) can Weriad from objective factual circumstances.
Nonetheless, the examiners agree with tHer@ind evaluation team in that the possibility of
drawing such inference is acknowledged by the géneres of criminal procedure on the
producing of evidence. Indeed, it was confirmeddbynestic interlocutors, and particularly by the
prosecutors the team met on-site, that circumstiaatiidence is not only admissible in Czech
criminal procedural law but it is also regularlypfipd in legal practice. Indeed, it is one of the
basic principles in the CPC (Art. 2 para 6) th@hé authorities active in criminal proceedings
evaluate evidence according to their own convictiased on diligent consideration, taking into
account all the circumstances individually and atat.” It can therefore be concluded that the
requirements of Criterion 2.2 are met in the CZRepublic.

89. As regards the criminal liability of legal persansthe Czech Republic, the situation has hardly
changed, if at all, since the previous round ofl@tfon. The introduction of corporate criminal
liability with adequate and effective sanctioningshbeen the subject of lengthy debate among
law makers without any tangible result achievedHhgytime of the % round visit.

90. Evaluators of the'8round reported on a draft law on the criminal iligbof legal persons that
had already been approved by the Government yetedurdown by the Parliament in
November 2004 because it had caused, as it wad motiee last Progress Report, fear of misuse of
the legislation for criminal wrong doings and feintinal penalty of business enterprising. It was
also indicated that the responsible Ministries tiegh agreed on a solution which would introduce
administrative liability of legal entities for preedings sanctioned on the basis of International
Treaties or the legislation of European Communitluding for money laundering, terrorist
financing and other offences to the extent thesepasvided for in such international instruments.
Government Resolution No. 64, dated” 2&nuary 2008, prescribed that a draft law be peeplay
the responsible Ministries by the end of the y&x{y&

91. While in 2008 there appeared to be an overall ageee that an effective form of administrative
liability of legal persons for money laundering Wdbe introduced, the evaluators of tierdund
learnt that no legislation upon the basis of thevakmentioned governmental resolution has since
been adopted in the Czech Republic. Furthermoee|etislative trends had apparently changed
again as the team was informed of a completelyewsfit draft law to address this issue.
A Draft Law on Criminal Liability of Legal Personand Procedure against Them had been
elaborated, which was undergoing a commentary proeeat the time of the™4onsite visit.
According to The Czech authorities, this law, oadepted, will make it possible to punish legal
entities for money laundering offences and thusilit provide for compliance with international
instruments that require corporate criminal liabiliThe draft legislation would clearly be based on
criminal liability and procedure while the conceytadministrative liability of legal entities for
criminal offences appeared to be entirely rejecRepresentatives of the Ministry of Justice made
it clear onsite that the draft was complete enaiagbe submitted to the Parliament in one month.
However, for political reasons, the Ministry hactided not to bring the final draft to the current
Government and hence the draft was likely to bépoo®ed until after upcoming elections.

92. The evaluators learnt from the MEQ that the latdstft would provide for an independent
procedure for legal entities and administrativepoesibility of legal entities would not be
precluded while introducing their criminal liabjlit Sanctions applicable to legal persons would
include a range of punishments from “publicatiorthd final judgment” to prohibition of activity,
pecuniary sanctions or the dissolution of the |eguily.
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93. All in all, the Czech Republic still fails to relgate any form of corporate liability for the
commission of criminal offences and now there isuagent need to pass the necessary legal
framework to enable the effective sanctioning @alepersons. Though the current draft was not
made available to the evaluation team in Englistt, therefore no relevant examination of the
preconditions for either the establishment of coapm liability or the application of various
punishments could be carried out, the evaluatgopat all governmental efforts in this direction
and encourage acceleration of the adoption of ¢helagislation.

94. The essential criminal sanctions for money laumdgr{legalisation of proceeds of crime)
as provided in Art. 216 CC compared with thosehim tespective offences in force at the time of
the 3° round visit, are set out beneath.

95. The core offence of money laundering (para 1) eariinprisonment up to 4 years, a pecuniary
penalty, prohibition of business or forfeiture bétthing or another asset value. At the time of the
previous evaluation, the same offence was punishahith imprisonment up to 2 years or a
pecuniary punishment, which was found by tffer8und examiners to be “quite low” and they
recalled that under the 2001/500/JHA EU Councilnigavork Decision of 26 June 2001
all European Union member States shall take thessecy steps to ensure that the offence of
money laundering is punishable by deprivation béily for a maximum of not less than 4 years.
Since the maximum term of imprisonment was incréage to this level in the new Art. 216(1)
CC, together with the introduction of additional ane of punishment, this recommendation
appears fulfilled. On the other hand, the curremt tontains an additional provision in para 1,
according to which the money laundering (legal@3gtis committed in relation to a thing or other
property value originating from a crime for whidtetlaw provides a “moderate sentence” that is a
less severe punishment, the money launderer shsall l®e subject to the latter, more lenient
punishment. In this respect, it is only the ranf@unishment and not any other characteristic of
the underlying criminal offence which counts. Ascansequence, the minimum level of
punishment applicable to money laundering will rsseeily be equal to the absolute minimum
punishment applicable to any of the potential ma@i crimes in the Criminal Code. This is
contrary to the above mentioned Council Framewoeciflon but it also lessens the available
money laundering sanctions and hence the dissuessend effectiveness of the sanctions.

96. As for the aggravated cases of money laundetigpunishment can be 6 months to 5 years of
imprisonment or pecuniary penalty if the offendes hacquired considerable profit through the
crime either for him/herself or for another persamwell as when the laundering offence is related
to proceeds (a thing or another asset value) obmaglue (para 2 lit a-b). In this context, both
“considerable” and “major” correspond to the sanmedd term namelyVets® (i.e. “greater,

larger”) and hence both terms are defined by amim amount of CZK 50,000 in Art. 138 CC.

At the time of the previous evaluation, the firshduct was punishable in almost the same way but

with a slightly higher minimum level of imprisonntefminimum 1 year) and there was no

pecuniary penalty as an alternative.

97. The range of punishment is raised to 2 to 6 yeapsisonment or forfeiture of property in case of
further aggravating circumstances under parag&y&) as follows:

a) when the offender committed the act as a mewfan organised group;

b) in relation to proceeds originating from an esqié/ serious crime;

C) in relation to proceeds of a significant valaeléast 500,000 CZK);

d) the offender has acquired a significant ber{gefinimum level as above) for him/herself or for
another person; or

e) the offender misuses his/her professional wsdr function in order to commit the offence.
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98. At the time of the 8 round visit, the aggravated cases in lit d)-e)vabwere formulated similarly

(then in Art. 252a para 3 lit b-c) but carried aremeevere punishment (the range was two to eight
years). On the other hand, the case in lit a) alvea® considered less serious at that time, being
part of the preceding paragraph and thus punishatille within the one to five years’ range.
The case in lit b) was somewhat different in thevus offence, as it not only related to proceeds
of especially serious crimes but those originatingm trade in narcotic and psychotropic
substances or from another particularly seriousiioal act. On the face of it, this modification
appears to broaden the scope to all serious ptedifi@nces without any further specification. On
the other hand, however, those forms of trade roat& and psychotropic substances that are not
considered as “especially serious crime” are, lierdake of inner balance of the CC, left out of the
scope of this provision and thus the new law igarienient towards these less serious forms of
drugs money laundering

99. An increased level of severity is provided for erg 4 with its three aggravated cases punishable

with imprisonment from three to eight years. Theases refer back to those in para 3 lit a) and
c)-d) respectively, with some additional factorattmake them more serious (proceeds or benefit
of “great” value, that is, minimum 5,000,000 CZKtbe involvement of an organised group that is

active in several countries).

100.The previous report underlined that as the Czedhosities also consider the offences of

participation and patronisation to be money lauimgeoffences, a consistent approach would
normally require that the level of punishment woalslo be harmonised. This appears to be done
in the current Criminal Code as regards the padigdn offence. In fact, it was already the
amending Law No. 122/2008 Coll. that increasedugeer limit for imprisonment applicable for
the basic form of both offences. Furthermore, libthaggravated categories (see Art. 214 para 2
to 4) and the respective levels of punishment apte®e formulated identically to that of the
legalisation offence, including the problematicuda on allowing for a more lenient punishment in
case of a less serious predicate offence. Therpséitton offence in Art. 166 of the old CC is more
differently structured and it carries a less seymgneishment (maximum 3 years of imprisonment)
also with the possibility for further mitigation tase of a less serious predicate offence.

101.The 3 round MER found the system of criminal sanctiomsrhoney laundering (legalisation)

offence to be not dissuasive enough. Nonethelegfieatime of the 4 round visit, The Czech
authorities had indicated that the draft new P&wale would criminalise money laundering with
an increased level of sanctions. The money laungesffence provided in Art. 192 of the draft
law, as quoted in theé“¥ound MER, appeared very similar to the one finaiopted in Art. 216

of the new Criminal Code, though the level of pament for aggravated cases is one of the few
differences. That is, wherever the draft would havevided for a conduct with imprisonment
ranging from two to eight or three to ten yearg, tlaximum levels in the adopted version were
lowered to six and eight years, respectively.

102.As it was explained by the Czech authorities, the@dased sanctions were still present in the

latest version of the old CC (as amended by the Naw122/2008.) but abandoned in the new
Code as result of conceptual changes in priorfesriminal policy. As a result, the evaluation
team considers that even if the current criminahcBans in Art. 216 CC appear more
proportionate than those in the former Code (paldity as the range of criminal sanctions has
also been extended with specific reference to itore of a thing or other property value or to ban
on activity) they still lack the necessary dissuasess and that will have a negative impact on
their effectiveness too, even if the Czech autlearitonsider the current ranges of punishment
dissuasive enough. Criterion 2.5 thus cannot bsidered as fully met.
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Statistics and effectiveness issues

103.The first set of statistical information providey the Czech authorities in the MEQ contained
data on ML/FT investigations, prosecutions and Ifioanvictions. The tables did not appear
complete yet they indicated that money launderiag vepresented in the annual criminal statistics

by 5 to 11 cases ended with a final conviction@iaing 7 to 16 convicted persons respectively)
out of 13 to 16 prosecutions (indictments).

Table 6: Investigations, prosecutions and convictits

L . Convictions
Investigations Prosecutions .
(final)
cases persons cases persons cases persons
ML 44 NA" 13 22 6 7
LS FT 1 2 0 0 0 0
ML 32 NA 16 35 10 10
LS FT 1 1 0 0 0 0
ML 32 NA 10 12 6 7
e FT 1 1 0 0 0 0
ML NP NP 16 25 5 7
At FT NP NP NP NP NP NP
2009 ML NP NP 15 24 11 16
FT NP NP NP NP NP NP

NA: Not Available; NP Not Provided.

104.0n the face of it, the general number of convididnot insignificant. From the aspect of the
number of cases, the prosecution/conviction rat8wm appears impressive but it looks quite
different when comparison is made between the nurabeersons indicted with the number of
those convicted. This shows that, in certain ydass than one third of the perpetrators indicted
for money laundering (7 of 25 in 2008) were finathnvicted by the court. It needs to be noted at
this point that these statistics only containedrmation on legalisation (Art. 216 CC) cases when

referring to “money laundering”. No information ather potential ML-related offences was
provided.

105.0ther data was available based on FAU statisticsioney laundering cases (Art. 216 CC only)
for the entire country and for the period 2005 02®lus the first quarter of 2010. Like the
statistics discussed above, the separate, anrhlas tavere merged for the purposes of this report

but the figures remained the same (as for the ipldicoceedings here below, any figures above
zeroarebold).

* Remark of The Czech authorities: “number of pessisnnot available (NA) because the total may a8y

the investigation progresses”.
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Table 7: Statistical information on reports receive by the FAU and Judicial proceedings

Statistical Information on reports Judicial proceedinas
received by the FAU P 9
notifications
cases o0 law
opened indictments Convictions
enforcement/
by FAU
prosecutors
year ML ML
ML ML
cases persons cases persons
2005 3404 208 2 2 0 0
2006 3480 137 2 2 1 1
2007 2048 102 0 0 0 0
2008 2320 78 0 0 0 0
2009 2224 191 4 4 0 0
2010
10 391 73 0 0 0 0

106.The statistics above cover STR-based criminal camdg. The number of STR-related

indictments and convictions are definitely lowwihich respect The Czech authorities underlined
that it does not indicate low effectiveness of E#dJ full reports, because many of the cases the
FAU handed over to Police were subsequently ingattd and prosecuted as frauds, credit frauds,
investment frauds, tax evasion, misuse of inforamatn business relation or other economic and
financial crimes and not money laundering. The @atalrs accept this but they note, first, that the
figures above appear too low to be fully explicablethis way (particularly as regards the
notifications/indictments ratio) and second, thhahay question the effectiveness and reliability of
the reporting regime if “many cases” that is, siggaly a considerable proportion of reported
cases prove not to be related to money laundering.

107.The Unit for Combating Corruption and Financialr@ei provided separate statistical information
on the outcome of criminal complaints they receifredn the FAU in 2009. According to that, the
Police opened 175 criminal complaints from the FisLR009, of which 52 turned out to be not
related to money laundering but to other crimes tnailefore they were forwarded to regional
police bodies. The proportion of such non-ML retatmomplaints (52/175 = 29%) appears to
contradict the above statement, according to whitdiny” cases were found unrelated to money
laundering and forwarded to other law enforcemeulids.

108. As for the remaining 123 cases, 55 were still pahecked at the time of the onsite visit, 37
were merged with or connected to ongoing criminalestigations, while reports on
commencement of steps in criminal proceedings \gelamitted to the public prosecutor in 31
cases. Interestingly, as far as the 52 non-ML edlatases are concerned, this phase of the
procedure was reached in not less than 33 caseh wdpresents a significantly larger proportion
(33/52 = 63% versus 31/123 = 25%) and may inditaa¢ more attention needs to be given to
money laundering cases.
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109.0ut of the 31 ML-related reports, the initiation @fformal investigation and declaration of
suspicion to the defendant took place in 5 casgairfat 6 persons). The evaluators were also
informed that in 20 of the above mentioned 31 cases only was a report submitted to the
prosecutor but also financial assets on bank atsauware frozen under Art. 79a CPC in the total
amount of 278.407.394 CZK (approximately 11.136.2)5which is a positive indicator of
effectiveness.

110.Unfortunately, no such statistical figures wereviited for the preceding years and therefore this
data cannot be considered as being derived fratistgta kept and maintained by an authority. The
evaluators, however, received a third table whi@s waid to be an excerpt from the nationwide
police statistics, including data from all levelspwlice authorities in the Czech Republic. These
statistics are unique insofar as they actually @ionseparate information on legalisation and
participation offences. Also they are more helpfidin the previous ones, as these are not restricted
to STR-based money laundering cases but, presujrtaldyy police investigations conducted for
such offences, even though they only provide deganding the investigative phase of the criminal
proceedings.

111.As to the latter, the evaluators first noted a ificgmt difference between the total numbers of
money laundering investigations and the numberseofons involved therein, as compared to the
statistics originally provided in the MEQ (the resfpive figures only rarely matched, for example -
the number of persons under investigation for MR@®9) for which the evaluators were given no
explanation. In addition, while these statisticewsla trend of increase regarding the number of
persons involved in money laundering investigatitasfrom the year 2006 to 2009) the original
MEQ statistics contain steady figures in this respe

112.Another feature of these statistics is that thegt@io data regarding what proportion of the
respective money laundering and participation casesunder the process of “verification” by the
end of each year, that is, where no formal invasitg had yet been initiated. This ratio was very
low in cases of participation offence as 80 to 8vcent of them had already been “clarified” by
the end of the respective time period. As for molaeyndering (legalisation) cases this ratio was
31 to 53 percent which clearly shows the differeimcéme consumption required to provide the
necessary evidence and to properly analyse andtigage a money laundering case.

113.The fact that more authorities maintain, to angektstatistics relevant to the performance of the
criminal anti money laundering regime (numbersnekitigations, prosecutions etc.) appears to be
a positive sign and indicator of awareness of ig8sie but, on the other hand, the occurrence of
notably different figures relating to such basiesfions raises serious doubts about the general
reliability of these statistics, about which sonepresentatives of the Police also complained
on-site (mentioning that their statistics canndier the situation if there is more than one chkarg
in the same case as only one of them will be regad). Furthermore, all statistical tables or
figures the evaluators were given focus primarity tbe legalisation offence while hardly any
attention was paid, as discussed above, to othé&rrtNated” offences (and even in that case, the
respective figures were either incomplete or unimative).

114.1t was a particular deficiency of these statistibat neither of them gave more profound
information on the characteristics of the undedyiaoriminal cases. More specifically, the
following features could not be assessed due &sladf relevant statistical information:

- the number of police-generated money launderasgs as opposed to those based on STRs

- the underlying predicate offences (at least tlomseirring more frequently)

- proportion of self-laundering cases and thosatedl to classic third-person money laundering
activity within the whole, etc.
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115.Beyond the statistics, the examiners could not farahear picture of the money laundering cases
having been subject, at least, to convictions | @rech Republic. The information gathered
during the onsite visit implies that most of theses successfully prosecuted as money laundering
i.e. legalisation of proceeds of crime have besnatathe time of the'Bround visit,basic cases
involving stolen goods Specifically, the cases described more in détathe last report were
related to stolen cars (that is, tangible procdmilsg the direct result of a predicate crime) dred t
laundering activity subject to prosecution consistf concealing their origin by changing
identification features (colour, number plates)/andlismantling them to be sold as spare parts.
Now in this round, The Czech authorities made ezfee to some successful money laundering
cases of an identical character (stolen cars, fieadifumber plates etc.) or a very similar case the
object of which was a precious painting stolen sdmeears ago and the perpetrator attempted to
legalise it by providing false documents to proigelegitimate origin and ownership. Certainly,
these acts can obviously be subsumed under ArtCZl16&evertheless, at this point, the evaluators
need to reiterate the conclusion drawn by the previteam: the spirit of ML provisions in
general, and the reasons why the international camty has insisted on the need to criminalise
ML is primarily in order to tackle complex and sifjtant operations that are used to launder
larger amounts of proceeds generated by organisechec and other serious crime-related
activities’ and these cases definitely do not belong todhategory.

116.In this context, while The Czech authorities hagpaaently achieved more final convictions for
money laundering, the evaluators have consideregl disconnect between the actual,
criminological phenomenon of money laundering ia @zech Republic and the outcome of the
anti-ML criminalisation in terms of numbers andstmaularly, the characteristics of convictions.
The information they obtained supported the viewat,ttas in the "8 round visit, sophisticated
modus operandare used in the country, including by organiseésergroups: conducting of illegal
financial activities, use of businesses to integmditty money, use of transactions or operations
involving significant amounts of cash. Organisetiner groups remain a continuing and serious
risk and it is noted that they are operating sigaiftly in white-collar crime and internet frauddan
that the proceeds of their crimes are succesdfuligdered in the Czech Republic. The evaluators
were also made aware of large scale drug crimesvimg both trafficking and cultivating of drugs
by mainly foreign (Vietnamese) criminals among wheren the occurrence of a Hawala-like
alternative remittance system was identified.

117.As noted above, the evaluators have requestedmatamn on the overall economic loss or
damage from all proceeds generating offences dsaweldequate information and statistics upon
which overall conclusions can be drawn as to thalitguof the money laundering cases being
brought to the courts. According to the represematof law enforcement, they had had no
success with ML convictions so far and money laungehad usually been treated as subsidiary to
other offences and subsumed with the predicatsnacdferather than being prosecuted separately.
The evaluators were not provided with further stats showing the proportion of cases which
relate to self laundering and the number of autan@mmoney laundering cases, particularly
involving the proceeds of organised crime.

118.The Czech authorities explained that they had éepeed difficulties in prosecuting more
serious money laundering cases and that this cesldt in very protracted proceedings. A number
of indictments, for example, had been referred liadke prosecution to provide further evidence,
which implies that the standard of proof requirgdhe courts may be overly high.

119.There was only one criminal case described in ditahe evaluators (a large scale fraud case
committed to detriment of the financial and ecormimterests of the European Union) which, as
illustrated by excerpts from the original bill afidictment, could definitely be considered to
contain “complex and significant” laundering op@as. In this case no one was prosecuted for
autonomous third-person laundering activity (alipe¢rators were indicted both for the predicate
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crime and the related legalisation offence). Wheked on-site, neither of The Czech authorities
could recall successfully prosecuting any auton@nmoney laundering case or those based on
STRs received from financial investigations (thelest painting case was said to be based on an
STR).

120.In the absence of further information from the doynhe effectiveness of ML criminalisation
has not been demonstrated. The evaluators asstiveselves with the analysis of the previous
team on the possible reasons for the discreparneyeba the perceived ML crime situation and the
apparently modest judicial response thereto artdregé that there is still need to further analyse
the reasons for that.

2.1.2 Recommendations and comments

121.The evaluators remain concerned with the structuals upon which the current criminalisation
of money laundering has been established within @zech criminal substantive law. The
“compound criminalisation” as discussed above daet provide for a sound basis that
corresponds to all aspects required by the relg@antentions.

122. It had already been found by the previous evalnateam that The Czech authorities tend to
oppose any significant redrafting of the ML offenaeguing that the combination of the various
domestic provisions globally satisfies and sometiragceeds the international requirements and
that a substantial redrafting would interfere wethisting and developing judicial practice (see this
argumentation more in detail in th& 3round MER) and, indeed, the evaluators of tAheound
also found the same approach.

123.However, the coexistence of legalisation and pagton offences is not the only concern about
the criminal anti money laundering regime. As diesat above, these offences have already been
harmonised to a significant extent and the thirdugrof physical elements in the conventional
money laundering definition is more or less adegjyatovered by the latter (except for
“possession” which should be provided for cleadgll thus the criminal justice system is, at least
in principle, prepared for prosecuting either afgé offences. The main problem is, however, that
the participation offence is not considered, inaalbects, equal to the legalisation offence when it
comes to which offence(s) correspond(s) to the g¢mencept of money laundering, which may
cause ambiguity in international relations as wasllinaccuracy in statistics, as mentioned above.
Furthermore, the use of a single ML definition wbuabt appear to be contrary to the Czech legal
tradition as it has already been successfully aelien the preventive legislation (AML/CFT
Law). This approach, in the view of the evaluatetguld be followed in all branches of the Czech
law to avoid inconsistency between the reportirggme and the criminal sanctioning regime.

124 What is more problematic is the legalisation oftentself. Its structure and wording are very
different from the internationally acknowledged cept of money laundering and particularly
from the definition provided by the relevant Contiens. Despite some significant improvements
mentioned above, the basic part of the offencenbashanged and thus all doubts about its overall
applicability remained. The general applicabilifytive respective CC articles could only be really
confirmed by more convincing court practice. Alethources quoted by The Czech authorities to
support their opinion were legal literature (a Coamtary to the CC and an article in a scientific
periodical). Thus it remained doubtful whether amavhat extent these commentaries are binding
for the courts in a criminal procedure.

125.As a consequence, the evaluators cannot find therage of money laundering in the Czech CC
to be sound and consistent. Even if the recent dments brought some significant improvements
to the legalisation offence in many details, theegal situation has not changed fundamentally
since there will still be reliance on the furthetklated criminal offences. The evaluators share
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the opinion expressed in the previous report, aboegrto which the Czech legislators should
depart from developing and harmonizing the legabsaand, at least, consider the participation
offences simultaneously and adopt the idea of glesimoney laundering offence, preferably in line
with the definition already existing in the previeatlegislation (AML/CFT Law), for example, by
extending the current content of Art. 216 CC todktent required by the Conventions.

126.

127.

The main negative consequences of the current apiprovere adequately summarised by the
3 round evaluation report with which the evalua@ssociate themselves:

- the inconsistencies regarding the definitionred bffence (between first of all Art. 216 and
214 CC) go against a coherent treatment of theiainphenomenon of money laundering,

- the fragmented approach may lead to the diluticthe money laundering concept and, hence,
the respective offences, including Art. 216 CCiardividually closer to the classical offence
of receiving of stolen property

- the court practice, as described to the evalsadaring the on-site visit, illustrates that the
legalisation offence has still mostly been applieatriminal offences which had more to do
stolen goods (receiving, trafficking, selling) thanth the classical laundering of profits
obtained through criminal activity.

It is therefore recommended

« toamend Art. 216 CC so as to cover explicitly ¥heious elements of the international
requirements on the concept of money laundering apparently missing from the
definition (first and foremost: the conversion drahsfer of property, the possession of
property, the various specific aspects of concealnamd disguise and the explicit
coverage of the two main purposive elements reduisethe conventional definitions)
preferably by harmonising the money laundering ndeéfins of the administrative
(preventive) and criminal substantive law;

* to make sure, either by legislation or by achieviagvant judicial practice, that the
money laundering offence(s) cover both direct adliréct proceeds from crime;

e to provide for the criminalisation of conspiracy tmmmit all types of money
laundering, preferably by prescribing explicitly the CC that preparation for the
legalisation offence (which by virtue of Art. 20 G50 comprises conspiracy) is also
punishable, as had already been formulated inréndqus draft of the Criminal Code;

« to consider increasing the criminal sanctions agplie to the legalisation offence and
other ML-related offences;

e to provide for the criminal liability of legal paiss, including for ML;

e and, finally, to further analyse the reasons far #pparent discrepancy between the
money laundering phenomenon in the Czech Repuhtictlae type of legalisation or
participation cases so far concluded successfaliyh in terms of differences in the
underlying predicate criminality and the typolog@sthe related laundering activities,
and take further appropriate initiatives to coutités phenomenon.

2.1.3 Compliance with Recommendations 1 & 2

Rating Summary of factors underlying rating

R.1 PC * The criminalisation mechanism still needs to beught in line with the

international requirements prescribed by the relev&onventions
particularly with regards to:

= the conversion and transfer of property
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Rating Summary of factors underlying rating
= the possession of property

= and all aspects of concealment and disguise neeue (o
explicitly provided

» The conspiracy to commit all types of money lauimdgis not covered by
criminalisation;

» There is insufficient evidence of effective implertation.

R.2 PC * No corporate criminal liability has been establghe

* The sanctioning regime is not sufficiently dissuasand effective and
therefore the level of punishment needs to be azzd.

2.2 Criminalisation of Terrorist Financing (SR.II )

2.2.1 Description and analysis
Special Recommendation 11 (rated PC in the 3 round MER)

128.The evaluators of the previous round were firm lieirt recommendation that financing of
terrorism should be introduced in Czech criminddstantive law as a stand-alone offence, that is,
to abandon its subordinated position to the offeatéterrorist attack” and to provide for a
separate offence broad and detailed enough tor lwetter, besides the financing of terrorist acts,
also the financing of terrorist organisations andividual terrorists. It was however indicated
already in the same report that The Czech autbsriiad not considered that the creation of a
specific offence would lead to improvements in fc&cor to an increase in the number of cases
prosecuted. Consequently, no changes were for@sélea then drafted new Criminal Code either.
Indeed, it was evident in the™4round that the Czech lawmakers failed to followe th
recommendation. In the new Criminal Code, the aféeof terrorist attack, as provided in Art. 311,
is practically identical, both in its structure artd a large extent, also in its wording to the
respective offence in Art. 95 of the previous CoHeais also refers to the location and function of
the terrorist financing offence which remained &discussed in one of the subparagraphs within
the same article (para 2 lit b of Art. 311).

129.With no changes in the general approach, The Caetiforities now referred to Art. 311(2)b of
the new CC as the main provision covering terrdiiigincing. According to that, a person is
punishable Who supports such conduthat is, the conduct of terrorist attack mentibirepara 1)
a terrorist or any member of a terrorist organigatifinancially, materially or in another way

130.Before entering into discussion on the act of wstdinancing, one must have a closer look at
paragraph 1 to determine what is considered totitotesa “terrorist attack” that is, a terroristtac
pursuant to the Czech criminal legislation. As #a&r the general definition of terrorist act in
Art. 2(1) b of the International Convention for tBeippression of the Financing of Terrorism is
concerned, this appears adequately covered by3At{1)a CC, together with the preamble of the
same article. As to the compliance with Art. 2(bfathe said Convention, the examiners of the
3“round had noted in their report that the lengily of offences contained in paragraph 1 of
Art. 95 CC then in force did broadly cover the was situations addressed in the specific
UN terrorist conventions and it is also clear tAdt 311(1) of the current CC literally reiterates
Art. 95(1) of the former Code. Nonetheless theanirevaluators found a number of conducts that
appeared not to be covered as terrorist attack lzmte, their support could not be qualified as
terrorist financing.
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131.Specifically, no parts of the offence of terrorigttack (Art. 311 CC) provide for the
criminalisation of acts described Art. 7 of the Convention on the Physical ProtecdriNuclear
Material (1980) in relation to the general notioh“puclear material” and not only “nuclear
weapon” to which reference is made in Art. 311(@X and, particularly, whether the theft or
robbery of nuclear material or an embezzlement raudulent obtaining thereof is covered.
Equally, Art. 2(a) and (b) of the Protocol for tBappression of Unlawful Acts against the Safety
of Fixed Platforms located on the Continental SKg888) (“seizes or exercises control over a
fixed platform by force or threat thereof or anfat form of intimidation... performs an act of
violence against a person on board a fixed platfibrthat act is likely to endanger its safety...”)
is not covered by Art. 311(1)c which only refersdstroying and damaging of such objects.

132.Turning now to the financing offence in Art. 31I2LC it first needs to be noted that this was
indeed one of those parts of the criminal legistathat had actually undergone some significant
development since the previous round of evaluation, apparent accordance with the
recommendations made in th& ®und MER.

133.At the time of the % round evaluation, only the financing of a terrb@st had clearly been
covered by Section 95(2)b of the Criminal Code timeforce(“...who provides financial, material
or other support to such condugtivith no explicit coverage of financing of terrstriorganisations
and individual terrorists. In this respect, tH&r8und MER quoted The Czech authorities of that
time, who considered that the combination of thearicing offence with general or other
provisions and, above all, the former Art. 163a Q€ “participation in a criminal conspiracy”
would allow extending the scope of the criminalmatmechanism towards the financing of a
terrorist organisation, particularly as Art. 163aC explicitly provided for a linkage with Section
95.

134.This approach was not compromised by the recermldpment of the Czech criminal legislation,
which, (as quoted above), made the new Art. 31li{d)) CC encompass the supporting of a
terrorist or any member of a terrorist organisatibert not the support provided to the terrorist
organisation itself. Instead of that, the new C@Gimned a criminal offence similar, or almost
identical, to the former Art. 163a, which is nove thffence of “participation in an organised crime
group” in Art. 361 CC (in the original, the namesigghtly different). In line with this section,
anyone“who founds an organised crime group, who particgs in activities of an organised
crime group or who supports an organised crime grshall be punished by imprisonment of 2 to
10 years or forfeiture of property{para 1). Committing such offence in connection aof
organised crime group aimed to commit, among ofhbes offence of terrorist attack (Art. 311)
shall be punished by imprisonment of 3 to 12 yearorfeiture of property (para 2) while the
leaders or representatives of such a group aratdmred with imprisonment for a term of five to
fifteen years. The evaluators note that the dédimibf “organised crime group” (Art. 129 CC) is
literally the same as that of “criminal conspiradg’Art. 89(17) of the former CC as quoted in
footnote 47 of the"3round MER.

135.As a result, the Czech criminal substantive lawtioored to target the financing of a terrorist act
as well as a terrorist organisation in the same agi did at the time of thé“3ound visit. As far
as the third option, that is, the financing of adividual terrorist, is concerned, the situatiors,ha
however, substantially changed by the amendmerirbf311(2)b CC which now covers the
financial, material or other support provided ta terrorist or any member of a terrorist
organisatiori.

136.At this point, it needs to be noted that Criteribi lit a(iii) uses the term “individual terrorisas
opposed to a terrorist organisation in lit a(ildahus the former comprises any terrorist being a
natural person regardless of whether or not hddslangs to any organised group and therefore the
terminology used in Art. 311(2)b CC, which drawsdiatinction being members of terrorist
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organisations and “independent” terrorists, appeatiser redundant. This notwithstanding, the
development achieved by this provision is welcorag bn the other hand, concerns may arise
about the actual applicability of the new rulespsidering that neither the Criminal Code nor any
other piece of legislation the evaluators are awém@ppear to provide any definition of the terms
“terrorist” and “terrorist organisation” (as oppds® the definition of “organised crime group”
above).

137.1t perhaps needs no explanation that these terensravoidably indefinite and, for this reason,
practitioners will necessarily require approprigtédance as to what makes someone a “terrorist”
in the context of Art. 311 CC i.e. what needs tgpbmved to establish such a qualification. Czech
authorities stated in the MEQ thHagrms as ‘terrorist’, ‘terrorist group’, ‘terrorig¢ organisation’
and ‘terrorist financing’ are interpreted by legakofessionals and practice of the courts while
respecting international obligationsAs for the the term “terrorist group” referenceswaade to
the above cited Commentary to the Criminal Codectvidefines this term as astfuctured
association of more than two people that existddonger time and which acts in accord to
commit acts of terrorisitn However, no such reference was made as regheddefinition of an
individual terrorist. Certainly, the Glossary t@tRATF Methodology does provide a definition for
this term but without any, even implicit, referesde this respect, the evaluators consider it very
unlikely that the new legislation or legal practiseto any extent, based on that. In the absehce o
proper guidance, the latest extension of Art. 3 @C appears to serve the purpose of formal
compliance with SR.II rather than providing a m@awerful weapon for the fight against the
financing of terrorism.

138. As a final remark related to the topic of indivaditerrorists and terrorist organisations, the
evaluators should note that they are unclear whyoffences in Art. 311(2), that is, not only the
support provided to, but also the threat of, aotést act were excluded from the scope of the
aggravated cases under para 3. More specificallggrist acts as defined by para 1 are threatened
with a more severe punishment if committed, amothgrs, as a member of an organised group
(para 3a) but this does not apply to the acts fpdcby para 2. As a result, the financing of
terrorism would not be punished more severely ihaidtted by a member of an organised group,
which appears to be a loophole in the criminaldiegion. This deficiency can only indirectly and
partially be remedied by Art. 42(0) CC that dectaitean aggravating circumstance if the offender
“committed the crime as its organiser, a memberaof organised group or a member of a
conspiracy”.

139.In the 3 round MER, the examiners considered that Art. 35¢hd Art. 163a then in force (the
present-day Art. 311(2)b and Art. 361 CC respebfjweere not “very eloquent” and therefore it
was hard to say to what extent the collectbérfunds (by any means, directly or indirectly)sva
included in Czech legislation. Evaluators of th® mund, having thoroughly examined the
legislative background available, have come tostimae opinion concerning thetus reusof these
offences.

140.Criterion 1.1 lit &) requires that both core adi®s of terrorist financing, that is, “provisiorhd
“collection” of funds be covered by criminal legibn. These are two distinct activities, in which
context “collection” means the raising of funds luaing legitimate assets with a view to
forwarding them to the recipients. Strictly speakineither the termsupports(...) financially,
materially or any other way(as in Art. 311(2)b) nor the simplestpport§ (as in Art. 361)
appears to cover the mere collectadmmeans.

141.The 3 round MER cited the opposite opinion of the aditative Czech legal literature (the 2004
Commentary to the CC) according to which the tesopports by any other means” simply means
any support that is relevant and, hence, includésout doubt support in the form of organizing
the collection of funds, in which case the suppdnimself does not provide his financial support.
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At this point, explicit reference was made to Arl(1)c CC then in force (now it is Art. 24(1)c
CC) claiming that the concept of assistance (inolydprocuring of means”) applies to support
under Art. 95(2)b CC (now Art. 311(2)b CC) as well.

142. Evaluators of the "4 round examined the respective article of the cur@®C (an English
translation was provided onsite) and were not awed by the above interpretation. Art. 24 deals
with the issue of participation in a criminal often and it defines various forms of this
participation in para 1 as follows: the organidiera)) the instigator (lit b) and the assistant ¢)).
As for the latter, it isd person who intentionally granted another persesistance in committing
a criminal offence, particularly by providing theeans for committing such criminal offence,
removing obstacles, enticing a victim to the sceh¢he crime, guarding during the offence is
committed, giving advice, strengthening the persdntent or promising assistance after the
commission of a criminal offericel'his definition contains no reference to “proicgr of means”
but to “providing of means” which is something cdetply different and, indeed, it corroborates
the findings of the @ round evaluation team. The accuracy of the latsslation could also be
verified; the key expression in the original mpateenim prostedk:” which corresponds to “(by)
provision of means” whereopat‘eni’ means “provision” considering that the same teymsed in
the very same sense in the money laundering offienget. 216(1)b tod

143.Bearing all this in mind, the evaluators are natvinced that the Criminal Code provides for an
offence of terrorist financing in the form of calten of funds with the unlawful intention that
they should be used, or in the knowledge that #éreyto be used, according to Criterion 1.1 lij a(i
to a(iii) particularly as the team do not find @l@ove mentioned Commentary authoritative enough
for such a broad or almogtaeter legeninterpretation that has never been tested inipeact

144.Subsequent to the on-site visit, The Czech autbsrgxpressed their view that a person who
collects financial means for the purpose of supportterrorism would be punishable for
preparation of terrorist attack pursuant to Art. @CQ. According to the latter, conduct which
consists in intentionally creating conditions fomamitting an especially serious offence especially
by, among others, the acquisition or adaptatiome&ns or tools for the purpose of committing
such a crime shall be considered as preparatiordhdf the Criminal Code stipulates so in the
relevant provision and if such a criminal offensenbt attempted or committed. In line with this,
Art. 311(4) CC explicitly provides that the prep#sa for the offence of terrorist attack (including
the offence of supporting in para 2b) is punishable

145.In the absence of any case law or other sourcgsidance it cannot be anticipated whether the
Czech judicial practice would actually accept ttiegt simple gathering of financial means with a
view to support a terrorist or a terrorist act vehuh itself, establish theui generigpreparation for
the respective criminal offence, but even if it dig it is likely to be sanctioned less severednth
a completed criminal offence despite the same rafigrinishment. What is more, this potential
solution cannot be applied when it comes to thanfiing of a terrorist organisation under Art. 361
CC which, due to the level of maximum punishmestid be considered an “especially serious
offence” pursuant to Art. 14(3) CC but the Crimir@bde does not stipulate specifically that
preparation of this offence be punishable.

146.As far as_provisiorof funds is concerned, the broad definition ofpisart” remains to cover
financial, material or any other kind of supposdain Art. 311(2)b of the new CC similar to the
respective provision in the former Code. As wasay noted in the previous report, this broad
approach is in line with Criterion Il.1b. The offanin Art. 361 CC, however, only refers to the

> In which case “providedn exchange of a thing or another asset valuaidstdor ‘opatena za ¥c nebo

jinou majetkovou hodnotu
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general notion of “support”. The reasons for arel éffects of this difference remained unclear. It
is very likely that the Czech lawmakers had simialjed to harmonise the two offences in this
regard but now one cannot tell with certainty tlowerage of “support” in these offences. One
could argue that the simple and general notionsapport” in Art. 361 CC may be even broader
than that in Art. 311(2)b because of the specificasittached to the latter. On the other hand, the
concept of “support” in Art. 311(2)b is explicitlgnlarged so as to encompass any kind of
supporting activity, as it was discussed more itaitkein the previous report. As it was confirmed
by The Czech authorities, both “support financiathaterially or in any other way” in Art. 311(2)b
CC and “support” in Art. 361 CC practically have ttame coverage.

147.As with the legislation in force at the time of tB€ round, the Czech Criminal Code does not
specify that terrorist financing offences shouldeex to both direct and indirect forms of support
and neither is it provided explicitly whether theusce of the financial means comprise both
legitimate and illegitimate origin. In this respethe Czech authorities had previously argued that
there was no need to make such a differentiaticradme what is decisive is the existemte
support and not its form or source. They had al$ded that it was not customary in Czech
legislation to use the wording “directly or inditlg¢ or “in full or in part”, the absence of whidh
the entire Criminal Code had not yet caused anpleno and, if the legislator had wanted to limit
the scope of the provision, it would have been salicitly.

148.The reasons why thé“Iound evaluation team could not agree with thevabargumentation
remain applicable. Evaluators of th8 bund thus associate themselves with the statenset
conclusions made in the previous report and adtidurarguments thereto. That is, the thorough
examination of the current Criminal Code does ngipsrt the argument that expressions such as
“directly or indirectly” etc. are unknown in the &z criminal law. Instead, such specification
does indeed exist in the CC, even if it not fornediaidentically to the terminology of the FATF
Methodology. Picking up just one example from tbeyof legislation being subject to the present
evaluation, one can find both “even if not dirett(y.e. directly or indirectly) and “at least
partially” (i.e. fully or partially) in one singlarticle of the Criminal Code (Art. 101(2) CC), aith
of which could have been applied in the terroiisaficing offence too.

149.The Criminal Code does not provide a definition féwnds” and thus it cannot be known
whether this term would be interpreted accordinghi® UN Terrorist Financing Convention.
It appears that such a definition is left to thert® to interpret, once they come across any case
related to the financing of terrorism.

150.Equally, there is still no explicit reference, evarthe new CC offence, to the requirement under
Criterion 1l.1c, that it should not be necessarmgt hunds were actually used to carry out terrorist
acts or be linked to a specific terrorist act. thirsthis is of particular importance as regards th
financing of a terrorist act. The evaluators of fiievious round questioned the wording used in
Art. 95(2)b of the former CC for suggesting thagrthmust be a close link between the financing
act and the committing of a concrete terrorist @tte wording of the respective provision remains
the same in the new Art. 311(2)b.) Such a cleavipian would put beyond doubt that financing of
terrorist organisations or individual terroristsedoactually extend to the funding of their day-to-
day activities or, as far as organisations are eorax, their recruitment or training activities.

151.As for the coverage of attempted terrorist finagas well as the range of ancillary offences, the
respective provisions do not appear to have chadgedg the drafting of the new Criminal Code
and hence all conclusions drawn by the previousitefievaluators in this respect remain valid.
An attempt to commit a criminal offence is now c@gunder Art. 21 CC and it is applicable for
any intentional criminal offence including those tahich terrorist financing is criminalised.
Preparation for a criminal offence, as discussedenmo detail above, is covered by Art. 20 and
includes a broad range of ancillary offences inicigdamong many others, conspiracy to commit a
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crime as well. Art. 24 CC covers participation onmumitting a crime (where para 1 deals with the
organisers, para 2 with instigators and para 3 agiistants thereof). All in all, the requirements
prescribed by Criterion I1.1d and Il.1e are met.

152.As a result of the “all crimes approach” the Czé&wpublic adopted, both the financing of a
terrorist act, a terrorist or member of a terrogganisation (Art. 311(2)b CC) and supporting
(financing) of a terrorist organisation (Art. 36 Care in principle predicate offences for money
laundering. To date, no occurrence of launderiniyities involving assets either resulting from or
intended for terrorist financing have ever beeroreul.

153.Turning to Criterion I1.3, the evaluators note tiAat. 7 to 9 CC almost literally reiterate the
respective provisions contained by the former C@rin 19 to 20a. These articles cover the scope
of applicability of the Czech criminal substantiaev with respect to the principle of universality,
in the same way as the respective provisions weseusked in detail in the™3round MER.
Evaluators of the present round associate thensekith the analysis carried out and the
conclusions drawn by thé*3ound evaluation team in this respect, adding tthatules governing
criminal jurisdiction based on the internationaatty obligation in Art. 9 (then Art. 20a) CC must
also be taken into account with regard to theicatiion of the UN Terrorist Financing Convention.

154.In addition to that, the evaluators found that A13 CC, as with Art. 95(4) of the previous
Code, extends the protection provided in Art. 310 16 foreign states as well. The evaluators,
sharing the opinion of the™3round evaluation team, appreciate that this prowisisefully
complements the primary goal of Art. 311 whichasptotect the interests of the Czech Republic
and international organisations, as well as spatiiinterests of the international community. The
scope of all these provisions is broad enough @@t least in principle, the requirements of
Criterion 11.3.

155.As for Criterion 11.4 on the applicability of Criti@ 2.2 to 2.5 the findings and conclusions of the
3“ round MER remain valid since there have been rmmgés as to the underlying facts and data
either. Because of this, there is no need for atgiled re-assessment in tHeréund.

156.The only relevant difference in this respect ig tha range of punishments that can be imposed
for terrorist financing was somewhat increased dsecof supporting a terrorist organisation (a
criminal organisation aimed to commit the offendetayrorist attack) which is now sanctioned
with imprisonment of 3 to 12 years (as opposed to 30 years) or forfeiture of property. As a
conseguence, the examiners, like those carryinghmuprevious evaluation, found the level of
sanctions generally adequate.

157.Since there has not yet been a criminal case btawgbourt in the Czech Republic for any
offence related to terrorist financing, and apptlyeno formal criminal proceedings have been
initiated either on this basis, there is no corcpaiactice, as was the situation at the time of the
previous evaluation.

158.Notwithstanding the general lack of positive infation so far that could be kept in form of
statistical figures, the evaluators note that thehie criminal statistics made available to them,
whenever reference was made to terrorist finanitingcessarily meant the offence in Art. 311(2)b
and never the other offence in Art. 361. It is #fere very likely that any occurrence of the
financing of terrorist organisations in the Czesimial practice will not be reflected in the
statistics as it would only make up the figure tesflato the generic notion of “participation in an
organised crime group”.
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Effectiveness and efficiency

159.Since there have been no formal criminal investgator convictions, for any forms of terrorist
financing, it is difficult to assess the effectiess and efficiency of the implementation of SRull i
the Czech Republic.

160.The offences by which the financing of terrorismcrgminalised in the Criminal Code do not
fully reflect the SR.II requirements, since the enepllection of funds with a view to providing
them appears not to be covered (in case of fingnofrterrorist organisations, not even by the
application of the general rules of preparatiomrg@rate criminal liability is not yet provided for
and, furthermore, the definition of “funds” is lacg and is open to court interpretation. The lack
of full compliance of the CC to international stamts might have an impact on the effectiveness.

161.The abovementioned deficiencies may limit or adsgraffect the capacity to investigate,
prosecute and convict terrorist financing offenderd they might also prevent the Czech Republic
from providing certain forms of international coevption where dual criminality is required as
well as possibly having a consequential impacthenreporting of suspicious transactions related
to terrorism, for the reason discussed above atiogl to R.32.

2.2.2 Recommendation and Comments

162.The evaluators welcome the progress the Czech Rep#s achieved since the previous round
of evaluations in building up a more complete legamework for the criminalisation of terrorist
financing. Apart from the clear provision dealingttwthe financing of terrorist acts and the
separate (though adequate) criminalised financirigroorist organisations, the criminal legislation
succeeded in introducing the offence of financingralividual terrorist. The latter development in
positive law eliminates the situation describedha last report as leaving “extensive room for
interpretation and theoretical combinations to clympith the international requirements with
several elements that are not covered, or not edvexplicitly enough”.

163.Nonetheless, the evaluators share the opinion ss@dein the previous report that a stand-alone
provision on financing of terrorism would be prefiele to cover explicitly the various elements of
the international requirements in a more consistent. This particularly refers to the disharmony
between the offences in Art. 311(2)b and Art. 3&L Specifically, there is discrepancy between
the wording and, probably, the contents of “suppad defined by the respective articles.
Furthermore, thesui generiscriminalisation of perpetration only applies te tbffence in Art.
311(2)b CC.

164.The evaluators thus reiterate the recommendatianttoduce the financing of terrorism as a
stand-alone offence that would be broad and detaifemugh to encompass all aspects of terrorist
financing, particularly:

- to clearly cover the various elements requiredSByll, and above all, the collection of
funds by any means, directly or indirectly, andrthise in full or in part for FT purposes;
- to provide explicitly that, in order to be crimaily liable, it is not necessary that funds

were actually used to carry out terrorist actselifked to a specific terrorist act;
- and, subject to the introduction of corporat®iliy, to provide for the liability of legal
persons for terrorist financing.

165.In this respect it needs to be noted that the AMATQ.aw contains a separate definition for
terrorist financing in Art. 3(2) as follows:

(2) Financing of terrorism shall mean:
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a) gathering or providing financial or other assé&tsowing that such assets will be, in full or in
part, used to commit a crime of terror, terroridtagk, or a criminal activity intending to
facilitate or support such crime, or to support ardividual or a group of individuals
planning such crime, or

b) acting with the intention to pay benefits or paemsation to a person who had committed an
act of terror, terrorist attack, or a crime intendi¢o facilitate or support such crime, or to
an individual close to such person as stipulatedhgyCriminal Code; or collecting assets to
pay such benefits or compensation.

166.Similarly to the money laundering definition in AB(1) of the AML/CFT Law, this definition is
significantly more in line with the relevant intational standards. At this point, the evaluators
reiterate their opinion expressed above in relatmiR.1 on the ultimate importance of having
consistent treatment of a given case throughouptbeessing chain, from the reporting to, and
analysis by the FAU to the possible prosecutionfaral conviction and they urge for establishing
consistency and harmony between the administraive the criminal substantive law in this
respect. This particularly refers to the involvemehthe criminal offence of terror (Art. 312 CC)
in the range of the offences, the financing of wheonstitutes terrorist financing because this act
is definitely out of the scope of the offence int.A11(2)b. The evaluators learnt that the offence
in Art. 312 CC criminalises “assassination” i.e. roder with the intent to undermine the
constitutional order of the Czech Republic whiclpegrs not relevant in the context of SR.II
Nevertheless, the team was not given any convinexpdanation for the discrepancy between the
coverage of the preventive and criminal legislatiothis respect.

167.In addition to that, there is a need for a cledind®mn of “funds” being subject of terrorist
financing, in line with the definition provided ltlge UN Terrorist Financing Convention.

2.2.3 Compliance with Special Recommendation |l and Renendation 32

Rating Summary of factors underlying rating

SR PC « The offence of terrorist attack does not adequatalyer the acts
described in Art. 7 of the Convention on the Phgisierotection of
Nuclear Material (1980) and Art. 2(a-b) of the PBautl for the
Suppression of Unlawful Acts against the SafetyFofed Platforms
located on the Continental Shelf (1988);

* The collection of funds, as one of the core acd#isitvithin the concep
of terrorist financing under SR.Il is not adequgatelf at all,
criminalised;

e Apart from that, different provisions that crimiis@d FT are no
adequately harmonised ;

* There is still no explicit coverage of direct odirect collection of
funds/usage in full or in part;

» There is no explicit indication that offence is geoutable without th
funds being used or linked to a specific terraaist

e There is no corporate criminal liability.

—

11
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2.3  Confiscation, Freezing and Seizing of Proceeds ofi@e (R.3)

2.3.1 Description and analysis
Recommendation 3 (rated PC in the 3" round MER)

168.The general regime on confiscation and provisiomaasures, and particularly the basic

mechanisms of confiscation, has not changed stalltisince the previous round of evaluation.
Certain important amendments have nevertheless lweened out, mostly in line with
recommendations made in th& ®und MONEYVAL report.

169.In the Czech criminal substantive law, all forms afnfiscatioi are to be considered as

punishments as it is so prescribed by Art. 52(Lg)iand f) of the new Criminal Code. Within
Chapter V part 2 of the CC (“Punishments”) the ddtfre of property is regulated in detail under
Art. 66 CC, while Articles 70 to 72 CC refer to tbenfiscation of a thing or other property value
as well as substitute value. All these various messremain conviction-based and besides these,
Art. 101-102 CC provide for a system of non-coneictbased confiscation of a thing, other
property value or substitute value. As opposech&dther measures mentioned above, the non-
conviction based confiscation is not considereduaighment but a final protective measure
(Chapter V part 3 CC).

170.Finally, the evaluators simply note that when asisgscompliance with Recommendation 3 the

main issue, according to Criterion 3.1, is thatdakiould provide for the confiscation of property
(i) that has been laundered, and (i) of properthiclv constitutes proceeds from, (iii)
instrumentalities used in and (iv) instrumentaditietended for use in the commission of any ML,
TF or other predicate offences. Forfeiture of prgpander Art. 66 CC has as the main purpose of
“punishing the offender” as it is specified in p&raf the same article. In other words, this kifid o
confiscation is rather of a punitive than a repaeaicharacter where the property subject to
deprivation is not, or needs not to be, in any oetecrelationship with the criminal offence the
defendant has committed. This contrasts with tifeitare of property on a non conviction based
basis.

Forfeiture of Property
Section 66

(1) Owing to the circumstances of the committethicral offence and the offender’s
personal situation, the court may order forfeiturfehis property, if the offender has
been sentenced to an unsuspended term of imprisofione premeditated criminal
offence by which the offender acquired, or attechppeacquire, a property benefit.

In various legal texts provided in English traigln to the evaluators, both “confiscation” andrféiture”
are alternatively used yet both are equivalentsthef same Czech originalpfopadnuti. Wherever
“confiscation” or “forfeiture” is used in this repgothese terms are thus to be considered as symgryoth
denoting an authoritative action that consistsesfipanent and definite deprivation of property.

However, non-conviction based confiscation under 201-102 CC is designated in the Czech original
the term Zabranf that is, “taking away” or “seizure” and so it waanslated in the third report as well (in
relation to Art. 73 CC then in force). Maintainitigs terminology in the 4th round report would haaeised
confusion as the term “seizure” is frequently ugedhe English version of CPC to denote the tempora
taking away of property items with a view on theanfiscation. The Czech word the CPC uses for this
provisional measure iz&jiS¢ni” that can be (and is actually) translated as eitbeizure” or “securing” in
English. For the sake of consistency, whereverténm “seizure” is used in this report it will nesasly
refer to the provisional measures set out in CB&igeni) while the non-conviction based confiscation
(zabran}) will be referred to as “confiscation”.
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(2) The court may only impose forfeiture of propesithout the conditions under
par. 1 being met if the Special Part of this Codangts imposition of such
punishment; forfeiture of property may be impose@aole sentence if, because of
the nature of the criminal offence and the persérthe offender, imposition of
another punishment is not considered necessaryafdrieving the purpose of
punishing the offender.

(3) Forfeiture of property shall apply to the emtiproperty of the convicted
offender, or only to a part of his property as detimed by the court; forfeiture shall
not apply to means or things that are required $atisfying the wants of the
offender or persons whose maintenance or upbringnfpe offender’s duty under
statutory provisions. (...)

171.Certainly, one of the preconditions is that theenéfer be convicted for a premeditated criminal
offence by which he/she has acquired or attemmtextdquire a property benefit. Nonetheless, the
property subject to forfeiture does not need tayindate from or, more precisely, constitute
proceeds (property benefit) of this criminal offendearing in mind that even an attempted
acquirement of property benefit can be sufficiemt the application of this punishment. This
measure thus serves the most effective sanctiafittie defendant, taking into consideration both
his/her personal situation and the circumstanceth@fcommitted criminal offence (the same
aspects that need to be considered when metindoowxample, a pecuniary punishment pursuant
to Art. 67-68 CC) but without even an implicit regace to the confiscation of any of the various
elements contained under Criterion 3.1 as listewv@bAs a consequence, this report will focus on
other parts of the confiscation and provisional soeas regime when assessing compliance with
R3.

172.The key provision in this respect is Art. 70 CCtba forfeiture of a thing or other property value,
according to which:

(1) The court may impose forfeiture of a thing tves property value which

a) was used to commit a criminal offence,

b) was determined to be used to commit a crimiffahce,

c) the offender acquired by his criminal offence,as a reward for such a
criminal offence, or

d) the offender at least partly acquired for anatlieing or other property
value stipulated under c), unless the value oftttieg or other property
value under c) is negligible in relation to thertgior other property value
acquired.

173.At the time of the "8 round evaluation, the respective provision thefoioe (Art. 55 CC) only
dealt with the limited scope of forfeiture of aitig” but the concept was extended in 2006 to also
cover “other property value”. Now, in addition toat, Art. 134 CC helpfully provides a broad
definition for both terms according to which thencept of “thing” (para 1) encompasses not only
controllable forces of nature, live animals or mesed separate parts of the human body but also
money (literally “pecuniary means”) kept in a bamécount and in securities. The definition of
“other property value” (para 2) covers propertyhtigas well as any other value expressible in
money, provided it is not a “thing” in the sensepafa 1. The notion of “property rights” as it is
defined by the above mentioned Commentary to thev@€ explained in the Czech replies to the
MEQ to extend to comprise, among others, partiopain a limited liability company or
cooperative, intellectual property rights, rightsregistered domains, debts, right to a dividend,
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business secrets, etc. which makes the scope of7/BrCC fully in line with the definition of
“property” in the Glossary attached to the FATF Metology.

174. Art. 70(1) lit a)-b) CC clearly covers property s constitutes instrumentalities used, or
intended for use, in the commission of any crimin#knce, including all offences by which
money laundering and terrorist financing is crinised by Czech law. The confiscation of
proceeds of crime is likewise covered by para t)htl) of the same article. On the face of it, the
latter provisions are apparently restricted to propderiving, either directly or indirectly, frothe
criminal offence the offender he/she has commiftki$ criminal offence”). This however proved
to be a mistranslation as the examination of palia d in the Czech original showed that this
provision only refers to property the offender doegh by criminal offence Kterou pachatel ziskal
trestnymcinent) without any possessive pronoun attached. Hasaid that, the broad wording of
all these provisions gives the appearance thatdahewctually in line with Criterion 3.1 lit a) @)
but they do not show compliance with the same @oiteas regards the confiscation of property
that has been laundered.

175.The wording of Criterion 3.1 leaves no doubt thahfescation of property “that has been
laundered” is a separate issue in the context 8fdRearly distinguished from the proceeds and
instrumentalities. According to the Methodologye tterm “proceeds” denotes property that is
derived from or obtained through the commissioarbffence, where the latter necessarily means
a predicate offence and not the actual money laimgleffence. The property that has been
laundered would normally be derived from a respecfiredicate crime and hence it would only
constitute the object (but not proceeds) of thendiewning activity, which particularly refers to
“classic” third-person money laundering cases. Tmech confiscation regime is obviously
capable of targeting criminal proceeds the offergdgned by a criminal offence (Art. 70(1)c) but
the applicability of this provision is rather dofubtin an autonomous money laundering case
where proceeds of the predicate offence are nanhéga but simply received and, once “cleaned”
or legalised, returned by the launderer (and tlyeneat or percentage the latter is given for his/her
action could only be considered as proceeds “gdigednoney laundering).

176.The Czech authorities advised that property thatdeen laundered could either be confiscated
as instrumentalities to the laundering offencetli@sg or other property value intended or used to
commit a criminal act) or, alternatively, as prateef the underlying predicate offence, even if the
latter is not prosecuted together with the monemdering offence. Neither of these options is
however clearly set out in positive law and theyehaot yet been confirmed by the court either.

177. Confiscation from third parties was deficientlad time of the 4 round evaluation and, on the
face of it, the key provision in Art. 70 CC alsaldiot assist with the requirement for third party
confiscation under Criterion 3.1.1 lit b. That ischuse confiscation of a thing or other property
value is restricted to the property that belongsh® perpetrator of the criminal offence. As it is
specified by Art. 70(2) CC similar to the formertAB5(2) “The court may order forfeiture of a
thing or other property value only if such thingather property value belongs to the offeridér
this context, the 2006 amendments of the CC inteduthe concept of possession or control
instead of the strict ownership standard and ie Vinth this, Art. 135 CC gives a broad definition
for the expression “thing or other property val@dolnging to the perpetrator” referring not only to
property items or rights being in his/her ownershig also to those he/she actually has and
disposes of as if he/she was the factual owner:

“Thing or other property value belongs to offendgrat the time of the decision
about it, he/she owns it, it is the part of his/peoperty or he/she actually disposes
of it as its proprietor or owner, without the right proprietor, owner or holder of
such thing or other property value being known.”
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178.0n the basis of this definition, the Court may ¢sedte a thing or other property value that is
only possessed, or disposed of, by the perpetragdgardless of the respective ownership rights
thereon (that is, whether or not the perpetratathés legitimate owner of the property item or
right). Confiscation of instrumentalities or prodeeof crime however remained excluded under
Art. 70 CC once these are transferred to anothesope(e.g. to hide or protect them). Certainly,
one could also interpret such a transfer as a 6disp) in the sense of Art. 135 CC (the perpetrator
proceeds as if he had the right of disposal overtling or other property value and this proves
that the thing etc. belongs to him) which appeargite some possibility for confiscating property
from third persons who acquired the disposed ptgpdris however unclear to the evaluators
whether this interpretation has ever been arguegrattice or applied in any concrete case.
Furthermore, the need to prove not only that treprty kept by a third person is proceeds of
crime but also that he/she acquired it as a re$utte perpetrator’s purposeful action of “dispdsal
would definitely put an additional burden on pragedal and police bodies.

179.Instead of pursuing this approach, the Czech lagid succeeded in establishing the potential
for third party confiscation in a different parttbie Criminal Code, separately from the structdre o
Art. 70 CC. It was one of the helpful noveltiesrattuced by the latest amendment to the Criminal
Code that the scope of non-conviction based catfimt in Art. 101-102 CC became enlarged so
as to cover confiscation of proceeds beyond thegped scope of Art. 70 CC.

180.The first part of Art. 101(1) CC remained unchangsdt provides, similar to the corresponding
Art. 73(1) in the previous Code, for the confisoatiliterally “taking away”) of a thing or other
property value that could otherwise have been stibjeconfiscation under Art. 70 CC as proceeds
or instrument of a criminal offence but the offende whom it belongs, cannot be prosecuted or
sentenced (e.g. because of insanity or statutafydssehe/she was discharged by the court. Non-
conviction based confiscation may also take pldde is necessary due to safety of people or
property, or due to another similar common interest

181.The new aspect of this non-conviction based coafiso can be found in Art. 101(2), which
introduced a new dimension of third party confismainto the Czech criminal law. According to
this, the court may also confiscate a thing or ofh@perty value that constitutes, even if not
directly, proceeds of a criminal offence and pattdy:

a) if it was gained by a criminal offence or aeward thereof and it does not belong to the
perpetrator;

b) if it was acquired by another person than thegogieator, at least partially, for a thing or
property value that was gained by a criminal ofeeacas a reward thereof; or

c) if it was acquired by another person, at |gastially, for a thing or property value the
perpetrator had acquired, at least partially, fariag or other property value that had been
gained by a criminal offence or as a reward thetedéss the value of the thing or other
property value under b) and c) is negligible iratiein to the thing or other property value
acquired These rules above are undoubtedly suffid¢ provide for the confiscation of
criminal proceeds from third persons pursuant tde€on 3.1.1 lit b. (Although Art.
101(2) lit a] does not contain a direct referencethie property item or right being
“acquired by another person” it is understood teeccany situations where the thing or
property value is not in the possession of the gteapor, including the case it is actually
possessed or owned by a third person.) It is alloomed that both Art. 70(1) lit d) and
Art. 101(2) lit b)-c) clearly encompass proceedsgungled with legitimate assets by
providing guidance as to how to understand thaalgrillicit character of such property.

182. In relation to Criterion 3.1.1 lit a) the Czechif@inal Code still makes no further distinction
between direct and indirect proceeds in which cdngmilar to the situation at the time of the 3rd
round evaluation, it particularly does not contaimy clear reference to assets deriving from
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criminal proceeds such as income, profits or othemefits (interests, deposits made after the
freezing of an account, increase of value of shateg This apparent deficiency is surprising as
the concept has already been covered, as it witlideussed below, by criminal procedural law—
(see Art. 79a para 1-2 as amended and also Art3337CPC) which clearly encompass indirect
benefits from assets and assets acquired afteappkcation of temporary measures. This logic
was not apparent in criminal substantive law ang ihremains unclear to them whether, if at all,
indirect proceeds of crime are fully covered by tmmfiscation regime. The basically punitive
character of the measure in Art. 70 CC may givex@ianation why it is targeted to such an extent
at the perpetrator and not at the criminal assetisiselves. There may be the same reason behind
the fact that confiscation of a thing or other mnp value remained entirely discretionary. Even if
the conditions in Art. 70(1) CC are met, it is lieftthe broad discretion of the Court whether dr no
this measure is applied, especially since it carsttinte an alternative measure to imprisonment,
which gives less strength to the confiscation regi@zech authorities explained that the recent
court practice considers forfeiture of a thing ¢hew property compulsory in cases where the
perpetrator possesses the thprgma facie unlawfully or in contradiction to any legal actn(a
unauthorised firearm, counterfeit money, etc.) thig principle cannot be applied to proceeds of
crime in general and particularly not for legitimatssets intended to finance terrorism.

183.Confiscation of a thing or other property value cauty be applied as a sole punishment in case
of less serious offences where the CC permits iftiposof this punishment and if, in view of
nature of the committed criminal offence and thegtality of rehabilitating the offender, no other
punishment is considered necessary (Art. 72 CCaninother cases the Court may, according to
Art. 53(1) CC, impose it as an additional sanctimgether with any other kinds of punishment
provided by the Criminal Code. For the basic mommyndering offence in Art. 216(1) CC
confiscation of a thing or other property value dam applied as a sole punishment (as an
alternative to imprisonment, pecuniary penalty oohgbition of business) while it can only be
applied as an additional punishment, by virtuehaef general provisions mentioned above, in any
aggravated cases of ML and all offences that catisa terrorist financing. As mentioned above,
confiscation is purely discretionary in all theseses which, as it was already pointed out by the 3
round evaluators, is not in direct contradictiothwiR.3 but from a criminal policy standpoint and
with a view to target the proceeds of crime antbtest financing, it could have been preferable to
put certain limits to the courts’ discretion.

184.At the time of the 8 round evaluation, the property of correspondingueracould not be
confiscated under Czech legislation and nation#haities indicated that in case the original
property had been destroyed, damaged etc. the csuilpractice would be to impose a pecuniary
punishment instead of confiscation. Examiners cft thme did not fully disagree with this
argument yet pointed out that the maximum levegbeduniary punishment (5,000,000 CZK then
167,000 €) sets a rather moderate limit to the niiateimpact on a criminal patrimony in the
context of major cases.

185.The subsequent amendment of the Czech criminasléggin adequately filled this gap by
explicitly providing for the confiscation of sulistie value in Art. 71 of the new Criminal Code.
This measure is applicable if the perpetrator dgstor damages, alienates, renders worthless or
unusable, consumes or disposes of a thing or pilogerty value that could have been subject to
confiscation under Art. 70 CC or otherwise frusisatheir confiscation. In such cases the Court
may order the confiscation of the substitute vaipdo the amount that corresponds to the value of
such things or other assets, as it is determinedhbyCourt upon the base of professional
observations and expert opinion. Furthermore, isectne property item in question had even
partially been destroyed, damaged or depreciatedCturt pursuant to Art. 71(2) CC may also
order the confiscation of substitute value in dddito the confiscation of the property item itself
While the substitute value itself must obviously éeressed in a sum of money, The Czech
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authorities emphasised in the MEQ that the coniecaof substitute value may in practice
comprise any property owned by the perpetrator lagnlce it is possible to confiscate any of
his/her property items (up to the equivalent valns)ead of money.

186.Art. 102 CC provides for a similar regime in retettito non-conviction based confiscation in case
the person, to whom the thing or other propertyu@asubject to deprivation belongs, destroys,
damages etc. the same or otherwise frustratesitiscation (Art. 70) or non-conviction based
confiscation (Art. 101). No actual court practiae éither respect was made known to the
evaluators.

187.Provisional measures are still regulated basidallyhe same two sets of provisions of the Code
of Criminal Procedure as at the time of tH&r8und evaluation, that is, Art. 347-348 CPC that
deals with securing the assets of an accused witvato the confiscation of his/her property and
the securing measures in Sections 78-79 CC andsuhsequent articles. While the former
remained practically unchanged, the latter setro€gdural rules has been significantly amended
and completed since the previous round.

188.Starting with Articles 347 and 348 CPC these aramhdo secure the execution of a final
decision on forfeiture of property pursuant to A6 CC. As it was discussed above, the latter
punishment cannot be considered as being within dbepe of Recommendation 3 and,
consequently, the same must be said about thesmoal measures that are explicitly formulated
to secure property assets solely for the purposesobsequent forfeiture of property (“imposition
of a sentence of forfeiture of property can be etgut and there are concerns that enforcement of
this sentence will be obstructed or hampered” in 347[1] CPC). Because of that, Art. 347-348
CPC will not be examined and analysed in detadfithis report. Nonetheless anything that was
said about these in thé'3ound MONEYVAL report remains valid as neithertbése provisions
have changed since the time of the previous evatuat

189.Similar to the situation at the time of thé ®und evaluation, the provisional measures in Art.
78-79 CPC and the subsequent articles are meamttoe things or other property items or rights,
which have been used to, or intended to use fag, dbmmission of a criminal offence
(instrumentalities) or which constitute proceedsrahe. As such, these are to serve and secure the
execution of a final decision imposing confiscatadra thing or other property value (Art. 70 CC)
non-conviction based confiscation of the same (20l CC) and confiscation of substitute value
(Art. 71 and 102 CC respectively). Currently thersest the following measures which enable to
seize property in these respects:

- delivering and seizure of a thing — Art. 78-79CCRactually related to “things” i.e. movable
property items)

- judicial seizure of funds in an account at a bankn other financial institutions as well as the
safeguarding of immaterialised securities (Art. #&9c CPC)

- seizure of immovable assets (Art. 79d CPC);

- seizure of other property value (Art. 79e CPC);

- and seizure of substitute value (Art. 79f CPC).

190.The purpose of securing the instrumentalities amotgeds of criminal activity and, hence, the
scope of applicability of the respective measureagered in the provisions in Art. 79a to 79e
CPC. As far as instrumentalities are concernedtaimeinology of CPC adequately follows that of
the CC (Art. 70(1) lit a-b CC) but, on the othenbait makes reference to “proceeds of crime” as
such, without defining the content of this term.eT@zech authorities nonetheless advised that,
according to the established interpretation oflttve, the notion of “proceeds of crime” is to be
deduced from Art. 70(1) lit ¢)-d) CC that includeat only things or other property values gained
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by a criminal offence, but also those that havenbm#ained, even partially, for things or property
values gained by a criminal offence or as a revlaedeof. It is a further issue, however, that Art.
78 and 79 CC (seizure of a thing) only extend togh “important for the criminal proceedings”
but the evaluators accept the explanation givenhbgt authorities that this general term is
necessary to encompass not only the (intendedumsnts and proceeds of a criminal offence but
also other items that constitute evidence in tireinal proceedings.

191.The provisions regulating the seizure of a thingt.(&8-79 CPC) or other types of account kept
by different financial institutions (Art. 79b) atlde seizure of booked securities (Art. 79¢) have no
changed since the previous round of evaluationrtdpam the extension of Art. 79a to cover
indirect assets (as discussed below). Notwithstatiis, the evaluators were not informed on any
further changes relevant to the interpretationhefsé provisional measures nor judicial practice
that would have an impact on their applicabilithaT said, the evaluators of th& ®und associate
themselves with the findings and statements madbhéprevious team in this respect.

192.At the time of the 8 round evaluation, temporary measures could notyagmpimmovable
property and to rights and financial participatishsres in a legal entity. These issues are now
addressed in the current CPC in which specific igions governing the seizure of immovable
assets (Art. 79d) and that of other property valdet. 79e) were introduced to helpfully
complement the existing system in areas that ha¢adequately) been addressed before.

193.1t should be noted that both these measures asé tlegulated by Art. 79d to 79f CPC are to be
applied by the public prosecutor. The fact that@zech law does not require a court order or any
judicial approval for such measures to be taketh@ investigative phase is a factor that may
effectively support their immediate applicabiligqually, in the pre-trial phase of the procedure,
the same law authorises the Police to decide omppécation of such measures in urgent cases
that cannot be delayed (provided there is a sulesggupproval from the public prosecutor) which
also assists in ensuring swift the effectiveneshefaction. This also refers to measures related t
the securing of financial means on bank and otleeowants in which respect, interestingly, the
domestic authorities did not appear satisfied wlith opportunities provided by the CPC based
regime, instead of which both the law enforcemerd prosecutorial authorities supported the
involvement of the FAU and the freezing mechanigioviged by the AML Law as discussed
below.

194.Until 1 July 2006 it was not possible to seize iests from pecuniary values on bank accounts
pursuant to Art. 79a as these were not considesqataceeds of crime. This restriction has been
elevated by the latest amendment of CPC (Art. 2882 as a result of which Art. 79a also
explicitly deals with indirect benefits from assetsd assets acquired after the application of
temporary measures as follows (the amended pantdsrlined)

“If the circumstances found indicate that the ficet means on the bank account are
intended for committing a criminal activity, or lebeen used to commit a criminal
activity, or result as an income from a criminatigity, the presiding judge, and/or the
public prosecutor or police authority in the prelitary proceedings, may decide on
securing the financial means on a bank accaamd eventually also financial means
additionally credited to the bank account, in case this is covered by the purpose of
securing. Such securing includes also additions (...)"

Equally, Art. 79a(2) was amended accordingly (ulwieg as above)
“The decision (...) must be delivered to the bankctvltonducts the account and after

the moment the bank has secured the account, tactt@munt holder, too. The decision
shall mention the bankers, including the accountber and bank code, as well as the
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amount in the respective currency, to which thdri@ion applies.The decision _on
securing applies to financial means, that were on the bank account at the time the
bank received the decision, up to the value as stated in the decision on securing
including additions. | f the value stated in the decision is higher than the bank balance,
the securing applies also to financial means additional deposited to the bank account
up to the value of the decision, included additions. (...)”

195.By virtue of the connecting clauses in Art. 79b &®a¢(4) CPC the above mentioned extension
automatically refers to the provisions dealing véigizure of financial means kept on other types of
accounts as well as seizure of booked securities.

196.As for Criterion 3.3 according to which the initiapplication of temporary measures should be
made without prior notice to the person subjecthmse measures, thé 3ound examiners had
been concerned by the logic of provisional measuneler Art. 78 and 79 CPC and concluded that
these may need to be amended so as to enablepisaapn of temporary measures without prior
notification of the suspect. In respect of thesdiches, the evaluation team found that the
statements made in the previous report remaindd t@ldate because the responsibility for the
application of measures still appears to lie primavith the person (even a suspect) possessing an
object that is necessary for the purposes of celrpnoceedings, mainly because of references to
the “call” of the competent authorities upon whttle person is obliged to present the respective
item. Czech authorities stated in both rounds o™NEXVAL evaluations that the procedure under
Art. 78-79 involves in reality measures appliedsitte-and hence without delay and possibility for
the offender to evade the consequences of the guoeeln this context the “call” is but a chance
given to the person to co-operate voluntarily bigasures can be applied mandatorily and
immediately in case of refusal.

197.Certainly, this is a possible and indeed very pasitvay for the application of these provisions
but the law itself allows for a different interpaibn too. The main question is whether there can
be a time gap between communicating the call topmson and applying coercive measures in
case of non-co-operation. Quick action is partidylamportant in the preliminary stage of
criminal proceedings when the person concernedilislikely not to be either aware of, or
prepared for provisional measures. Art. 79(1) CiBEsdhot allow the Police to order the seizure of
a thing unless they obtain a prior consent of tiglip prosecutor, which requirement can only be
disregarded, pursuant to para 3 of the same arificdach a prior consent “cannot be achieved and
the act must be performed immediately”. Since ti¢ef situation is clearly formulated as an
exceptional case as compared to para 1, one catudenthat in normal cases, where the Police
needs to obtain a prior prosecutorial consent,ldiae does not require the act of seizure to be
performed “immediately” and thus there might bénzetgap between the “call” and the execution
of that measure.

198.Subsequent to the on-site visit, the evaluatoreviwever advised by The Czech authorities
that the respective CPC articles are generallypnééed so as to exclude such potential problems.
In cases the non-cooperation of the affected pecaonbe foreseen, the Police usually obtain the
prosecutor’s consent before, or even during the tihen the “call” is communicated to the person
so that the provisional measure can be taken imatedgi Representatives of the law enforcement
added that application for such a prosecutoriasenhmay even be made by phone (provided that
it will subsequently be documented in a writtenopand confirmed that application of these
measures has never posed such problems in practice.

199.Provisional measures other than seizure of a thiegoeyond doubt applicable ex parte that is,
without any prior notification to the party involdeArticle 79a CPC on the judicial seizure of a
bank account provides in its para 2 that such sid&cmust first be delivered to the bank keeping
the account and only after the bank has secureddbeunt can the decision be delivered to the
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holder of the account. As a result of cross-refegsrio Art. 79a a similar procedure applies for the
securing of other financial means under Art. 788 also for the seizure of booked securities under
Art. 79c. Turning to Art. 79d on securing of immol& assets and Art. 79e on other property
value, these do not specify such an order of dsgligs above, nevertheless they both imply that no
prior notification takes place when applying thessasures: first, as they do not require any sort of
a previous “call” towards the affected person (ike. 78-79 CPC) and second, because both Art.
79d(2) and Art. 79e(2) the law refers to informatibligations the affected person has to meet
subsequent to the notification of the authoritatieeision.

200.The ability and powers of law enforcement and proswial authorities to identify and trace
property subject to possible confiscation (Criter®4) has not changed much since the previous
round of evaluation. The mainly “open” sources taick police forces have access, on their own
initiative and at an early stage of the proceeding®ained the same. Czech authorities however
added that the range of these sources will beictestras from 2011 because the police will no
longer be entitled to ask information from tax mredings for the purposes of detecting and
explaining money laundering (only the public pragec or the court will have the possibility to
demand such information). Further sources of infdiom remained accessible, in the pre-trial
proceedings, to the prosecutor only (including lragknformation, even without a court order).
In addition, the prosecutor or, in the trial phabe, chairing judge upon request of the prosecutor
may order bank account surveillance or surveillantean account of a person authorised to
register investment tools for up to a prolongaldeiqu of 6 months. Equally, law enforcement
authorities while discovering and explaining morayndering offences may apply a range of
special investigative measures such as interceptidirecording of telecommunication operations,
use of intelligence means and technology, monitpaghpersons and things etc. all specified by
CPC.

201.The criminal procedural rules are helpfully compésrted by those of the preventive legislation.
Art. 20(1) of the AML/CFT Law (No. 253/2008 Collopliges service providers, as a general rule,
to suspend the execution of a transaction ordideife is “a danger that an immediate execution of
a transaction would hamper or substantially impedeuring of proceeds of crime or money
intended to finance terrorism”. In such cases thigged entity may only execute the transaction
not earlier than 24 hours after the FAU had reckthe STR thereof (which shall also indicate that
the transaction had been suspended). Suspendsddtians are then examined by the FAU and if
it requires a longer period of time, the FAU shpliysuant to Art. 20(3) decide either to prolong
the period of suspension of the transaction foraximum of 72 hours after having received the
STR (para 3a) or to suspend the transaction aetxzé the assets in such transaction for 72 hours
in the obliged entity where the assets are loc§peda 3b). The decision is binding upon its
declaration and it is not subject to appeal astiig party to the proceedings is the obliged entity
that disclosed the suspicious transaction or htthes assets believed to be involved in such
transaction. If the FAU finds facts suggesting thatime had been committed, it lodges a criminal
complaint to the Police or other competent law srdment authority in the 24h or 72h period
stipulated in Article 1 or 3 respectively. From ttime the criminal complaint is filed, the law
enforcement authority has 3 calendar days to depigisuant to the Criminal Procedure Code, on
the seizure of the financial means subject to rttwestiction or else the obliged entity shall perform
the transaction.

202.Turning back to the criminal procedural law, the@visional measures are not limited to the
assets of the offender and thus it is possibletorg things and property value owned or held both
by charged person and other persons, regardletb®e oeal ownership. Concerning the protection
of rights of bona fidethird parties (Criterion 3.5) the CPC articlesttlizal with temporary
measures, as was the situation at the time ofréangqus visit, do not contain any restriction ifsth
regard and the measures mentioned above are asubject to appeal wherebybana fidethird
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party can challenge the imposition of measureshdéncase of the seizure of a bank account, for
example, the account holder whose financial means been secured has the right to ask, at any
time, for cancellation or reduction of the securargl the presiding judge or the public prosecutor
must decide immediately about this application (X8a(4) CPC) and similar provisions apply to
the seizure of immovable assets and the securinthef property value.

203.As far as the implementation of Criterion 3.6 isxoerned, the Criminal Procedure Code sets
safeguards to prevent transfers of seized/securgmery. Any disposal of the financial means
secured pursuant to Art. 79a and 79b is therefestricted unless the responsible authority
(court/prosecutor) specifies otherwise or give®mpeoonsent to any subsequent claim that affects
the assets. Similar provision can be found in A8c(3). In the case of real estate secured pursuant
to Art. 79d all legal acts of the owner relatinghe secured asset is ineffective except thosedaime
at averting immediate threat of damage, and a airpilovision can be found in Art. 79¢e(5) too.

204. There are also further rules for the securing $dets subject to the forfeiture of property,
according to which the person who has been chatgadot perform any legal acts that would
affect the seized property because such acts vimruttbnsidered void. Forfeiture of property, as a
punishment is, however, out of the scope of R.3thadefore these measures cannot be taken into
consideration either. When it comes to the confisnaof a thing or other property value, Art.
70(4) CC provides that before the decision on tbenfiscation is final and valid, the alienation of
confiscated things or other property value is gobd, including the prohibition to disposal
thereof with the intention of frustrating their ¢meation. A similar provision can be found in Art.
104 CC in relation to non-conviction based confiiecaof things and other property value. This
means that any legal act that would violate thishgition is considered to be void from the
beginning.

205.As for the additional elements in Criterion 3.7, @l them remained uncovered by the Czech
legislation. First, there are still no special suld provide for the confiscation of property
belonging to an organisation that was found to t@arily criminal in nature. In their replies to
the latest MEQ the Czech stated that the Czechralrtaw did not regulate the criminal liability
of legal entities and therefore it was not possiblanpose forfeiture of a legal entity’s propeiry
criminal proceedings. This concerns both the inappllity of the forfeiture of property and, on
the other hand, the confiscation of a thing or otheperty value pursuant to Art. 70, the
application of which also involves an “offender” Hav cannot be a legal person) even though
confiscation of things or other property value esgible under the regime of non-conviction based
confiscation (Art. 101-102 CC) however, only in tfimmework of a criminal proceedings
concerning a natural person. No information was/idex as regards the criminal organisations
without a legal personality but the evaluators ddblt there is any specific mechanism in this
respect.

206.As described in the previous report, the civil &itdre i.e. confiscation based on civil standards
of evidence is still not recognised in Czech criahitlaw. Equally, nothing has changed as regards
the Czech position towards the reversal of the durof proof post-conviction for confiscation
purposes. There is still no legal provision thatlelaallow for such a possibility in Czech criminal
procedural law and, likewise, there seem to beamzi@te plans to introduce such a mechanism in
the future. On the contrary, The Czech authordiefended their position in the MEQ according to
which “reversal of the burden of proof is not alexvbecause this would be deemed to be against
the presumption of innocence.” Beside this theoca¢targument, they also noted from a practical
aspect that introduction of such a reversal hadadlgtbeen considered during the drafting phase
of the new CC “however it has been assessed d®ctigé since under Czech circumstances and
practical experience the perpetrators ranba bonaand if they have any property, they transfer it
to third parties and do show no possession. The @ewinal Code therefore addresses the
effectiveness of siphoning off proceeds of crimmsnf third parties and increasing the pecuniary
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punishment.” This explanation shows an apparenimaigrstanding of the concept of reversing the
burden of proof.

207.Statistical information was to a very limited ext@novided to the evaluators and particularly as
regards the performance of the confiscation andigiomal measures regime. According to the
table template that was included in the MEQ thétahg figures were provided before the onsite

visit (in the format below, the originally separ#dbles are amalgamated but the contents remained
the same).

Table 8: Performance of the confiscation and provisnal measures regime

. : Convictions Proceeds seized Proceeds
Investigations Prosecutions (final) iy - e —
cases| persons| cases| persons | cases| persons| cases Gl cases Gl
(EUR) (EUR)
2005 | ML 44 NA 13 22 6 7 NA NA NA NA
FT 1 2 0 0 0 0 0 0 0 0
2006 | ML 32 NA 16 35 10 10 3 2,148,120 NA NA
FT 1 1 0 0 0 0 0 0 0 0
2007 | ML 32 NA 10 12 6 7 5 30,600 NA NA
FT 1 1 0 0 0 0 0 0 0 0
2008| ML | NP NP 16 25 5 7 3 340,01% NA NA
FT | NP NP NP NP NP NP NP NP NH NP
2009| ML | NP NP 15 24 11 16 5 460,361 NA NA
FT | NP NP NP NP NP NP NP NP NH NP

NA: Not Available; NP Not Provided

208.The table is incomplete, especially when it conzethe number of investigations in the last two
years before the onsite visit. The table contamdigures related to terrorist financing but it may
still be informative regarding money laundering esasvhere “money laundering” exclusively
refers to the legalisation offence in Art. 216 @ fortunately, there are no figures available (NA)
as regards the number of cases in which proceeds eoafiscated and neither on the aggregated
amount of such proceeds. That is, the only stegilsinformation that can be gained from this
source is that some notable amounts of criminacgeds were seized or frozen in money
laundering cases in the last five years (with agpidy 2,148,120 € in 2006) and that prosecutions
were quite often accompanied with the applicatibsuch provisional measures (e.g. in 5 cases out
of 10 in 2007 or 5 out of 15 in 2009).

209.No statistical information was provided to the enabrs regarding, for example, whether the
above figures refer to the amount of proceeds daizeing the investigation or those remaining
seized even after the motion of the prosecutotdfafancellation” as mentioned in another statistic
to be discussed below). However, there is a taizd bf statistical data regarding the amount of
proceeds confiscated. Domestic authorities admitiatl no such statistical information was kept
as yet and they were going to collect and maingach statistics as from the year 2010. Without
this source of information, the evaluators werevoigably prevented from drawing any well-
grounded conclusion as to the effective functionifighe confiscation regime. Notwithstanding
that, some representatives of the Police discltisatl according to the data available to them, the
ratio between seized and confiscated assets iGzbeh Republic is definitely “very low”.

210.The other statistics the evaluators were providétth wnsite contains figures as regards the
overall volume of asset seizure in the Czech Répubi this context “asset” means criminal
proceeds (lynos z trestnéinnosti’) so one can also make a comparison betweenahie &nd the
one above. In any case, it can be seen that tlseqution actually functions as a filter within the
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confiscation regime, which can be measured by thpgstion of assets released upon the act of
the prosecutor (this difference was strikingly higl2004-2005).

Table 9: Overall volume of asset seizure

_ Amo%r:nzgﬁzzgtr;s” Sl Total damage caused by
In Euro-€ Assets seized i . crimes in the Czech
(remained seized after Republic
the indictment)
2004-2005| 116,450,000 28,000000 (2005)
1,765,220,000
2006 59,500,000 43,000,000 996,366,000
2007 30,225,000 29,000,000 935,587,000
2008 55,440,000 55,000,000 1,298,740,000
2009 53,900,000 41,700,000 1,068,230,000

211.Another set of statistical figures was also prodide illustrate the amounts seized by the Unit
Combating Corruption and Financial Crimes. Thegarés are relatively high as compared to the
overall data above, which particularly refers te gfear 2007 when the majority of all criminal
proceeds seized or frozen in the Czech Republie wecured in cases investigated by the said law
enforcement authority (€ 15,441,200 as opposed3®Z25,000).

Table 10: Amounts seized by the
Unit Combating Corruption and Financial Crimes

amount of assets
In Euro - € assets seized “after
cancellation”
2007 15,441,200 14,250,200
2008 26,036,000 25,502,600
2009 21,313,700 11,950,500

Effectiveness and efficiency

212.Provisional measures are said to be taken quitdadyg Nevertheless, without any statistics on
confiscation performance, the actual effectivenafsghe regime could not be assessed and the
evaluators are concerned about the imbalance betsered assets and those finally confiscated.

213.Both public prosecutors and the representativabefAU expressed some dissatisfaction with
the speed and efficiency by which the seizure mdricial means on a bank account (or accounts
kept by other financial institutions) can be cairaait by virtue of Art. 79a and 79b CPC. The main
shortcoming they mentioned was that these measamasot be applied by the law enforcement
authorities unless they obtain prior approval frdra public prosecutor. As a result, the police
cannot act immediately in urgent cases and paatilyulbefore the initiation of any formal
investigation when there is only intelligence imf@tion available upon which immediate action
should be taken.

214.To overcome this deficiency, the same domesticaailiths supported the involvement of the
FAU with a potential for the immediate applicatiohthe freezing mechanism provided by the
AML/CFT Law in Art. 20. As it was explained, the IRe can, particularly in urgent cases, avoid
waiting for the prosecutor’'s approval by turningedtly to the FAU. Certainly, neither the Police
nor any other law enforcement or prosecutorial @utih could order, or at least ask, the FAU to
freeze a bank account but nothing prevents them friggering the suspension of a suspicious
transaction by providing the FAU, usually aftergpmegotiations, with the respective intelligence
information thereof. The FAU would automaticallydt such information as an STR upon the
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receiving of which they consequently and immedijalspend the transaction for a period of
maximum 72h (Art. 20 para 3b) then file a crimicalmplaint to the law enforcement authority
which may prolong the suspension with an additi@ehlendar days (Art. 20 para 7) and this time
frame will necessarily be enough for the policeothrer investigating authority to prepare for any
further action to be taken under the CPC.

215.In fact, the evaluators did not really understary & law enforcement authority would, in order
to perform its own functions within its own compete, make use of the powers of another
administrative authority instead of making full usfeits own power and the tools vested to it by
the provisions of the CPC. Specifically, it remanentirely unclear why the Police or other
investigating body would complain over the delaysed by obtaining a prior approval from the
public prosecutor while each and every articlehef CPC that provide for the various sorts of
provisional measures, and specifically Art. 79a-68lkthe seizure of banking and other accounts,
specify that “the previous consent of the publiogecutor is not necessary in urgent cases which
cannot be postponed. The police authority is odligeinform the public prosecutor about such
decision within 48 hours, and the public prosecustuall either approve, or cancel, the same” as
provided by, for example, Art. 79a(1) CPC. Inded#itg prosecutors added that in criminal
proceedings, in principle, the FAU should not bedss for freezing a bank account and that the
48 hours deadline must be sufficient for obtairengubsequent prosecutorial consent as there are
always prosecutors on duty, at every level of th&tesn (district-regional-high) beyond office
hours and on holidays, who can give the necesggmpaal immediately.

216. Certainly, it cannot be considered a shortcominthe law enforcement authorities get some
helpful assistance from the FAU in freezing assetsases of extreme urgency. Notwithstanding
that, the purposes of a criminal procedure, suclthassecuring of assets with a view to their
confiscation, should primarily be achieved by bsdie authorised by the CPC particularly if they
do have the powers to immediately act on their oBh must be enough to obtain the
prosecutor's subsequent approval). Czech authergifeould therefore reconsider the staff and
budgetary resources the provision of this, otherwiery helpful, assistance requires so that the
primary tasks of the FAU will not be jeopardised.

217.As for provisional measures and confiscation inegal the evaluators noted some promising
signs of a growing importance of financial inveatign that is, paying attention to the
identification of criminal proceeds, from the lawfercement and prosecutorial side. Financial
investigations are conducted parallel to the norimastigation and involve mainly the gathering
of banking information, often in the framework oternational co-operation. In this respect, the
Police tend to apply their “best practice” routinghough it always depends on the nature of the
case and, particularly, the public prosecutor's rapph whether and how intensively and
efficiently such a financial investigation is cadi out. Some representatives of the police
mentioned with satisfaction their co-operation vtttle agents of the Office for Representation of
State in Property Matters in tracking and tracingperty as well as securing property subject to
temporary measures pursuant to Act No. 279/2008 @olexecution of securing the property and
things in criminal proceedings, as it was descritmede in detail in the"3round MER.

2.3.2 Recommendations and comments

218.The Czech criminal legislation made some significieps forward by enlarging the scope of the
confiscation regime to encompass not only “thinigst also the so-called “other property value”
the definition of which is broad enough to meet thefinition of “property” in the FATF
Methodology. Art. 70 CC is therefore more in linéhwCriterion 3.1 nevertheless it remained
unclear whether and to what extent the propertytha been laundered, and cannot be considered
as proceeds under the said Article, is coveredhbyonfiscation regime.
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219.Equally, the introduction of third party confisaati and, in general, the scope of the provisions
governing non-conviction based confiscation is weled by the evaluators and so is the
introduction of the confiscation of substitute wvalin both the conviction-based and the non-
conviction based regimes. The same goes for thedering of the range of temporary measures,
which are now applicable to such assets as immevabbperty, assets held as financial
participations etc. As a result of this, the Czgislation adequately re-established the harmony
between the confiscation and the provisional messtggime that had still been found problematic
at the time of the previous evaluation.

220.0n the other hand, the Czech criminal substanawedtill does not clearly distinguish between
direct and indirect proceeds and particularly aswrés assets deriving from criminal proceeds such
as income, profits or other benefits when it cotwethe confiscation of proceeds of crime under
Art. 70 CC. The evaluators found it a definite $boming taking into account that indirect
benefits are clearly covered by the current regifarovisional measures in the CPC.

221. The evaluators note it as a further deficiency tatfiscation of a thing or other property value
remained entirely discretionary, especially sincean constitute an alternative measure to
imprisonment.

222.As a consequence, it is recommended that the Gagbbrities

- ensure consistency with all aspects of Critel3oh by providing that confiscation applies in
respect of all kinds of property that has beendaued;

- clearly provide for the confiscation of propethat is derived directly or indirectly from the
proceeds of crime; including income, profits orastbenefits from the proceeds of crime;

- the substantially discretionary character of tbafiscation of proceeds and instrumentalities
should be limited; ideally, confiscation in suclses should be mandatory.

223.From a practical point of view, Czech law enforcatreuthorities should more efficiently exploit
the possibilities that the CPC provides for the mdiate securing of financial means of bank
accounts and the involvement of the FAU and theimidtrative freezing mechanism should be
reduced to extraordinary cases of ultimate urgency.

224.As far as the low seizure/confiscation ratio iseemed, the Czech authorities should first of all
establish and maintain reliable and detailed siegi®n the performance of the entire confiscation
regime and then analyse the reasons why seizureg they are taken more regularly and
successfully, fail to result in more confiscations.

225. And finally, although it is but an additional elent in the Methodology, the evaluators suggest
that Czech authorities should reconsider introdydime reversal of the burden of proof post-
conviction for confiscation purposes.

2.3.3 Compliance with Recommendations 3

Rating Summary of factors underlying rating

R.3 PC . The confiscation of property that has been laurdidee not
expressly addressed by law and in lack of autonenidu caseg
the practical applicability of the existing prowss is unclear;

. There is an effectiveness issue with regard toiscatfion;
. The lack of statistics on confiscation negativefgets the system,.
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2.4  Freezing of Funds Used for Terrorist Financing (SRII)

2.4.1 Description and analysis

Special Recommendation I11 (rated PC in the 3 round MER)

226.SR.1l in the Czech Republic is addressed in batimelstic and EU-level legislation. Funds and
assets of terrorists are thus to be frozen on #msbof EC Regulations and complementary
domestic legislation.

227.As to the former, UNSCRs 1267(1999), 1390(2002) B4t65(2003) are implemented by Council
Regulation No. 881/2002, while UNSCR 1373(2001)mplemented by Council Regulation No.
2580/2001. These EU Regulations are directly agblein the Czech Republic without the need
for domestic implementing legislation. In this resp no substantial changes have taken place
since the 8 round MER and therefore all findings and conclosiof the previous evaluation team
are valid without the need of reiteration.

228.The situation on domestic legislation changed sittee 3 round evaluation. The Czech
lawmakers adopted the Act on Implementation ofrirional Sanctions (Act no. 69/2006 Coll.
hereinafter: IS Act). The evaluators welcome thigislative step, as a result of which the reliance
on the mechanisms of the EU to comply with SR.HI helpfully complemented by the
establishment of an EU compatible legal framewdnk revoking, among others, Act no. 48/2000
Coll. on measures concerning the Afghan Taliban enmnt and Act no. 98/2000 Coll. on the
implementation of international sanctions for thepmses of preserving international peace and
security) and the new law now addresses a numhteead$sues raised by th& ®und MER.

229.As noted in the previous report there are sepaegfienes in the European Union applicable, on
the one hand, for non-EU-based entities or non-&&idents or citizens listed as terrorists (EU
externals) and those having their roots, main giegtsszand objectives within the European Union
(EU internals). The latter are not covered by CduRegulation No. 2580/2001 due to the scope of
the EU Common Foreign and Security Policy. Theeefime EU adopted two Council Common
Positions (2001/930/CFSP and 2001/931/CFSP) orfighe against terrorism, which are also
applicable to persons, groups and entities baseesaent within the EU but their implementation
requires subsequent enactment of national legislatin the Czech Republic, the latter was
specifically carried out by the Regulation of thev@rnment No. 210/2008 Coll. which prohibits
providing goods, services or activities specifiadiong others, in Art. 5 para 2 of the IS Act
(sanctions in the area of financial transfers, osether payment means, purchase and sale of
securities and investment tools) to natural persors members or representatives of organised
groups so listed by the above mentioned EU instnisnghe lists are annexed to the regulation).

230.The Czech authorities emphasised that SR.IlIl wagdemented both by the AML/CFT Law on
the one hand and by the general IIS Act togethér ali the relevant and directly applicable EU
legislation as extended by the above mentioned IReg No. 210/2008 Coll. Although the EU
regulations had already been considered as seatiite in the Czech Republic at the time of the
3% round evaluation, the previous team found liméedreness and commitment among entities in
the financial industry to apply such freezing measudirectly and, indeed, the authorities
disclosed that the freezing of funds was basicalhplied either in the course of a criminal
procedure pursuant to the CPC provisions on tempargasures or, in situations not related to
criminal proceedings, under the AML Act then inder(No. 61/1996. Coll.) by virtue of Art. 6 on
the suspension of the execution of an order frocliemt. Such a measure was also applicable to
transactions that had the objective of financingoressm since the definition of “suspicious
transaction” under Art. 1a(6) included transactitmsfunds used in which were “intended for the
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financing of terrorism, terrorist activities or terist organisations” and, particularly, in cases
where a participant to the transaction was a legahatural person against whom the Czech
Republic was applying international sanctions pansuo a special Act, or, where the subject of
the transaction involved sanctioned goods or sesviprovided to a sanctioned subject or
individual (para 6 lit f and g) in which respeck® tlaw made explicit reference, in a footnote, to
the above mentioned Acts no. 48/2000 Coll. and®82000 Coll.

231.The current AML/CFT Law (no. 253/2008 Coll.) is bdy similar with only minor amendments.
The definition of “suspicious transaction” in A@.now simply refers to circumstances that lead to,
among others, the suspicion of terrorist financieg defined by the law, without further
specification. According to Art. 6 para 2 a trarigac shall always be perceived as suspicious,
should:

a) the customer or the beneficial owner be a persgainst whom the Czech Republic had
imposed international sanctions under the Act oplémentation of International Sanctions,
b) the goods or services involved in the transacfall in the category against which the
Czech Republic had imposed international sanctionder the Act on Implementation of
International Sanctions(...)

232.Thus, the general scope and structure of this oesegion remained practically the same with
the only difference that now it is the IIS Act tdnieh reference is made in this respect.

233.As was discussed in relation to Recommendationo¥elithe suspension of a client order, both
under the former AML Act and the current AML/CFTWais only possible for a total period of 72
hours and if the suspicion is confirmed, the FAWbmiis a criminal notification to police bodies
and the transaction can be suspended for a fuptterd of three days to enable the police bodies
to decide on further steps in the procedure. Asomasequence, this administrative freezing
mechanism would in itself finally lead to the applion of criminal procedural standards (whether
or not to apply the provisional measures under 298 to 79¢ CPC) with the aim of initiating a
formal criminal procedure.

234.In addition to that, the current definition of ardisaction” in Art. 4(1) still covers “any

interaction of the obliged entity with another marshould such interaction lead to the handling of
the other person's property or providing serviaesuch other person” which could in itself be
considered limiting, as it was in the former AML tAdlore specifically, the new law makes no
general reference to assets held by designatedrzeesd entities. Instead it refers to (goods or
services involved in) a transaction thus excludigleast in principle, the reporting of dormant
funds where there has been no “interaction” - tiotige Czech authorities are of the legal opinion
that the holistic interpretation of the AML/CFT Lajparticularly that of Art. 18 on the reporting
obligation) may extend the scope of applicabilityhis term.

235.Concerns about the overall applicability of theekiag regime built upon the preventive
AML/CFT legislation appeared to be over by the demin the legal background caused by the
adoption of the IIS Act which provides for an adisirative freezing mechanism applicable to
funds and assets subject to international sanctimpesed for the purpose of maintaining or
restoring international peace and security, protgcfundamental human rights and fighting
terrorism.

236.While the AML/CFT Law only requires the reporting ‘oransactions” as discussed above, the
reporting duty in the IS Act appears, on the fat#, is significantly broader as it makes referen
to “assets” instead. Pursuant to Art. 10(1) “whtabkshes in a credible manner that he or she has
in possession assets which are subject to intemsdtisanctions, shall report the same to the
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Ministry without undue delay” (the evaluators Idatimat “Ministry” i.e. the Ministry of Finance
equals FAU in this context).

237.However, the definition of “assets” is, accordingArt. 3(f) of the same Act, limited to movable
and immovable items as follows:

“...any movable or immovable item owned, heldothrerwise controlled by the entity which is
subject to international sanctions, by a person whsubject to international sanctions, imported
to the territory which is subject to internatiorednctions or earmarked for export to the territory
which is subject to international sanctiéns

238.“Funds or assets” in the sense of the FATF Methmglokhould cover financial assets, property
of every kind, whether tangible or intangible, miokegaor immovable, however acquired, and legal
documents or instruments in any form, includingceteic or digital, evidencing title to, or
interest in, such funds or other assets, includangnot limited to, bank credits, travelers chejue
bank cheques, money orders, shares, securitiedspdrafts, or letters of credit, and any interest,
dividends or other income on or value accruing famgenerated by such funds or other assets.

239.The 1IS Act contains “goods” as a different legatnt the definition of which (Art. 3 para g)
appears broader than that of “assets” abtyeods shall mean material things, rights and other
values, such as money in any form including dep@sit receivables from deposits, other means
of payment, securities and investment tools, arttidu any material designated for production of
products, products, services, software and tectgietoand any other movable and immovable
items which are subject to trade regardless ofrtfamner and circumstances under which they are
obtained”, but Art. 10(1) as quoted above, only refers to éss'sand not to “goods” (a positive
feature is, however, that assets under the cowofrdhe designated entity or person are also
included.)

240.Since the reporting obligation under Art. 10 lIStAes not appear applicable to funds other
than tangible objects (movable and immovable itetlng)natural and legal persons, who possess
assets/property subject to international sanctiamsthe form of bank account money,
dematerialised securities, property rights etc. maly be obliged to report them to the FAU
pursuant to the AML/CFT Law, provided that they albdiged to do so. Reference is made at this
point to Art. 6(2) lit a)-b) as quoted above. Ndtwianding all these apparent discrepancies in the
domestic legislation, The Czech authorities madgeiar that neither the AML/CFT Law nor the
IIS Act could to any extent restrict the applicabibf the relevant EU legislation in this fieldnO
the contrary, these pieces of legislation are tmplement the EU regulations when it comes to
freezing funds or assets according to the respetINSCRs. In other words, reporting of funds
and other assets belonging to designated persahsrdities may take place according to (i) the
IIS Act if the respective assets consist of targitdms and (ii) the AML/CFT Law in case of any
other property or property rights involved in ansaction carried out by a reporting entity and firs
and foremost (iii) according to the directly applite EU restrictive measures undoubtedly
covering any tangible or intangible items.

241.In any ways, it is the FIU that receives the infation and carries out any further measures for
the freezing of the assets, in which respect &l thlevant legislation appear to complement each
other. Certainly, the apparent harmony and co-agbiiity of European and domestic legislation
should ideally be tested by concrete cases ofifigezssets but no case practice within the sphere
of SR.IIl has so far been achieved by the CzechuBRlep

242 .Regarding criterion 1.4, the3round MER specified a number of elements which engatt of

the definitions of terrorist funds and other assefigject to freezing and confiscation pursuant to
the respective UNSCRs and hence the FATF requirentent which were not covered by the two
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EU Regulations. As a result, the definitions camdi in the regulations did not cover the full
extent of the definitions given by the Security @oili(or FATF).

243. This difference however poses no problem in thdiegtion of the IS Act, as its scope extends
to international sanctions (orders, prohibitions restrictions imposed for the purpose of
maintaining or restoring international peace armlisg, protecting fundamental human rights and
fighting terrorism) provided they stem, pursuanita 2(1):

a) from UNSC Resolutions adopted under Art. 4lhefCharter of the United Nations,

b) from common positions and joint actions or othmasures adopted under the EU Treaty
common foreign and security policy (CFSP) provisioor

c) from directly applicable legislation of the Epean Communities which implements a
common position or action adopted under the EUtyr€&SP provisions.

244 .Considering that para 1(a) explicitly provides foe direct implementation of the respective
UNSCRs this solution should, at least in princiggclude any uncertainty caused by the above
mentioned difference in definitions.

245.Turning to Criteria 111.5 and 1.6, these requif@m countries to have effective systems for
communicating actions taken under the freezing @eisms to the financial sector and / or the
general public immediately. The Council and thedpaan Commission make Regulations and
Decisions public through the Official Journal oktRuropean Union, which can be accessed by
anyone on the website of the European Union. Furtbee, all EU legal acts are being published
in the Czech official gazette Collection of Lawso(lQ. Information for financial institutions on
restrictive  measures is also available on the websi of the FIU at
www.mfcr.cz/mezinarodnisankce

246.The authorities consider that publications on thkskofficial journal and on the websites of the
EU and the Czech FAU are sufficient notificatiorts all for whom the legislation creates
obligations and rights. The Czech authorities astVthat the financial sector is in close connection
with the FAU and it is regularly informed aboutamational sanctions by direct communication or
by information published by the FAU on the Interndireover, the FAU places importance on
awareness-raising and hence it continuously previgieral explanations and specific advices via
mail, e-mails and phone both on demand and alsatapeously like providing answers to
frequently asked questions on its website. In amdito that, its representatives participate at
stakeholders’ meetings (e.g. the FAU director sigiich Security Commission meeting of the
Czech Banking Association) and the FAU offers &taming for associations of stakeholders. As a
result, the financial sector is supposed to beleglyuinformed by the FAU about international
sanctions by either direct communication or by tinfation published on the Internet.

247. From another aspect, however, it also means tlasitiiation remains broadly unchanged
from the third round evaluation. As for Criterioi.3, there remains heavy reliance on the
expectations that obliged entities access EU and wAb sites for checking purposes while there
continue to be no specific guidelines to ensureféective system regarding action under freezing
mechanisms. Equally, in case of Criterion 111.6 T&eech authorities advised that the “EU Best
Practices for the effective implementation of riefiire measures” is used to give practical
guidance and recommendations on issues arisingeirimiplementation of financial sanctions.
However, there are no guidelines which flesh oeséhbest practices for the benefit of obliged
entities.

248.Criterion 111.7 requires countries to have in plaféective and publicly known procedures for

considering de-listing requests and for unfreezivegfunds or other assets of de-listed persons or
entities in a timely manner consistent with int¢ioraal obligations. In this respect, the findings
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and conclusions of the third round report remaiidvdhe Czech Republic has no listing/delisting

mechanism of its own and it relies upon the foraellisting procedures established under the
European Union mechanisms. These had already bieeusded in the previous report and the
evaluators were not made aware of any substarntiahges in this field. While there are no

procedural rules or legislation which sets outvilay in which a person who is de-listed from the
UNSC 1267 list, the FIU as part of its overall catgnce in implementing the IS Act would assist
and advice individuals in this circumstances.

249.The situation is different when it comes to theraeeting of funds and assets of persons or
entities inadvertently affected by freezing (agsuit of mistakes or namesakes) upon verification
that the person is not a designated person (Gnitdii.8). In addition to the European Union
mechanisms, the IS Act introduced a domestic mloetoo. As it is provided by Art. 11(5) the
FAU shall release assets subject to internatioaatt®ons provided that (a) the affected person
proves that he/she is not a person subject tonatenal sanctions and that he/she is the owner or
holder of those assets in due course (b) the datuim@osing the international sanction stipulates
a specific person to whom the assets are to basetdeor (c) there is a final judgment of a domestic
government body of appropriate jurisdiction, a fgmegovernment body or an international
organisation the decision of which is enforceahl¢hie Czech Republic. Out of these, it is lit (a)
which provides for a procedure meeting, in any mixtehe requirements of Criterion II1.8.
Nevertheless these procedural rules do not appegudrantee that unfreezing takes place “in a
timely manner” as required by this Criterion.

250.At the time of the on-site visit, there had notemy cases in the Czech Republic requesting
delisting or unfreezing in the context of SR.III.

251.Appropriate procedures by which the freezing measan be challenged with a view to having it
reviewed by a court, as required by Criterion Dl.&re provided, first and foremost, at the
European level. Freezing mechanisms envisagedebyethvant EC regulations can be challenged
at the Courts of the European Community whereby aatural or legal person directly and
individually affected by a restrictive regulatiom decision can challenge it under the general
principle established by Art. 263 of the Treaty ttve functioning of the European Union. The
legality of freezing measure can also be challerigedbna fidethird parties before the Courts of
the European Community.

252. In addition to that, the freezing decisions takedear the IIS Act can be challenged under the
general rules of administrative procedure (Law [860/2004 Coll.) The freezing of funds
pursuant to the 1IS Act is considered an admintisgaact, in which respect Art. 12(5) specifies
that “proceedings in matters covered by this A& governed by the Rules of Administrative
Proceedings, unless provided otherwise herein”.ifsgathe decisions the FAU may make
pursuant to Art. 12(1) of the IS Act, includingettapplication of restriction or prohibition of
disposing of assets (lit a) or forfeiture of asswitreleased upon request (lit b), a remonstrance
may therefore be filed with the FAU according tot.At2(3). The FAU as an administrative
authority decides upon such a remonstrance andsion is subject to further court review: it is
possible to appeal against such measures with & Y@ bringing the case before the
administrative court.

253.Notwithstanding that, the evaluators note that sacprocedure does not defer a range of
decisions under Art. 12(1) including those refert@@bove. In this context, from the the point of
timeless, the ordinary administrative appeal praceds not an appropriate mechanism to remedy,
in a timely manner, the situation of such persanantities affected by a freezing mechanism upon
verification that the person or entity is not aigeated person.
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254.At the time of the "8 round, the Czech Republic had no specific natitegiklation to meet the
requirements in Criterion 111.9, as a result of efian application for authorising access to frozen
funds, supposed to be dealt with under the Crinfitatedure Code will be dealt with instead by
decisions taken by the judicial bodies on an adbasis (although no such cases were reported to
have even occurred). Legal uncertainty was fingdlsolved by the adoption of the IS Act which
brought a significant development in this field.

255.According to Art. 9(1) of IIS Act, the Ministry oFinance (i.e. the FAU) may, provided the
document imposing the respective international tsamao permits, grant, in compliance with the
same document and to the extent necessary, ansexclirom a prohibition or restriction for a
number of specific purposes listed therein. Comsigehat UNSCR 1267, as amended by UNSCR
1452(2002) is implemented in the European Unioaubh Art. 2a of the EC Regulation 881/2002
which authorises the use of frozen funds for ba&sipenses, certain fees or for extraordinary
expenses, the evaluators are of the opinion tleaptéconditions set out in Art. 9 of IIS Act are in
line with the requirement in Criterion II1.9.

256.According to the said Article, access to frozendaimay be granted, among others for:

- medical services and health care;

- provision of social allowance and governmentadeenefits, retirement, healthcare benefits,
unemployment benefits etc.;

- payment of wages, refund of wages, redundangy gral other payments due under the
employment or similar contract;

- alimony and child support;

- damages due to activities unrelated to inteonali sanctions hereunder and for insurance
payments thereto related,;

- payment of outstanding debt by an entity or @ersubject to international sanctions provided
the debt was not incurred by violation of the intronal sanctions etc;

- payments to the same entity/person due and fEgabthe basis of contracts, agreements or
liabilities entered into prior to international séions against the entity/person, provided these
payments are made to an account held in the Czegluliic or another country of the
European Union, to which account all deposits mageconsidered to be assets subject to
international sanctions.

257.Pursuant to para 2 the exemption may equally batggaupon request ax officia In its
decision, the FAU sets forth the terms of the esioln in a manner which would allow for the
checking of the proper application of its terms amdich would not mar the international
sanctions. Only in case of a “grave” violation afck terms shall the Ministry revoke the
exclusion.

258.No further procedural rules can be found in the A& or elsewhere that would define e.qg.
deadlines for such a decision (if the exclusiogrented upon request) or legal remedy against it
(though the general provisions of the Rules of Audstiative Proceedings, as discussed above,
may be applied). While the conditions for exemptsoe in accordance with Criterion 111.9 only
case practice will prove whether the existing raletually provide for “appropriate procedures” in
this respect.

259.The general criminal law framework and mechanismsseizure and confiscation have been
discussed in relation to Recommendation 3 eadikthis legislation is of general application and
hence it could apply to assets involved in the c@sion of terrorist financing offences through
ordinary judicial means, beyond those targeted BYsORs 1267 and 1373. Similarly to the time
of the third round report, the rights dbna fide third parties (Criterion 111.12) are protected
according to civil law rules where ownership righay be claimed by civil law action.
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260.As regards the general requirements on monitorin@nterion 111.13 the evaluators were not
provided with any information substantially diffatdrom what had been disclosed in the previous
round of evaluation in this respect. It is now Al of IIS Act that regulates this area, providing
that:

- Government bodies responsible for the oversighatl ®versee also fulfilment of obligations
hereunder; if there is no such government body,otfersight shall be carried out by the
Ministry. If problems are uncovered in connectioithwobligations hereunder, then the
respective government body shall provide availaoleumentation for punitive proceedings
to the Ministry of Industry and Trade in mattersttifall under its jurisdiction and to the
Ministry in all other matters. The responsible gowaent body shall continue to co-operate
with the said ministries in the punitive proceeding

- The Czech National Bank shall oversee the peidoce hereunder in case of banks,
branches of foreign banks and persons who have isseed a foreign-currency licence by
it; in cases where problems are uncovered the Citional Banks shall proceed in
keeping with para 1, second sentence.

261.Nonetheless, the IS Act introduced a comprehenain dissuasive sanctioning regime in its
Part Five, providing for a range of administratsanctions applicable in case of non-compliance
with the obligations prescribed by the law, inchgliaccording to Art. 17(1)

- violating a restriction or prohibition set forth the 1IS Act (also those related to financial
services and financial markets - Art. 5 para 2);

- violating a restriction or prohibition set forth directly applicable legislation of the EU
Communities whereby international sanctions hawnbeposed ;

- failing to meet the reporting duty pursuanttte tIS Act;

- disposing of assets subject to internationattsams in conflict with the law;

- violating the confidentiality obligations.

262.The first three infractions can be sanctioned fipeup to CZK 4.000.000 (approx. € 165,000.-)
while the others carry fines of a lower maximum amto The same acts committed by a legal
person or a self-employed individual are considexedn administrative offence and sanctioned
accordingly or, in addition, by confiscation of etss Furthermore, if the act was committed either
for a material benefit or causing a damage in exo£%$.000.000 CZK (approx. € 205,000.-) then
the maximum fine may reach the amount of 50.000CBK (approx. € 2,050,000.-).

263.While these sanctions are applicable against thbgehave in possession assets that are subject
to international sanctions, the sanctioning reguinghe AML/CFT Law can also be applied against
reporting entities for breaches of reporting artteobbligations in the context of SR.III.

264.At the time of the 8 round evaluation, the Czech Republic had no sisemiiminal sanctions for
non-reporting of STRs (apart from some views theat legalisation offence could apply in some
cases) but the legal framework currently in foroevimes for a range of sanctions applicable in the
context of SR.III. Specifically, Art. 410 CC estisbles the violation of international sanctions as a
criminal offence providing that

Whoever violates to a significant extent an orgeohibition or restriction provided in order
to maintain or restore international peace and s#éguthe protection of human rights and the
fight against terrorism, to the observance of whitle Czech Republic is bound by its
membership in the United Nations or the Europearob)rshall be punished by imprisonment
up to three years or a pecuniary punishment.
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265.Aggravated cases apply if the damage caused thedvdnefit derived from the act is substantial
(para 2) or a large-scale one (para 3) or if tHeisacommitted in connection with an organised
group operating in several states or it causesiausethreat to the international position of the
Czech Republic or significantly contributes to thisturbance of international peace and security,
measures aimed at protection of human rights dnt fagainst terrorism. These cases carry
imprisonment from 6 months to 5 years and 3 to@8gjaespectively.

266.The evaluators were not given any detailed, siedisinformation of the occurrence of measures
applied in respect of CFT freezing, applied eithigontaneously by the industry as a whole or by
the authorities following their own inquiries/intgmtion. Without of such information it could not
properly be assessed whether and what positiveteffiee introduction of the IIS Act has brought.

267.At the time of the visit there were no funds frozerthe Czech Republic pursuant to UNSCRs
1267 and 1373. However, the evaluators learntttftetregime had already been applied for the
execution of an international sanction, that isiglation to a transaction prohibited by the IS Ac
but not upon any of the UNSCRs referred to undetiSRhe Czech Republic has solved a case
concerning the payment of advance invoice for gdodglyanmar (Burma) paid by a sanctioned
entity. The funds were seized in July 2008 in theant of 10.069 USD and have since been in
deposit account with the Czech National Bank.

268.1t appears that the financial sector is aware efrtbed to check the terrorist list. It is not clear
whether this is happening in DNFBP.

2.4.2 Recommendations and comments

269.1It is beyond doubt that the situation has improsephificantly since the adoption of the IIS Act
as a comprehensive domestic law by which the laigisd addressed a number of issues raised by
the previous evaluation team.

270.As a result, certain gaps in the EU legislationhsas the coverage of “EU internals” has
successfully been remedied. Instead of, or ratlwgaide, the freezing (suspending) mechanism
in the AML/CFT Law, the IIS Act introduced an adigitnative freezing mechanism with all roles
and responsibilities thereto, including procedutéds for appealing against the freezing measure
and other rules for allowing access to the frozesess in line with UNSCR 1452. In addition, the
current legislation provides for a dissuasive danaig regime as well.

271.Notwithstanding that, the evaluators still feeltthlae reporting duty that would trigger the
freezing measures is not designed in a way thatldvau practical point of view, allow the
detection of all assets held in the Czech Republidisted persons, and particularly assets not
manifested in “movable and immovable items” butnion-material property or property rights
(which are only covered by the directly applicalblé regulations) and/or that are not involved in a
“transaction” as defined by the AML/CFT Law. Whitee evaluators understand the holistic
approach of the Czech authorities by which alltttiee sources of legislation (AML/CFT Law, IS
Act and the EU regulations as extended by the Gowent Regulation No. 210/2008. Coll.) are to
be taken into account at the same time wherebyldingestic law complements the self-executed
EU legislation, they cannot see why the domesticriaeds to be more restrictive in its scope (e.g.
when it comes to the question of intangible objects

272.There are concerns that the DNFBP are not alwagspasition to identify persons listed on TF
lists.

273.ltis therefore recommended to
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» seek for more harmony between the domestic leg@ialand the EU regulations in this field
and, particularly;

» provide that all domestic law(s) applicable in tentext of SR.IlI clearly encompass the
whole concept of “funds and other assets” as définethe FATF Methodology;

* enhance and guarantee timeless in the nationakguoe for the purpose of delisting and
unfreezing requests upon verification that the el entity is not a designated person;

* more guidance is required on SR.IlI obligationsdistinguish them from SR.IV reporting
duties;

* more specific guidance to DNFPB on availabilityaofd use of TF lists.

2.4.3 Compliance with Special Recommendation Ill & 32

Rating Summary of factors underlying rating

SR.II LC » It is unclear whether all pieces of the freezingchamism clearly
encompass the whole concept of “funds and othetsisas definec
by the FATF Methodology;

» The national procedure provided by the IIS Act floe purpose of
unfreezing requests upon verification that the e entity is not a
designated person does not guarantee the timeldfiglss process;

e There is no clear guidance to distinguish SR.llligations from
SR.IV obligations;

* Concern that DNFBP are not always in the positionidentify
persons on TF lists (effectiveness issue).

2.5 The Financial Intelligence Unit and its functions R.26)

2.5.1 Description and analysis

Recommendation 26 (rated LC in the 3 round MER)

274.Department 24 of the Ministry of Finance is thedficial Analytical Unit (FAU) vested with the
FIU core functions. There was a separate specriiwigion on the FAU in the preventive Law
which was in force at the time of th& futual evaluation (Section 10). The new AML/CFT,a
enacted on the 1 September, 2008, refers to the FAU as the “Miyistindeed, the new
AML/CFT Law lacks a “stand-alone” article establigip the core FAU functions (receiving,
analysing, disseminating STRs) as was the casethdtlprevious act. The functions of the FAU
are now distributed throughout the text of the WeML/CFT Law.

275.Section 18 paragraph 1 of the new AML/CFT Law referthe obligation to disclose STRs to the
Ministry (FAU).

276.According to Section 24 of the new AML/CFT Law, tRAU has the power to request and
obtain from obliged entities all the informationdatiocuments on transactions under analysis. The
obliged entities have to provide access to the mhecuation on site if the Ministry requests them to
do so. Special procedures are in place for lawgadsnotaries as, under section 27 paragraph 4,
the FAU can request and obtain such information docliments via the respective Chambers.
This issue is analysed under R.16.

277.According to Section 31 paragraph 1 of the new AGKET Law, the FAU “collects and analyses
information obtained in the course of performing fiasks ...” and “The Ministry may request
information necessary for the compliance with dcdgiigns under the Act from the Police of the
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Czech Republic, intelligence services and othelipw@uthorities (Section 30 paragraph 1 of the
new AML/CFT Law).

278.Internal rules on the procedure for analysis of STre issued by the Director of the FAU in
17.08.2009, and entered into force since 01.09.2008 STR is sent by the Director to the Head
of the Analytical Department who, according to Wrerkload of the analysts, assigns the STR to a
specific analyst. The analyst has at maximum twathmto complete the analysis of the case and
to report back with a proposal to the Head of tlep&tment, who then submits a proposal for
action to the Director of the FAU. The analyst maguest an extension of the deadline if the case
is of particular complexity.

279.The FAU analysts use 12 licences of the analyscéitware “I2”, the Document Management
system (ELO), and “Moneyweb” (whose function isa#ésed below) and other systems to assess
the information requested for the analysis, todrdee movement of funds and to determine the
profile of the persons (both natural and legalpimed in the STR under analysis.

Diagram 1 : Disclosing and analysing phases
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Sec. 24
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280.The scheme above (Diagram 1 — Disclosing and ainglyghases) describes the disclosing
regime for “obliged entities” and the main domestithorities and counterparts through which the
FAU requests information in order to perform thalgsis of the STRs. The scheme also indicates
the relevant sections (sec.) of the new AML/CFT Lamder which the FAU is empowered to
receive STRs and to request information from doimestd foreign authorities.

281.When the FAU discovers facts indicating that arelnde was committed, it submits a criminal
complaint to the law enforcement authority, copyintp the prosecutor’s office not just for ML.
Any crime in the CC resulting in proceeds in the€@zRepublic is a predicate offence for ML and
the FAU is not restricted in the types of caseaymefer to law enforcement if they have sufficient
facts. The Ministry similarly informs the CustomsTax authorities if the facts are not related to a
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crime but are within their competence. (SectioroBthe new AML/CFT Law). (see also Diagram
2-Dissemination phase)

282.According to the practices established by the Czadhorities, the law enforcement authority
designated to receive the criminal complaint friwe EAU is the Anti Money Laundering Division
(the “AML Division”) of the “Unit for Combating Couption and Financial Crime” (UCCFC).

Diagram 2: Dissemination process

AML Division
of UCCFC

*«Tax Authority
s Custom Authority

283.Under Section 20 of the AML/CFT Law, obliged emsti may suspend a transaction that is
considered suspicious in terms of money laundeoingerrorism financing. The FAU has the
power to extend that period for not more than 7d@rd@fter receiving the STR, to suspend the
customer’s transaction or to freeze the assetthiotime indicated above. After the analysis, in
case the FAU decides to notify a criminal compldamtthe AML Division on the suspended
transaction, the latter has 3 calendar days talddoi freeze the transaction otherwise the obliged
entities shall perform the operation. The extenwlbich the freezing/suspension actions of the FIU
have resulted in effective criminal asset recovemynclear.

Table 11: Suspension of transactions under Secti@® of the AML/CFT Law

2009 I Q 2010
Suspension of transactions ARG Amolun;
. involve
Section 20 AML/CFT Law Number involved Number e
(equivalent value in value in
20IRE) EURO)
Transactions suspended by the
P y 93 N/A 39 N/A

obliged entities (Section 20.1)
Action by FAU to prolong the
suspension of transactions 45 ~ 83.000 € 28 ~ 500.000 €
(Section 20.3.a)

Action by FAU to suspend the
transaction of to freeze the 2 N/A 1 N/A
assets (Section 20.3.b)

N/A: not available; 1 eurs 24,3 CZK
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284 .Moreover the new AML/CFT Law assigns additionaldtions and powers to the FAU described
hereafter.

285.The Ministry (FAU) is also vested with the follovgradditional functions and powers:

a. Reviewing the internal procedures of the finaniiatitutions: Section 21 AML/CFT Law;

b. Receiving information from the tax administrationdase of suspicions of money laundering
and terrorism financing: Section 30, paragraphACFT Law;

c. Granting of exceptions according to the provisiomicated in Section 34 of the AML/CFT
Law;

d. Acting as supervisory authority for verifying thenspliance with the AML/CFT Law: Section
35 of the AML/CFT Law;

e. Authorizing persons acting on remittance of monayaopostal contract: Section 29 of the
AML/CFT Law;

f. Proposing to the competent authorities the revonaidf a business licence of the persons that
repeatedly violate the AML/CFT Law: Section 36 loé tAML/CFT Law;

g. Obliging Professional Chambers to carry out ingpest to verify the compliance with
AML/CFT requirements: Section 37 of the AML/CFT Law

h. Submitting proposals for the revision of legislatias indicated in the “Competency of the
department” (i.e. FAU) in the Rules of Organisatipnthe Ministry of Finance;

i. Providing training as indicated in the “Competentyhe department” (i.e. FAU) in the Rules
of Organisation by the Ministry of Finance.

286.The new AML/CFT Law does not require the MinistRAU) to provide the obliged entities with
specific guidance on the reporting obligation @ EAU has prepared and posted such guidance
on the website of the Ministry of Finance (www.mézvfau), including the reporting form.

287.This guidance is however not mandatory. The evaigatoted that not all representatives of the
obliged entities were aware of the guidance omwislesite.

288.Under FATF ¢.26.3, the FAU should have accessctirer indirectly, on a timely basis to the
financial, administrative and law enforcement infiation that it requires to properly undertake its
functions, including the analysis of STRs.

289.According to Section 30 of the new AML/CFT Law, th&U may request information from the
Palice, Intelligence Services and other public arities, including Tax authorities and Customs
(see also, Diagram 1 - Disclosing and analysingg$ia

290.According to Section 30, paragraphs 3 and 4, ofnégne AML/CFT Law, the FAU is provided
with specific and detailed information from the @ah Register of inhabitants and foreigners, in
electronic format provided the technical meansiarplace (the FAU uses “Moneyweb” for its
contacts with the Police and the other public atiles to obtain such information).

291.The evaluators verified on-site that the analystgeldirect access to “Moneyweb “in the process
of STR analysis. Moneyweb is an encrypted systeoonhection between the FAU and the Police
on the one side and between FAU and the major bapésating in the Czech Republic (9 banks
out of 39 that send approximately 80% of the SERdIndicated by Czech authorities).

292.Section 30, paragraph 5 limits the use of infororatprovided to what is necessary for the
analysis.
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293.The FAU requests information from the police relgtto criminal records, convictions, current
investigations, individuals under supervision amdigial control and/or under investigation but not
convicted, as well as making foreign police regeie$dor assistance where necessary.
In urgent cases, the Ministry (FAU) analysts mayguest and obtain information from the
domestic Police within 24 hours.

294.As regards administrative information, the FAU hasess to the information held in the business
registers, the tax registers, population registenss-border transportation register, NPO/NGO
registers, vehicles register.

295.The FAU is currently developing a Central RegistieAccounts, which will contain information
on all accounts held in banks operating in the @&epublic.

296.The FAU has access, on-site or upon request amihvétgiven period of time, to the information
and documents on transactions and persons involMesl.obliged entity shall provide access to
documentation onsite if requested to do so (Se@ibaf the new AML/CFT Law).

297.There is a specific limitation under Section 27ragaaph 4, for lawyers and public notaries,
according to which additional information and doemnts are to be requested by the FAU via the
professional bodies (Chambers). This provision daedimit the possibility of the FAU to obtain
information but it could breach the confidentialibf the cases under investigation. The new
AML/CFT Law is silent on this issue for other pre$onals (i.e. Auditors, Tax Advisors, etc.).

298.As indicated above, FAU analysts request infornmatica the “Moneyweb” system from the
major banks and from the other obliged entitiesthv&aso called “Moneyweb Lite Klient”, which is
accessible on websites of the Ministry of FinanEgtending the “Moneyweb” system would
influence positively the analytical workflow of tfé\U.

299.According to Section 32 paragraph 1 of the new AGKET Law if the “Ministry find facts

suggesting that a crime had been committed, il &dde a criminal complaint under the Code of
Criminal Procedure and provide the law enforcensnhority with all the information that the
Ministry had found in the course of its investigati’ This provision is wider than the FATF
standards as the FAU has to disclose “facts suiggeitat a crime” (money laundering and TF
offences are only part of the remit). The AML/CFTetiiodology interpreting the FATF standard
requires disclosure to the domestic (investigatiagbhority when there are grounds to suspect
money laundering or terrorism financing. Furthereagdhe FAU is an administrative type of FIU
with no law enforcement powers to investigate féaéd could be related to crimes.

300.During the on site visit the representatives offA¢J indicated that they interpret this provision
as a general requirement which permits the FAUeteeal cases and facts which are not only
related to money laundering or terrorism financiAgcording to them this provision is a useful
means to provide the law enforcement authoritidb wases in the public interest. According to the
FAU, analysts met during the onsite visit were avdrat suspicions should be reported without
necessarily looking for evidence.

301.According to the national AML/CFT system, theritninal complaint$ are referred by the FAU
to the Anti Money Laundering Division of the “Unibr Combating Corruption and Financial
Crime” (UCCFC) of the Police which investigathe cases.

302.The table below shows the number of STRs receivetl analysed by the FAU (i.e. “cases
opened” according to the FAU procedures) and thebau of cases referred to the Police Forces.
The third row displays the percentage of criminainplaints notified out of the total number of
STRs received and analysed.
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Table 12: STRs received and analysed by the FAU

2008 2009 1Q2010
STRs received and analysed by FAU 2320 2224 391
Criminal complaints referred by FAU
to Police Forces /AML Div.) /8 191 /3
Criminal complaints/STRs (%) 3.4 8.6 18.7

303.As indicated above, the percentage of criminal damis notified to the AML Division of

UCCFC has increased since 2008 and they are aletkto money laundering offences, according
to the Ministry (FAU). None of them refer to thadincing of terrorism. The absence of statistical
data on how many money laundering cases have atiggaesulted from the FAU reports sent to
the Police makes any assessment of the impacteoF&U reports on overall law enforcement
results very difficult. From the information proed, the impact of the FAU reports on overall law
enforcement results for most of the years undeleveappears to be small, as very few of the
reports become effective law enforcement investigat

304.Since 2008 the Ministry (FAU) has sent almost tlaene number of reports to the Tax
Administration as it has to its main police couptet (the AML division). This raised issues as to
how the analyses are performed. It was unclear hvinethe priority is looking for tax
infringements rather than AML/CFT and the extentuaich this statutory responsibility to look
for facts suggesting other crimes (as reflectedisclosures to Tax and Customs) diverts valuable
FAU analytical resources from the traditional AMIET mission of the FAU. The evaluators were
advised that analysts often find accounts that wetaleclared as business accounts. FAU analysts
have access to tax databases and routinely insedigose databases in their analyses.

Tablel13: Disclosures sent to Tax administration o€ustoms

2008 2009 1Q2010
Disclosures sen to to Tax 128 180 60
Administration
Disclosures 7 2 >

305.As noted, there is no specific provision in the neML/CFT Law on the independence and
autonomy of the FAU. According to the law, the FARkpartment 24 of the Ministry of Finance)
is vested with the functions of a FIU. There arefumther by-laws governing the organisation of
the Ministry.

306.At the time of the § round evaluation a decree governed the organisafithe FAU. It appears
that since the new AML/CFT Law the organisation anacedures of the FAU are only defined by
the “Rules of Organisation” (annexed) that indichie competences of the Ministry (FAU) and of
its three Divisions. The Director of the FAU is apged by the Minister of Finance and is
responsible to the Deputy Minister of Finance. Miaister of Finance establishes the Divisions
within the FAU and appoints the Heads of Divisiamsthe proposal of the Director of the FAU.
There are three Divisions: the International Corapen and Legal Division (international
information exchange, international sanctions, ARIET legislation), the Analytical Division
(analysis of STRs) and the Supervisory Divisiorpéuision of obliged persons).
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307.The budget of the FAU is established by the MimisteFinance and is not separated from the
general budget of the Ministry except for the ITuigeent and the physical protection of the
personnel of the Unit.

308.There are two provisions in the new AML/CFT Law ulhiare said to enhance the independence
of the Unit (sections 18.4 and 31.5). The lattémprily establishes the technical independence of
the FAU from the other Departments of the Ministfy Finance and the restricted access of
personnel to the office of the FAU.

309.Section 31(5) on Processing of Information provides

“The Financial Analysis Unit is technically sepagattrom the other departments of the
Ministry: it has implemented measures in the arbarganisation and personnel to ensure that
unauthorised persons do not come into contact inftirmation obtained under this Act.

310.While section.18(4) on suspicious transactionestat

“The Ministry shall receive the suspicious transawstreport via the Financial Analysis Unit,
which is a part of the organisational structuretioé Ministry [...].”

311. The Rules that describe the competencies and isegaom of the FAU (and are not by-laws),
they are prepared and approved by the Deputy Mingdft Finance, who has power to modify the
organisational structure.. This document does ef#rrto the Director of FAU at all, or indeed
clearly empower the Director to decide which repatiould be disseminated to law enforcement,
though in practice the evaluators were told thaséhdecisions are taken entirely by the Director of
FAU and there is no reason to doubt that this isthe case in practice at present. Indeed the
Director, as well as other representatives, inditathat they had never been influenced or
impeached in their duties.

312.There is no by-law or legislative provision whigtsout the position of the Director of FAU, his
term of office, to whom he reports and the readonavhich he might be dismissed. The FAU
argues that their independence is embedded inahe hut the evaluators could not find this to be
the case. It appeared to the evaluation teamlikahtiependence of the FIU in its decision-making
process and generally was understood more as awctow than as a matter of law or regulation.

313.While, as noted, there is no reason to doubt thetntly the Director acts in an independent
capacity, there appeared to be little in practitectv safeguards this situation for the long term.
The evaluators advise that the efficient workingtled FIU as an independent unit, at present
would be assisted if the powers and duties of tA& Fand its Director (and his role and
responsibilities under the Ministry) are formaliseithin the AML/CFT Law or a by-law.

314.According to The Czech authorities, there have bsmreral instances when the Minister has
modified the structure of the FAU on the basishaf EAU Director’'s proposal, the lack of a clear
statement of the role and independence of the Fetains a concern.

315.With regard to the FAU's Human Resources, The Czthorities state that the Director of the
FAU applied for additional staff (nine analysts amtk inspector). According to the procedure in
place, the Ministry authorises the recruitmentthet Director of the FAU selects and appoints the
new staff.

316.The FAU'’s total financial budget is decided at ratarial level. Cost of the personal are paid by
the Ministry of Finance, from the overall budgettbé Ministry, while dedicated budget items,
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mainly for IT purpose, are decided by the FIU. Tollowing table indicates the main costs related
to IT:

Table 14: FIU's IT costs

2008 2009 2010
Hardware 18.357 36.126 33.657
Software 27.133 115.227 52.595
Operation costs 33.067 36.387 30.580
ESW/FIUNet 7.626 3.897 8.982
Total EUR 86.183 191.637 125.814

317.The Czech authorities indicated that the datab&sieeoMinistry (FAU) is not connected to the
intranet of the Ministry (FAU) nor to the Interres provided for by Section 31 paragraph 5 of the
new AML/CFT Law. Access to the premises of the Igliry (FAU) is restricted to staff holding a
badge.

318.The obligation of confidentiality and its exceptioare defined in the Sections 38 and 39 of the
new AML/CFT Law. Ministry (FAU) personnel shall keeonfidential all facts related to STRs
and the subsequent investigations, as well as @@y action undertaken by the Ministrry (FAU).
The obligation of confidentiality remains even Het staff member is transferred to another
assignment, terminates his/her employment or atbetractual relationships (Section 38). There
are some exceptions to the principle of confiddibtidisted in Section 39 of the new AML/CFT
Law.

319.The evaluators were informed that the Minister ofaice and his/her Deputies do not have
access to the elements of the files of the MinigfiAU) but there is neither a provision in law in
this respect, nor any sanction (penal, civil or dlstrative) applicable.

320.Section 31 paragraph 4 of the new AML/CFT Law iadés that “The Ministry shall maintain,
and publish at least once a year on its websiatisgtal reports on effectiveness and results of
measures against the legitimisation of proceedsrohe and financing of terrorism.” The
evaluators were informed that the Ministry (FAUQuéarly publishes annual reports on the
website of the Ministry of Finance (statistical alatypologies, trends and information about its
activities are provided).

321.The Ministry (FAU) has been a member of the Egn®rdup since 1997. It currently has two
representatives in Egmont Working Groups (Operativorking Group and IT Working Group).

322.Section 33 of the new AML/CFT Law reads as follows:

(1) In the scope set out by an international trdafywhich the Czech Republic is bound, or on
the principle of reciprocity, the Ministry shall -@perate with third country authorities and
international organisations of the same jurisdiatioin particular in the provision and
obtaining information to deliver on the purposdti$ Act.

(2) Provided that the information is used exclusivior the purpose of this Act and is

protected at least in the scope laid down in this, Ahe Ministry may co-operate also with
other international organisations.
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323.The policies and procedures adopted by the FAUraliee with the international standards and
the co-operation in terms of disclosures receivetiovided is satisfactory.

324.The Ministry (FAU) co-operates with its foreign caerparts on the basis of international treaties
or on the principle of reciprocity. Internationaférmation exchange is carried out according to the
Statement of Purpose and Principles for Informatohange Between Financial Intelligence

Units.
Table 15: Overview on the international informationexchange

2005 2006 2007 2008 2009 10Q2010
Requests sent 69 77 66 59 72 14
Requests received 130 128 133 165 142 22

325.The statistical data on spontaneous exchange ainmation have been monitored since 1 January
2010. During the first quarter of the year 2010 tinistry (FAU) received 7 spontaneous
information from abroad and sent 5 spontaneougrimdtion abroadThe Czech authority, while
not providing specific data, declared that the agertime of response is in line with the Egmont
Group standards (one month).

Diagram 3: FAU structure, funding staffed technicalresources
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326.The Ministry (FAU) has three divisions: the Intetinaal Co-operation and Legal Division
(international information exchange, internatiosahctions, AML/CFT legislation), the Analytical
Division (analysis of STRs) with an IT Subdivisiand the Supervisory Division (supervision on

obliged persons).

327.The FAU staff members are 28, employed of the Mipisf Finance. The Czech authorities have
also indicated that the FAU staff (except suppt@ffshold university degrees in law or economics
as follows:
* International Co-operation and Legal Division: @ftmembers hold a law degree, 1 has an
economics degree, 1 has a political science degree;
 Analytical Division: 11 staff members hold an econics degree, 1 a law degree and 3 are IT
specialists;
 Supervisory Division: all 4 staff members hold aomomics degree.
328.The FAU staff is trained twice a year (3 days trags) on issues relating to STR analysis, new
ML and TF trends and typologies, co-operation vather supervisory bodies, co-operation with
the police, criminal investigation, new legislativdtiatives (both national and international). The
trainers are from the law enforcement authoritpsi¢e, prosecutor’s offices), the Czech National
Bank, and other supervisory agencies involved inLABFT surveillance.
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329.The staff of the law enforcement authorities andUR#as appropriate systems of regular training.
The information on ML and TF methods, techniques taends is disseminated.

330.The authorities have indicated that the main MigistFAU) counterpart within the law
enforcement authorities is the Unit for Combatingr@ption and Financial Crime: criminal
complaints are sent to the AML Division of the UGG Fut the FAU also co-operates with the
Organised Crime Unit of the Czech Police, in pattc for terrorist financing cases, where
“Terrorism and Extremism Division” is located. Thater is in charge of receiving cases related to
TF.

331.A protocol between the Ministry of Finance and kheistry of Interior is the framework of the
co-operation between the Ministry (FAU) and the iqml which consists of exchange of
intelligence, regular consultations on individualses, as well as an annual assessment of the
efficiency of the co-operatiorFAU can obtain information, about penal recordsligtments,
persons that have been under investigation, or th@se who are currently being investigated at
that moment. Requests to police are sent througheMaeeb. Police will take an average period of
2 or 3 days to send their response, in urgent ¢asgsin which the transaction has been suspended
by the bank) in hours. Furthermore, according ® dhthorities, since 2009 the FAU has sent a
copy of the cases referred by the police to théKfice of Prosecutors for information.

332. The current Director of the Ministry (FAU) is frotaw enforcement and he is seeking to
enhance co-operation between the FAU and law egrfioeat to impose the overall results of law
enforcement in the AML/CFT sphere. NonethelessAhE at the time of the onsite visit, did not
appear to be receiving regular systemised feedbackll the disseminations they made to law
enforcement and information was lacking on whidhafiy) STRs had resulted in major ML
prosecutions. As noted elsewhere in this repoet,niajor impression was of the ML cases being
merged with other cases rather then being pursudbeir own right (which may itself be de-
motivating for the Ministry (FAU)).

333.Since 2009 the criminal complaints are sent one®ath to the office of the Prosecutor in order
to increase the co-operation between the compatghorities and in particular to follow-up the
police forces’ activity.

334.The Ministry (FAU) should consider to adopt some thé following instruments: special
confidential reports on ML/FT patterns, dedicatethmars and “case by case” feedback.

Effectiveness and efficiency

Table 16: STRs received, their analysis and dissendtion

Receipt of STRs Analysis: Dissemination:
P Collection of Data by FAU Outcome of the Analysis
Requests mernessl| Cams dee Criminal Disclosures to
Disclosures| Cases to Request| que Complaints Tax Authority
. . A to foreign after the
received opened | reporting | to police FIUs N — Referrals to or to Custom
entities Y AML Div. Administration
2 | Financial entities 2.090
g Professionals 1.722 1.236 1.244 59 1.513 78 135
8 | Other DNFBP 230
Total STRs 2.320 74,22% 3,4%
2 | Financial entities 1.932
g Professionals 3 1.644 1.674 1.419 72 1.242 191 182
9 | Other DNFBP 289
Total STRs 2.224 73,92% 8,6%
| | Financial entities 317 368 1.127 260 14 188 73 65
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Receipt of STRs Analysis: Dissemination:
P Collection of Data by FAU Outcome of the Analysis
Requests Criminal Disclosures to
Disclosures| Cases to Request| Reque_sts Cazes alias Complaints Tax Authority
. . A to foreign after the
received opened | reporting | to police FIUs " — Referrals to or to Custom
entities Y AML Div. Administration
(23 Professionals 1
0
1 | Other DNFBP 73
0
Total STRs 391 94,12% 18,7%

335.The evaluators found that all STRs received ardysed. It will be noted that there is a
difference between “disclosures received” and “saggened”. The evaluators were advised that
the difference relates to disclosures received lvlaie merged with other cases and new cases
opened. The figures also indicate that the pergentd criminal complaints referred to the AML
Division of the UCCFC compared with the cases operidhese numbers clearly indicate an
increase of the referrals to the Police (3.4 % 8 8.6% in 2009 and 18.7 % at*3Warch
2010).

336.While these figures, related to the analysis of dases by the Ministry (FAU), show that the
latter often requests assistance from the Polideadditional information from the obliged entities,
the assistance from foreign FlUs is requested iondyfew cases. This may be due to the fact that
most of the analysed STRs mainly involve proceedmastic cases perpetrated (and thus,
laundered) in the Czech Republic.

337.This data also indicates that the Ministry (FAUjuests information from Police Forces going
behind the mere financial analysis of the moveméffiinds, which is a typical function performed
by an administrative FIU. This is appreciated as tnit is doing its best to obtain all the
information necessary to perform its functions agide an “added value” to the criminal
complaints.

338. The Ministry (FAU) is vested with several funat®prescribed both by the new AML/CFT Law
and the International Sanctions Act and acts irraagiive way by assisting counterparts and
domestic authorities (in particular, police forcasd prosecutors). Nevertheless the issues of
independence and operational autonomy and of huesaurces are crucial to proper performance
of the functions assigned.

339.The effectiveness of the Ministry (FAU) could albe affected negatively by decisions at
ministerial level which may adversely impact on tiiganisation: budget and other relevant issues
(appointment of the director and staff etc.) far Ministry (FAU).

340.The confidentiality of the cases investigated byUr&ould be infringed by the mandatory
requirements for Ministry (FAU) to use Chambersoiler to obtain additional information on
STRs.

341.The procedure of the FAU to copy the referralshi prosecutorial authority could increase the
effectiveness of the reporting system and the amaperformed by FAU.

2.5.2 Recommendations and comments

342.The fact that the status and function of the Migi¢FAU) is not defined in a separate legislative
act or provision is of concern to the evaluatotsisTs an issue already raised by the evaluators in
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the 3% round. However, in the meantime, The Czech autheridespite having amended the
AML/CFT Law, did not take into consideration thatommendation.

343.The Ministry (FAU) is not only vested with functisrassigned by the new AML/CFT Law, but
also co-operates on a “case by case” basis witbrakedomestic authorities (Police and Judicial
Authority).This cooperation is producing positivesults and should be continued.

344.The Ministry (FAU) staff is well trained and commeitl but considering the scope of functions of
the Ministry (FAU) the authorities could consideciieasing the staff to ensure that the Ministry
(FAU) properly performs its functions, especiatie tfunction of supervision.

345. Over the last two years the number of cases adtifiy the Ministry (FAU) to the Police has
increased as shown in the chart above and it applar the FAU and the police co-operate on
individual cases. Because of the legal provisioeguiring reports also to be sent to the tax
authorities, a significant number of reports aret shere once the FAU establishes that another
crime has not been revealed. The FIU should nolesthesnsure that ML/FT remains its major
mission and keeps records of the predicate offeflwhsre known) in FAU reports sent to the
Police, as it was unclear to the examiners whatthesnost important (non tax related) predicate
offence disclosed by the FAU to the authoritiess lilso commendable that the Ministry (FAU) is
aiming to ensure that the cases referred to thiegoésult in actions. The evaluators welcome
Ministry (FAU) efforts to maintain a continuous Wigue with the private sector and the co-
operation provided to foreign counterparts.

346.1t is therefore recommended

» to consider introducing an explicit reference te #AU in the AML/CFT legislation as
recommended in thé“aVER;

* to strengthen the independence and autonomy oMinéstry (FAU) by amending the
AML/CFT Law or issuing a decree to govern the maspects of the activities of the
Ministry (FAU) (the appointment and term of the &itor and basis on which he can be
removed, recruitment and management of staff, ltydgganisation and security);

» to ensure that there is no over-emphasis in FlUyaaa on tax related offences at the
expense of other predicate offences;

» the FAU should consider keeping records of the ipage offences, if sufficiently identified
at that stage, in the reports disseminated tcelaf@rcement;

* to consider extending the use of “Moneyweb”;

2.5.3 Compliance with Recommendation 26

Rating Summary of the factors underlying rating

R 26 LC * The independence and autonomy of the Ministry (FAdJpotentially
limited by the powers and functions of the Ministand Ministers) ;

« The width of the reporting obligation potentiallgadds to an over
concentration on tax issues in FAU work;
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2.6 Law enforcement, prosecution and other competent dhorities — the framework
for the investigation and prosecution of offencesand for confiscation and
freezing (R.27)

2.6.1 Description and analysis

Recommendation 27 (rated C in the 3" round MER)

347.Until 2006 the lllegal Proceeds and Tax Crime Uflite so-called “Financial Police”) was
responsible for investigating ML/FT offences thaattUnit was abolished and the personnel were
transferred to the Unit for Combating Corruptiorddinancial Crime (UCCFC). The evaluators
requested information about this decision and, i@ieg to the authorities, this was simply part of
a general reorganisation of the law enforcementdsod

348.As a result, the Anti Money Laundering Divisiontbe UCCFC (AML Division) of the Police
Forces has become the counterpart of the FAU. Hteerl refers criminal complaints or
information involving possible elements of moneyridering to this AML Division.

349.Currently the binding instructions of Police Presitt N° 30/2009 specifies the Unit for
Combating Corruption and Financial Crime as resysmsfor inquires, verifications and
investigations of criminal offences committed idatn to the legalisation of the proceeds of
criminal offences where supervision is performedh®sy High Public Prosecutor’s office (with the
exception of counterfeiting of money or other meahpayment), intentional criminal offences
related to corrupt conduct if a judge or a publiogecutor is suspected and criminal offences of
bribery or misuse of public official committed ialation to the performance of duties relating to
the position. According to an agreement (which masbeen seen by the evaluators) between the
Ministry of Finance and Ministry of Interior, theAB is responsible for submitting to this Unit all
criminal complaints. Cases or information involvipgssible elements of terrorist financing are
referred by the FAU to the “Terrorism and ExtremiBiision” of the “Organised Crime Unit”".

350.The following chart illustrates the organisatiostucture of the Czech Police Force and where
the main AML/CFT law enforcement competent authesiare allocated.

Diagram 4: Organisational structure of the Czech Plice

Organizational structure of the Police of the Czech Republic

| Plzgliy Pollez 2raslelznit far thz Criminzl 2allez 25

Invagieziion Sarvies (SRIS)

Bureau of the Criminal Police Head Office of ICT and Office of the Deputy Police
and Investigation Service Analytical Processes President

Special CPIS units with the nation wide competence

Unit Combating Corruption and _| Organized Crime Unit of the CPIS
Financial Crime of the CPIS (6 RB) (6 RB)

National Drug Headquarters Unit for Special Technical Tasks
of the CPIS (6 RB) of the CPIS (8 RB)

Office for Documentation and 3 . _
Investigation of the Crimes of . Unit for Special Operational Tasks
Communism of the CPIS of the CPIS

Institute of Criminalistics Prague Rapid Response Unit
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351.According to the internal procedures of the Pokoece, the “Unit Combating Corruption and
Financial Crimes”, the “Anti-Drug Unit” and the “@anised Crime Unit” are entrusted with the
investigations of the most complex money-laundedages, while money laundering cases with a
lower level of complexity are investigated by tipesalists in the regions.

352.The Czech authorities informed the evaluators tise law enforcement units include around
210 specialists designated for “financial inquitiaad investigations of money laundering cases.

353.These financial specialists carry out their adgtgitin working teams according to the provisions
set out in the Decree of the Deputy Police PresiftenCriminal Police and Investigation Service
No. 14/2009 “On Financial Inquiries”.

354.From the time of the commencement of actions imicral proceedings (section 158(3) of CPC,
the so called “detection phases” of investigaticas,described below) financial specialists are
required to seize proceeds generated by illegaites according to the provisions set out in
section 2 of that Decree. In order to properly garnf the function assigned, financial analysts use
the ALPHONSE IT system, which keeps track of thisoas taken and the results obtained.

355.The UCCFC is organised in Departments and RegiBratiches. The whole UCCFC is staffed
with almost 400 police officers and 65 civil empd@g. The Anti Money Laundering Division of
the UCCFC is incorporated in the Department of Feaud and Money Laundering and is staffed
with 12 police officers.

Diagram 5: Organisational structure of the Unit Conbating Corruption and Financial Crime

Unit Combating Corruption and Financial Crime

v v
Department of Serious Department of Tax Fraud and
wwm Ecsrionik Cvien Weces Lalc i
————

parbmant of Arwtyass

Regional branches

_

356.The Czech authorities have indicated that, as cp®see of the new organisational structure of
the Police Forces indicated above, 22 specialists“financial inquires” are deployed in all
departments and regional branches of UCCFC.

357.The Czech authorities have also indicated thatspecialists in “financial inquiries” at UCCFC,
the minimum length of service is 7 years, and aensity degree in a relevant field is an essential
requirement. There are also prescribed follow-uprees, which every specialist is required to
attend including on AML techniques.
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358.The Unit for Combating Corruption and Financial @es has also explained that it acts as the
designated Asset Recovery Office (pursuant to FD7245) and participates in Europol’s
Analytical Work Files (AWFs) dedicated to cross Blispicious transactions.

359.According to the Act on Police (AoP) N.273/2008 aasended and Criminal Procedure Code
(CPC) Act N.141/1961 as amended, the activitieefPolice Force may be distinguished in the
following phases:

a. “Collection of evidence phase” on criminal actigdiunder Section 69 of the AoP and
Section 158 (1) of the CPC, where operative measaire applicable under several
sections of the AoP by Police Force;

b. “Detection phase”, when the Police Force initisdesiminal proceeding for clarifying
and verifying the circumstances reasonably indicgtihat a criminal offence has been
committed as prescribed by section 158 (3) of tREC

c. “Investigation phase”, when the Police Force ctdlezvidences and sends documents
to the Prosecutor for indictment, as prescribeddwstion 160(1) and 176 of the CPC.

360.In order to perform properly the phases indicatetktters b) and c), the Police Force uses the
powers assigned by AoP (sections 61, 66, 68, 43,73, 76 and 89), as well as provisional
measures indicated in sections, for example, 879883, 86, 87, 88 and 158d of the CPC.

361.The following table illustrates the number of caaed persons investigated by the Czech Police
Force on “legalisation” offences (Sections 216 ahdof the Criminal Code, both intentional (216)
negligent (217)). These statistics cover invesigat disaggregated according to the phases
described above, carried out by UCCFC, OrganisdcheCitUnit and Anti Drug Unit both at
national and regional level. These figures alstuohe cases originated by criminal complaints sent
by FAU to AML Division of the UCCFC.

Table 17: Cases and persons investigated by the €hePolice Force on “legalisation” offences

2008 2009 | Q 2010
Investigative phases Cases |Persons | Cases |Persons | Cases|Persons
Detection phase
(Section 158.3 of the CPC) 37 N/A 59 N/A 26 N/A
Investigation phase
(Section 160.1 of the CPC) 17 19 26 24 9 8
Sent to the Prosecutors for Indictment
(Section 176 CPC) 21 N/A 19 N/A 3 N/A
Indictments for legalisation offence
(Section 216 CC) N/A 25 N/A 24 N/A N/A
Indictments for other offences N/A N/A N/A N/A N/A N/A

N/A: Not available

362.The table above is not fully complete due to thet flat the Police do not keep detailed statistics
for each of the investigative phases. In particudrile figures on number of “cases” are available,
the related information on numbers of persons wealin those cases are not available (N/A). This
could be, to some extent, acceptable in the “Deteqihase”, but not when the cases are sent to
the prosecutors for indictments. Moreover, Polieens not to receive any complete feed-back
information on indictments.

363. As regards the follow-up investigative activitiesginated by criminal complaints sent by the

FAU to the Anti-Money Laundering Division (hereafttAML Division”) of the Unit for
Combating Corruption and Financial Crime, the tddgow illustrates the main results.
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Table 18: Criminal complaints sent by the FAU to tle AML Division

2008 2009 1Q2010
glr\l/rlgllgil ofcvt\)lmgl]a:lints sent by FAU to the AML 78 101 73
Cases opened by AML Division of which: 71 175 63
- Cases under investigation at national level 30 123 40
- Cases sent to the regional polices 41 52 23

364.The authorities have indicated that for 2009, duhe 191 referrals from the FAU to the AML

Division, 175 cases were initiated as “stand alcages” (the difference between 191 and 175 is
due to the fact that some referrals were incorpdriitto other ongoing investigations or merged
together). Out of 175 cases, 123 were investigategntral level and the remaining 52 cases were
sent to the local police departments. The casessiigated at the central level are those which
appear to contain elements of the money laundesffgnce according to the findings of the
analysis carried out by the AML Division, wheredsode referred to the regional police
departments are largely related to other sortgfehoes.

365.Hence for 2009, according to the information preddby the AML Division, of the 123
investigated cases, 37 were closed or merged, &samere still under investigation by the AML
Division or not yet opened. In 31 cases criminalcgedings were instituted (i.e. “detection phase”,
under 158 (3) of the CPC) and 6 of them were asthge of the investigation (i.e. “investigation
phase”, under 160 (1) of the CPC, which is whepsstee taken for a specific offence in respect of
a particular person) where 6 persons are involwadaney laundering). The table below illustrates
the results described.

Table 19: Follow up of the criminal Complaints senby FAU to the AML Division

Criminal Complaints sent by FAU to AML Division
and follow-up initiatives

2008 | 2009
Total number of criminal complaints 71 175
- Cases under investigation at national level 30 231
- Cases sent to the regional police 41 52
Cases remained in AML Division
Cases at “Collection of evidence phase” - Art. {58

34 92

CPC
Cases at “Detection phase” — Art.158 (3) CPC 1 31
Cases at “Investigation phase” - Art. 160 (1) CPC 0 6
Cases where investigations have been suspended - Af 3 3
159a CPC
Cases sent to other police units 2 3
Cases sent to Prosecutor for indictment - Art. CPE 0 2

366.In terms of the results obtained by the Police &syrat is worth highlighting that in the years
2008 and 2009, out of 246 criminal complaints dernthe AML Division of the UCCFC by the
FAU only four (4) cases have been sent to the ubses for indictments in respect of money
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laundering. No information is available on the nembf the persons involved in these two cases.
The evaluators have pointed out that the data givehis table is not consistent with data in the
MEQ as described under R.2

367.In response to this, the Czech Police Forces atittindicated that, on the basis of a survey
carried out on a random sample of cases, at ledfsbhinvestigations for money laundering have
been indicted by the prosecutors for other offenf@sinly for the predicate offences or
participation in the predicate offences) wheregaeal sanctions were higher.

368.The Czech authorities also emphasised the greatt®fiindertaken to seize property related to
illegal activities. However, the evaluators werd poovided with data on ML seizure, as the
authorities do not keep such figures.

369.Police Forces have indicated that they do not colay statistics on persons under investigation,
thus it is not possible to determine whether thegtigations refers to organised group activities,
where, usually, several persons are involved. Aaltil information and data on these
investigations have not been provided by The Caethorities.

370.According to the representatives of the Police €srdhe criminally generated proceeds are
mainly associated with drug trafficking, fraud,dmet fraud and smuggling. lllegal profits are
usually layered in real estate investment, caratdydnvestments in securities and sometimes also
through the use of off-shore companies. Duringohisite visit representatives of the Police Forces
indicated to examiners some examples of connect®iseen investigations conducted on
proceeds-generating offences and possible misuBeanicial services to conceal the illegal profit

such as “exchange offices”, “money remittances” ‘&adlety boxes services”.

371.Czech authorities indicated that their main goalnmoney laundering cases relates to offences
committed in relation to internet fraud that resdlin the seizure of real estate and vehiclesgir hi
priced paintings. However, these results do notappo be really oriented to the investigation of
complex money laundering cases.

372.As for special investigative techniques and postpment or waiving arrest, the provisions that
are now in place are the same that were in forcthattime of the 8 Round, as described
in paragraphs 418 to 426 of th€ BIER. In that report it was noted that there wasilingness
at that time to limit the use of such operativeigmtechniques (see footnote 64 of tifeNdER),
but no amendments to these provisions have begsietland the Police have indicated that they
still widely use these instruments. However, stiagsare not kept on the use of these techniques.

373.The FATF standards request the existence of pembaoretemporary groups specialised in
investigating the proceeds of crime (financial stigators). An important component of the work
of such groups or bodies is focused on the invatitig, seizure, freezing and confiscation of the
proceeds of crime, and deciding whether to beghopmrative investigations with appropriate
competent authorities in other countries, includinghere appropriate, the use of special
investigative techniques, provided that adequdtgsards are in place.

374.The Czech authorities indicated that in the frantévad the Czech Police there exists the special
division for searching for criminal activities; tieeare also special squads and teams at district
level. On the basis of the support of EUROJUST &ROPOL it is possible to organise
co-operative investigation teams. The applicatibmwestigative techniques is conducted on the
basis of the national legislation of the jurisdbetin which they are used.
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375.The evaluators were informed that financial ingegtions are carried out by the Police Forces as
“ancillary inquiries” related to the crimes undeweéstigation and that there are no specialised
groups investigating the proceeds of crimes.

376.The evaluators were informed about a Joint Invastig with Slovakia under section 442-444
CPC between domestic and foreign Police Forcesttatch combined investigation with national
police forces of different units had also beeniedrout on tax evasion cases.

377.The evaluators were informed that FAU and Policec€® meet regularly to discuss cases under
investigation and to provide support to each othéevertheless there are no regular and
interagency committees between competent authe®rdealing with methods, techniques and
trends.

Effectiveness and efficiency

378.While the Police assert that there have been néhr8lated ML Police enquiries, no statistics or
concrete information about such investigations hé&een provided to the evaluators. The
evaluators were left with the impression that hgriflany, ML/FT cases have been investigated on
the initiative of the Police Forces alone. A vempited number of cases were in the pre-trial
investigation phase for ML. The AML Division, whidl the responsible unit for investigating
FAU disclosures, is not equipped with sufficiergfstjualified in financial investigation. The lack
of education and training in tracing the funds iajon proceeds-generating cases leading to
financial investigations for ML cases limits lawfercement capability.

379.Comprehensive feedback on investigations by théec®db the FAU, which previously was
available in approximately 30% of the cases, is mmweasing. The information is useful for the
FAU and for the whole AML/CFT system.

2.6.2 Recommendations and comments

380.Given the fact that there appear to be few law reefoent investigations that have resulted in
police-generated ML prosecutions, efforts are neglito strengthen the pro-activity and
investigative capacity of the Law enforcement aggncto become more specialised in
investigating the proceeds of significant crime. Wsed elsewhere in this report, there is little
evidence of % party/autonomous ML cases generated by policaiiviés. Indeed the information
provided on predicate offences, and the incidentesaif-laundering cases is very sparse.
The overwhelming impression is that ML is useddomparatively minor cases like car theft.

381. More investigators are required who are fully rieml in modern financial investigative
techniques.

382.1t is helpful that the FAU is trying to ensure tlitst cases notified to the Police Forces result in
action. To this end the Ministry of Finance and Rhiaistry of Interior have signed, on behalf of
FAU and Police Forces, a specific memorandum toease “case by case” the effectiveness of
their respective actions.

383.The evaluators have been informed that in the thasEAU had only been receiving appropriate
and comprehensive feedback from Police Force imcaqpately 30% of the cases (where the
replies were limited to file “closed” “open” or 1itto be checked”) while Police Forces are now
encouraged to provide feedback with added valweder to assist the FAU in its functions.
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384.Compared to the3round of evaluations, the Police Force have beengnised for increased
professionalism in their investigations by the Boegors, but little success has been achieved in
serious ML cases.

385.Police Forces reported to the evaluators anecgi@htbut some financial investigations on illicit
profits but no comprehensive figures have beenigealto the examiners.

386.The Czech authorities should enhance the investggable of the Police in generating ML
enquiries on their own initiative, strengthen théMllA Division in order to increase the
effectiveness of the notifications received by B&U and develop an inter-agency operational
committee that will develop trends and methodsuldefr the investigative bodies. This point is
taken up in R.31. As noted in R.1 earlier in tld@part The Czech authorities need to analyse why
there appears to be such a major discrepancy betilvedypes of ML cases being prosecuted and
the incidence of ML in the country.

387.The lack of data on Police activities in this adeses not help the evaluators to make a full
assessment of what law enforcement may be doiddvib/CFT at present. It is appreciated that
some ML investigations can take years to producgult® In order to ensure that such
investigations are followed through (and propedgaurced), it is necessary to maintain accurate
data on the status of all such investigations. @/fihe Czech authorities maintain that their
impression is that cases are being taken forwdrd, lack of hard data means that their
effectiveness in this area is not demonstrated.

388.The Czech authorities should strengthen the AMLidbawm of the Police Forces in order to
increase the effectiveness of the notificationseired by FAU and develop an inter-agency
committee that will develop trends and methodsuldef the investigative bodies.

389.More seminars on AML/CFT investigations, proseawi@nd judgments would be welcome to
ensure that all key players are fully aware ofithportance of financial investigation, confiscation
and autonomous ML.

2.6.3 Compliance with Recommendation 27

Rating Summary of the factors underlying rating
R.27 PC » Few successful police-generated ML investigations;
' * Lack of coordinated actions among authorities ¢eoliForces and
Prosecutors);
» Qualified staff in financial investigation have nait obtained satisfactony
results;

» Little evidence that ML is being tackled effectiyeh respect of majof
proceeds-generating offences;
* Lack of robust and accurate data, figures and atherorelevant
information useful to assess the activity of théideo~orces (both in tern
of quantity and quality of the workload).

=)
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3. PREVENTIVE MEASURES - FINANCIAL INSTITUTIONS

3.1 Risk of money laundering / financing of terrorism

390.The evaluators were informed that there was noifipeollective AML/CFT risk assessment
undertaken since the last evaluation. The gen@m@ioach concerning risk has been described at
1.5c¢ above, to which reference should be made.

391.During the &' round evaluation, the evaluators noted that atjhoin general the customer
identification procedures (but not the full CDD raages) were mostly in place, there were also a
number of shortcomings. They therefore recommended:

- the introduction of full CDD requirements in tA8ML/CFT Law (including on-going due
diligence and know-your-customer, risk-based apgrpaonsequences of incomplete
CDD measures and application of CCD requirementexisting customers etc.), with
appropriate guidance, beyond those measures aplglitaidentification only;

- to solve the inconsistencies between the banidgglations and the AML/CFT Law on the
issue of CDD measures on the occasion of operatigtis bearer passbooks and the
identification/CDD process guaranteed no mattertwheathreshold is;

- to require by law the identification of benefiaiavners and to obtain information about the
owners of all types of legal entities;

- to amend the legislation in order to require ficial institutions to identify the originator
and the beneficiary of funds transfers with attidls following three data: name, address,
account number and to require also the renewalistiomer identification and verification
when doubts arise about the identity of the custoameabout veracity or adequacy of
previously obtained customer identification data.

3.2 Customer due diligence, including enhanced or red@d measures (R.5 to R.8)

3.2.1 Description and analysis

Recommendation 5 (rated PC in the 3 round MER)

392.Customer due diligence does not only incorporaee dbtablishment of the identity of the
customer, but also includes the monitoring of tbeoant activity to determine those transactions
that do not conform with the normal or expectedgetions for that customer or type of account,
and complemented by regular compliance reviewd internal audit.

393. CDD requirements are generally included within tequirements of Section 8 and 9 of the
AML/CFT Law or covered by CNB Decree 281/2008 oreinal principles and procedures.

394.1n respect of enhanced customer due diligencee tisea requirement for additional processes to
mitigate risks, including certification of documsmiresented, requiring additional documents to
complement those required under CDD, approvabp@ning a business relationship or significant
transactions by senior management and regularwevie

395.Section 9 of the AML/CFT Law does not in fact refer high risk customers, except for
politically exposed persons while the requirememder Section 9 do not incorporate many of the

" CNB Decree 281/2008 is implemented as per Se&#ionf the AMLCFT Act 2008.
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additional enhanced customer due diligence req@ntsn (e.g. certification of documents
presented and additional documentation, approvalgss etc).

396.As noted in the '8 Round Evaluation Report, an amendment to the Ciwile stipulated that by
the 1 January 2001 deposit passbooks, deposificaes or other forms of deposits may be issued
or negotiated only on names (Sections 782, 7867@&]}, (3) of the Civil Code). Existing bearer
passbooks were abolished by an amendment to therABainks of 31 December, 2002 with the
right of the depositor to the repaymenttié balance of discharged deposit claim to become
statute-barred by the end of 2012. According to Chech authorities, about €80 million were still
outstanding as at the end of 2009.

397.Section 7 (2) (g) of the AML/CFT Law requires olddentities to always identify the customer
on withdrawal of the final balance of cancelledreepassbooks.

398.According to the authorities, accounts in fictitomames are prohibited by Article 782 and 783
of the Civil Code which provide that passbooks raaly be issued in the form of name-passbooks
which has to include details regarding name, suenaaddress, birth date or legal entity
identification. However, in the opinion of the ewvalors this does not explicitly address the issue
of prohibiting accounts in fictitious names, pautarly as a number of interviewed institutions
showed some concern regarding false identity cards.

399.The Czech authorities stated that numbered accalmisot exist in the Czech Republic. But
there is no legal requirement that, in such an gwiged institutions should obtain the required
information in full compliance with the FATF recorendations although this may be implied
under Section 7 (2) (b).

400.Companies with bearer shares and silent partness within the Czech Republic. There is no
reference in the legislation nor is there guidamtesuch cases on how to obtain satisfactory
evidence of their identity.

Customer due diligence
401.Section 7 of the AML/CFT Law requires identificatiovhen:

e entering into a business relationship (Section 7 (2. Section 4 (2) defines a business
relationship as a relationship established to leadbkets of clients or to provide repetitive
transactions or service;

» carrying out a transaction exceeding €1,000 urdéigsilated otherwise by the AML/CFT
Law (Section 7 (1)). Section 4 (1) defines a tratisa as an interaction that leads to the
handling of property or the provision of servic&ection 34 refers to the granting of
exemptions, upon request to the Ministry in thenéthat an obliged entity transacts only
occasionally or in a very limited scope, and inaywhat precludes or significantly reduces
ML/FT risk, from being considered as an obligeditgntThis is conditional in that the
activity is a non-core activity, the total annuav@nue from this activity does not exceed 5%
from the total annual revenue of the obliged engityl it is ensured that the value of an
individual transaction or of multiple transactiomgh one customer shall not exceed €1,000
in the period of 30 consecutive days. For such @tedhobliged entities, there is no
obligation to carry out any identification;

» as per Article 5(2) of the EU Regulation 1781/200#ectly applicable within the Czech
Republic, the Payment Service Provider has toywéng# complete information on the payer,
before transferring the funds from reliable andejpghdent source in respect of wire
transfers of €1,000 or more;
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« there is a suspicion that a transaction is sugyc{8ection 7 (2) (a) regardless of the €1,000
threshold (Section 7 (2).

402.The obligation to renew the CDD measures, when toatise as to the veracity or adequacy of
the previously obtained customer identificationaglas said to derive from Section 6 (1) (i) which
includes this issue as an example of a suspici@msaction as well as Section 15 (1) of the
AMLCFT Act 2008. However, in the evaluators, opmidhe inability to complete CDD and the
requirement for financial institution to underta®R®D when there are doubts about the veracity or
adequacy of previously obtained are different. élthh it may have been the intention of the
authorities to cover the aspects under R5.2 (®utiir Section 6 and Section 15 of the AMLCFT
Act 2008, this is not clearly obvious and subjectrterpretation. Furthermore, it was unclear to
the evaluators how widely this CDD obligation andivn was understood by the reporting entities.

403.CDD is required for transactions above €15,000 H®y AML/CFT Law. In respect of linked
transactions, Section 54 (3) of the AML/CFT Lawuigs that a payment which is divided into
several installments, the value of the transacsbwll be calculated as the sum of these
installments, provided they are related.

404.The 3° round evaluation report commented that there wadifarence between the stipulated
amount of minimum of €1,000 for identification poges specified in the AML/CFT Law and
Article 37 (1) of the Act on Banks which stipulatbat:

A bank shall demand proof of a client’s identity éach transaction exceeding CZK 100,000
and when renting safe deposit bo%es.

405.This was addressed by amendment to the Act on Béwdation 37) through law number
254/2008 Coll. effective since 1 September 200&Wwheads as follows:

Banks shall provide services to their clients omamtractual basis. A bank may refuse to
provide services should the client remain anonymous

406.However banks have also to comply with the AML/CEaw and therefore are obliged not to
transact with anonymous clients.

407.Furthermore, as also identified in th& Bound evaluation report, there remain different
identification requirements for opening depositapsts with banks between the AML/CFT Law
and Article 41c of the Act on Banks. The latterinsrespect of deposit compensation scheme
requirements.

408.As per Act no. 57/2006 Coll., on amendment of #had related to the integration of financial
market supervision, the CNB is responsible forghpervision of securities trad&§he evaluators
were informed that securities traders are regulatethe AML/CFT Law in terms of customer
identification and due diligence.

409.The CNB informed that it carries out on-going otesnspections specifically for AML/CFT
purposes at credit institutions and insurance caomega(though generally within full on-site
inspections) but incorporates AML/CFT related ingjmns for other financial institutions within
the general supervisory inspections. During thaspdctions, the CNB verifies the fulfillment of
identification and CDD responsibilities as wellaker AML/CFT responsibilities.

®  CircaCZKI/€ 25 = € 4,000.
The Securities Centre ceased operations in Jul9.20
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410.Section 13 of the AML/CFT Law provides for excepsofrom the identification and due
diligence requirements in the event of specifiedesa At the same time, Section 7 (1) of the
AML/CFT Law requires the identification of custoragurior to transactions above €1,000 (unless
stipulated otherwise in the Act).

411.Section 5 of the AML/CFT Law requires identificatiboth for natural persons as well as legal
persons. The specified requirements are:

* inthe case of a natural person, all names anaswes, a birth identification number or date
of birth), a place of birth, sex, permanent or otlesidence and citisenship;

- for a natural person who is an entrepreneur, tlsnbas name, an appendix to the business
name or any other identification features, placebo$iness, and business identification
number; and

e in respect of a legal person, the company namdudimg its appendices or other
identification features, company’'s official addressisiness identification number or a
business identification number given under fordmu. The business identification can be
obtained from the Company Register of EntreprenBagister (Commercial Register), the
Foundation Register or the Register of Benefic@di&€ies. During on-site interviews, some
financial institutions informed that they also dbtalentification requirements in respect of
legal persons from the Electronic Signatures Aa/2200 Coll. of 29 June 2000. However,
the evaluators were not in a position to verify tleguirement under the Electronic
Signatures Act 227/2000 Coll. Moreover, reliabilitfydata entered can be suspect as it can
be entered without verification. This can be subsat]y rectified through a court decision.
Furthermore, many interviewed institutions consdethat the public service provided to
identify and retrieve information in respect of dégersons was quite poor and they would
welcome more support.

412.There is no specific requirement in the AML/CFT L&w obliged entities to verify the customer
identification using reliable independent sourceushoents.

413.The Czech Republic appears to have both the conaokpsleeping partner" and "limited
partnership”. In the concept of a "limited parsigp" the partnership usually operates under a
partnership name and has its obligations guarartgede unlimited and joint and several liability
of one or more partners - known as the generaheest- and by the liability, limited to the
amount, if any, unpaid on the contribution (suchtabution could be in the form of shares) of one
or more partners - known as the limited partnéfereover, a limited partner is usually prohibited
by law from performing any act of administration foom transacting business on behalf of the
partnership - unless acting under a power of attpgiven by the other partners for specified acts
or transaction - and hence the reference to thigelinpartner as the "sleeping partner". However,
limited partners are normally registered. “Sileattpers” in the Czech Republic are not registered
and thus the identification of such owners is anés

414.There is no reference in the AML/CFT Law that idecdtion is required also for legal
arrangements. There is no explicit requirement fihancial institutions are required to verify the
authority of persons purporting to act on behalbtifer customers, names of trustees (for trusts)
and power to bind a legal person. However, fheodind evaluation report noted that the AML Act
requires identification of authorised persons mdhse of a transaction in the event that:

» the customer is represented by a power of attorney;
« and when a person is not acting on his own account.
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415.This was considered as equivalent to requiringviirdication of authority of persons purporting
to act on behalf of other customers. There areeasans to dispute this conclusion.

416.Section 8 of the AML/CFT Law stipulates the reqdiidentification measures. Section 8 also
stipulates that obliged entities should verify thetails with the identity card, (in the case of a
natural person) or business registration docuni@ntie case of a legal person).

417.The CNB has issued an Official Information of thee€h National Bank of 26 May 2009 on
certain requirements for the system of internatgpiles, procedures and control measures against
the legitimisation of the proceeds of crime andaficing of terrorism. This information refers
financial institutions to recognised AML standamisd is intended to facilitate searches of the
relevant websites and their content. But, effetyivihere are no supporting guidelines issued by
the authorities to provide further assistance tliged entities on customer identification beyond
that stipulated in the AML/CFT Law and the referenncluded within the Official Information
issued by the CNB.

418.Moreover, the required identification informatioppears to be somewhat basic and fall short of
those recommended in the General Guide to Accopen{dg and Customer Identification issued
by the Basel Committee on Banking Supervision (BLBSis is particularly relevant since during
on-site interviews, some institutions expressedesoamcern that identification documents may be
false.

419.Moreover, within the Czech Republic there are atilumber of companies with shareholders and
silent partners who are not registered anywhereneSprosecutors also intimated that the latter
structures are easy avenues for processing illegaties (white horses). Hence, additional
verifications, as suggested in the BCBS guidelimesild address some of these concerns and
enhance the identification measures. In particitdephone numbers, e-mail address, occupation,
public position held and/or name of employer whaeditionally for legal persons, tax
identification numbers and an original or certifiedpy of the Certificate of Incorporation and
Memorandum and Articles of Association, documemtsficming continued existence of the legal
person etc would provide additional safeguards. ddeer, the AML/CFT process would be

benefit by taking into account (amplified throughesific guidelines) paragraph 11, 14 and 20 of
the BCBS guidelines.

420.Section 4 (4) of the AML/CFT Law defines a benefi@wner as:

a) for an entrepreneur:
1. a natural person, having real or legal directiodirect control over the management or
operations of such entrepreneur, indirect contrfahls mean control via other person or
persons,

2. a natural person, holding in person or in caur with a business partner or partners
more than 25 per cent of the voting rights of seistrepreneur; disposing of voting rights
shall mean having an opportunity to vote based m#ioown will regardless of the legal
background of such right or an opportunity to idfiice voting by other person,

3. natural persons acting in concert and holding1025 per cent of the voting rights of such
entrepreneur, or

4. a natural person, who is, for other reasonsyeal recipient of such entrepreneu’s
revenue,

b) for a foundation or a foundation fund:
1. anatural person, who is to receive at leasp2bcent of the distributed funds, or
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2. a natural person or a group of persons in whisderest a foundation or a foundation
fund had been established or whose interests tt@yigie in case the beneficiary of such
foundation or a foundation fund is yet to be deiagd,

c) a natural person, in case of an association uree speciali¥’, public service organisation,
or any other person and a trusteeship or any otherilar legal arrangement under a foreign
law, who:

1. holds over 25 per cent of its voting rightsassets,
2. is arecipient of at least 25 per cent of theributed assets, or

3. in whose interest they had been establishathmise interests they promote, should it yet
to be determined who is their future beneficiary.

421.The above therefore excludes natural persons aamgoehalf of beneficial owners who
themselves are natural persons and therefore fivdtide of Beneficial Ownership is not broad
enough as required by the FATF Glossary

422 .For AML/CFT purposes, it is obviously necessaryestablish whether a customer is acting on
behalf of another person, using the name of anathstomer or acting as a front. It is therefore
important not only to have satisfactory evidencéhefidentity of the intermediaries but also of the
beneficiary. The obligations within the AML/CFT Laave specified in:

» Section 8 (1) requiring obliged entities to perfaim first identification of a customer who
Is a natural person as well as any natural persbngaon behalf of a customer in personal
presence of the identified; and

e Section 9 (2) (b) in respect of Customer Due Diliges which, as noted previously, for The
Czech authorities this is equivalent to Enhancedt@uer Due Diligence. Moreover, it is
only required in the event that the customer isgal person (above 25% of voting rights or
distributable assets).

423.Section 9 (2) (a) (c) and (d) of the AML/CFT Lawesfy that customer due diligence entails
collection of information on the purpose and ineshdnature of the business relationship,
collection of information necessary for ongoing nboring of the business relationship, including
scrutiny of transactions undertaken throughout aberse of the relationship to ensure that the
transactions being conducted are consistent wehrititution’s knowledge of the customer, their
business and risk profile, and monitoring of sosreefunds. This is below the FATF requirements
as there is no explicit requirements that custoduer diligence includes the verification of the
identity of the beneficial owner, using relevanfoimation obtained from reliable sources, such
that the financial institution is satisfied thakitows who the beneficial owner is. Moreover, there
are also not sufficient guidance for obliged easiteither to understand the ownership and control
structure of a customer or to determine the natpeskon that ultimately own or control the
customer and exercise ultimate effective contr@row legal person or arrangement — as this is
limited by a 25% threshold of voting rights (Senti of the AML/CFT Law).

424.As noted above, the ultimate owner in respect gdli@ersons is limited to above 25% of shares
or distribution (generally in line with EU legisiah). Furthermore, by virtue of Section 34 of the
AML/CFT Law, low-risk transactions can be exemptiedm any identification requirements,
which can result, in effect, in beneficial owneat heing identified.

425.0n the other hand, CNB Decree 281/2008 stipuldt@sfinancial institution compile and assess
a customer’s risk profile in the event that thetomer’'s ownership structure is non-transparent or

10 section 20f and on, Civil Code Act No. 83/1998lICon Public association, as amended.
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there are circumstances arousing suspicion thatulstomer is not acting on own behalf or is

seeking to conceal the fact that the instructioesoa behalf of a third party. The evaluators were
informed that Decree 281/2008 was not applicabkltbnancial institutions under the supervision

of the CNB for the purpose of AML/CFT purpoSesn this respect, a non-transparent ownership
structure means a state whereby it cannot be asustwho a customer’s actual owner is from an
extract of the commercial register or other eq@matecord ; from another document by which
the foreign person was established and wticttains all changes thereto; or from a credible
source on which an institution relies for good ogadn such cases, institutions are required to
define procedures to identify the risk factors.

426.Although the CNB Decree and the AML/CFT Law do mogplicitly delineate any additional
procedures or identification requirement to detamthe beneficiary owners, financial institutions
interviewed on-site all showed awareness of theaponsibility to identify beneficial owners.
However, all expressed significant difficultiesdarrying out this responsibility due to a number of
factors including:

» insufficient understanding of what is required ientification of beneficiary owners. A non
bank financial institution stated that it was indeery difficult to establish a beneficiary
owner. Some also stated that according to (verbajructions by the FIU their
responsibility stops at requiring clients to deelarthether the direct customers are acting on
behalf of beneficiary owners or otherwise;

» a perception that there is no need to carry owaachk for the ultimate underlying natural
person behind the customer, and which can stop avéme level of a legal entity. Indeed
another non-bank financial institution’s represemés were somewhat uncertain whether
they had the right to ask questions to establisétiadr the monies belonged to the customer
or not, though they did ask for the origin of moraad the purpose of the transaction if the
amount was €15,000 ;

» the identification of beneficiaries requires idén#ition and not enhanced due diligence
except in cases of high risk. There was little pption that the reliability of the
information/documents obtained should be verifigdiast a secondary source;

» as per Section 4 (3) (c) and (4) (c), the ultimatural persons should be verified only if the
holding breached the 25% threshold; and

» uncertainty to what is required in the casea#rbr shareholders and silent partners.

427 .Most considered that they need more explicit gundsl on beneficiary owners.

428.In the 3 round MER, the evaluators noted that although dhikgation was implied from the
CNB Provision N°1 and the Securities Act (but notelation to insurance companies) there were
no requirements in the AML Act for financial institons to obtain information on the purpose and
intended nature of the business relation$hiphis has been rectified through Section 9(2)ofa)
the AML/CFT Law, which requires that the customaedliligence process entails the collection
of information on the purpose and intended nat@itbebusiness relationship.

429.In fact, interviewed institutions indicated thatrpaf their information gathering process is to
obtain information on the purpose and intendedreatfithe business relationship. Indeed, the FIU
confirmed that, the majority of STRs are relateth® collection of such information and comprise
mainly:

1 The evaluators were informed that Decree 281/2@@8not applicable to the issuers of electronio@ydof

small extent); central depository; payment ingiitos; a provider of small extent payment services.

12 CNB Provision No 1 of 2003 was replaced by de@##&2007 which in turn was replaced by the provisi

within the AMLCFT Act 2008 and Decree 281/2008.
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business accounts transfers into personal accounts;

internet banking transactions including credit s&rdud;

transactions without economic rationale;

account movements which did not match the finanmaition of the owner;
transfers to tax havens; and

tax evasion.

VVVVYVYVY

430.The 3% evaluation had concluded that there were defidésnin respect of this criterion. Now

Section 9(2) (c) of the AML/CFT Law stipulates tlidient due diligence entails the “collection of
information necessary for ongoing monitoring of thgsiness relationship including scrutiny of
transactions undertaken throughout the course aifriationship to ensure that the transactions
being conducted are consistent with the institisidkemowledge of the customer, the business and
risk profile.” Section 9 (2) (d) covers the requment regarding monitoring of sources of funds.

431.The requirement of financial institutions to kegpta-date documentation in respect of the CDD

process and review existing records may be imgiieth Section 8 (6) which requires obliged
entities to check the validity and completenesstie# customer’s identification data and
information gathered in the course of the due eilce process. Furthermore, the CNB Decree
281/2008 has specific requirements that duringctwese of contractual relations, information is
checked for validity and completeness and keptougate. This is required for all business
relationships in order to determine whether théarusr is a risk customer.

432.The Czech authorities also highlight that in respgfcSection 9 (1) of the AML/CFT Law

financial institutions bind their customers to info them about any changes concerning
identification data and documents necessary for diligence. However, in practice, it is
impossible for financial institutions to ascertdirat customers do in fact inform them of such
changes.

433.According to Section 9 (3) obliged entities areuieed to perform customer due diligence to the

extent necessary to determine the potential ridegfimisation of ML/FT depending on the type
of customer, business relationship, product, anstaation. This is required in respect of a single
transaction amounting to €15,000 or more, a sumsctransaction, an agreement to enter into a
business relationship, an agreement to establigiceount, an agreement to make a deposit into a
deposit passbook or a deposit certificate or agrotype of deposit, agreement to use a safety
deposit box or an agreement on custody, a traesasith a politically exposed person and as part
of the business relationship. According to SecBof2) a customer due diligence process entails
the following:

a) collection of information on the purpose antéimded nature of the business relationship;,
b) identification of the beneficial owner, shoub@ tcustomer be a legal person;

c) collection of information necessary for ongoimgnitoring of the business relationship,
including scrutiny of transactions undertaken thgbaut the course of that relationship to
ensure that the transactions being conducted aresistent with the institution’s
knowledge of the customer, their business andoriskle;

d) monitoring of sources of funds

434.There are no specific requirements to perform ecdron-going monitoring in situations with

higher than normal risk. There are no referencesth@r higher risk customers such as non-
resident customers, companies with nominee shatiglgobr bearer form etc. In respect of safety
boxes, there seemed to be awareness that in a nwhbestances the actual customer may be
merely a front for an illegal activity — but no fitstion indicated that they carry out anything but
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an identification process of the customer. Indeegresentatives of the National Anti Drug Unit
stated that users of safety boxes are not chediesving initial identification.

435.The FATF recommendation requires enhanced custdoediligence for higher risk categories
and requires a higher level of measures in thegeehirisk categories. Apart from the AML/CFT
Law, there are no additional guidelines to proviwigher assistance to obliged institutions to help
them identify and address high-risk situations.

436.Section 13 of the AML/CFT Law specifies low riskaimstances, including those within Article
11 of the Directive 205/60 EC of 2005. However, tiecl3 allows obliged entities not to perform
any identification or due diligence in respect loé tspecified low risk circumstances rather than
requiring simplified or reduced CDD measures as PA&TF standards. This implies that
counterparties and beneficial owner may not beigefitly identified; that this may not enable
continuous monitoring; and that unusual or suspEidransactions may not be sufficiently
identified.

437.Furthermore, there is no evidence that either thedf some of the obliged entities carry out a
risk analysis to decide the criteria for determgnimhether and when to exempt the specified low
risk customers/circumstances and to determine \ehdtie circumstances are appropriate to the
Czech environment. According to the FIU, Section(38and (4) of the AML/CFT Law requires
obliged entities to verify that all conditions rémad have been met (this does not amount to risk
analysis) and that none of the customers, prodectsransactions represents a risk of ML/FT
legitimisation. In respect of the latter, it is reatident how this can be carried out without ask ri
analysis and without collection of some informatidihe result is that without risk analysis such
obliged entities do not have accurate informationheir customers.

438.The situation described in th& 3ound evaluation report with respect to recomméadas.10
still largely prevails. Indeed, while in the preus report, the AML Act allowed reduced
identification measures in case of credit or finahiostitutions operating in a country that impsse
an identification duty upon this institution in amsparable manner to the Czech Republic, now the
AML/CFT Law (Section 13) specifies that no CDD ma&&s may be taken in respect of non
residents if they are:

» (a) foreign credit or financial institutions openaf in the territory of a country imposing and
enforcing anti-money laundering and financing afdegsm measures equivalent to those
imposed by the European Communities acquis and@gpd to that respect;

» (b) a company whose securities are traded at dategumarket and which is subject to
reporting requirements equivalent to those enfolgethe European Communities acquis;

» (c) a customer holding important public positiomsler the European Communities acquis
(subject to some conditions).

439.0bliged entities are required to verify that alhdaions required had been met and that none of
the customers, products, or transactions represenisk of legitimisation of ML/FT. PEPs are
excluded.

440.Similar to the situation during thé“3ound, interviewed institutions continue to int@tpthese
provisions as referring to institutions from the EWhe FATF recommendation in this respect is
not interpreted to mean that all EU countries aengted. Most institutions rely on the list of non-
cooperative countries placed on the FIU website.

441 With reference to c¢.5.11, the AML/CFT Law requithat in case of doubt any exception to
the identification and due diligence requiremerdsdt apply (Section 13 (3) and (4)).
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442.The FIU does not issue any guidelines to fleshtbatvarious responsibilities or obligations
stemming from the AML/CFT Law. It does however gyeneralised replies to FAQ arising from
consultation, questions, training etc.

443.During on-site interviews, all obliged entities fiomed that they communicate extensively with
the FIU and they always received assistance. As#ime time, a number of them indicated that
they would appreciate further guidelines (not solalated to this criterion). Indeed, verbal or
case-by-case communication can give rise to instat#i application over time and does not
provide forward looking assistance on how instiind are expected to apply a risk-based
approach. Furthermore, obliged entities which dbapproach the FIU may implement measures
inappropriately or in an inconsistent way from éxpected norm.

444 Section 7(1) of the AML/CFT Law stipulates thatntifcation of the customer should always be
carried out prior to transactions exceeding €1 0@i@ss stipulated otherwise in the Act. The limit
is not applicable in the event that the obligedtgihias some suspicion about a transaction or when
starting a business relationship (Section 7 (2a(&) (b)).

445.This implies that while prior identification for moal transactions is wide-spread, beneficial
owners and transactions with occasional custon@rarmounts below €1,000 are not captured.
Occasional customers are in some cases only ightif the event that the transaction is above
€15,000 (Section 2 (2) (d) and (e).

446.Furthermore, the exemptions specified under Sexti® and 34 of the AML/CFT Law have
implications for the effective implementation ofgftriterion. In addition, Section 9 requires the
identification of the beneficial owner should thestomer be a legal person but this is only if the
shares or distribution is above 25%, as noted pusly.

447 .Section 7 (1) of the AML/CFT Law requires identdton of the customer for transactions
exceeding €1,000 prior to the transaction, unlégailated otherwise by the Act. In terms of
Section 7 (2) (b) obliged entities are always resgiio identify the customer, without regard to the
limit of €1,000 on entering into an agreement tweha business relationship. Internal procedures
(as described in CNB Decree 281/2008 Article (5) ¢@quire that financial institutions shall
ascertain information on the client upon the eshbient of a business relationship. From the on-
site interviews with financial institutions, it wasiderstood that identification is always carried o
prior to the business relationship. But there arguidelines on this issue.

448.Section 7(1) of the AMLCFT Act 2008 specificallygugres identification prior to transactions.
There is, thus, no provision within the Czech AME/CLaw that caters for identification after the
start of a business relationship with the exceptiba life assurance contract. In the latter instan
Section 7 (3) states that the insurance compamggsired to identify the individual entitled to
receive the life insurance settlement at the lateghe day of the payment.

449.As noted previously, there are instances when iiitsatton is not required — as per exceptions
from the identification and due diligence requiretallowed under Section 13; and the exemption
for obliged entities carrying out occasional orwimited transactions; and as per Section 9 (2) (b
the identification of beneficiary owners in respettegal persons above a 25% threshold.

450.According to Section 15 (1) of the AML/CFT Law, aj#d entities are required to reject a
transaction or to enter into a business relatignshiould there be an identification requirement,
should the customer refuse the identification pssar fail to submit the power of attorney under
Section 8(3), should he fail to assist the dueeiice process, should the customer identification
or due diligence be impossible for other reasonshould the person performing the customer
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identification or due diligence have a reason tolddhe correctness or authenticity of documents
submitted.

451 .As noted previously, identification is requiredgrrto commencing a business relationship. In the
event that a customer refuses to provide adeqofiemation on the person he is representing or
undergo the “due diligence process”, the obligetityehas to submit a STR to the FIU (Section 6

(2) (c))-

452.The only requirement to terminate a business walakiip is envisaged under Section 25 (1) in
respect of the special provisions relating to dradititutions in the event that they enter into a
corresponding bank relationship with a foreign espondent institution, which is a shell
institution or is known for allowing its account be used by a shell institution or which does not
apply measures against legitimisation of proceddMiFT to the standard of the European
Union. In such cases, and in the event that itdieghdy established such a relationship, it must
terminate the relationship in the shortest prabtegeriod.

453.0bliged entities are required to check the identftgustomers for transactions above €1,000 and
at the start of a business relationship (Sectiohtlie AML/CFT Law). In accordance with Section
8 (6) they are also required to check the validitg completeness of the customer’s identification
data and information gathered in the course ofitrediligence process. This can be interpreted as
requiring CDD measures to be applied at the apfataptime, but strictly speaking, this is a
prescriptive requirement and does not take intoaecissues relating to materiality and risk.

Effectiveness and efficiency

454.There is an embedded system of prior identificatadnthe customer in respect of most
transactions. All institutions appeared to be \a&thre of this obligation. They also appeared well
aware of their obligation to retain the relevanctwwoentation and the importance of a quick
response to the authorities in case of a requesioicumentation.

455.But, there are some concerns regarding effectiy@ementation particularly in respect of the
identification and verification of beneficial owrskip. A number of interviewed institutions
expressed difficulty in identifying such owners ahd extent to which they are required to delve
to establish who the beneficial owners are. This warticularly evident in the case of bearer
shareholders and the ultimate natural person bedrinenterprise or a legal person. Indeed, there
was concern (particularly by the Prosecutors) bleatrer shareholdings can be used as white horses
to hide cash movements. Some also highlighted eerarregarding the issue of false identification
documents — which highlights an essential requirgrfog a verification process.

456. Others also had difficulties regarding the proceduhey are expected to undertake regarding
this responsibility with a number of the institutfostating that reliance on a prima facie statement
by the customers is what is expected of them; Wl verification depending on customer
cooperation — implying no independent check. Howeed looked forward to more explicit
guidance on this aspect in light of the risk-baapgroach to this criterion. The application of a
risk-based approach is considered to be a diffiatdta in which to create an appropriate and
effective system of control measures by many imered institutions following the relatively
recent introduction of the AML/CFT Law.

457.Another concern related to the perception, in seages, that mere identification satisfies the
customer due diligence process. There was limitwdreness of the process of verification,
particularly in respect of beneficiary owners andtomers opening safety boxes. In respect of the
latter, the Police expressed concern about thenmaincontrols on usage. Moreover, it appeared

96



Report on fourth assessment visit of the Czech Republic — 12 April 2011

that a number of institutions took a rule-basedrag@gh to their responsibilities rather than trying
to identify the extent of risk, if any, the institon faced.

458.There appeared to be a lack of clarity between @D&ECDD while there was little recognition
of reduced or simplified due diligence. The lattetated to the exemption granted by the
AML/CFT Law in respect of low-risk customers. Theseemed to be little awareness that in case
of risky customers, there should be a referenceetoor management - normally reference was

made to one level higher.
Recommendation 6 (rated NC in the 3 round MER)
459.The findings established following th& Round Mutual Evaluation were that:

» there was a basic requirement in place only asrdsgéhe banking sector and limited to
“significant public offices”;

» effectiveness was low due to insufficient familigof the industry with the concept and as a
result of an absence of guidance.

460.The AML/CFT Law (Section 4(5)) defines a politiga#xposed person as:

a) a natural person in a prominent public positiand with nation-wide responsibilities, such
as a head of state, a head of government, a mingstd deputy or assistant minister, a
member of the parliament, a member of a supremd,aweonstitutional court or another
high-level judicial body, decisions of which aret mmbject to further appeal, except in
exceptional circumstances, a member of a courtdftars or a central bank board, a high-
ranking military officer, a member of an adminidiva, supervisory, or management board
of a state-owned business, an ambassador or ctdiggiaires, or a natural person, having
similar responsibilities on a Community or interiwaial level; all the above for the entire
period of the position and for one year after taeination of such position, and provided
the person:

1. has a residence outside the territory of thediZeepublic, or
2. holds such important public position outside @zech Republic,

b) a natural person, who:

1. is the spouse, partner equivalent to the spouseparent of the person under a),

2. is ason or a daughter of the person undeeted) or a spouse or a partner of such son
or daughter (a son or daughter in law),

3. is a business partner or a beneficial ownethef same legal person, a trust, or any
other business entity under a foreign law, as teespn under letter a) or is known to
the obliged entity as a person in a close businelsgionship with a person under letter
a), or

4. is a business partner or a beneficial owneth&#f same legal person, a trust, or any
other business entity under a foreign law knowhawe been established in benefit of a

person under letter a).

461.The definition is generally in line with thé?EU Directive and broadly with the general part of
the definition in the Glossary of definitions iretkFATF Methodology (individuals entrusted with
prominent public functions). It is, however, a psecdefinition and does not seem to allow for
additional interpretation. There are no furtherdglines available to provide assistance for obliged
entities to determine whether a client is a PEBtloerwise. Thus, senior politicians (who may not
be members of parliament), senior government aificiand important political officials as
suggested in the Glossary of definitions in the FAWethodology are not included within the
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definition. The FIU stated that the inclusion ofsigtant deputy minister (instead of the
terminology deputy minister) is meant to captuesthadditional positions.

462.The on-site interviews indicated that, in genecaédit and financial institutions are generally
aware of the concept of PEPs but, in some caseg less aware that it can also include the
customers, business partners and that they maytoesstablish whether a beneficial owner may
also be a PEP. Credit and financial institutiogly on the declaration included in the document
signed by a prospective client to establish whetieshe is a PEP or otherwise while some
institutions also access relevant web pages (suchmaw.world-check.com). Only a few
institutions, subsidiaries of foreign banks, stateat they carry out additional checks and require
additional information if the client is suspectestetmined to be a PEP — this in line with the
banks, group policy. Many other institutions iniewed on-site institutions intimated that they do
not seek additional information while others hdidtta PEPs verification system is too costly and
they rely exclusively on customer information.

463.Section 15(3) of the AML/CFT Law specifically statidat:

No employee of the obliged entity shall make as@ation for a politically exposed person
without consent of their direct supervisor or thatstory body of such obliged entity.

464.There is thus no legal requirement, as requirethy-ATF standard that:

() there is a procedure for approving the establishroEa business relationship with a PEP;
and

(if) that the approval should be obtained from seniaoragament.

465.The Czech authorities contend that the approvah fsenior management is captured by Section
15(3) of the AMLCFT which requires that the approwhthe direct supervisor or the statutory
body of the institution has to be obtained. In ohlarge institutions, it is difficult to intergr the
reference to the statutory body of the institutiomefer to senior management — although this may
be applied for the smaller institutions with fewmayees.

466.There is no obligation in the AML/CFT Law to requisenior management approval when an
existing client is subsequently found to be, orl@some a PEP.

467.Section 9 (2) (d) requires obliged entities to nmmsource of funds of PEPs while Section 15 (2)
of the AML/CFT Law states that:

The obliged entity shall refuse a transaction fgpditically exposed person should the origin
of assets used in the transaction be unknown.

468.This implies that credit and financial institutioae required to consider and establish the source
of wealth and funds.

469.Section 9 (2), applicable to all transactions WRtEPS, requires obliged entities to collect the
necessary information for ongoing monitoring of thesiness relationship, including scrutiny of
transactions undertaken throughout the course aifriationship to ensure that the transactions
being conducted are consistent with the institisimowledge of the customer, their business and
risk profile. Moreover, CNB Decree 281/2008, apatile to credit and financial institutions also
in respect of AML/FT risk management), requirek redassification of clients both upon the
establishment of a business relation with a clét during the course of such relationship.

470.However, on-site interviews with credit and finalcinstitutions indicated that a number of
institutions considered it very difficult to establ conclusively whether a client is a PEP or
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otherwise and largely relied on the declaratioruited in the document signed by a prospective
customer. There was little indication of any sulset follow-up.

Domestic PEP-s — Requirements

471.In terms of Section 4 (5) (a) (1) and (2) of the WKFT Law the provisions are applicable only
to foreign PEPs and Czech nationals in public fonstabroad.

Ratification of the Merida Convention

472.The Czech authorities stated that the Czech Reapsigihed the 2003 United Nations Convention
against Corruption in 2005, but it has not ratifiedending a review of criminal liability of legal
persons, expected in 2011.

Effectiveness and efficiency

473.The on-site interviews indicated a number of diffies in the implementation of effective
measures when dealing with PEPs. There was sorfeutlif in practical identification of PEPS,
particularly in respect of connected persons a$ aghow to establish whether a PEP may be a
beneficial owner.

474. A number of institutions called for further guighels from the authorities to implement an
effective risk-based approach to their responsigdli Institutions generally carry out identificati
procedures in respect of an actual politically esqubperson (in spite of the difficulty noted by
some institutions) but with little follow through irespect of connected persons as well as in
respect of verification. Some of the foreign-ownestitutions had a good understanding of their
responsibility as a result of group-wide procedui®@sa the other hand, the FIU/CNB did not
indicate that they had encountered any significardblems with regard to adherence to
Recommendation 6 highlighting that foreign PEPdidgavith Czech institutions may be indeed
few.

475.The AML/CFT Law came into force only in 2008 whilee previous law dealt very sparsely with
this issue. The comments from on-site intervievdicimte that there are still some overall problems
with dealing with the concept of PEPs and that taegounter several difficulties in effectively
implementing the specific requirements.

Recommendation 8 (rated PC in the 3" round MER)

476.The 39 Round Mutual Evaluation established that:

» the requirements in respect of recommendatiore8amly addressed — to some extent —
for banks; and
e the broader implementation of the recommendati@us¢o be reconsidered.

477.The FIU considers that criterion 8.1 is addressedugh the requirement in the AML/CFT Law
(Section 21) that credit and financial institutiosisould have internal procedures which should
provide for a description of CDD and adequate ptaces commensurate with the nature of the
product or service and inherent AML/CFT risk. Seat1 (5) (d) of the AML/CFT Law requires
institutions to have:

Adequate and relevant methods and procedures tesasand manage risks and perform
internal controls and supervision of compliancehvitiis Act
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478.But, there continued to be no specific referencegh@ AML/CFT Law requiring financial
institutions to have policies in place or to takeasures as may be needed to prevent the misuse of
technological developments in ML/FT. Similarly, CNBBcree 281/2008 on certain requirements
for the system of internal principles, proceduned eontrol measures against the legitimisation of
the proceeds of crime and financing of terroriseeld principally with client acceptability rules
rather than threats from new or developing techyolélthough the Decree states that its second
scope is to require the introduction and applicatibmethods and procedures for risk assessment,
risk management, internal control and the ensuoihgontrol over compliance with the legally
defined obligations (of regulated institutions)et are no specific guidelines indicated that the
risks created by the use of new technologies grea®d to feed into the institutions, risk analysis
However, CNB decree 123/2007 Coll. — articles 3@t 30/4/d - requires credit institutions to
identify risks associated with products activiteesl systems.

479.During on-site interviews, one foreign-owned ingtidn stated that when considering the
approval of new products by an internal commitiedges give consideration to ML/FT risks. But,
this was not generally stated or shared by the mityajof the interviewed institutions, who mainly
consider this responsibility as the same as thaném face-to-face contact. The CNB however
stated that it does request available supplemeritdoymation of risk analyses of products
reflecting AML/CFT risks.

480.Section 8 (1) of the AML/CFT Law specifies that@liged entity is required to perform the first
identification of a customer who is a natural paras well as any natural person acting on behalf
of a customer in personal presence of the idedtifimless stipulated otherwise by the Act. Thus,
first identification generally has to be carriedd&o-face.

481. The exceptions to this requirement, as stipulatetle AML/CFT Law, are listed in Sections 11
and 13.

482.Section 13 provides the exceptions from the ideatiion and due diligence requirements.
However, section 13 (2) (d) (2) also specifies Hrabbliged entity may decide not to perform any
identification or due diligence, under certain citinds, should it involve:

Other products, should they pose low risk of thusie for the purposes of legitimisation of
proceeds or financing of terrorism

483.For subsequent non face-to-face transactions bth yersons representing the customer,
financial institutions are required to verify thientity of the acting natural person. However, ¢her
is no legal requirement in the AML/CFT Law for itstions to have policies and procedures in
place to address any specific risks associated main face-to- face business relationships or
transactions when conducting ongoing due diligence.

484.0n the other hand, CNB Decree 281/2008 clearly ireguthat when executing a transaction
using remote communication devices, institutionallsbreate and apply procedures to verify
whether the transaction is being executed withlagady identified customer. No further guidance
is provided by the authorities.

485.Section 11 includes a list of third-party relianeben identification may not be requested. It
requires that in the event of third-party reliatioe obliged entity:

i. receives from the third party all relevant docursemcluding copies of all documents

used in the customer identification, all data iatiieg the purpose and nature of the
business transaction, and information on the itdeofithe beneficial owner. In the event
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it doubts the correctness or completeness of sofrniation, the obliged entity shall
refuse the customer information.

ii. in case of remote agreement on financial serviceer the Civil Code the obliged entity
shall receive the first payment from this agreemaatan account kept on the customer’s
name in a credit institution or a foreign credutitution operating in the European Union
or the European Economic Area, and the customeedaired to submit to the obliged
entity a copy of a document verifying the existerndethe said account together with
copies of the relevant parts of their identity camd at least one more identification
document from which the obliged entity may detemniine customer’s identification data,
type and serial number of such identity cards,imgsaountry or institution, and validity.

Effectiveness and efficiency

486.The authorities have provided no additional guigate institutions on the risks generated by

new technologies. Indeed, during on-site intervigheye was little perception of such risks and
interviewed institutions generally equated thigpmssibility as part of their responsibility in non
face-to-face identification of clients.

487.Regarding identification, the AML/CFT Law, in regpeof most transactions, requires specific

identification, generally based on the provisiondahtity cards. This is also the case with regards
to most of the initial relationship when subseqlyetite relationship is non face-to-face business.
Some institutions were however wary that they cowdtireadily verify the authenticity of identity
cards (not only in respect of non face-to-facedaations but also generally). Interviews with some
prosecutors seemed to confirm that the problem failified identity cards was not small. In this
regard, it is important that additional documemtatis required to complement the normal identity
requirement.

3.2.2 Recommendations and comments

Recommendation 5

Issue guidance to institutions to flesh out the whljged entities are expected to implement their
responsibilities stemming from the legislation ors&-based approach.

Issue guidance to the financial institutions to ueesthat the obligation to undertake CDD
measures when financial institution have doubtsutbeeracity or adequacy of previously
obtained customer identification data is fully ursdeod. In this respect, there is also legal
uncertainty in meeting the requirement under Recentation 5.2(e).

To introduce preventive measures to deter the fiatarpening of accounts/safe boxes, etc. with
fictitious names.

To implement more effectively the requirements déiiged entities always to determine the
natural person behind a beneficial owner.

Require reasonable measures be taken to verifyfibeh®wnership including those that may be
low risk to align with FATF standards.

Specifically include within the AML/CFT Law naturglersons acting on behalf of beneficial
owners.

13

The evaluators were not in a position to vetiify specific cases of remote agreement on finaseiaices
under the Civil Code.
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Clarify to obliged entities (through guidance) htaobtain satisfactory evidence of the identity
of beneficial owners, bearer shares holders apdtgilartners and other similar cases. Ideally, the
latter two should be prohibited or verified througintrolled registration.

Review the requirements for customer due diligesra# enhanced due diligence to include other
measures as referred to in international standards.

Emphasise the verification process is not onlyfiftaincial transactions but also for other services
such as the opening and usage of safety boxes.

Review the identification process in respect of sk customers to one of reduced or simplified
customer due diligence instead of no identificategquirement.

Carry out a risk analysis to decide the criterimdetermining whether and when to exempt the
specified low risk customers/circumstances withie appropriate circumstances of the Czech
Republic.

Consider the issue of a list of non-cooperativentiées as identified by The Czech authorities.

Recommendation 6

Issue detailed guidelines to obliged entities &slil out the responsibilities and obligations of
obliged entities in respect of PEPs.

Review the definition of PEPs to make the list 8F8 (ie replace “shall mean” to “shall include”)
and include senior politicians, senior governmefficials and important political officials as
suggested in the FATF Recommendations.

Require that the approval for establishing andinaimg a business relationship with a PEP is
given by senior management rather than the ditgagrsor.

Recommendation 8

Introduce in the AML/CFT Law a specific obligatioaquiring measures to prevent the misuse of
technological developments.

Issue a legal requirement in the AML/CFT Law fostitutions to have policies and procedures in
place to address any specific risks associated math face-to-face business relationships or
transactions when conducting ongoing due diligence.

Issue guidance to flesh out the above two respititisih

Specifically require additional identification dauants to verify the authenticity of the primary
identification in all non face-to-face business.

3.2.3 Compliance with Recommendations 5, 6 and 8

Rating Summary of factors underlying rating

R5 PC » Czech measures in relation to identification andfiecation of the
' beneficial ownership are below FATF standards;

» The identification and verification of beneficialvoers is not alway
determined;

» Silent partners are not registered and thereformatabe identified
during the CDD/ECDD process;

» Certain categories of low risk business can be exethfrom CDD
and/or ECDD instead of requiring simplified or redd measures;

U7
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Rating Summary of factors underlying rating

* Low risk customers/circumstances not subject tosk analysis tg
decide the criteria for determining whether and mnvhie grant
exemption;

* Legal uncertainty in relation to the implementationf
Recommendation 5.2 (e);

» The overall level of effectiveness appears limited the
identification/customer due diligence process ispeet of beneficial
ownership as well as with regard to the verificatwocess including
that related to safety deposit boxes. The requisddbased approac
IS not supplemented by adequate guidance to enledieotiveness.

R6 PC » Does not include certain types of PEPs includethe glossary of

' definitions in the Methodology;

* No requirement to consider whether a beneficial@wnay also be a
PEP;

» Lack of comprehension in some cases of what catesita politically,
exposed person;

» Approval is not specified to be at the level ofieemanagement;

» Limited effectiveness and implementation.

R.8 PC * No specific requirement in the AML/CFT Law requgirfinancial
institutions to have policies in place or to takeasures as may be
needed to prevent the misuse of technological dewetnts in
MLFT;

» Consequently, there was no requirement for poliares procedures in
place;

* No general requirement for additional documentatiorverify the
authenticity of the primary identification;

» There was low perception of the ML/FT threats timaty arise from
the misuse of technological developments.

5 =

3.3  Financial institution secrecy or confidentiality (R4)

3.3.1 Description and analysis

Recommendation 4 (rated LC in the 3 round MER)

488.According to Section 38 of the AML/CFT Law, obligedstitutions operating in the Czech
Republic are under the obligation to maintain tbeficentiality of the information they acquire in
the course of their business relations. All thekivamtransactions and financial services of banks,
including account balances and deposits, are duttjdzanking secrecy. Furthermore, Section 38
of the AML/CFT Law establishes a detailed list @&mptions from professional secrecy stated in
Section 38, Act No. 21/1992 Coll. of 20 Decembe®1,%n Banks, which sets out bank secrecy
and the circumstances in which a disclosure ofrmédion cannot be considered a breach of this
secrecy. There are similar provisions in legistatm Insurance and Securities legislation. Indeed,
according to Article 125 of the Law on Insurandee tinspectors of the CNB are bound by
confidentiality with exceptions set out in Articl®8. Furthermore, Article 117.2 (f) of the Law on
Capital Market provides that persons operatingapital markets shall be exempted from the duty
of confidentiality for the purpose of providing tihéinistry of Finance (FAU) with information
when fulfilling, according to special legal rule fight against money laundering or a special legal
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rule on the implementation of international santdién order to maintain international peace and
security, protect fundamental rights and combabtem.

489.Finally, according to Article 26 (f) of the Law dBupervision of the Capital Market Area, the
provision of information to the authorities respibfes for the fight against money laundering or
imposing international sanctions to maintain iné&dional peace and security, protecting
fundamental human rights and combating terrorisail stot be deemed as a breach of the duty of
confidentiality.

490.The AML/CFT Law sets forth exemptions of confidetity in Section 39 for all obliged entities
as well as supervisory authorities.

491.According to the findings of thé’aVIER, there were “inconsistencies between the segtecific
regulations (which sometimes provide for the pepproval by an authority or the customer) and
the AML Act (which does not provide for a prelimigaapproval of any kind although it covers
mostly the same beneficiaries of the informatiori...] It is therefore recommended to review the
consistency of the provisions on financial confiidldity to avoid contradictions between sector-
specific regulations and the AML Act and to remawe particular unnecessary preliminary
authorisations in sector-specific regulations” gumaphs 596 and 597 of th& BIER). With the
adoption of the new AML/CFT Law, and thus the tgosition of & EU Directive, these
shortcomings were addressed.

492.Suspension of financial confidentiality and secrexyglearly provided in Section 24 relating to
the obliged entities’ obligation to report to thélW all information on transactions requiring
identification or transactions analysed by the FadJwell as documentation and information on
persons taking part in such transactions. The eblentity shall provide access to documentation
onsite if the FAU so requests.

493.The implementation of new pieces of legislation Securities and Insurance sectors, have
allowed to repeal the compulsory requirement ofdhairman of the stock exchange chamber to
release the confidentiality provisions set forthSection 20 of the Stock Exchange Act — Act No.
214/1992 Caoll.

494 .Section 20 of the Law on the Stock Exchange Acvided that participants in a stock exchange
area (members of its committees, brokers, emplogédise stock exchange etc.) were obliged to
keep confidential any information acquired; thessrspns might be released from these
confidentiality provisions by the chairman of thheck exchange chamber.

495.In the Insurance sector, the client's consent islamger required for information related to
money laundering to be shared with the FAU andratla¢horities, as was the situation under the
former and now repealed Art 39 of Act N0.363/1998l.CThe new Insurance Law provides
explicitly that information sharing between the Miny of Finance and the CNB is not considered
as an infringement of confidentiality providedstin keeping with the provisions of the AML/CFT
Law (Section 14) or the Law on the Implementatidnimdernational Sanctions (Section 30.
paragraph 3).

496.The referred Insurance act, no. 277/2009 Colltesta its article no. 125, that inspectors of the
Czech National Bank are bound by confidentialityefptions from this duty are stated in the
Article no. 128. Article 128 paragraph 7 reads:

Observation of duties to the Ministry of Financensining from the act on selected measures
against legitimisation of proceeds of crime andaficing of terrorism or from the act on
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implementation of international sanctidfiand for the purpose of financial markets analyses a
preparation of legislative acts regulating the fivegal market,is not an infringement of the
obligation of confidentiality according to this Act.

497.In addition, the obligation of confidentiality statin AML Section 38 for obliged entities, is
exempted to a large extent and cannot be involaadrding Section 39, in cases such as:

>

VvV Vv V 'V

a law enforcement authority when conducting crithiqmoceedings related to the
legitimisation of proceeds of crime and financifgerrorism, or if the matter concerns the
compliance with the obligation to report a suspisidransaction in connection with any
such crime;

specialised Police units involved in the identifica of the proceeds of crime and financing
of terrorism;

an authority of a third country referred to in $&ct33 (related to international co-
operation) in the process of provision of inforroatintended for the purpose of delivering
on the intention of this Act, unless prohibiteddnother legal instrument;

the competent financial directorate or the GenBradctorate of Customs in relation to facts
which are a part of information referred to in $®tt32(2) (information transmitted by FAU
related to investigations carried out in Custonnisgliction);

authorities referred to in Section 35(1) (these, &AU, the Czech National Bank,
administrative authorities with powers to superviee compliance with the legislation
regulating lotteries and other similar games, tkedd Trade Inspection, and the competent
bodies of professional chambers of lawyers, pulditaries, auditors, licensed executors or
tax advisors);

the administrative authority competent to perfotatescontrol or conduct an administrative
procedure in the area of implementation of intéomatl sanctions;

an authority mandated by another law to decidéhenré¢vocation of a licence for business or
other independent gainful activity upon the lodgiriga motion filed by the Ministry;

a financial arbitrator deciding, according to amottaw, in a dispute of the claimant against
an institution;

a person who could raise a claim for damages iaduss a result of the implementation of
this Act, provided facts conclusive for the makifgthe claim are communicated ex post;
the obliged entity may, in this instance, inforne tustomer that steps had been taken under
this Act, but only after the decision of the congmtlaw enforcement authority to secure or
seize the subject of the suspicious transactiofrowhich the period as per Section 20(7)
had expired, was enforced; in all other instancely after the Ministry has granted its
written consent;

a court adjudicating civil law disputes concerneguspicious transaction or a claim for
compensation for damages incurred as a resultroplyong with obligations under this Act;
the National Security Office, Ministry of Interiar an intelligence service in the process of
a clearance procedure in accordance with to ant#bat instrument.

498.The evaluators found neither legal nor practicastatles that could hinder the sharing of
information related to Recommendation 7, 9 or SR VI

>

as far as correspondent banking is related, tisene rrestriction in the AML/CFT Law that
prevents the financial entity acting as correspahdmnk from transferring information
regarding AML to the entity on behalf which it iparating and vice versa;

14

Act No. 69/2006 Coll., on implementation of intetipaal sanctions.

105



Report on fourth assessment visit of the Czech Republic — 12 April 2011

» regarding third party and introducers, this podigjbis set out in Section 11, according to
the requirements provided in the 2005/60/CE AML dbtive, the circumstances under
which the transfer of the information related te ®©DD procedure can be carried out by the
third party, are set out in detail in the refereedt

» in the case of the information related to the wansfer payer that has to accompany
through the payment chain, it is completely prodidethe AML law, Section 35, regarding
supervision, even though this obligation is settfan Regulation (EC) No 1781/2006 of the
European Parliament and the Council, which is direapplicable for the country members.
The sanction regime for failure to comply is state&@ection 49 of the AML/CFT Law.

499.There are no obstacles for the information gathdmede shared with foreign bodies for
AML/CFT purposes, in line with the provisions oetAML/CFT Law.

3.3.2 Recommendations and comments

500.From the interviews conducted on-site it appeaet there are no legal obstacles regarding
financial secrecy which could hamper the applicatid the FATF Recommendations, neither
domestically nor with foreign counterparts.

501.The authorities advised that the FAU has been thekin the preparation of a study on the most
effective ways for the authorities to obtain infaton from financial institutions.

502. The authorities are also in the process of estaiblj a Central Register of Bank Accounts which
may be considered as an optimal practical solubdnformation gathering. This register will be a
database managed by a state authority containisig bata on clients and financial products and
the information will be available through on-linequests. For further information it will be
possible to contact the specific financial instdot At present the discussions with the competent
authorities and financial institutions are in tharlg stages. The evaluators welcome this
development.

503. From the interviews conducted on site there appedre no obstructions to the sharing of
information either domestically in respect of fical institutions, or cross-border. The FAU and
CNB seemed to be in a position to access and gharénformation they require to properly
perform their functions in combating ML or TF.

3.3.3 Compliance with Recommendation 4

Rating Summary of factors underlying rating

R.4 C e This Recommendation is fully implemented.

3.4 Record Keeping and Wire Transfer Rules (R.10 and SKII)

3.4.1 Description and analysis

Recommendation 10 (rated LC in the 3" round MER)

504.The 3° Round MER had highlighted the following issues:
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» The retention period of 10 years for obliged estitdid not apply to traders in second
hand goods and cultural items, who were requiregtain the information for 3 years in
all cases, and 10 years when the value of thedactins is above €10,000;

» CNB regulations for banks, branches of foreign Isamk well as foreign exchange
institutions were required to keep records of taatisns for a period of ten vyears,
without further precision/distinction. SinceetrAML Act was more specific (record
keeping after completion of the transaction andratermination of the relationship), the
evaluation noted that this could create confusiaithough the Czech authorities
indicated there were no particular problemsesienced:;

» Record keeping requirements should more expligityer account files and business
correspondence; and

» In practice, files and documents are too rofiept in paper form (banking sector)
which creates difficulties to retrieve informationa timely manner.

505.There is an evident increase in electronic receaplng within financial institutions. Moneyweb

also enables electronic transfer of records. ThecREIU indicated the ease which they can obtain
electronic records (photocopy of IDs, of contragtgl account statements) from the domestic
banks in response to foreign international coopmratquests. Nonetheless, the examiners were
informed by the banking association that in somellembanks there was some evidence of paper
based systems or record keeping which could caé&ilio slight delays in reconstructing
transactions. The Czech authorities, nonethelessain convinced that electronic record keeping
is universally in practice.

506.Section 16 of the AML/CFT Law requires obliged &a8 to retain records of all identification

data and of all data and documents on transfengrieg identification for a period of 10 years
after terminating the business relationship with tustomer. Section 16 (2) of the AML/CFT —
Act 2008 requires the retention of “all data anadwdoents” on transfers requiring identification.
This is interpreted to mean by the authorities dlssiness correspondence though this is not
explicitly provided for. The authorities considerdnit the time limit of ten years is long enough
and do not envisage requiring information aftes fieriod.

507.Article 21 (2) of the Act on Banks (Act 21/1992 Cals amended) specifies that in respect of

accounting and business documentation:

508.Thus, the issue raised in the 3rd Round Mutual datadn Report remains, though there was

again no concern expressed either by the auth®ati¢he banks in this respect.

509.1t is noted that the retention period for maintainrecords is 10 years without any reference to

the FATF recommendation that financial institutiomsuld need to maintain records for a longer

period if requested to do so by a competent authorispecific cases and upon proper authority.

Although this does not appear to create any prablempractice, this requirement should be

included in a law, regulation or other enforceafleans. Furthermore, as identification is only

required for transactions above €1,000, record$rémsaction of less than €1,000 are not required
to be kept.

510.1t is also noted that Section 8 (2) (b) reads:

The obliged entity shall take a record of and westich customer’s identification data from
their business registration documents, and, in éxéent stipulated in letter a), identify the
natural person acting in the transaction on behafifsuch legal person; should the statutory
body, its member, or the person in control of slegal person be another legal person, the
obliged entity shall also record such person’s data
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511.Furthermore, in respect of beneficial ownershigti®a 9 (2) (b) requires CDD only in the event
that the customer is a legal person. This is furtkstricted by Section 4 to holdings or rights
above 25% of assets or distributable assets.

512. The above implies that obliged entities are remlito identify the ultimate natural person behind
a legal person up to a certain specified extentapetnot obliged to identify a beneficiary of a
natural person (although banks indicated that tiegyiest customers to indicate such a case). It
follows naturally that such records under the djatiimits cannot be retained.

513.In accordance with Articles 5 (5) and 11 of Regalat (EC) No 1781/2006 of the European
Parliament and of the Council of 15 November&6A information on the payer accompanying
transfers of funds, the payment service providerthe payer and the payee shall keep records
of any information received on the payer for fiyears. This Regulation is directly applicable in
the Czech Republic.

514.As noted under Recommendation 5, there are noifidatibn or CDD requirements in respect of
certain low risk customers (Section 34 of the AMENCLaw) — hence records cannot be kept in
such circumstances.

515.Section 25 (6) of the AML/CFT Law inter alia spee# that credit or financial institutions shall
implement an effective system in respect of redadping. The scope of the system has to be
commensurate with the size of the institution amel nature of its business operations. It is thus
required to be in a position, by an establishedii®® on a request from the FIU to disclose
information whether it maintains, or has in theviwas 10 years maintained, commercial relations
with a specific natural or legal person, whom itswabliged to identify, and any details of the
nature of the relations.

516.The Czech authorities also pointed to § 7 of th&TMcree 281/2008 Coll. and 8§ 10 of the CNB
Decree 123/2007 Coll. which require financial ingtons to record the approval and decision
making processes in order that they are traceaithénvthe financial institutions. Though this is
evidence of the requirement to ensure the tradsalwf records generally it seems to the
evaluators not exactly on point with the requiremém ensure that transaction records are
sufficient in all cases to provide evidence forgaoution of criminal activity as required by the
standard.

517.As noted above, a few institutions had some doabanding their ability to build a chain of
transactions spanning a number of years withinasamable time as these are retained in paper
form.

518.Section 17 of the AML/CFT Law, on cooperation itaed keeping, allows that the data under
Section 16 may be kept by one of the obliged estitirovided the other involved obliged entities
have access to all necessary information includimgjes of all documents. However, there is no
further guidance on this issue and therefore cassiply lead to a gap in the retention of
information.

Effectiveness and efficiency

519.There is no suggestion that obliged entities hawg particular problems in retaining
documentation though it is uncertain the extenivkich smaller institutions are in a position to
retrieve the paper-based documentation to buildaincof transactions within reasonable time. On
the other hand, although it is unclear whether AML/CFT Law specifically requires that
information could be requested on transactions (taiher on identification and business
relationship), no institution indicated that thiéarmation would not be provided.
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520.As noted under Recommendation 5, some institutiamsbe effectively exempted from carrying
out any CDD in the event of a determination thaisita low-risk transaction. In these cases,
information would not be available.

Special Recommendation V11 (rated LC in the 3 round MER)

521.The 3 round MER had concluded that the requirementsinglao SR VIl on wire-transfers

were not been directly addressed, but dealh Wy different pieces of legislation. Theod
had recommended that financial institutions perfognwire transfers are required to keep
originator information through the payment chaind ahat effective risk-based regulations and
procedures are introduced for identifying and haugdvire transfers that are not accompanied by
complete originator information. Moreover, the qmtencies and supervisory power of the
competent authorities should be strengthenegakgoialy in the case of the holder of postal
licence as a provider of wire-transfer services.

522.As in other EU countries, Regulation (EC) No /2806 of the European Parliament and
of the Council of 15 November 2006 on informatemtompanying transfers of funds, is directly
applicable in the Czech Republic without any addiil implementation requirements.

523.The EU Regulation lays down rules on informationtlom payer to accompany transfers of funds
for the purposes of the prevention, investigatiod detection of money laundering and terrorist
financing. It applies to transfers of funds, in ayrency, which are sent or received by a payment
service provider established in the EU, subjectcéstain specified exemptions which are
considered as low risk. The obligation on the paynservice provider (PSP) of the payer is to
have complete information on the payer consistihgi® name, address and account number (or
other specified alternate information) to allow ttnansaction to be traced back to the payer.
Furthermore, PSPs are required to ensure thatféransf funds are accompanied by complete
information on the payer, which must be verifiedobbe the transfer of funds from a reliable and
independent source. This information is to be netgifor five years.

524 .Articles 4 and 5 of the EU Regulation provide foe implementation of SRVII.1. According to
Article 5 of the Regulation, the payer's PSP haersure that transfers of funds are accompanied
by complete information on the payer while Article defines what is meant by complete
information.

525.This generally consists of the name, address, acduat number but the address may be
substituted with the date and place of birth of ffagrer, a customer identification humber or
national identity number. In the case that theepagoes not have an account number, the PSP
has to substitute it with a unique identifiwhich allows the transaction to be traced kack
the payer. Article 5 of the Regulation also spesifthat the PSP has to verify the complete
information on the payer, before transferring thads from reliable and independent source in
respect of wire transfers of €1,000 or more.

526.Due to the concept of the single market, the EUURgmn stipulates that it is only in the case
where the payer's PSP is outside the European Ufiidihoriginator information  should be
included in the message or payment form accompgrtyi@ wire transfer. For the purposes of the
EU Regulation, transfers within the EU are con®deas domestic transactions by the FATF.

527. In the case of batch transfers, Article 7(2) stdkat full originator information is not required

provided that the batch file contains that inforimatand that the individual transfers carry the
account number of the payer or a unique identifier.
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528.In accordance with Article 6(1) of the EU Regulatiin respect of wire transfers within the EU,
the account number is always transferred. The rdrtiee originator is usually also included.

529.Article 8 of the Regulation specifies that the P&Pthe payee shall detect whether, in the
messaging or payment and settlement system ugssftbtd a transfer of funds, the fields relating to
the information on the payer have been completedyube characters or inputs admissible within
the conventions of that messaging or payment atiésent system. Such PSPS are required to
have effective procedures in place in order toaletay missing required information.

530.Article 13 of the EU Regulation regulates the issegarding the retention period of five years in
the event that technical limitations prevent thik duiginator information accompanying a cross-
border wire transfer from being transmitted witfeated domestic wire-transfer.

531.Article 10 of the EU Regulation requires that th&PPof the payee shall consider missing or
incomplete information on the payer as a factosssessing whether the transfer of funds, or any
related transaction, is suspicious, and whetheugt be reported to the authorities responsible for
combating money laundering or terrorist financing.

532.Also in accordance with Article 9 of the EU Regidat if the PSP of the payee becomes aware
when receiving funds that information on thayer is missing or incomplete, it shallhert
reject the transfer or ask for complete infation on the payer. The evaluators were
informed that the FIU received 2 STRs since 200WfPSPs in respect of other PSPs which did
not complete the required information — subseqyethi& contract with these other PSPs were
cancelled.

533.Article 15(3) of the EU Regulation requires that Eldmber States appoint competent authorities
to effectively monitor, and take necessary measwitsa view to ensuring, compliance with the
requirements of the Regulation. However, themneagseference within either internal regulations
or guidance on how this has been applied withinGhech Republic. The evaluators were not in a
position to evaluate the effectives of the moniigrsystem, to assess how correspondent account
files were reviewed to ensure an ECDD process r®tley aware of any findings. But the CNB
confirmed that it does review the files and also IABFT Questionnaires connecting the level of
AML/CFT provision of the correspondent banks, marrly in the case of non EU banks. It stated
that the responsibility for approving and estalitigha new correspondent relationship often
belongs to the parent bank. Furthermore it stdtatlit reviews the sources of information used by
institutions for determining whether respondentksaare regulated, they are not a shell bank and
do not deal indirectly with shell banks. The uss@lrces for such verifications are:

» The Bankers Almanac;

» Information from the public sources (internet, a@meport, etc.);
» Information from the relevant banking group;

» Questionnaire prepared by the bank for this spepiirpose.

534.Article 15(1) of the EU Regulation requires thatrvteer States lay down the rules on penalties
applicable to infringements of the provisions ofstiRegulation and shall take all measures
necessary to ensure that they are implemented. |grdities shall be effective, proportionate and
dissuasive.

535.The Czech Republic imposes a fine up to CZK 10@@D,(circa €389,000) for administrative
offences (Section 49 of the AML/CFT Law). These adstrative fees are sanctioned if there are
contraventions relating to the content of informataccompanying a transfer of funds. These are
applicable when:
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the person fails to ensure that the informatiothenpayer accompany the transfer;

the person has not implemented effective procedfoeddentification of missing or
incomplete information on the payer;

the person fails to take action against the provadepayment services of the payer who
had failed to ensure that a transfer of funds ®apanied with information on the payer;
or

it fails to present upon request of the providerpafyment services of the recipient
information on the payer in cases when the transfefunds does not include full
information of the payer.

536.1f these contraventions had prevented or made whiffieult the identification or seizure of the
proceeds of crime, or made the financing of tesrarpossible, a fine up to CZK 50,000,000 shall
be imposed. As per comments in relation to Recondiaigon 17, the administrative sanctioning
regime seemingly in the Czech Republic is not atereid as proportionate in terms of range of
sanctions that can be applied. No financial sanstitave been imposed, placing some doubt on
the effectiveness of the sanctioning regime. Funoee, direct sanctions are not applicable to
directors, managers and employees. Moreover, dailin respect of the proper carrying out of the
identification process are not sanctionable.

Effectiveness and efficiency

537.Regulation (EC) No 1781/2006 is directly applicabdghin the Czech Republic. Many of the
requirements can be captured within the normal iegvn of the AML/CFT regime as
encapsulated within the AML/CFT Law. The evaluataere advised that no sanctions had been
taken in respect of any identified breaches oBGeRegulation.

3.4.2 Recommendation and comments

Recommendation 10

Although the problem has not arisen in practicéasdhe evaluators are aware, clarify in
law or regulation that the retention period for maining records could be for a longer
period if requested to do so by a domestic competetiority in specific cases and upon
proper authority.

Include specifically in the law a requirement ttaie business correspondence for at least
five years following the termination of an accoonbusiness relationship.

Require that information retained includes alsa dfahe ultimate natural person behind a
legal person.

Clarify that transaction records are maintained suich a way as to permit the
reconstruction of individual transactions so asptovide evidence for prosecution of
criminal activity.

Consider the issue of guidelines specifying rettiemethodologies applicable to paper-
based maintenance of records in order to facilgatéy and orderly retrieval.

Consider issuing guidance in respect of cooperdabetmveen obliged entities in record
keeping so as ensuring that there are no gapsincases.

Special Recommendation V11

Consider, in the light of future findings of onsitespections (and any sanction issued in
this respect) by The Czech authorities, issuingdgjiies to obliged entities on the
practical implementation of the EU Regulation.
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3.4.3 Compliance with Recommendation 10 and Special Resamdation VII

Rating Summary of factors underlying rating

R.10 LC  There is no requirement that the retention period maintaining
records could be extended for a longer periodgtiested to do so by
the FIU in specific cases and upon proper authority

 There are no clear requirements obliging insthgi to maintairj
records in such a way as to permit the reconstmuai individual
transactions so as to provide evidence for prosmcudf criminal
activity;

* There are no explicit requirements in the AML/CFaw.to retain
information concerning business correspondenceafoteast five
years following the termination of an account orsibass
relationship.

SR.VII LC * Areserve on effectiveness of implementation.

Unusual and Suspicious transactions

3.5  Monitoring of Transactions and Relationship Reportng (R.11 and R.21)

3.5.1 Description and analysis 15

538.The 3 Mutual Evaluation Report concluded that there masequirement in the AML/CFT Law
to pay special attention to all complex, unusuabdatransactions, or unusual patterns of
transactions. The obligation in the Act did not lgeyond identification/reporting purposes in
respect of transactions without apparent economipgse or which do not match the client’s
profile etc.

539.0nly the CNB Provision 1 of 2003 required bankspty special attention to all complex,
unusual large transactions, or unusual patterrisanogactions etc. It therefore recommended that
the obligation of R.11 is expanded beyond the rankector to all financial institutions and other
obliged entities.

Recommendation 11 (rated PC in the 3" round MER)

540.Section 6 of the AML/CFT Law defines a suspiciouansaction as a transaction the
circumstances of which lead to a suspicion of letgations of proceeds of crime or financing of
terrorism or any other unlawful activity. Interalithis includes:

» numerous transactions performed in one day orshaat period of time and not typical of
the given customer;

» number of various accounts opened by the giveromest which are in obvious discrepancy
with their business activities and financial sitoa

> transactions that make no obvious economic sense;

> The description of the system for reporting stisps transactions in s.3.7 is integrally linkedthathe

description of the FIU in s.2.5, and the two ten¢éed to be complementary and not duplicative.

112



Report on fourth assessment visit of the Czech Republic — 12 April 2011

» assets handled by the customer which are in obdimesepancy with the business activities
and financial situation.

541.Section 9 (2) (c) of the AML/CFT Law requires thellection of information necessary for

ongoing monitoring of the business relationship.isTcludes the scrutiny of transactions
undertaken throughout the course of that relatipgndb ensure that the transactions being
conducted are consistent with the institution’s Wlealge of the customer, the business and risk
profile.

542.Articles 5 (2) (g) of the CNB Decree (281/2008 olhich is however not applicable to all

financial institutions, requires institutions tongpile and assess a customer’s risk profile in the
event of unusual manner of execution of a transactparticularly in respect of the type of
customer, size of transaction and busitfesEhis is not however tantamount to paying special
attention to complex, unusual large transactionseas=ATF recommendation but is only required
for the purpose of compiling a risk profile in teeent of an unusual manner of execution. During
the on-site interview with the CNB, there was socoacern expressed that the monitoring of
unusual transactions by institutions required esttenresources and institutions might be tempted
to adjust thresholds to enable them to cope wighatbrk load.

543.1t is difficult to interpret the provisions of Samt 6 in the AML/CFT Law as covering the

requirement to pay special attention to complexysual large transactions and all patterns of
transactions as maintained by The Czech authoritiethe evaluators, view, these do not cover
those transactions that are complex, unusual amg.ldurthermore, Section 6 would not be
applicable to customers considered as low risktt@nother hand, Section 9 (2) (c) to a certain
extent can be partly interpreted to cover, althoogihdirectly, transactions that are unusuallyearg

transactions but not necessarily to complex or siooal transactions.

544 .The identification process (Section 7 of the AMLICEaw) requires identification of customers

for a transaction exceeding €1,000 and in otheciBpd circumstances. On the other hand Section
9 (1) requires that obliged entity may take comiemake excerpts of identification documents for
amounts in excess of €15,000. Section 7 and 9 tdgmbeyond identification of the client (as was
also the case in the“3evaluation). There is no requirement in the AMEICLaw that the
background, purpose and findings of complex, unuand large transactions are set forth in
writing. Moreover, the requirement for taking esenf such information as per Section 9 (1) is not
mandatory.

545.In accordance with Section 16 (1) and (2) of the L AGFT Law, specified obliged entities are

required to retain identification documents andords of all data and documents on transfers
requiring identification to be kept for a period ¥ years. However, there is no requirement to set
forth in writing the background, purpose and firgeirof complex, unusual and large transactions
and thus consequently there is no specific obligati retain such findings.

Effectiveness and efficiency

546.0n site interviews indicated that some of the baakd insurance companies (subsidiaries of

cross border institutions) had internal procedtioesxamine complex, unusual large transactions,
on a case-by-case basis as referred by the fréine afesk to the analysts within the compliance
units of these institutions. These references appda usually arise as a result of suspicion gy th
front office and are not necessarily a general aflprocedure. One bank mentioned that it did
have internal rules on complex, unusual large #etisns as a result of group compliance

16

Refer to footnote under R.5.
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procedures. Another bank official stated that Herpreted Articles 5 (2) (g) of the CNB Decree
(281/2008 Coll) to refer to such types of trangawti No institution however stated that the
analyses are retained for a period, although it@aconcluded that this would be the case.

547.The insurance sector representatives interviewdidated that they do give special attention to
certain specific complex unusual large transactidiese include instances when customers pay
additional large premium and subsequently requesayment after a period of time; and the
buying and selling of investment linked insuranfteraa short period of time.

548.1t cannot however be concluded that in the abseaicspecific legislative requirements or
comprehensive guidelines whether other, perhapslleemar non-subsidiaries of foreign
institutions, pay special attention and carry ouths analysis on complex, unusual large
transactions and retain such findings.

Recommendation 21 (rated NC in the 3 round MER)

549.The AML/CFT Law contains a list of activities by @stomer that shall be perceived as
suspicious. Section 6 (1) (h) refers to "customethe beneficial owner who are nationals of a
country which does not enforce, or fails to fullgf@ce, measures to combat legitimisation of
proceeds of crime and financing of terrorism". Ehare no other specific measures or strong
guidance, other than what is described beneathijrieg) special attention to be paid in respect of
business relationships and transactions with perdoom or in countries which do not or
insufficiently apply the FATF Recommendations ie thML/CFT law, such as the carrying out of
enhanced CDD.

550.According to the CNB Decree N° 281/2008 (Articl@B( institutions shall compile and assess a
client’s risk profile with regard to a list of ridlactors, some of which refer to a list of clieots
transactions from states that apply insufficiewtlynot at all measures against the legitimisation o
the proceeds of crime and financing of terrorismstates that the institution, by its own
assessment, regards as risky.

551.The Czech authorities informed the evaluators that FIU is providing information to the
industry on non-cooperative jurisdictions basedton statements of MONEYVAL and/or FATF
together with their explanatory comment, via thabsite.

552.The CNB stated that during the on-site inspectibey examine and ensure that risk profiles are
compiled by financial institutions. CNB confirmedhat financial institutions adhere to this
requirement. Furthermore, the banking sector used-tU list and other lists provided by their
parent company and/or the OECD list. However, atiogrto the CNB, financial institutions do
not transact or carry out business with non-codpergurisdictions.

553.A number of banks informed that they communicatihwhe FIU to assess which countries are
considered as risky. Such identified jurisdicti@re subsequently entered into their information
system. Some of the subsidiaries of internatior@sborder banks also informed that, in line with
group policies, they maintain lists of countriemsidered as high risk jurisdictions as well as ¢hos
which have particular risks requiring special ditem Furthermore, they also maintain a list of
risky countries (identified through OECD) of taxvieas and/or known for drug trafficking. These
institutions compile a country risk profile buteffect they do not monitor closely such countries.

554. The representatives of the post office informeel ¢laluators that they can transfer money to
only 13 countries within the EU while the represg¢ines of the foreign exchange office (Western
Union agent) told the evaluators that their IT sgst limit the transfer of funds to a list of
predetermined countries provided by the parent emmp
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555.Similar to the findings of the™Bround evaluation report, the regulations remaensiregarding
the requirements of c.21.2 and c.21.3. In pradhieee is over reliance on the FATF and OECD list
and on the EU list of sanctions with little inifizg from the authorities as well as part of indyst

556.Interviewed institutions informed that they cheakunterparts client/country and consult with
their parent institution when they identify transaes with risky countries, to which they apply a
higher level of monitoring. Another (state-ownedstitution emphasised that in the event of
concern with countries not applying FATF recommeioades it will stop business with
counterparties. At the same time, this institutidso remarked that there may be a requirement to
support (export) finance in which case, under @ertanditions (e.g. not in contravention of
sanction) the supervisory board may decide to nasttransacting.

557.The FIU did not intimate that they apply any specifieasures against countries that do not
apply, or insufficiently, the FATF recommendatiorexcept for the issuance or reference to
international list of countries as specified presly. The FIU referred that Act No. 69/2006 Coll.
on Carrying Out of International Sanctions stipegathat “in the area of financial transfers, use o
other payment means, purchase and sale of sesuaitig investment tools, sanctions may consist
of restrictions and prohibitions on

(@) any type of transaction by a Czech person trefitean entity subject to international
sanctions or a person subject to international tsars; as well as deals with such persons,
including trading in foreign currency,

(b) renting out of safety deposit boxes to an gmitbject to international sanctions or a person
subject to international sanctions, or receivinggobds subject to international sanctions for
safe deposit, provided it is reasonably practicédblseek evidence of the fact that the goods is
subject to international sanctions,

c¢) provision of money, investment tools or otharusiies or financial and economic sources to
an entity subject to international sanctions oees@n subject to international sanctions,

(d) transfers of money, investment tools or otlemusities to or from an account controlled by
an entity subject to international sanctions orexspn subject to international sanctions,
including payments from cashier’s checks, provideds reasonably practicable to seek
evidence thereof,

(e) disbursement of interest from deposits in tbeoants controlled by an entity subject to
international sanctions or a person subject tanattional sanctions, including disbursement of
interest from securities and investment tools,

(f) entering into an insurance contract with anitgrgéubject to international sanctions or a
(person subject to international sanctions, orutisfment of insurance money to such persons,
or

(g) any and all activities which would or may féeile transactions described under letters a)
through f). However, in the evaluators, opinionsthioes not sufficiently address the

requirements as specified in the FATF recommendsatitdMoreover, there are apparently no

further guidelines on the application of counteraswres in such cases.

Effectiveness and efficiency
558.0nly some of the basic requirements of R.21 ardeémented in the AML/CFT law and to some
extent in the banking regulations. Similar to thhalgsis of the § MER, there is an over reliance

on official lists of risky countries. Indeed, a nopen of institutions do not carry out their on own
risk assessments.

559.The Czech Republic has been able to, and has isslwgbries to the financial sector concerning
identified AML/CFT deficiencies. In respect of momevere countermeasures The Czech
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authorities indicated that they could act under tlmmestic law on international sanctions
(but which only covers specific UN resolutions) aaldo under common positions agreed within
the EU. However, there is no other internal medrarfor more severe countermeasures.

3.5.2 Recommendations and comments

Recommendation 11

» Specify directly in the AML/CFT Law that obliged téres are required to pay special
attention to transactions that are complex, unusadllarge.

» Specifically require that these provisions are alisplicable to low risk clients.

« Introduce in the AML/CFT Law that the findings diet examination of the background
and purpose of complex, unusual and large tramsectihat have no apparent
economic or lawful purpose are set forth such figdiin writing and retained for a
period of at least ten years.

* Issue guidance to give examples of complex andualuarge transactions as well as
those which have an unusual pattern without a segynapparent economic or lawful
purpose.

Recommendation 21

« Specific guidance should be issued by the authsrib provide institutions with a list
of measures that they can apply in the event aftifiled risky country

« Institutions should carry out their own countriegskrassessment without over reliance
on official list.

3.5.3 Compliance with Recommendation 11 and Special Regamdation 21
Rating Summary of factors underlying rating
R.11 PC * There is no clear requirement for all financialtitagions to pay specigl

attention to all complex, unusual large transastiar unusual pattern of
transactions, that have apparent or visible economiawful purpose;

* The requirement to retain information documentsaimounts in excess of
€15,000 (Section 9 (1)) is not mandatory;

* There is no enforceable requirement that the backgtl, purpose and
findings of complex, unusual and large transactamesset forth in writing;

* There is no specific requirement to keep the bamkuy and findings of
complex, unusual and large transactions availaisledmpetent authoritie
and auditors for at least five years;

» Limited appreciation of such risk by a number deimiewed institutions
There is some lack of clarity within institutiongs ¢he terminology and
requirement in respect of complex, unusual largendactions as n
guidance has been issued.

R.21 PC * Indirect requirements in existing decrees need amgimg to fully ensure
that all financial institutions examine and keeptten findings in respeg
of transaction, with no apparent economic or vesilpurpose, in the
respective countries which insufficiently applies he
FATF Recommendations;

« The Czech system needs augmenting to ensure thaapptopriate
countermeasures envisaged in the FATF recommemdatican be
instituted.

n
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3.6  Suspicious Transaction Reports and Other ReportingR.13 and SR.I1V)

3.6.1 Description and analysis

Recommendation 13 (rated LC in the 3" round MER)

560.A new AML/CFT Law was adopted in June 2008 (Act 2&8/2008 hereafter “AML/CFT Law")
replacing Act No 61/1996. As a result the provismm the reporting requirement (section 18
paragraph 1) and other issues such as the notitsuspicious transactions” (section 6) and the
definition of “money laundering and terrorist fircdmg” (section 3) were amended.

561.The reporting requirement is prescribed in sectidrof the AML/CFT Law, according to which
if an obliged entity (i.e. reporting entity) dete@ suspicious transaction, it has to report th®
FAU without undue delay and no later than 5 dayerahe disclosure. If there is“danger of
delay the obliged entity shall immediately repdnt suspicious transaction to the Ministry after
having discovered'it

562.The scope of the current reporting regime requihesobliged entities (both natural and legal
persons) to report “suspicious transactions” asl wel “any other circumstances supporting
a suspiciofiunder Section 6, paragraph 1 of the AML/CFT Law.

563.According to The Czech authorities the definitioh a “transactiori set out in Section 4
paragraph 1 of the AML/CFT Law goes beyond the metecution of operations. The private
sector representatives met on site expressed e is¢éerpretation: the obligation to report and the
notion of transactions are wide enough to coveertircumstances, including funds deposited in
accounts, securities, safety boxes services andpatposed/attempted transactions or operations.
Furthermore, the descriptions of the cases reptoté@U corroborate such an interpretation.

564.The requirement to report suspicious transactieasqoibed in Section 18 of the AML/CFT Law
is derogated by special provisions set out in 8astl6 and 27 of the same act according to which
professionals (i.e. auditors, chartered accountdicensed executors, tax advisors, lawyers and
public notaries) shall report suspicious transactito the respective Chamber. The Chamber is
then required toéxamine the STRand if the conditions set forth in the above nmmed Sections
are met, the Chambers shall send the STR furthiiet& AU (Sections 26 and 27 will be analysed
under Recommendation 16).

565.According to Section 6 paragraph 1 of the AML/CFRawLa ‘suspicious transaction shall mean a
transaction the circumstances of which leads tagpeion of legitimisation of proceeds of crime
or financing of terrorism or any other circumstansgpporting such a suspicionThe definition
of “legitimisation of proceeds of crithand “financing of terrorisrare also prescribed in Section
3 of the AML/CFT Law.

566.In addition to the definition mentioned above, Hane section lists examples of the activities
that shall be perceived as suspicious:
“a) cash deposits immediately followed by withdravealsansfers to other accounts,

b) numerous transactions performed in one daynaa short period of time and not typical of
the given customer,

c) a number of various accounts opened by the giustomer which are in obvious discrepancy
with their business activities and financial sitioat

d) transactions that obviously make no economisesen

" The description of the system for reporting stispis transactions in s.3.6 is integrally linkedhnihe

description of the FIU in s.2.5, and the two ten¢ed to be complementary and not duplicative.
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e) assets handled by the customer which are inoabuliscrepancy with their business activities
and financial situation,

f) an account which is not used for the purposesviach it had been opened,

g) customer performance which seems to aim at adingetheir or the beneficial owner’s real
identity,
h) the customer or the beneficial owner who aréamatls of a country which does not enforce,

or fails to fully enforce, measures to combat leggation of proceeds of crime and financing
of terrorism, or

i) a customer’s identification data the correctnesgswhich the obliged entity has reasons to
doubt.”

567.Section 6, paragraph 2 of AML/CFT Law indicates tireumstances in which a transaction shall
always be treated as suspicious when:

“a) the customer or the beneficial owner be a peragainst whom the Czech Republic had
imposed international sanctions under the Act oplémentation of International Sanctions,

b) the goods or services involved in the transactall in the category against which the Czech
Republic had imposed international sanctions uritlerAct on Implementation of International
Sanctions, or

c) the customer refuses to reveal identificatiatadof the person they are representing or to
undergo the due diligence process

568.The first two circumstances refer to cases invg\persons against whom international sanctions
have been imposed under the International Sancfions

569.The Czech authorities and the representativeseoinifiustries met on site indicated that the list
set out in Section 6 is not to be considered aaustive and the circumstances in which a
suspicious transaction is to be reported wereinited to those indicated in the Section 6 of the
AML/CFT Law as mentioned above. However, the faett the AML/CFT Law contains a list of
suspicious transactions could have a negative itnpacthe reporting system as the reporting
entities may rely, exclusively or partially, on thisted transactions. Indeed, the data available
indicates that the wording of the provision mightise difficulties in this respect as the percentage
of STRs reported by banks is much higher than theperted by other obliged entities (in 2009
1,932 out of 2,224 STRs - around 87% - originatemnf banks). It is to be underlined that the
transactions listed are typical banking operatioviich correspond to the activities of the banking
sector but not to the other obliged sectors (iezusties and insurance sector, professionals,
casinos and other DNFBP).

570.1t is noted that under Section 21, paragraph %erlet) of the AML/CFT Law obliged entities
shall issue internal procedures with @detailed checklist of suspicious transactions iatics
relevant for the given obliged entityThis list is reviewed by the FAU that may requése
obliged entity to amend it in order to develop apar “tailor-made” checklist for each sector.
Evaluators have also been informed that represessatind associations of several obliged entities
(including professionals and casinos) have reqdete assistance of the FAU in order to draft
their respective checklists.

571.According to Section 20 paragraph 1 of the AML/QEWw, the obliged entities may suspend the
transaction (i.e. “the obliged entity may execule tcustomer’s transaction recognised as
suspicious no earlier than 24 hours after the Ntyidiad received the suspicious transaction
report”) when the operations required by custonmeay facilitate ML/TF. Further action may be
taken by the FAU in order to prolong the periodo$pension.

572.The evaluators were informed that the FAU maintdiaiy contact with the industries, organises
seminars for the private sector and that a commerntderpreting the AML/CFT Law was
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published in collaboration with the FAU. This commtegy contains an additional list of indicators

of suspiciousness listed below.

Section 6 (1), p. 111-112

Commentary on the Czech AML/CFT Act (Tvrdy/Bartova, 2009)

Other situations, that can happen in the activitthe obliged entity regarding its line of busingss

and that have to be considered as suspicious t@mss, should be stated by each obliged entitpiing
its business activity in its “Internal Procedur8&egtion 21). There could be a wide range of charistics
of suspicious transaction and it is upon the obligetity to determine which of them itself will llee
reason for the suspicion of the transaction or hdwetseveral partial characteristics together wél

required.

Following situations could by considered as exasmm& common characteristics of suspicious

transaction:

Other characteristics could be for example transast

Client is nervous, refuses identification, statesue identification or client due diligen
data (e.g. concerning origin of money or line ofiness).

Criminal history or his connection to criminal onjged groups are known.

Client has connection to AML risk areas (non-coafige countries, tax heavens) or ar
risk for carrying out international sanctions.

Identification documents are strange (possible)fake

e

eas

Client acts as if he represents another perscecdempanied or tracked by persons that

want to be anonymous.
Client asks for unusual transaction, is in a huergcts cash payment etc.

Client operates several enterprises with similae Ibf business and transfers money

among them.

Client operates enterprises that are presumablyemted with criminal organized grou
(e.g. erotic services, disco or other night clubade with military material, especial
weapons etc.).

Client makes non-profit transactions intentionally.

DS
y

Client requires unusual settlements of transasfiemusual or suspicious purposes of

payments.

Unusual operations wits securities.

Transactions with inadequate contractual fine.

Concluding agreements with high advance paymelaveld by their cancellation.
Deposits of several persons to the same account.

Repeated openings and closings of bank accouatshiort time period.

As it concerns obliged entities according to theti®a 2 (1j,k) for example:

- Frequency of transactions (pawns, auctions) andypes of things sold (pawn,
auction) regarding the possibility of their legitite acquisition.

- Regular forfeiture of pawns.

- Sale of valuable things by persons without propentyregular salary (homele:
people) etc.

exceeding (for one client or for a group of clieotshe same type) usual value;

made in unusual currency or in several currendifseassame time;

made with high amount of low-value means of paymemtwith unusual carrying d
money (plastic bags, pockets etc.);

aiming to the areas without clients business istere

in the height right bellow the threshold of idéictition or client due diligence;
gathering low payments from different areas on aceount or on the other hand th
unusual subdivision;

among different accounts of one client etc.

=)

eir
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573.The following scheme illustrates the entities imeal in reporting regime and the main related
provisions (sections) of the AML/CFT Law.

Diagram 6: Reporting regime

Reporting regime
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574.Section 6 paragraph 1 of the AML/CFT Law provides & general requirement to report
transactions where there are circumstances whachttea suspicion of financing of terrorism. The
definition of financing of terrorism is prescrib@d Section 3, paragraph 2 of the AML/CFT Law
as follow:

“a)gathering or providing financial or other ass&isowing that such assets will be, in full or in
part, used to commit a crime of terror, terroristtack, or a criminal activity intending to

facilitate or support such crime, or to support immdividual or a group of individuals planning

such crime, or

b)acting with the intention to remunerate or congaa a person who had committed an act of
terror, terrorist attack, or a crime intended tocflitate or support such crime, or to an individual
close to such person as defined by the Criminal eCant collecting assets to pay such
remuneration or compensation”.

575.The same article specifies that the activities dlesd in the paragraph aboveay, fully or
partially, take place in the territory of the Cze&tepublic or, fully or partially, outside the
territory of the Czech Republic”.

576.The definition of “financing of terrorism” set frtin the AML/CFT Law seems to cover broadly
the circumstances indicated in Recommendation 13.2.

577.Furthermore, Section 6 paragraph 2 letters a) ad the AML/CFT Law define a transaction as
suspicious where: a) the customer and/or the bmakfwner are persons against whom The
Czech authorities have posed international saretimaer Act 69/2009 on International Sanctions
or b) the goods and service involved in the tratisadall in the category against which The Czech
authorities have imposed international sanctioreuthe same Act.
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578.The representatives of the private sector met ¢de wiere well aware of the reporting
requirements on “financing of terrorism”. Howevéne FAU might wish to consider issuing
guidance in this regard to reinforce the approach.

579.Finally, in 2009 and in the first quarter 2010, B&U received two STRs related to financing of
terrorism.

580.The 3 MER recommended that “an explicit requirement epart attempted and completed
(executed) transactions” should be introduced @léyislation (paragraph 656 of thd BIER).
The new definition of “transaction”, prescribed $ection 4, paragraph 1 of the AML/CFT Law
seems to be broader than the former provision (imcluding use of the words “any interaction of
the obliged entity with another person should simtéraction lead to attempted handling of the
other person’s property or providing services tchsother person”), but arguably not so explicit or
clear as required by FATF Methodology.

581.The Czech authorities have indicated that accortbn§ections 4, 6 and 18 of the AML/CFT
Law all suspicious transactions, including atterdgtansactions, are to be reported.

582.As regard statistics, out of the 391 STRs receindtie first quarter of 2010, 53 were attempted
transactions (around 14%), of which 46 from banksfrom Centre of Securities, 1 from
an insurance company and 1 case has been develbpad) level.

583.In addition the FAU has provided the evaluatorshvdt sample of STRs related to attempted
transactions:

i) a person requested to deposit cash withoutigiray information on the source of these funds,
the bank refused the operation and sent a STRetBAlU;

i) a person requested to cash several checkgahles refused to perform the transaction due to
the amount involved and reported the case;

i) a professional received the order to castugtes, he/she refused and reported the casein th
light of the fact that there were not sufficienfioinmation;

iv) an insurance company received a proposal fagmerson to conclude an insurance plan with
the clause to close after few days. This personrearted to FAU.

584.Furthermore, the representatives of the indusinesduring the on site visit confirmed that they
were indeed reporting attempted transactions.

585.The AML/CFT Law does not contain any specific liatibn on the reporting requirement.
The notion of “legitimisation of proceeds of crimsét out in the AML/CFT Law does not imply
that there is such a limitation on the reportinguieesment.

586.A compliance officer of a financial institution ovimed the evaluators that there were no
limitations relating to tax matters when reportBigRs.

587.The provision set out in Section 32, paragraph 2hef AML/CFT Law requires the FAU to
disseminate cases which are of interest to theatdkorities, unless it has referred a criminal
complaint. Thus the requirements of criterion 1&d covered.

588. According to Section 6 of the AML/CFT Law a suspus transaction isd' transaction the
circumstances of which lead to a suspitiohhese circumstances refer to money laundering,
financing of terrorism and other situations supipgrtsuch suspicion. This definition is broad
enough to cover all domestic criminal acts othantmoney laundering and financing of terrorism.
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589.However, the FAU might wish to consider issuingcifie clarifications on this matter.
Special Recommendation 1V (rated LC in the 3™ round MER)

590.As discussed under Recommendation 13 the “reporéiggirement” is set forth in Section 18 of
the AML/CFT Law, while the notion of “suspiciousitrsaction” is defined in Section 6 paragraphs
1and 2.

591.The definition of “financial of terrorism” is setibin Section 3, paragraph 2 of the same act.

“The financing of terrorism shall mean:

a) gathering or providing financing or other ass&wing that such assets will be, in full or
in part, used to commit a crime of terror, terrarégtack, or a criminal activity intending to
facilitate or support such crime, or to support ardividual or a group of individuals
planning such crime, or

b) acting with the intention to remunerate or comgae a person who had committed an act of
terror, terrorist attack, or a crime intended tocflitate or support such crime, or to an
individual close to such person as defined by thimi@Gal Code.”

592.As indicated above The Czech authorities have iméal the evaluators that in 2009 and in the
first quarter of 2010 the FAU received 2 STRs mdab financing of terrorism. After analysis, the
FAU decided to close the cases, as there werequmds.

593.0ne of the cases related to funds (2.000 EUR) feaesl from a third non European country
account for the benefit of the account of a Europeang in the Czech Republic. The ordering
client was identified as a former presumed tertorlSzech Authorities indicated that the
counterpart FIU was not in a position to providenthwith more detailed information concerning
this case on the basis of their request. Czech ohitigs explained to evaluators that the FAU
cooperated with the Organised Crime Unit (howesletails were not provided). The investigation
was quite extensive though finally the case wadalan forward at that time.

594.Furthermore the Czech FIU received several STRelation to FT concerning bank transfers
sent by entities listed on the OFAC list or othistsl that are not binding in the Czech Republic.
In most cases there were mistakes in identificadios to the lack of information.

595.The countries have to ensure that Criteria 1318r(gited transactions) and 13.4 (requirement to
include tax based suspicions) (in R.13) also applthe obligations under SR.IV. It appears that
tbese criteria under R.13.3 and R.13.4 are alsereav

Effectiveness and efficiency (R.13 and SR.1V)

596.The number of STRs received by the FAU has remasteabdle in the last 3 years (more than
2,000 disclosures per year). The main reportingiestare banks as illustrated in the table below.

597. The existence of a list of suspicious transactionthe AML/CFT Law could have negatively
influenced the reporting by financial institutioras, approximately 90% of the STRs were reported
by some of the banks (as indicated by the autberB0% of the STRs originate from 9 banks out
of the 37 operating), while the remaining finandiatermediaries have reported approximately
10% of the total amount.

598.The table below is a breakdown of the main categoof reporting entities (Banks, Other Non-

bank Financial Institutions, Professionals and ©FBP) in terms of number of STRs sent to
the FAU and the related percentage.
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Table 20: Main categories of reporting entities

2005 2006 2007 2008 2009 1 Q 2010

STR| % STR % STR % STR % STR % STR %
Banks 3.163| 929| 3243| 934 1887 921 2090 90j1 1932 698| 317 | 811
Oujzetr ety 201 | 5,9 198 5,7 137 6,7 215 9,3 224 10,1 61 15,6
Bank Fls
Professionals 13 0,4 2 0,1 2 0,1 0 0,0 3 0,1 1 0,3
E*O)ther DNFBP | >7 | o8 37 1,0 22 11 15 06 65 2.9 1 3.0
Total 3.404| 100 | 3.480| 100 2.048 100 2320 100 2.2p4 100 91 B 100

(*) Relevant to R.16.

599.The table above clearly indicates that over thé Bagears, both in absolute terms and in
percentage terms, the number of STRs sent by “OdbarBank Financial Institutions” (financial
companies, insurance, money transfers and excludfiges) is increasing.

600.The following graph illustrates the total amountSdfRs received from the main categories of the
obliged entities. Over the last three years (200092 the number of cases has decreased in
comparison to 2005 and 2006 data, neverthelessgdtire last two years, the percentage of the
criminal complaints disclosed of the total amouhS®Rs received has increased, as indicated in
the table below.

Diagram 7: STRs received by FAU

STRsreceived by FAU
(2005-2009)

B Banks ®Other Non Bank Fls  ® Professionals ™ Other DNFBPs  m Total

3404 3480
3153 3243
U 2320 2224
2048
1887 1932
201 198 222
2005 2006 2007 2008 2009
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601.The table below indicates the numbers of Crimir@hplaints originated, per year, from the
STRs received by FAU. The figures show an increasehe ratio of the Criminal complaints
disseminated in terms of STRs received over thetlmee years (3.36% in 2008, 8.59% in 2009
and 18.67% in the first quarter of 2010).

Table 21: Numbers of Criminal complaints originated

2005| 2006 2007 2008 2009 | 1Q2010
Criminal Complaints 208 137 102 78 191 73
Total STRs received per year 3.404 3.480 2.048 2.320 2.224 391
Percentage of Crim. Comp. on Total STRs |6.11% | 3.94% 4.98% 3.36% | 8.59% | 18.67%

602.According to the information provided by the FAUpand 90% of the criminal complaints
notified to the AML Division of the UCCFC have omgted from STRs reported by banks.

603.Considering all the information and data providin, evaluators consider that the effectiveness
of the reporting regime may be negatively influehdey the fact that the listed (suspicious)
transactions established in the AML/CFT Law arentyabanking operations.

604.Nevertheless, the FAU was also able to providetaildd picture of the most reported type of
cases described below:

» cash deposited and then transferred abroad,;

* use of private accounts for business transactions;

e internet banking transactions;

* transactions without logical sense (without ecormonilegal justification);

e account does not reflect economic profile of thent|

* large transactions;

» financial transactions between companies in oil metal sectors for fraud purpose;
» transfers to tax havens.

605.The FAU has also identified the main trends asdein

« the activities of criminal groups which launderdittial means related to smuggled goods
from Europe to Asia through the territory of thee€Cla Republic;

« financial transactions related to Asia Pacificetatamely cash deposits and wire transfers
of funds from and to these countries, the fundspesedly being related to drug
trafficking;

e cybercrime and internet banking activities.

606.As regards financing of terrorism, the requiremesgisout in the AML/CFT Law are broadly in
line with the FATF Recommendations (Criteria 1312d aSR.IV.1). Nevertheless the Czech
reporting regime establishes two obligations: iyd¢port STRs in case of suspicious of “financing
of terrorism” and ii) to report transactions retht® International Sanctions Act for “designated
persons”. These requirements, if not properly ustded, could impact on the effectiveness of the
reporting regime. For this reason, appropriate ginds should be disseminated among obliged
entities.
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Recommendation 13

607.The reporting requirement related to the finanadfigerrorism is broadly adequate even if the
definition of the “financing of terrorism” in the ML/CFT Law is not fully consistent with the
wording of the criteria 13.2 and SR.IV.1. In fapresentatives met onsite were well informed
about the reporting requirements which go beyoed‘tkesignated persons” (under the UNSCRS).
The STRs received demonstrate awareness amongligedentities of the reporting obligations.
In order to avoid any misunderstanding betweentiie different reporting obligations (STRs
related to financing of terrorism, and reportingligdttions in case of so-called “designated
persons” by international organisations), The Czechhorities should consider introducing
appropriate guidance on the reporting requirements.

608.Although the reporting requirement set out in thRILACFT Law appears to be sufficiently
sound, The Czech authorities should also consider:

» amending the law in order to avoid the listing s@igpicious reporting) transactions or, at
least, issue specific guidelines to all obligedtmst (including financial institutions) on the
reporting requirements in the light of FATF and MEYXWAL Typologies;

* issuing guidance on the identification of suspisitnansactions for all obliged entities.

Special Recommendation 1V

609.To cover fully the requirements set out in SR.IVeT@zech authorities should consider issuing
detailed and updated regulations or guidelines ow lio discover and/or determine the
circumstances which lead to a suspicion of finagahterrorism and/or that funds are linked or
related, or to be used for terrorism, terrorist, @ctby terrorist organisations or by those who
finance terrorism. The Czech authorities could wmars using the FATF and other FSRB
(including MONEYVAL) documents containing casesditis, typologies and indicators of TF.

Rating Summary of the factors underlying rating

R13 LC » The efficiency of the reporting requirement is rnegdy affected
' by the listing of (suspicious reporting) transactiqorescribed by
AML/CFT Law (which are mainly banking operations).

SR.IV LC * The lack of guidance on TF indicators to assist fimancial
institutions negatively affects the SR.IV. obligais.

Recommendation 25 (rated NC in the 3 round MER)

610.Since the 8 MER some progress has been achieved although sepmesentatives of the
financial institutions and professional organisasistill advised that they received little genenal
specific feedback from the FIU on STRs. Some imstihs/organisations stated that in certain
cases they obtain information on the results oféperts unofficially.

611.0n the other hand, “Moneyweb”, established in 2@@6yides a two way communication system
with some of the (major) banks. The reporting systgperates via an encrypted net between the
FIU and these entities that enables informatiotherreceipt of the report to be sent. The FIU also
requests additional information from the sendearaswhen necessary. It is noted that “Moneyweb
lite”, used by the other institutions is a one-w@ymmunication tool and does not provide a
mechanism for feedback to the reporting institugion
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612. The evaluators formed the impression that lithd bhanged with regard to the prohibition in the
Law on transmitting information relating to STRsstated in section 648 of the third round report.

3.6.2 Recommendations and comments

613.The FIU and/or CNB should issue specific guidelinesflesh out the requirements of the
AML/CFT Law to assist the obliged entities in cangy out their responsibilities.

614.All professional bodies should issue guidelines tiheir members. Guidelines issued by
professional bodies should be comprehensive, ampaiiticular they should include issues related
to the area of the financing of terrorism (CFT).

615.The FIU should provide feedback to the financidites and other obliged entities over and
beyond the general and statistical information.

3.6.3 Compliance with Recommendation criterion 25.2

Rating Summary of factors underlying rating

R.25 PC » The FIU provides general feedback, but the requestieedback as
o5 2 required by the FATF methodology are not met imtligf the strict
C.29. implementation of the Law.

| nternal controls and other measures

3.7 Internal Controls, Compliance, Audit and Foreign Branches (R.15 and R.22)

3.7.1. Description and analysis

Recommendation 15 (rated PC in the 3“ round MER)
616.The 3° round Mutual Evaluation Report recommended that:

« the AML Actincludes a requirement to degelappropriate compliance management
arrangements; the reporting officer should obeez a compliance officer with broader
responsibilities, appointed at managerial le(le CNB Provision N°1 will need to be
amended accordingly);

e the AML Act includes an audit requirement for AMIFT arrangements and the screening of
employees; and

* the AML and CFT need to be addressed more spdbffitathe various requirements of
internal AML/CFT arrangements.

617.The AML/CFT Law requires obliged entities to estsiblinternal procedures and control to carry
out their AML/CFT responsibilities and obligatior&ection 21 (5) of the AML/CFT Law specifies
the contents of the internal procedures requiredeurSection 21 (1) of the same law. This
includes, inter alia, a detailed checklist of saspis transaction indicators relevant for the given
obliged entity, CDD and identification processate@uate and relevant methods and procedures to
assess and manage risks and perform internal ¢®atrd supervision in respect of AML/CFT and
record retention. There is however no referencat time internal procedures should be
communicated to the employees. Although it can tesymed that such internal procedures are
included within the training programme of staff ¢8en 23 of the AML/CFT Law) there is no
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specific reference to the availability of intermabcedures to employees. However, The Czech
authorities maintain that this requirement couldapplied through the general requirement that
employees have to comply with internal rules.

618.Section 22 of the AML/CFT Law provides for the appiment of a contact person (interpreted to
equate compliance officer by The Czech authoritiegjansmit suspicious transaction reports and
to maintain regular contacts with the FIU, unlesshsresponsibilities is entrusted to the statutory
body of an obliged entity (this is conditional dmetsize, management structure, or number of
employees). Similar to the findings during thér8und evaluation, there is no requirement that the
contact person should be at the management levetedwer, there is no reference in the
AML/CFT Law or other guidance on other respondiieidi of the contact person such as the
determination or filtering of relevant informatifor the purpose of determining whether or not the
information or other matter contained in the regpvies rise to a knowledge or suspicion that a
person may be involved in money laundering or fogdf terrorism. Although Section 21 (5) (f)
of the AML/CFT Law requires that internal procedushould include a description of steps taken
by the obliged entity in respect the appointmenp@&fsons to evaluate a STR, there is no link or
reference that this should be the contact persbnse/responsibilities arising from the law can be
perceived only as a point of contact point with Eé.

619. CNB Decree 281/2008 Coll., applicable to most hat all financial institutions, specifies in
Article 6 (2) that institutions should ensure tip@rsons assessing a suspicious transaction has
access to the relevant information. All the confsasons met on-site, showed broad knowledge of
the AML/CFT framework, their responsibility and a@aped to have access to the necessary
information although it was not apparent whethéral most of them, were in a position to filter
relevant information for STR reporting.

620.Section 21 (5) (d) requires that obliged institntichave adequate and relevant methods and
procedures to assess and manage risks and perfnmmal controls and supervision of compliance
with the AML/CFT Law.

621.Article 8b on management and control system at ahlict No. 21/1992 Coll. of 20 December
1991, on Banks stipulates that in respect of thertal control system, banks shall always have an
internal audit function, based on proportionalitshich carries out ongoing control of compliance
with the bank’s legal obligations, including thosesing from the bank’s internal rules. In this
respect the CNB highlighted that they have someativeoncerns on the quality of internal
coverage of AML/CFT procedures which are generatlyered in a periodical (e.g. 3 years) cycle
and do not necessarily evaluate the whole proc@S& Decree 123/2007 Coll. section 33 (2)
provides for the independence of the internal dudittion.

622.CNB Decree No. 281/2008 Coll. stipulates that, ast pf their internal control activities,
institutions shall, at least once a year, draw upport assessing the institution’s activity in the
field of preventing the legitimisation of the preds of crime and financing of terrorism. The
Decree also stipulates that, as part of the intewrarol activities, institutions shall, at leasice a
year, draw up a report assessing the institutiaatwity in the field of AML/CFT regarding:

» whether the procedure and measures applied byh#tieution in respect of prevention of
the AML/CFT are sufficiently effective; and that

» the institution’s system of internal principles,opedures and control measures had
shortcomings, and what risks this might createtferinstitution.

623.Although the above suggests that this is an intexndit function, it is unclear whether it is the

auditors or contact persons who are obliged toycamt this obligation as the evaluators were
informed that in practice the report is usually mdry the MLRO. The insurance, investment
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companies, investment firms and investment fundscarered by specific sectoral legislation to
ensure an independent audit function. The CNB asstire evaluators that an independent audit
function covers AML/CFT issues and is generallycadeely resourced.

624.Indeed, one institution confirmed that as part®internal audit procedures, it carries out oa-sit
visits of branches to interview staff and revievit@an of transactions.

625.While during the 8 round evaluation, the CNB had stated that in jzacin assessment report is
drawn up by an external auditor, the situation df@nged. According to the CNB, the assessment

report is usually drawn up by MLRO or CPLO suppleted occasionally by the Legal
Department.

626.The notations included in thé*3Viutual Evaluation Report remain relevant. Sec@@nof the

AML/CFT Law specifies that obliged entities shaliganise, at least once every 12 calendar
months, training to all staff members who may ia tlourse of their professional obligations, come
in contact with suspicious transactions, and #llaappointees to such positions shall be trained
prior to taking their appointment. The training llcancentrate on types and features of suspicious
transactions and steps due to be taken in detestioly transactions. Records of participants and
training agenda have to be retained for at leagedys. Although the evaluators were not in a
position to verify such records, on-site intervieindicated that annual programmes (different
programmes differentiated according to grade) afté.h

627.There is no explicit reference in the AML/CFT Law@NB decrees regarding the procedures for
screening employees. However, as a normal pracicgirmed by financial institutions during on
site interviews, institutions confirm the integritf new employees through requiring a clean police
conduct of the prospective employee. Some everireegaw entrants to pass a test on AML/CFT
procedures. One institution stated that in additisaquires screening by a third party and monitor
the new employees during the testing period.

628.The Czech authorities pointed to Section 22 (4thaf AML/CFT Law as authority for the

AML/CFT compliance officer (being below level ofrser management) having direct contact
with senior management. The Czech authorities @tdit that this would allow the compliance
officer to have access to senior management witlloatintermediary of his/her direct line
manager. The provision refers to contact betweercéimpliance officer and the “statutory and the
supervisory bodies”. The evaluators were told thet formulation was intended to cover senior
management of the financial institutions (supemyisboard). Although there may be other
interpretations of this term, the evaluators ac@phe Czech position on this. However, they are
not in a position to comment on how effectivelysthrovision works in the practice.

Effectiveness and efficiency

629.Interviews with contact officers of the financialstitutions met on-site indicated a significant
understanding of responsibilities. All implied thihiey have access to the required information

with some indicating an organisation structure &ngbfurther analysis of STRs submitted by
front office personnel.

630.The CNB confirmed that they ascertain that inspgeatstitutions do have an internal policy. In
turn, all obliged institutions interviewed on-sg&ated that they submit their internal procedures
and controls to the FIU in line with the AML/CFT Waequirement (Section 21 (6)). Some contact
persons indicated that were more comfortable withle-based approach rather than a risk-based
one with many indicating that they receive little o feed back from the FIU on risk-based
consideration which they considered would be useful
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631.All institutions interviewed stated that they camyt regular training programs to employees
(some also require new entrants to pass an AML/@Eedure test). The FIU provides regular
trainings to obliged persons. It stated that ttenings provided, complemented by on-going
discussions resulted in a higher quality of STRd eonsequently higher quality of notification
sent to the law enforcement authorities. This isnboout by the statistics. Moreover, all
interviewed financial institutions confirmed thdtey are satisfied with the cooperation and
contribution provided by the FIU in respect of iag provided to staff, providing typologies for
discussion.

Recommendation 22 (rated NC in the 3 round MER)

632.At the time of the on-site visit, there was onljimited number of branches of Czech financial
institutions operating abroad (concerning the baglsgector for instance, only one subsidiary and
one branch of a Czech commercial bank is locatedaab- both in Slovakia- and thus subject to
the Slovak AML/CFT requirements).

633.Though in comparison with the situation at the tiofighe third round evaluation there is some
progress made in regard to foreign branches amsldiabes of financial institutions there are still
deficiencies in place that have not been addressed.

634.Financial institutions in the Czech Republic amguiesd to ensure that their foreign branches and
subsidiaries located in countries that are not negmbf the EU or the European Economic Area
apply the practice of customer due diligence ammbne keeping in the scope that is at the least
required by the law of the European Communitiest{8e 25(4)). This requirement applies to part
of the FATF recommendation (5 and 10) and doesrt#nd the requirement to all of the FATF
Recommendations.

635.There is no such requirement in respect of branahdssubsidiaries of the institution located in
EU Member States. The Czech authorities explaihatit is presumed that AML/CFT obligations
in EU Member States are equivalent to those exjstirCzech Republic due to the fact that all EU
Member States are obliged to implement the third LABFT Directive, hence branches and
subsidiaries of Czech Republic are considered talbe obliged entities under the relevant
AML/CFT legislation of other EU Member States. Netieless, such obligation should be applied
also to branches and subsidiaries in other EU MeStades.

636.Financial institutions in Czech Republic are regdito inform the Ministry when a foreign
branch or subsidiary in countries that are not membf EU or the European Economic is unable
to observe appropriately the practice of custonuer diligence and record keeping because this is
prohibited by local (i.e. host country) laws, (Sect25(4)).

637.In such a case of discrepancy between Czech artdchaostry regulations, the obliged entity
shall adopt appropriate supplementary measureffdctigely mitigate the risk of exploitation for
the legitimisation of proceeds of crime or finamgiof terrorism, and to prevent the transfer of
these risks to the territory of the Czech Republid other member states of the European Union
or the European. There is, however, no requirertieapply the “higher standard” as required in
essential criteria 22.1.2. Once again this requargns limited to “third countries”.

638.As mentioned above, the Czech institutions havey Vienited presence outside the Czech
Republic. As for subsidiaries or branches (that @moviding banking services) of Czech banks
outside the Czech Republic, there is only one slidosi (located in Slovakia) and one branch (also
in Slovakia). It was not sufficiently clear whettsrch subsidiaries/branches are required to apply
consistent CDD measures at the Group level.
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Effectiveness and efficiency

639.The limitation of this requirement to subsidiarasd branches in third countries (e.g. non-EU)
significantly limits its scope. Overall this has raaterial impact on the effectiveness of
Recommendation 22 on branches and subsidiarieatopgputside of Czech Republic.

3.7.2. Recommendation and comments

Recommendation 15

The FIU should consider making an explicit refeeenequiring obliged entities to make
available the internal procedures to its employees.

The AML/CFT Law or CNB Decree should be amendedequire that the contact
officer should be appointed at managerial levehilite relevant responsibilities, which is
currently limited in scope to be the contact penaith the FIU.

The FIU should consider issuing guidelines to dgeeghat is required and the necessary
procedures for the contact person to carry outdsponsibilities effectively. Furthermore,
these guidelines should describe the necessaryrotomieasures, including required
monitoring systems and provide greater guidanceltuat is actually expected from a risk-
based approach.

A legal requirement should be introduced ensurag obliged entities screen prospective
employees to ensure high standards.

To amend the law that requires different obligatiam respect of “compliance officers”
(Contact person) to small and larger obliged es#titind standardise requirements.

Recommendation 22

It is recommended to extend the requirement in i@ec25(4) to the FATF
Recommendations in general, and not only to recamdat@ns 5 and 10.

A requirement should be introduced to ensure obsg®&ML/CFT measures in respect of
branches and subsidiaries of the institution |latdte EU Member or the European
Economic Area.

A requirement should be introduced to the effeétt tvhere the minimum AML/CFT
requirements of the home and host countries ditbeanches and subsidiaries in host
countries should be required to apply the highandsdrd, to the extent that local (i.e. host
country) laws and regulations permit.

3.7.3. Compliance with Recommendations 15 and 22

Rating Summary of factors underlying rating

R.15

PC » There is no enforceable requirement that the canpd officer should b
appointment at a managerial level with extendegaad responsibilities;

» Within the limited scope of responsibilities of tbentact person it is ng
evident that these should have timely access tonwdtion;

» There is no requirement that the contact persoeqsired to filter STRs ;

» There is no requirement that obliged entities sthanbke available th
internal procedures to the employees;

» There is no legal obligation on obliged entitieguieing them to put in
place screening procedures to ensure high standatten hiring
employees;

* In respect of smaller obliged entities, compliarfcentact) persons afe
delegated to a statutory body of the obliged eiti

D

—

D
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Rating Summary of factors underlying rating
R.22 LC » There is no requirement to ensure that foreign divasm and subsidiaries
observe AML/CFT measures consistent with the FABEdmendations
in general;

» No requirement to apply the higher standard whegeirements differ;

* Requirement to ensure observing AML/CFT measuresreispect of
branches and subsidiaries is limited to institwiolecated in “third
countries”.

3.8 The Supervisory and Oversight System - Competent Ahorities and SROs /
Role, Functions, Duties and Powers (Including Sanicins) (R.23, 29, 17 and 25)

3.8.1 Description and analysis

640.According to Section 35 of the AML/CFT Law, the N&itry (FIU) has overall responsibility to
ensure that all obliged financial and non finandiadtitutions comply with the obligations
contained in the AML/CFT Law. In addition, varioaathorities and SROs have responsibility in
their specific industries, as described below.

641.The Czech National Bank (CNB) is responsible fonegal supervision of the entire financial
market in the Czech Republic (Article 44 of the Atb. 6/1993 Coll., on the Czech National
Bank). The entities which are supervised by the QB responsibility for some of these entities
was transferred to the CNB in April 2006) are:

» Banks, foreign bank branches, credit unions, eda@rmoney institutions, branches of
foreign electronic money institutions, small-scalectronic money issuers, payment
institutions and small-scale payment service prergdand of the sound operation of
the banking system;

* Investment firms, securities issuers, the centegdoditory, other entities keeping a
register of investment instruments, investment camgs, investment funds, settlement
system operators, organisers of investment instntinmearkets and other persons
specified in special legal rules governing capitarket undertakings (Act No. 15/1998
Coll., on the securities market supervision);

* Insurance corporations, reinsurance corporatioessipn funds and other entities
active in insurance and private pension schemesiput to special legal rules (Act No.
277/2009 Coll., on insurance, Act No. 42/1994 Calh private pension insurance, and
Act No. 38/2004 Coll., on insurance intermediadad independent loss adjusters);

» The safe, sound and efficient operation of paymsgatems pursuant to a special legal
rule (Act No. 284/2009 Coll., the Payments Act);

» The activities of other entities that have a lieeme registration pursuant to special
legal rules (i.e. mainly exchange bureaus, Act Ri®/1995 Coll., Foreign Exchange
Act).
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Recommendation 23 (23.1, 23.2) (rated PC in the 3 round MER)

642.In the CNB, there are two specific departmentshefgsupervisor which do assessment: the On—
Site Supervision Division and the Off-site SupeannsDivision. These two divisions work closely
with one another on a daily basis (according tocitmumstances).

643.Section 35 (1) of the AML/CFT Law specifies thatetrlU is the supervisory authority
responsible for administrative supervision in respé AML/CFT. Moreover, the CNB also carries
out supervision for institutions subject to Act 62993 Coll.

644.Section 37 (2) of the AML/CFT Law empowers relevambfessional chambers (relating to
lawyers, public notaries, auditors, licensed exasuaind tax advisors) to check compliance with
the AML/CFT Law upon a written motion by the FIUo &r, no inspection was carried out under
Section 37. The evaluators were informed that titention of this section is to clarify facts
regarding STRs and not to require an inspectidretoarried out.

645.Most of the supervisors had no particular diffigud have the entities under their supervision to
comply with the AML/CFT regime. However in practitikere are differences in the tools and
motivation of the various supervisors. In genetiad examiners felt that some chambers should
increase their oversight of the DNFBP under thejresvision.

Recommendation 29 (rated C in the 3 round MER)

646.There was almost no change in this area from thsithwwas described in the®3round
evaluation report. The FIU remains the universgesusor. The CNB has assumed a wider remit
since the last evaluation for inspection of theficial sector generally. Their powers in relation t
R.29 remain as previously described and are limitedompelling documents from the entities
concerned in the particular inspections.

647.FIU powers to perform administrative supervisioe get out in Section 35 of the AML/CFT
Law. Under the Law, the Ministry (FAU) is the resgible authority for administrative
supervision of compliance with the AML/CFT Law. 8en 35 does not set out the powers of the
FIU in respect of administrative supervision. Tdese to be found in the Act on State Inspection
N° 552/1991 Coll. The FIU advised that they havealer access to information from all obliged
entities (except where professional secrecy appfissh as lawyers) and can carry out on-site
inspections.

648.As mentioned in Section 35 (1), the compliance witligations set out in the AML Act may be
by another supervisory institution, such as the CRB®m the information provided on site, the
examiners understood that the CNB has the powszdoest additional information and to carry
out on site inspections to review policies, procedubooks and records and to carry out sample
testing. The CNB can compel the production of doent® (without a court order) in respect of all
documents relating to accounts, business relatipsshnd transactions, though it is unclear
whether there is a power to sanction for refusalisolose information t a supervisor.

649.The FIU, the CNB and the other financial supenddmave generally the means and authority to
obtain from the financial institutions and/or theianager’s or comply with requirements (they can
draw their attention to the insufficiency, issuermiags or reprimands etc.).

650.Under Section 36 of the AML Act the FIU has the powo point out insufficiencies of obliged
entities, discuss them, and propose necessary ebawhen the obliged entity does not conform
to minimum standards, the FIU has the power to lmsnghem and (in extreme cases) revoke a
business licence.
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651.By virtue of the AML Act (section 45-51), the Filar impose and levy fines in case of non
compliance with the Act. These sanctions only mapla to the entity, not their managers,
directors or employees. The issue of sanctions@ned in detail under Recommendation 17
underneath.

Recommendation 23 (rated PC in the 3" round MER)

652.From 2007 to (May) 2010, the CNB carried out altof&5 on-site targeted inspections relating
to AML/CFT in the financial sector (not includingm-bank foreign exchange). This is an average
of 18 on-site inspections per year. Considering tia CNB supervised on average 345 financial
institutions during the period 2007-2009, this irplthat the CNB carries out an on-site inspection
on AMLCFT issues on average once every 20 yeardnpétution. In this respect, it is noted that
on-site inspections within banks, which accountdbout 50% of all the assets in the financial
sector, the CNB has carried out an on-site inspeatn 3 banks per year (compared with the
average of 38 banks in the system during 2007-2009% implies that only about 8% of the banks
are covered each year, i.e. one bank inspectiary &2eyears (see table 2 in para 41 and para 706).
The inspections carried out at other financialifogons are even lower than that carried out in
respect of banks.

653.The Czech authorities consider that the numbernepéctions are commensurate with the
risk-based approach since they focus on thosdtitistis which are determined to have the highest
risk, including that related to ML/FT. In this resg, the CNB informed the evaluators that it takes
into account a number of risk factors supplemebtedxpert knowledge to determine the focus of
risk-based inspections. However, it was not cleathe evaluators how, in the absence of a
(national) analysis to determine the most riskyt@scwithin the Czech Republic, the authorities
are in a position to ensure that the most riskyoss@re targeted. It was also unclear how the risk
is applied to determine the supervisory focus dwedallocation of resources. In this respect, it was
difficult for the evaluators to reconcile how tHengthy) inspection cycle can catch all financial
obliged entities at some point. Overall the absesfca (national) risk assessment strategy to
determine the most risky areas in terms of ML/Fiie tcurrent approach to determine the
supervisory focus together with the very long irtdjps cycle can result in some sectors of the
financial institutions effectively being outsideethsupervisory scope. The Czech authorities
contend that the supervisory concept is princilsedl rather than rules based. However, the
absence of a strategy to identify the most risleaarfor MLFT, the long cycle and the low number
of inspections, together with the low level of itl&ead infringements, gives rise to a perception
that the risk-based approach undertaken in the KCERepublic is very light touch and may
potentially result in risky areas not being targete

654.The representatives of the CNB mention that eadit aeport is transmitted also to the FIU to
obtain their feedback.

Recommendation 29 (rated C in the 3" round MER)

655.1t seems that the supervisors have broadly adeguaters to monitor, conduct inspections and
enforcement of sanctions, to ensure compliance ibgné€ial institution. In practice, no
administrative fines have been imposed by the Filthe request of the CNB or on FIU’s own
initiative. As noted, its unclear whether thereaispower to sanction for refusal to disclose
information to a supervisor and sanctions do nptyafor managers and directors.
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Recommendation 30 (all supervisory authorities) (rated LC in the 3 round MER)
Recommendation 30

656.There are 30 staff who carry out on-site inspesticn the banking sector, 3 of whom are
AML/CFT experts, and there are 50 staff that cawy on-site inspections in the non banking
sector (insurance, securities market etc.), 5 afrware AML/CFT experts.

657.The Supervisory Division of the FIU at the timetlé onsite visit comprised a Head plus 3 staff
members.

Recommendation 17 (rated PC in the 3 round MER)

658.The 3" round mutual evaluation established that crimisahctions are not available in respect
of non-compliance with the AML/CFT requirementd the AML/CFT law. Administrative
sanctions were provided for in respect of both ratand legal persons. Sanctions could only be
imposed on the business entity itself (whetlteris carried out by a legal person or a
self-employed natural person) which meant thahagars and employees were not directly
sanctionable. The overall situation remains vemilar to the situation established during thé 3
round evaluation.

659.These criteria require countries to ensure thacéffe, proportionate and dissuasive criminal,
civil or administrative sanctions are availabled&al with natural or legal persons covered by the
FATF Recommendations that fail to comply with naibAML/CFT requirements.

660.The AML/CFT Law provides for administrative sancigoin the event of:

i.  Violation of the obligation of confidentiality ($gon 43);

ii. Failure to comply with the requirement to perfordentification and customer due
diligence (Section 44);

iii. Failure to comply with the obligation to inform tlee FAU all information on transactions
requiring identification or transactions investigit by the Ministry, together with
documentation and information on persons takingjipasuch transactions (Section 45);

iv. Failure to comply with the obligation to suspenaamsaction (Section 47);

v. Failure to comply with the obligation of preventionrespect ofinter alia internal rules,
ensuring regular training to employees, enteiimig a corresponding bank relationship
against the provisions of the AML/CFT Law (Sect#8);

vi. Failure to comply with obligations relating to ansfer of funds (Section 49); and

vii. Failure to comply with the obligation to declareridg a cross-border transport of cash
(Section 50).

661.Administrative fines may be imposed on natural pess All the other administrative penalties
can only be imposed on obliged entities. The Fldficmed that the situation remained similar to
that of the % round evaluations in that breaches by naturalopersre sanctionable through the
internal disciplinary arrangements of the entitheTFIU contends that its counterparty for
AML/CFT purposes is the obliged legal entity and @ natural person. Thus, as also established
in the 3 round evaluation, managers and employees remaidinectly sanctionable.

662.The range of fines that are stipulated by the lensat out in the following table:
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Table 22: administrative fines for Breach of AML/CFT Law

If breach makes it more difficult to
Administrative fines identify or seize the proceeds of
AML/CFT Law (up to) crime, or make the financing of
terrorism possible (up to)

CzZK £* CzK €*
Sect. 43 Violation of the
confidentiality 200,000 7,800 1,000,000 38,900

1,000,000to | 38,900 to

Sect. 44 CDD 10,000,000 389,000 50,000,000 1,946,000
Sect. 45 Failure to respond to
FIU request 10,000,000 389,000 50,000,000 1,946,000
Sect. 46 Failure to report STR 5,000,000 194,600 50,000,000 1,946,000
Sect. 47 Failure to suspend the
EnsEEan 1,000,000 38,900 50,000,000 1,946,000
Sect. 48 Failure to comply with
other preventive obligations 1,000,000 to 38,900 to
(e.g. internal rules, training, 5,000,000 194,600 50,000,000 1,946,000
etc.)
Sect. 49 Failure to comply with
wire transfer regulation 10,000,000 389,000 50,000,000 1,946,000
Sect. 50 Cross border disclosure 10,000,000 389,000 50,000,000 1,946,000

* rate of exchange €/CZK 25.695 (11 June 2010)

663. The evaluators consider that the administrativesfimay not be persuasive enough; particularly
since a fine less than the maximum may be imposédoaly upon legal entities (except for
Sections 43 and 50 of the AML/CFT Law).

664. Moreover, the evaluators were informed that no adtrative fine has been imposed since
2008. The evaluators noted that for the equivalpetiod in the % Round MER 54
administrative fines amounting to € 1,522,000 hadrbimposed. The CNB indicated that the
general policy is preventive. After onsite inspecs, the CNB provides letters to the inspected
financial institutions requiring remedies for idéed shortcomings as a first step, which
include a deadline for their fulflment. The evelus were told that the CNB can check
whether the necessary rectifications had been rtadagh various offsite procedures and, as
necessary, follow-ups. The CNB advised the evateatbat in the relevant period of this
evaluation no proposals had been made by the itispgeams to the CNB management for

administrative fines and therefore that no suclppsals were made to the FIU.
665.In this context, it is also noted that Section BPAML/CFT Law states that:

a legal person shall not be liable for an admirasive offence if it proves that it had
expended all reasonable effort to prevent the tiataof the legal obligation.

666. According to information provided by the authomtiénfringements were identified in 12 credit
institutions and life insurance companies and Biwiinvestment firms, investment companies,
investment funds and pension funds category fralaruary 2008 to 31 May 2010. The 12 and
3 institutions respectively may not necessarilydiferent institutions in which infringements
were identified. The table below shows the categbion of the infringements.
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Table 23: Categorisation of the infringements

In investment

: firms, In
e —— companies, foreign
companies investment exc.h.ange
P funds and entities™
pension funds
Client Identification
-compliance of everyday practice with its descaptin 74
internal rules 1 -
- carrying out customer identification - 1
Client Acceptability Rules/Policy (CAP)
-definition of conditions for not entering into aiiness
relation or terminating such relation 1 - -
-compliance with CAP in practice 1 - -
CDD + Know Your Customer Rules
-identifying of risk factors in the case of (i) neslients
and (ii) during a business relation with a client
»risky country of origin of (i) the client, (ii) the
beneficial owner, (iii) the person with which the 11
client executes a transaction -
»client’s non-transparent ownership structure 4
» origin of the client’s funds 2 -
-assessment of a client’s risk profile 1 -
2 -
Client’s Risk Categorisation
-discharging clients, risk categorisation in preeti 5 - -
-updating clients, risk categorisation 3 - -
Availability and sharing of information about risk
clients among relevant employees 2 - -
Definition of procedures to be applied in respectforisk
clients
-definition of more strict procedures 4 - -
-compliance with these rules in practice 4 - -
Checking against Sanction Lists
-all (i) clients, (ii) beneficial owners,(iii) pevgs with
which the client executes a transaction are subpéqgt
checking 4 - -
-up-dating Sanction Lists 5 - -
Suspicious Transactions Record Keeping
-completeness of record keeping 1 -
-re-traceability (audit trail) 1 -
- compliance of everyday practice with its desdoiptin
internal rules - 1 -
Software support of monitoring and suspicious
transaction detection
-all transactions of all clients are subject o§t8W tool
-efficiency of scenarios & criteria of SW toaql, 1 - -
appropriateness of limits
-investigation of alerts 2 - -
-re-traceability of investigations of alerts 2 - -
2 - -

18 period covered is 1 July 2009 to 31 May 2010.
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In investment
. firms, In
Iﬂn?gggzncdr?i?g investmgnt non-t_)ank
3 companies, foreign
insurance ]
companies investment exc_h_ang;a
funds and entities'
pension funds
Procedures from suspicious transaction detection Iti
suspicious transaction report
-re-traceability of procedures 3 - -
-staff awareness of their duties in the STR repgrti
process 1 - -
Internal AML Rules
-compliance with AML legislation 4 - 344
-mutual compliance within internal rules 3 -
AML Training
-organisation of training
> definition of job position of obliged persons for
AML training 1
> fulfillment of all training requirements in pracéic
» frequency of training 2 -
» keeping records of training - 2 189
-content of training - 2
» encompassment of concrete procedures according 1
to the AML internal rules -
» encompassment of concrete types of suspicious 2 -
transactions
1
AML Assessment Report (AS)
-elaboration of the AS 1 - -
- submission of AS to the statutory body 1 - -
-compliance of AS content with the AML Decree 4 - -
MLRO
-Control activities of MLRO (as a part of the ording
activity)
within the institution 4 - -
-Appointment of MLRO - - 124
Internal audit activity in AML area
-all AML sub-areas are subject of internal audit 3 - -

667.The relatively high administrative fines can lapplied in the case of violations which

result in more serious cases which deter the ifileaiion or seizure of the proceeds of crime, or
make the financing of terrorism possible. Thenedssituation involving gross negligence or intent,
which remains non-sanctionable. In the event of sdenml, gross or repeated violation of the
obligations under the AML/CFT Law, under Sectiont86é FIU can lodge a motion to terminate or
revoke a licence of an obliged entity.

668.The FIU like the CNB has, since the implementatibithe 2008 Act, taken a preventive stance

so far as AML-CFT infringements are concerned amaghbt the rectification of mistakes rather
than imposing fines. As such they would consideediand financial sanctions only in the event
that the obliged person does not correct the mastak deficiencies defined in letters of warnings
that result from the corresponding inspections.aBee all obliged persons corrected mistakes and
deficiencies described in those warnings, no foresanctions have been imposed. In fact, the FIU
emphasises that the AML/CFT law is targeted mornerevention than sanctioning, and warnings
are framed more in the form of methodological aelviburing the on-site interviews, the FIU
stated that the Supervisory Division, responsiblesiinctioning, became fully operational only in
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April 2010. Prior to that, there was only one peragailable to check internal rules and he was not
able to deal with the issue of sanctions follomegommendations by the CNB. As noted above,
the CNB confirmed it had not made any recommendatior sanctions to the FIU.

669.The FIU is nonetheless able to impose financiattams. Under Section 36 of the AML/CFT
Law the Ministry (FIU) has the possibility of lodj a motion to terminate or revoke a licence for
business or other gainful activities to the autlyorthich has the power to decide on revocation.
The evaluators understood this power did not apgplhfinancial institutions such as banks,
brokerage companies, etc. but could be used farated violations of the AML/CFT Law by
individuals or legal persons not exempted by Sacdd (lawyers, notaries, etc.). The FIU has no
formal powers to issue instructions or warningsutyh in practice the evaluators were advised that
they had done so. The range of sanctions doesppetato be extensive or proportionate enough,
as financial sanctions may not be the most apmtgpsanction in all cases. Similarly there is no
possibility of criminal sanctions as yet.

670.The FIU informed at the time of the onsite visiattit had carried out off-site reviews only on
Systems of Internal Rules and issued a number ofimgs for rectification as indicated in the
Table below. The FIU was not in a position to irdécthe number of off-site reviews by sectors
but informed the evaluators that it carried out,2866, 316 and 81 reviews during 2007, 2008,
2009 and in the®iquarter of 2010 respectively.

Table 24: Number of off-site inspections, identifid violations and warnings by the FIU

2007 | 2008 | 2009 | 2010

(05.10)
Number of inspected Internal Rules N/A N/A N/A N/A
Banks e 19 23 82 | 4
violations identified
Number of written warnings 19 23 82 4
Number of inspected Internal Rules N/A N/A N/A N/A
Cooperative saving e I G
; ; umber o
Qreredittnions s s otions identied 13 3 28 1 0
Number of written warnings 13 3 28 0
Number of inspected Internal Rules N/A N/A N/A N/A
Electronic Money Number of AML/CFT N/A N/A NA | N/A
Banks violations identified
Number of written warnings N/A N/A N/A N/A
Number of inspected Internal Rules N/A N/A N/A N/A
Number of AML/CFT
. o . o 6 2 1 0
Insurance companies | violations identified
Number of sanctions 6 5 1 0
(written warnings)
Number of inspected Internal Rules N/A N/A N/A N/A
n Number of AML/CFT
Investment firms violations identified N/A N/A N/A | N/A
Number of written warnings N/A N/A N/A N/A
Number of inspected Internal Rules N/A N/A N/A N/A
. Number of AML/CFT
Securities issuers violations identified N/A N/A NIA | NIA
Number of written warnings N/A N/A N/A N/A
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2010
2007 | 2008 | 2009 (05.10)
Number of inspected Internal Rules N/A N/A N/A N/4
— Number of AML/CFT
Central depositories violations identified N/A N/A N/A | N/A
Number of written warnings N/A N/A N/A N/A
Other entities Number of inspected Internal Rules N/A N/A N/A N/
keeping a register of | Number of AML/CFT NA | NA | NA | NIA
investment violations identified
instruments Number of written warnings N/A N/A N/A N/A
Number of inspected Internal Rules N/A N/A N/A N/4
Investm_ent N_umper of AM IT{CFT N/A N/A NA | NA
companies violations identified
Number of written warnings N/A N/A N/A N/A
Number of inspected Internal Rules N/A N/A N/A N/4
Number of AML/CFT
Investment funds violations identified N/A N/A N/A | N/A
Number of written warnings N/A N/A N/A N/A
Number of inspected Internal Rules N/A N/A N/A N/4
Settlement system \';:gg‘gg;:‘; cﬁal\r?tlﬂ‘/iggT N/A N/A | N/A | N/A
operators
Number of written warnings N/A N/A N/A N/A
Organisers of Number of inspected Internal Rules N/A N/A N/A N/4
investment MITFISET if A% LU= NA | NA | NA | NA
instrument markets | Violations identified
and other persons specified
in special legal rules Number of written warnings N/A N/A N/A|  N/A
governing capital market
undertakings
Number of inspected Internal Rules N/A N/A N/A N/4
Others of which Number of AML/CFT
-Providers or mediators of | violations identified 41 16 125 48
payment services : : 41 16 125 48
-Leasing providers Number of written warnings
-Non — banking subjects | - Providers or mediators of payment services| 6 3 7 4
- Leasing providers 5 1 38 1
- Non — ki ject:
on — banking subjects o8 11 7o 42

N/A: Not available

671.Section 44 of Act No. 6/1993 Coll. grants the CNBBver to exercise supervision over financial
institutions and to impose remedial measures andlpes pursuant to this Act or a special legal

rule. The remedial actions included in Section #the same Act specify that:

(1) Should the Czech National Bank detect any tiiaof this Act, another legal rule or a
provision issued by the Czech National Bank by ratityespecified in Article 24(b), it shall
order the entity to abandon the incorrect procedoréerminate its operations.

(2) The entity referred to in paragraph 1 shallarmh the Czech National Bank that the

shortcomings have been eliminated without undueaydelfter the elimination of the
shortcomings or immediately after the terminatidiit®operations.

(3) The regulations on administrative proceedinkallsnot apply to the procedure referred to in

paragraph 1.
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672.Act No. 21/1992 Coll. of 20 December 1991, on Baekgpowers the CNB to take remedial
measures and impose penalties on banks in resppaidential measures according to the nature
of the shortcoming. The CNB has a range of sanstiavhich it can apply only for normal
supervisory/regulatory breaches, including to:

» demand that the relevant bank remedies thgation within a specified period, or
rectify the shortcoming in its activities, by resting some of its permitted activities,
ceasing non-permitted activities or other operaioaplacing management or members of
the bank’'s supervisory board, bringing the arrarmy@s) strategies, processes and
mechanisms into compliance with the Act;

» order an extraordinary audit at the expense ob#mk or foreign bank branch concerned,;

» impose a fine of up to CZK 50,000,000.

673.In the case of serious shortcomings under Axtdel (1) of the Act on Banks, the CNB can also
revoke the bank’s licence “in the event of shortioas in the activities which include failure to
comply with, or circumvention of, the Act oariks, special legislative acts and legal rules. The
shortcomings include failure to comply with, oratimvention of, this Act, special legislative acts,
legal rules and the provisions issued by the C2¢ational Bank. These sanctions can only be
made against the institutions concerned.

Table 25: AML/CFT Inspections by Czech National Bak

2010
2007 2008 | 2009 (05.10)
Number of AML/FT inspections 1 5 3 2
Banks
Number of AML/CFT violations identified N/A N/A M N/A
Cooperative | Number of AML/FT inspections 4 Nil 2 1
saving or credit
unions Number of AML/CFT violations identified N/A Nil M N/A
Electronic Number of AML/FT inspections Nil Nil Nil Nil
Money Banks Number of AML/CFT violations identified Nil Nil Ni Nil
Insurance Number of AML/FT inspections Nil Nil Nil 3
Companies Number of AML/CFT violations identified Nil Nl | Ni | NA
Number of AML/FT inspections
i 9 5 4 4
Investment firms
Number of AML/CFT violations identified N/A N/A MY N/A
Securities issuers Number of AML/FT ins_pect_ions. _ N/A N/A N/A Nil
Number of AML/CFT violations identified N/A N/A MY Nil
Central Number of AML/FT inspections N/A N/A N/A Nil
depositories Number of AML/CFT violations identified N/A N/A MY Nil
Other entities Number of AML/FT inspections N/A N/A N/A Nil
keeping a
(T O Number of AML/CFT violations identified N/A NA| W | Nil
investment
instruments
Investment Number of AML/FT inspections 3 1 1 1
companies l\!uml?er of - I.‘/.CFT Nil Nil Nil Nil
violations identified
Investment funds Number of AML/FT inspections 4 2 3 _NiI
Number of AML/CFT violations identified Nil Nil Ni Nil
Pension funds Number of AML/FT inspections 4 2 1 _NiI
Number of AML/CFT violations identified Nil Nil Ni Nil
Settlement Number of AML/FT inspections N/A N/A N/A Nil
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2010
2007 2008 | 2009 (05.10)
system operators | Number of AML/CFT violations identified N/A N/A MY Nil
Organisers of Number of AML/FT inspections N/A N/A N/A Nil
investment
instrument
markets and
other persons
specified in Number of AML/CFT violations identified N/A N/A MY Nil
special legal
rules governing
capital market
undertakings
N/A: Not available

674.The CNB became responsible for on-site inspectreteting to AML/CFT issues for a wider
spectrum of obliged entities since the integratbihe then independent supervisory authority in
2006 and further since the adoption of the AML/CEaw. It is noted, however, that AML/CFT
specific inspections were low. However, the CNBoimied the evaluators that it includes
AML/CFT inspections within the full on-site inspemts. A number of the banks and insurance
companies verified that such inspections includé@timvthe full on-site inspections are thorough
and incorporate a wide spectrum of AML/CFT iss@ssset out in the tables above.

675.1t is only the FIU that can apply penalties/santiion obliged entities in respect of AML/CFT
failures. The CNB can impose sanctions in respeabomal prudential and supervisory failures,
including failure of internal control regulatioris.in fact, proposes corrective measures to thé Fl
and verifies compliance with the corrective measuharing a subsequent on-site inspection. The
CNB informed the evaluators that in 2009 it hadigssone demand for such rectification to a bank
to remedy a situation within a specified period.

676.The interviewed institutions stated that AML/CFBjrections are carried out in conjunction with
full on-site inspections but consider that the vate AML/CFT inspections are quite thorough.
The inspections in respect of interviewed banksvearried out between 2006 and 2008.

677.This is covered by Section 35 of AML/CFT Law.
Effectiveness and efficiency (R.17)

678.The sanctioning regime is only an administrative emno criminal sanctioning is possible. The
administrative sanctioning regime is however naipprtionate in terms of range of sanctions that
can be applied. The financial sanctions that caappied can be quite low since a minimum is not
specified and the maximum, in turn, is low in sooases. In any event, the evaluators were
informed that no financial sanctions have been gepo This raises serious questions about the
real effectiveness of the sanctioning regime. Meeeothere are no direct sanctions applicable to
directors, managers and employees which would eagewatural persons to be more thorough in
the conduct of their AML/CFT duties. This too lisithe effectiveness of the sanctioning regime.

679. The FIU argued that the threat of sanctions idsielf a persuasive tool for obliged entities to
carry out their duties properly. However, as notetfines have been issued.

Recommendation 23 (rated PC in the 3 round MER)

680.Regarding Recommendation 23.3.1, prior to issuinicence, the CNB examines whether
persons having a “qualifying holding” (i.e. 10%rapore, or which makes it possible to exercise a
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significant influence over its management) in tlalbare trustworthy and competent to exercise
shareholder rights in the bank’s business actwifigee Article 4(5)(c) of the Act on Banks
6/1992). After the licence is granted, any (poththareholder needs the consent of the CNB to
obtain a ,qualifying holding, or to increase itddiog over the thresholds of 20%, 30%, 50% or
obtain control (see Article 17a(3) of the Act onnBa 6/1992). Furthermore, prior to issuing a
licence the CNB examines whether the proposed nemsagre trustworthy, competent and
sufficiently experienced (see Article 4(5)(d) oktlict on Banks 6/1992). After the licence is
granted, the bank must inform the CNB in advancamnyf changes and provide the CNB with the
necessary documents to assess their trustworthicesspetence and experience (see Article
16(2)(b) of the Act on Banks 6/1992 Coll.). Moreaiks are given in paragraphs 693-695 of tHe 3
round MER.

681.Similar provisions, regarding Recommendation 23.8r& in place for: branches of foreign banks
(see Article 5(4) and Article 16(2)(b) of the Aat 8anks 6/1992 Coll.); saving and credit unions
(see Article 2(a)(4) and 2(b) and Article 7(7) b&tAct on Credit Unions 87/1995 Coll., insurance
or reinsurance company (see Article 13(6),19(2)(1236(6),41(1) and 42(1) of the Act on
insurance 277/2009 Coll.); branches of foreign fiasoe or reinsurance companies (Act on
insurance 277/2009 Coll.; exchange bureaux (Foreigiange Act 219/1995 Coll.); investment
companies or investment funds (Act on Collectiveektments 189/2004 Coll.); investment firms
or foreign investment firms or investment interngeis or tied agents (Act on Capital Market
Undertakings 256/2004 Coll.); payment institutimrselectronic money institutions (Act on The
Payment 284/2009 Coll.) and others. The CNB empbddhat the "fit and proper" criteria for the
managers of insurance companies and brokers & ragw and did not exist at the time of tffe 3
round visit. These provisions apply to all new maice undertakings that are created. The existing
insurance undertakings are under a primary dutgdwise the regulator if there are significant
changes in respect of the “fithess and properness”.

682.Directors and senior management of financial iagtihs subject to Core Principles appear to be
evaluated on the basis of “fit and proper” critérialuding those in the executive or supervisory
boards, councils, etc. of financial institutionsholigh the previous MONEYVAL report
recommended more consistency in the applicatiaheffit and proper” criteria to this aspect of
market entry the inquires that are made still difmong the financial institutions subject to Core
Principles.

683.Undertakings of all of the regulated activities rikiag, insurance, credit unions, etc.) are
regulated by special acts (Act no. 21/1992 Catle Banking Act; Act No. 277/2009 Coll., on
insurance; Act no. 87/1995 Coll., the Act on Crdditions; etc.) In these acts, the supervisory
powers are specified in detail for each specifisiess activity.

684.Concerning criteria 23.5, 23.6 and 23.7, the CNBhes authority responsible for licensing and
supervision of all foreign exchange businessesamchoney or value transfer services (the FIU
has supervisory responsibilities for AML/CFT purpsk

685.According to the legislation in effect until 31 Augg 2008 (Act No. 61/1996 Coll.), the CNB
supervised non-bank foreign exchange entities ®XHicences (FX licence for selling of foreign
currency in cash, FX licence for providing of morssyvices, FX licence for performing of non-
cash transactions) and also non-bank foreign exghentities with a licence deed purchasing of
foreign currency in cash. This remains unchangedem@ that the non-bank foreign exchange
entities with FX licence for selling of foreign cancy in cash and the non-bank foreign exchange
entities with the licence deed for purchasing akifgn currency in cash have been transformed
into non-bank foreign exchange entities with thgigeation for foreign exchange business in cash
(purchasing and selling foreign currency in ca$he above-mentioned registration is also granted
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by the CNB. Since 1 September 2008 (according oAttt No. 253/2008 Coll.) all kinds of non-
bank foreign exchange entities have been supertigéoe CNB.

686.From 2009 untill May 2010 the CNB carried out aatodtf 510 onsite examinations of non
banking foreign exchange bureaus. These examirsatimhnot specifically target AML/CFT. The
evaluators were not given additional information lmow many, if any, of these examinations
targeted AML/CFT issues.

687.As described in theBround MER, all financial institutions, once licesand authorised to
operate, are subject to the AML/CFT Law and tortdevant sector-specific regulations, as well as
to general supervision (criterion 23.1). The fdwttthe FIU has a parallel supervisory power
requires additional efforts in terms of coordinatibut it also prevents any loophole in the
supervision/control system. As noted in the commemtcriterion 23.7 in particular, and as
mentioned also in the™3round MER,there is no lower risk-based approachapplicable to the
financial sector on the basis of AML/CFT considenas.

688.The largest share of the banking sector in the IERmpublic is owned by foreign banks (France,
Germany, United States, etc.). Only one small bauokvned by Czech entities.

On-going supervision and monitoring

689.As mentioned in the 8round MER, banks, insurance businesses and doéleiivestment
schemes and market intermediaries are normallyesulp the Core Principles (criterion 23.4).
According to the Czech authorities their finansi@ttor is increasingly familiar with issues such as
risk management processes. From the informatiohegadl on site by the CNB, the evaluators
were advised that regulatory and supervisory measapplied for prudential purposes are also
used for AML/CFT purposes.

690.The CNB is the authority responsible for licensizugd supervision of all foreign exchange
businesses and Money or value transfer services Kt have supervisory responsibilities for
AML/CFT purposes).

691.Regarding criterion 23.7 in particular, as mentibirethe & round MER, there is no lower risk-
based approach applicable to the financial sectdhe basis of AML/CFT considerations.

692.The time CNB devoted to AML within on-site inspectiranges from days to 5 weeks (especially
for larger banks) according to the entity’'s typees complexity, business etc. and the CNB
focuses on all areas of AML/CFT and includes inems with responsible persons from
management and staff in headquarters and brareesindertakes sampling etc.

693.The evaluators note that, in addition, the CNBiedrout 15 on-site inspections in Banks, Saving
Building Societies, and Credit Unions during 2006e reason for the decrease in the number of
inspections after 2006 (with approximately5 on-sitepections carried out in 2007, 2008 and
2009), was not clear to the evaluators.

Table 26: Banks, Saving Building Societies,
Insurance Companies and Credit Unions

Number of on-site
Year . .
inspections
2006 15
2007 5
2008 5
2009 5
05.2010 6
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Non-bank foreign exchange entities

694.This category includes:

» entrepreneurs offering cash purchases or saleseifjh currency
* entities engaged in non-cash foreign exchangedcddings or money services.

Table 27: On-site examinations

Year Number of on-site
examinations
2006 125
2007 118
2008 131
2009 362
05.2010 148

695.Besides on-site AML supervision, off-site AML superon focuses on compliance of internal

procedures with current legislation. 33 internalogadures were evaluated within off-site
supervision in 2009.

728. The overall supervision has mostly focusethson largely formal requirements and to a limited
extent on the verification of the implementationpafrticular AML issues in practice, such as
analysing sample files and sample transactions.shswn in the Table on the type of
infringements identified during on-site inspectip@® infringements were identified in credit
institutions and other banks and 7 in insurance paoties etc between 2008 and May 2010.
These appear to be largely formal compliance igéinents and none were deemed serious
enough by the authorities to warrant a financialicsan. Though there was some limited
evidence of in depth supervision in entities of timancial market, the general lack of more in
depth supervision may itself impact adversely am ghantity and quality of STRs. There was
limited, if any evidence of, attempts tentify STRs which had not been reported by the
obliged entities and CFT issues do not appearye baen identified in supervision

696.During the period from 2008 to May/2010, it appeatigat a low number of infringements were
identified in banks, credit unions and life insuzarcompanies in the course of AMLCFT on-site
inspections. The number and types of infringemeentified in investment firms, investment
companies, investment funds and pension funds, apgears to be very low (in only 1-2
institutions were infringements identified regagliclient identification and suspicious transaction
report, and in only 2-5 institutions was lack of ioadequate AML training identified as an
infringement). Considering that, on average, the@eze about 350 financial institutions in the
Czech Republic, the infringements found are indesgl low.

697.In the securities market, AML/CFT inspections hdneen carried out in the last three years as
part of the overall inspections.

698.1t appears that the financial sector’'s awarenesSh issues and the depth to which they check
TF lists is insufficiently addressed, particularysupervision.

699.According to the FIU representatives, this is beeatlhe Czech Republic has no experience of
terrorist threats. In this context it is importaatnote that combating the financing of terrorism,
like combating ML, is an international requireméicause terrorists may seek the weakest links
in the chain to finance their acts. The examinetsdhthat such acts can occur in any EU country.
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Guidelines

700.All financial Institutions and the DNFBP informeket evaluators that the FAU "works closely”
with the obligated entities. They confirmed that U provides clarifications, opinions etc. on
issues related to the prohibition on money laumgethrough various means including verbal
advice, letters, E-mail, etc. In fact, the FIU rbtithat a large part of their time is devoted to
answering queries from various obligated entiti@s. part of the cooperation with financial
institutions and professional associations, the pétsonnel provide training to professional bodies
as well as delivering presentations during confegsfseminars organised by the professional
bodies.

701.The FAU also provides on its website, informatioplanations relating to identification issues,
credit cards, PEPs, CDD, reporting obligationspeuasion of a transaction, confidentiality, third
country equivalence, exemptions, etc. The websi#® @ontains forms, templates, relevant
legislation (both Czech and European), and some EMOMAL/FATF documents. However, this
information does not appear to be considered agagae by almost of the financial institutions
and DNFBP to assist them in the practical implemigot of and compliance with AML/CFT
requirements. Indeed, a number of institutionsestahat they would appreciate specific guidance
on a number of issues, as described throughoutapdst.

702.Some supervisory bodies of DNFBP (lawyers, tax s&hg, auditors and real estate agents) have
also issued guideline3he evaluators were also informed that some ofptiodessional entities
consulted the FIU personnel and involved them i tormulation of the guidelines.
Representatives of the professional bodies notattiiey have not issued any specific guidelines
relating to the financing of terrorism.

Effectiveness and efficiency (R.25)

703.The FIU works closely with the obligated entitiepecially with their associations and chambers
in performing training activities and publicatiori guidelines on various subjects, also on its
website. The CNB has issued one general guidanc@MIYCFT which largely relates to the
implementation of the AML/CFT law. The professioradsociations and chambers of DNFBP
have issued similar guidelines. Neither the CNB, the FIU have regularly published guidelines
which go beyond the implementation of the AML/CFaw.to cover more general descriptions of
ML and FT methods, or provided any guidance on tamdil measures to ensure that the
AML/CFT measures are effective. In this contexg finivate sector indicated to the evaluators that
they had little specific guidance relating to theahcing of terrorism. It was noted by the
evaluators that Czech authorities considered Heaéxperience of FT was extremely limited.

704.Though the institutions with which the evaluatorstrimdicated that they would welcome more
feedback, the FIU pointed out that since Septer@b68 all reporting entities have been receiving
case specific feedback in relation to each STR.yTteeeive the feedback when the case is
finalised by them (either passed to the law enforr authorities or no further action is taken but
the STR remains in the FIU database). Once the kasdeen passed to law enforcement there
appears to be no system in place for routinely smagientities which made STRs of significant
developments in the handling of cases passed temdovcement and prosecutors.

3.8.2 Recommendations and comments

Recommendation 23

705.1t appeared to the evaluators that a very lighthorisk based supervision approach is taken
overall to AML/CFT. The CNB should carry out moréR/CFT targeted on-site inspections.The
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CNB need to establish a clearly articulated antistearisk based approach to the frequency of the
inspections, which the examiners judged to be guisefficient. It is critical for the CNB to
determine a cycle of on site inspections which lcatlt financial obliged entities at some point
(with especial attention to the banks which holdstrad the financial sector assets).

706.The CNB should carry out more targeted AML/CFT mxgons in the non-banking financial
sector, particular foreign exchange bureaus.

707.The evaluators recommend the Czech authoritiedrémgthen the FIU resources, particularly
manpower, to enable it to strengthen its oversigiut supervisory work, with power to step in and
conduct on-site inspections if another supervigols fto perform, or inadequately performs its
supervisory functions in respect of AML/CFT prowoiss.

708.1t is necessary to ensure targeted CFT controls pd#ce in future in all the financial sectors.
This includes raising awareness of CFT issues asdrang more training in the financial sector
CFT issues, including detection of FT related asart awareness of international lists.

709.1t is necessary to issue further guidance documamtsoth AML and CFT issues, including to
financial supervisory staff.

Recommandation 17
710.1t is necessary to introduce direct sanctions fiiratiors, managers and employees.

711.1t is necessary to provide for a wider range ofctians (such as warnings, orders to comply with
instructions, special reporting, removal or resiwit of powers of directors, managers and officers
or restrictions of business activities).

712.1t is necessary to introduce sanctions in respielsteaches for failure in carrying out properly the
identification process.

713.1t is necessary to review the administrative fibesntroduce a minimum amount which is in
itself dissuasive.

714.The guides of the professional bodies, the FIU ahdhe CNB include explanations of the
requirements of the Prohibition on Money Laundeliagv (Act No. 253/2008), but in most cases
they do not include a description of ML and FT tgnes and methods or any additional steps
that the obligated entities could take to ensued their AML/CFT measures are effective, as
required pursuant to the criterion under Recommimu25.1.

715.While appreciating the feedback given now by the K relation to each STR, consideration
should still be given to the feasibility of moreutme case specific feedback (particularly in
relation to significant developments in the casejdporting entities once the FIU has passed a
case to law enforcement.

146



Report on fourth assessment visit of the Czech Republic — 12 April 2011

Recommendation 29

716.The new AML/CFT law, like the previous ones, as timred in the 3rd round evaluation report,
sets clear authority for supervising the finanaiadl other entities, which was very much welcomed
by the examiners.

717.The supervisors authority bodies seem to take #dit duties seriously and they have broadly
adequate powers to do so in respect of legal est#ithough, as clearly noted above, more efforts
need to be made in intensifying supervision aneding up the supervisory cycle. The evaluators
remain concerned that few targeted inspections wamréed out.

718.The evaluators concluded that enforcement and isaig powers need to be granted in respect
of directors and senior managers. It should béfigldrthat there is a power to sanction for refusal
to disclose information to a supervisor.

719.More resources dedicated to AML/CFT compliance @ssghould be allocated by the Czech
National Bank.

Recommendation 32

720. The CNB and the FAU should maintain updated, tynaeld comprehensive statistics, including
those relating to AML/CFT on-site and off-site exaations as well as more detail in relation to
violations and shortcomings identified during thésgpections. This will assist the authorities,
amongst others, to be in a position to implemengféective risk-based approach in respect of the
AMLCEFT regime.

3.8.3 Compliance with Recommendations 23, 29, 17, 3& 25(25.1)

Summary of factors relevant to s.3.10. underlyingerall

REUINE rating

R.17 PC * Administrative sanctions included within the AML/CTH.aw
are not proportionate and not necessarily disseaa®/ the
maximum financial sanctions that can be applied quie
low;

* Except for violation of the obligation of confidéadity, on
which administrative fines may be imposed on nafueasons,
all the other administrative penalties can onlyimbposed on
legal obliged entities. Directors, managers andleyegs are
not directly sanctionable;

* No financial sanctions have been applied (effeotdss issue)

R.23 PC e« Low number of annual inspections in relation to AM@GET
especially in the banking sector;

* No clarity as to whether there is a cycle of insjpas which
catches all financial obliged entities at some foin

e A very light touch risk-based supervisory approashaken
overall in respect of AML/CFT,;

e The numbers of obliged entities where infringements
identified as a result of on site inspection app¢atbe low;

« CFT issues insufficiently addressed in supervision.
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Rai Summary of factors relevant to s.3.10. underlyingerall
ating :
rating
R.25 PC e Insufficient guidelines on AML and CFT techniqueada
(25.1) methods;
« Not enough case specific feedback;
« Insufficient sector specific guidelines
R.29 LC * No adequate powers of enforcement and sanctionsisiga
directors or senior managers of financial instins for failure
to comply to or implement AML/CFT requirements;
* Unclear whether there is a power to sanction féusa to
disclose information to a supervisor.
R.30 PC ¢ Inadequate resources for FIU supervision and mongo
e CNB AML/CFT resources are low for supervision.
R.32 PC < Difficulties in providing updated statistics suggdsy are nof
available in a timely manner.

3.9  Money or value transfer services (SR.VI)

3.9.1 Description and analysis

Special Recommendation VI (rated PCin the 3 round MER)

721.Money or value transfer services are obliged estitinder the AML/CFT law (Section 2 (1) b)
11). Thus, it can be concluded that all the prawisiin the AML/CFT law apply to them.

722.Money or value transfer (MVT) services providerséo be licensed. The Czech National Bank
is the body that is responsible for deciding onuesgs for licences (fit and proper checks are
applicable to them), under Section 44 of Act Ndl983 Coll. Any other alternative money
services are considered as unauthorised businassesling to Section 251 of the Criminal Code
(one of the crimes against binding rules of thekelaeconomy), and this is an administrative
offence according to the Payment Services Act. TNB representatives told the evaluators that
the police need to know about cases in order tbgallaction is taken against non-licensed
operators. The CNB were not aware of any such cases

723.Both the CNB and the FIU have supervisory respdlitfgls for the money or value transfer
services providers. The reply to the questionnaidicated that the CNB carries out on-site
inspections and has to pay attention also to campd with AML/CFT obligations and to monitor
internal procedures. An integral part of this sujmon also involves checking the integrity of the
money remitter himself (whether he is taking parML/TF activity). Therefore, it supplements
its work by co-operating with the FIU.

724.The CNB representatives told the evaluators thay trave a list of the licensed MVT services
operators and their agents which provides an osenodf the types and number of operators
involved. The reply to the questionnaire includdimlato the CNB list of entities (as set out bgth
Payment Services Act Section 136). Since the M\Tises operators are obliged entities under
the AML/CFT law, they are subject to the sanctiander Sections 43 - 48 of the AML/CFT Law
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for violations of AML/CFT obligations, e.g. CDD, formation or reporting obligations, and
suspension of transaction or keeping of systemmtefnal procedures. Whenever any of these
obligations are not complied with, sanctions camnggosed on the MVT services operators. Czech
authorities indicated that in addition to admirasitre sanctions, there are also criminal sanctions
(as in Section 216 and 217 of Criminal Code (A€/2809 Coll.)). The FIU can also forward a
motion to withdraw a licence whenever the obligedities violate seriously or repeatedly the
AML/CFT obligations. This has never happened.

725.In the 3 round report, it was advised that the Czech aiith® may also wish to consider
placing the licensing and supervision of the finahservices offered by the Czech Post under the
competence of the Czech National Bank for the sék®nsistency" and that "the alleged informal
remittance activities need to be looked at." Theasion has nonetheless remained unchanged.

726.The Czech National Bank is the body that is resipte$or deciding on requests for licences.

727.Both the CNB and the FAU have supervisory respdalits#s on the money or value transfer
services providers.

728. The Czech Authorities indicated that the measse¢®ut in the Best Practices Paper for SR.VI
had broadly been implemented.

Effectiveness and efficiency

729.The system for regulating money or value serviaadactions appears on paper to be operating
satisfactorily. But it is unclear how many controsve been performed in respect of these bodies
and whether any AML/CFT breaches have been detelttesdalso unclear whether the country is
fully aware of remitters acting outside the finaaystem.

730.The bank representatives told the team that theyotigive transfer money services to occasional
clients.

3.9.2 Recommendations and comments

731.All of the operators of the MVT sector are licensaal supervised (directly or indirectly) by the
CNB, which monitors the implementation of the na#b requirements to combat money
laundering and terrorist financing and the FATF &emendations. Nonetheless it was not clear to
the evaluators whether the potential risks in gastor had been thoroughly analysed and/or the
degree of oversight that is given to this areahwmy duthorities. Information provided on alleged
informal remittance services was insufficient floe evaluators to form a view of the situation.

3.9.3 Compliance with Special Recommendations VI

Rating Summary of factors relevant

SR.VI PC » Effective implementation of SR.VI not demonstrated,;
» Alleged informal remittance activities not fullysessed.
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4. PREVENTIVE MEASURES - DESIGNATED NON FINANCIAL
BUSINESSES AND PROFESSIONS

4.1  Customer due diligence and record-keeping (R.12)
(Applying R.5 to R.11)

4.1.1 Description and analysis

Recommendation 12 (rated NC in the 3" round MER)

732.DNFBP categories under the AML/CFT Law include leoid of a licence to operate betting
games in casinos, legal or natural persons audtbris act as real estate traders or brokers,
auditors, tax advisors, chartered accountantsndie@ executors, lawyers or public notaries,
entrepreneurs or legal persons which are not anéssj who receive payments in cash in an
amount of €15,000 or more, persons not includedhe list above who provide most of the
services associated with trust and company sempiogiders under Article (e) of the FATF
Methodology 12.1 to another person, persons licktsdrade in items of cultural heritage, items
of cultural value, or to act as intermediaries utls services; persons licensed to trade in used
goods, act as intermediaries in such trading, @give used goods in pawn and other activities and
persons as defined in Section 2 of the AML/CFT Law.

733.As noted above, the AML/CFT law explicitly appliés all of the designated non-financial
businesses and professions, which are definedebFATF Glossary, with the exception of dealers
in precious metals and dealers in precious stoienthey engage in any cash transaction with a
customer equal to or above the applicable desidnhteshold. The formulation under Section 2
(obliged entities) covers in paragraph (2)(d) egureaeurs not listed in paragraph (1), should they
receive payments in cash in an amount of or exogedi 15,000. Given that the FATF
Recommendations focus on those DNFBP which areidemesl particularly vulnerable, and the
observations at paragraph 13 of tifeN8ER, it is regrettable that they are not specifjceovered
under Section 2 of the Act (with the consequentifiéct that this has for monitoring of this
important sector — see R.24).

734.1t is concluded that the provisions that apply tNABP basically mirror those that apply for
financial institutions, and the law prohibiting basansactions above € 15,000 is said to provide an
additional safeguard. Special provisions are digolated in Section 26-27 of the AML/CFT law,
relating to professionals and exempting them frdatigations where legal professional privilege
applies.

735.Though the legislative base seems to be suffidgieterms of preventing money laundering and
terrorist financing through DNFBP, the interviewghathe representatives of DNFBP disclosed a
lack of practical knowledge across the sector ofies@€DD procedures (as well as the procedures
in place for PEPs and CFT listed persons) and emlianitoring of customer activities.

736.General CDD obligations for the categories of DNF&Rered by the AML/CFT Law have the
same strengths and weaknesses as described ions8cd. In this respect, as per financial
institutions, customer due diligence does not ideluthe monitoring of the account activity to
determine those transactions that do not conforth thie normal or expected transactions for that
customer or type of account. Furthermore, in relspieenhanced customer due diligence, there are
no requirements for additional processes to meigatks, including certification of documents
presented and no additional enhanced customer iigende requirements (e.g. certification of
documents presented and additional documentatiprp®aal process etc). It appears also that not
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all DNFPB have generally being monitoring to enstireir customers are not included in the
international lists of terrorists.

737.The representatives of casinos explained that actiwe all the clients are identified at the
entrance to the casino by identity card or passporspecial computer programme for record
keeping is used, which records information sucmame, date of birth, gender, place and country
of residence, address or the type and number otitgedlocument and photograph of the player.
Whenever clients change money they must identéyngelves again, and their identity is verified
by means of the picture.

738.From explanations received from casino represemetiit could be understood that other CDD
procedures, such as on-going due diligence, “knourgustomer” principles, verifying the
identification via external sources, a requiringhdficial owner statement and establishing the
beneficial owner's identity, are not carried out the casinos, except in cases where the
transaction/client is suspected of being involvediL (in such cases the casinos also sends an
STR to the FIU).

739.In the course of the meeting with representativieth® real estate agencies the evaluators were
advised that they identified their clients, indivads as well as companies, and that they keep
copies of ID cards or passports. Furthermore, dlitimeh to the AML/CFT Law requirements they
also comply with the directives of their professib@hamber, which provides them with a list of
terrorist organisations, and they check whethar thients appear on that list.

740.As aforesaid, an entrepreneur or a legal personisvhot a business, who receives payments in
cash in an amount of €15,000 or more is one ofothliged entities and this applies to relevant
dealers in precious metals and precious stonesorficg to section 54(4) a payment in
commodities of high value, especially precious itseta precious stones, shall be regarded as a
payment in cash.

741.Lawyers and notaries are obliged entities of theLABFT Law when they offer the service of
safekeeping money, securities, or customers’ otagrables, or when required by customers to
represent them or to act on their behalf in thivfghg situations: buying or selling real estateaor
business entity or part thereof; managing custonasets, such as money, securities, business
shares, or any other assets, including represeatisigmers or acting on their behalf in relation to
opening accounts in banks or other financial in8ahs or establishing and managing securities
accounts; or establishing, managing, or controlir@mpany, business group, or any other similar
entrepreneurial entity regardless of its statua aatural/legal person, as well as receiving money
or other valuables for the purpose of establishimgnaging, or controlling such entity; or
providing services of encashment, payments, trasmstieposits, or withdrawals in wire or cash
transactions, or any other conduct aimed at octyrériggering movement of money. In addition,
a public notary is an obliged entity when he presidchotarised safekeeping services (Section 2
Article 1(g)).

742.Section 27(1) of the AML/CFT Law limits the requinents of lawyers to perform CDD if the
information pertaining to the customer is obtaifredn the customer or in any other way during or
in connection with: a) providing legal advice oetlater determination of the customer’s legal
standing, b) defending the customer in criminal [awceedings, c¢) representing the customer in
court proceedings, or d) providing any legal adwosmcerning the proceedings referred to in
points b) and c), regardless of whether the prangechad commenced or not, or were concluded
or not.

743.Section 27(2) of the AML/CFT Law limits the requinents of a lawyer and a notary to perform
CDD if the information pertaining to the customsrobtained from the customer or in any other
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way during or in connection with: a) providing légadvice or the later determination of the
customer’s legal standing, b) representing theotost in court proceedings subject to the mandate
conferred on the public notary by law or any otlegal norm, or c) providing any legal advice
relating to the proceedings referred to in point dr@gardless of whether the proceedings had
commenced or not, or concluded or not.

744.The representatives of the lawyers explained thptactice:

» They operate in accordance with the AML/CFT Law they request identification
documents and keep basic information on custoriiéh&n they manage funds/money they
do so via a bank account and they are requiredowde additional information.

» The essence of agreements with clients and thdceetlvey provide obliges them, with
regard to the issue of ML as well as for intermajuirements, to clarify whether the service
is being provided for the client or for someonesglseneficial owners). They also advised
that when money is transferred from abroad theyetiones request a beneficial owner
declaration, which they consider to be sufficieméifable, without further enquiry.

» When a client brings money they clarify its soui@eg note those details in their agreement
with the client. In some cases they refuse to adtepmoney. There are also instances when
they refuse to deal with a client because of lddkformation.

» From the discussions it appears that they condgidar there is no effective way of
discovering who are the private shareholders wimbrobcorporations.

745.The representatives of the notaries explainedithatactice:

» The risk of ML is very limited with regard to thersices they provide and the internal
procedures they operate. Most cases consist ofsdggomoney which serves as collateral
in a purchase transaction.

» They ascertain the source of the money and whéthas been transferred from the client’s
account. If it has not come from the client’s aadothey ask for further clarification.

746.Regarding trust and company service providers the/€FT Law applies when they provide
the following professional services to another pei@rticle 1(h) and 1(i), Section 2):

» establishing legal persons;

» acting as a statutory body or its member, or aadmgerson appointed to act in the name of
or on behalf of a legal person, or another peraamsimilar position, should such service be
only temporary and should it be related to esthblgand administration of a legal person;

» providing a business location, address, and pgssithier related services to another legal
person;

» acting as an appointed shareholder on behalf ofhengerson in case this person is not
acting as a company whose securities have beeptadcfor trading at a regulated market
and which is subject to information disclosure iegments equivalent to those laid down by
the European Communities law; or

» acting in their name of or on their behalf in att®s mention in article 12 here, for lawyers
and notaries.

747.According to the information provided by the Czeehhorities, it appears that trust and company
services are provided by lawyers only.

748.The representatives of the accountants explainadithpractice they do not have their own
internal rules for identifying a new client, buietiChamber is a member in several international
organisations (such as the IFAC), and members ef Ghamber, under the oversight of the
Chamber, comply with the international rules.
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749.The representatives of the tax advisors explaihatl ih practice the Chamber expects them to
implement the KYC procedure by means of a strudtgpgestionnaire (based on an ID format). In
addition to the basic questions there is refereagqarivate shareholders controlling the company.
In certain cases they also request a beneficiabosdeclaration. They added, however, that there
was no obligation to follow this procedure.

750.The AML/CFT law applies to DNFBP in the same waytaoes to financial institutions, and the
concept of PEPs is applicable across the sectdrirensame strengths and weaknesses are present
(see section 3.2). In particular, Article 2 in Sexctl5 states that the obliged entity shall refase
transaction for a PEP if the origin of assets usethe transaction is unknown and Article 3 in
Section 15 states that no employee of the obligeityeshall make a transaction for a PEP without
consent of their direct supervisor or the statutmgly of such an obliged entity.

751.The discussions with the representatives of diffef2@NFBP categories lead to the conclusion
that in practice there is a greater lack of awassr# this issue amongst DNFBP than in the
financial sector: several interviewees told theleation team that it is not possible for them to
identify whether a person is or is not a PEP (rgtéie casinos and the lawyers and notaries).
The tax advisor representatives noted that theye lmquestion regarding PEPs in their client
guestionnaire (see article 353 above).

752.The situation as described above for financialitutébns (see section 3.2 above) applies equally
to DNFBP.

753.Concerning non face-to-face business, the casipesentative advised that the casinos do not
offer gambling via the internet.

754.The AML/CFT law permits reliance on qualified thipdrties for the performance of CDD, under
certain conditions. This is applicable to finanaredtitutions and DNFBP.

755.Article 2 in the Czech Bar Association guidelingasothat the lawyer is not obliged to carry out
the client’s identification if the identificationals been carried out by another obliged person and
the lawyer has assumed this identification (Secfit(il) to (3) of the AML/CFT Law), or the
client’s identification has been carried out byublr notary in accordance to Section 10 of the
AML/CFT law.

756.1n general, the same situation as described abmveeening financial institutions applies also for
DNFBP with regard to their record keeping obligatigsee section 3.4).

757.In casinos documentation of all transactions ofartban € 10,000 are kept for ten years.
Effectiveness and efficiency

758.The legal coverage of DNFBP is comprehensive anting with international standards. It
comprises inter alia casinos; auditing firms armtkjpendent auditors; accounting and tax advisers,
dealers in real estate; notaries, attorneys aret ¢elyal services. Additionally the Czech Republic
has added other categories (which are not reqbiyadternational norms) to the obliged entities:
e.g. dealers in cultural value.

759.DNFPB appear to be aware of and to apply the custaodentity AML/CFT rules in practice.

There was, however, a general lack of awarenesthef CDD procedures. This was particularly
the case with regard to the PEPs.
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760.Discussions with the representatives of DNFBP dsmdl a lack of guidance and practical
knowledge across the sector. This was particutadycase with the TF lists

761.The weaknesses with regard to Recommendations &, &)d 10 which were apparent in the
financial sector also apply for DNFBP.

4.1.2 Recommendations and comments

762.As the AML/CFT law applies to DNFBP in the same wasyto financial institutions the same
weaknesses are present with regard to Recommensldijos, 8 and 10 (see section 3.2 and 3.4
above). There remained a general lack of awareamessg representatives of DNFBP whom the
evaluators met of some important preventative abibms, and it is recommended that specific
guidance is produced for each sector as well asrtaddng further outreach and training in order
to raise awareness.

4.1.3 Compliance with Recommendation 12

Summary of factors relevant to s.4.1
underlying overall rating

R.12 PC « The same concerns about the implementation of Reemdations 5, 6, 8
and 10 apply equally to DNFBP;

* Lower level of awareness of requirements relatiogPEPs and CFT
amongst DNFBP than in the financial sector.

Rating

4.2  Suspicious transaction reporting (R.16)
(Applying R.13 to 15 and 21)

4.2.1 Description and analysis

Recommendation 16 (rated PC in the 3“ round MER)

763.The table beneath shows the DNFBP categories abvbye the list of obliged entities
(i.e. reporting entities) by the AML/CFT Law.

Table 28: DNFBP categories covered by the list obtiged entities

DNFBP categories . -
by FATF Methodology Obliged entities under AML/CFT Law

Holders of a licence to operate betting games &inoa in compliance Witg
the Act on lotteries and other similar games. (sac2.1.c of Act 253/200

. . as amended).
a) Casinos (which also : d licitlv b /
includes internet casinos). Internet Casinos are not covered explicitly by AML/CFT Law. However

the Czech authorities indicated that these aatwitare prohibited b
exclusion by the Lottery Act. In addition unlawf@peration of a Lottery of
Similar Betting Game are punished by Section 252 CC

~

Legal or natural person authorised to act as aestate trader or broker.

b) Real estate agents. (section 2.1.d of Act 253/2008 as amended)

c) Dealers in_precious

Not per se covered by the AML/CFT Law
metals.

d) Dealers in_precious

Not per se covered by the AML/CFT Law
stones.
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DNFBP categories
by FATF Methodology

e) Lawyers, notaries, other | Lawyer, public notary, auditor, tax advisor, chegteaccountant, a licensed

Obliged entities under AML/CFT Law

independent legal executor performing other activities of an execujmirsuant to the
professionals and Executor’s rules of procedure (sections 2.1.e,f2ahd 2.1.g of Act
accountants 253/2008 as amended)

Person providing services in a framework of a tmustany other simila
contractual relationship under foreign law (sedi@nl.i of Act 253/2008 as
amended)

f) Trust and Company
Service Providers

764.The AML/CFT Law extends the list of the obligedigas to persons that:

a) provide professional services in the cases indicat&ection 2.1.h;

b) are licensed to trade items of cultural heritagefawultural value as set forth in Section 2.1.j;
are licensed to trade in used goods, act as inteamyein such trading, or receive used goods
in pawn (Section 2.1.k).

765.There are some additional persons considered aged#ntities under Section 2.2 of the Act.

766.As regards dealers in precious metals and stohese &re not explicitly coverquer seby the
AML/CFT obligations but are required to perform sifies AML/CFT requirements set out in
Section 28 in the AML/CFT Law when they performnigactions exceeding 15.000 Euros or
equivalent in other currencies.

767.Internet casinos activities are not permitted urierLotteries Act according to the information
provided by the Czech authorities, who indicateat tim case of unlawful operations criminal
sanctions apply (namely Section 252 of the CC).

768.According to Section 18 the obliged entities sh@fiort suspicious transactions to the Ministry
(i.e. FAU). However, Section 26 and 27 of the AME/CLaw establish some exceptions to the
general requirement for professionals (lawyers,liputotaries, auditors, chartered accountants,
licensed executors and tax advisors) which may anpapon the effectiveness of the
implementation of this requirement.

769.Section 2 letters c) to k) of the AML/CFT Law fuldpver all natural and legal persons defined as
DNFBP by the FATF. DNFBP are under the obligationréport suspicious transactions to the
Ministry (i.e. FAU) (Section 18 of the AML/CFT Law)

770.The notion of “suspicious transaction” is definedSection 6 of the AML/CFT Law agHe
circumstances of which lead to a suspicion of leg#ation of proceeds of crime or financing of
terrorism or any other unlawful activity The definition is broadly adequate but the pstom
applies to transactions which are not connectell thié usual activities of DNFBP (for example
“cash deposits immediately followed by withdrawaigransfers to other accounts”). The wording
of this provision may affect the level and quabtySTRs sent by DNFBP.

771.Furthermore, according to Sections 26 and 27 ofAke/CFT Law, auditors, accountants and
other advisors, lawyers and public notaries, remthe Ministry (FAU) through their respective
Chambers and the latter “examine” the STRs i.afy#rat all the information required is included
and is consistent with the provisions on the “legaVilege” of the given profession and with
Section 18 paragraph 1 of the Act.

772.However, according to the representatives of than@iers met on-site, there were cases when
STRs were sent back to the reporting professiosidh@ issue was not considered to be related to
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money laundering. Therefore, it appears that, aljhothe Chambers are required by law only
to look into the accuracy of the reported cases ‘(how the case is reported”), the representatives
indicated that they were also looking into the samise of the cases reported (i.e. “what is
reported”). Therefore it appears that the Chamb&ceed their power to verify the information
contained in the STRs.

773.All other DNFBP (casinos, real estate agents, andtTand Company Service Providers) report
directly to the FAU as prescribed by Section 1&hef AML/CFT Law.

774.According to the figures provided by the authositién 2008 there were no STRs filed by
DNFBP with the FAU. In 2009 3 STRs were reported &nSTR in the first quarter of 2010 was
filed. Casinos and betting games establishmen2®@8 reported 5 cases, none in 2009 and made
3 disclosures in the first quarter of 2010. STReMrDNFBP constitute approximately 0.22%,
0.13% and 1.02% of the total number of STRs filéithwthe FAU. These figures appear to be very

low.
Table 29: STRs from DNFBP

DNFBP categories 2008 2009 102010
Professionals 0 3 1
Casinos and betting games 5 0 3
Dealers in precious high-value items 0 0 0
Real estate agents 0 0 0
Total STRs from DNFBP 5 3 4
Total STRs from all obliged entities 2.320 2.224 139
Percentage of STRs from DNFBP 0.22% 0.13% 1.02%

775.The above-mentioned figures seem to indicate that DNFBP have difficulties to assess
properly the reporting requirements and detectisiggfs transactions which may be due to:

* the lack of guidance interpreting the notion ofsjgigious transaction” as such (e.g. the “listed
transactions” could affect the disclosure regime);

» the lack of training for DNFBP in this respect;

* or, the role of the Chambers when assessing what8@iR is to be further reported or not.

776.The FAU has not issued specific guidance on remprfor DNFBP, which influences the
effectiveness of the reporting regime. Accordingth® representatives of DNFBP and the
authorities there is no formal consultation mectienfsuch as written agreement or committee) on

this matter.

777.The representatives of the Association of Casinfisined the evaluators that some indicators of
“suspicious behaviour” of customers and some ofmeraitrelated to currency exchanges were
produced to help the staff of casinos detect simmdransactions.

778.The representatives of the real estate agentsaitedicthat their associations have drafted
guidelines on suspicious transactions, which weltdésbe approved by the FAU.

779.Lawyers, public notaries, auditors, chartered antamis, licensed executors and tax advisors are
subject to special reporting provisions and acegydo Sections 26 and 27, DNFBP are obliged
to send STRs to the following authorities:

a) auditors - to the Chamber of Auditors of the €@zRepublic;
b) licensed executors (judicial executors who camlen certain circumstances carry out
depositing or administrating of the clients, agsets the Chamber of Licensed Executors of

the Czech Republic;
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C) tax advisors - to the Chamber of Tax Advisorthef Czech Republic;
d) lawyers - to the Czech Bar association;
e) public notaries - to the Chamber of Notaaethe Czech Republic.

780.The Chambers check whether the filing of the ST&ideto a conflict with the provisions on
“legal privilege” and, in respect of Section 18,etler the STR contains all the elements required
by the AML/CFT Law. In cases of inconsistency thikea@ber may send the STR back to the
reporting professional. If the STR is in compliangith the above-mentioned requirements the
Chamber has to refer it to the FAU.

781.The STRs shall be sent to the FAU by the Chambéhout undue delay but no later than 7 days
from their reception (S.27 (3)). This time-limit dfdays implies the existence of a permanent body
to deal with STRs but the representatives of than@fers did not mention any developments in
this respect. It was not possible to establishndutine visit how the Chambers examine STRs from
their members.

Table 30: STRs received by the Chambers and sent tioe FAU

2008 2009 1Q 2010
STRs received by Chamber of Auditors 0 1 1
STRs received by Chamber of Licensed Executors 0 0 0
STRs received by Chamber of Tax Advisors 0 1 0
STRs received by Czech Bar Association for Lawyers 0 0 0
STRs received by Chamber of Notaries 0 1 0
Total STRs received by the Chambers 0 3
STRs sent to the FAU by Chambers 0 3

782.Under R 16 criterion 2, professionals are allowedsend STRs to their self-regulatory
organisations (SROs) but an appropriate form obgeration between SROs and FIU should be
established. As mentioned above, there is no fomedhanism between FAU and DNFBP (in
particular professionals) or their representatieesonsultations in this respect.

Professional privilege

783.Articles 26 and 27 of the AML/CFT Law contain prexns on “professional privilege”.

784.Auditors, accountants and others professionalscined in Section 26 shall not report cases
where ‘the information obtained from or about the customiering the process of establishing of
the customer’s legal standing, during the repreagon of the customer in court, or in connection
with court proceedings, including the giving of m#vto instigate or avoid such proceedings,
regardless of whether the information was obtaipeidr to, during or after the proceedings
Such provision shall not apply iftte auditor, chartered accountant, licensed exacwototax
advisor suspects that the customer is seeking ebémsthe purpose of legitimisation of proceeds
of crime or the financing of terrorisin

785.As regards lawyers the legal privilege is set ausection 27, paragraph 1 of the AML/CFT Law
according to which a lawyer shall not report STRisere the information pertaining to the
customer is obtained from the customer or in athemway “during or in connection with:
providing legal advice or the later determinatiohtbe customer’s legal standing; defending the
customer in criminal law proceedings; representitige customer in court proceedings, or
providing any legal advice concerning the procegdineferred to in points b) and c), regardless
of whether the proceedings had commenced or napreluded or not
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786.Public notaries are not required to report STRsirdormation pertaining to the customer
regardless of whether it was obtained from the aust or in any other way during or in
connection with: providing legal advice or in theter determination of the customer’s legal
standing; representing the customer in court pidioge subject to the mandate conferred on the
public notary by law or any other legal norm; ooyding any legal advice relating to the
proceedings referred to above, regardless of whetieeproceedings had commenced or not, or
concluded or not (cf. Section 27, paragraph 2).

787.Hence, legal privilege is applicable not only ie ttase of the reporting obligation, as stipulated
above, but also in cases when information is reqddsy the FAU (Section 24 of the AML/CFT
Law). There is no FATF standard in this respect Ratommendation 4 requires a country to
refrain from adopting measures that could prevéwet authorities accessing the information
indispensible to the proper implementation of tMLACFT Law.

788.As regards lawyers and public notaries, Sectiorp@iagraph 4 provides that the FAU may
request further details, documents or informatioadcordance with Section 24 from a lawyer or a
public notary via the Chamber. The lawyer or théligpunotary has to provide the required
information to the FAU via the Chamber covered lig.t The auditors, chartered accountants and
tax advisors are not submitted to this obligatiod they can submit the information directly to the
FAU.

789.1t does not appear that there are any agreemeatsyasther forms of co-operation to regulate the
procedures mentioned above, which would guararmntggep actions on the part of the FAU and the
confidentiality of the information requested.

790.It is noted that the FATF Recommendations allow BRRo send their STRs to their respective
self-regulatory organisations (SRO) but also regaippropriate forms of co-operation between
these organisations and the FAU, and this issueldie addressed.

Applying Recommendation 14, 15 and 21

Recommendation 14

791.According to Section 18, paragraph 3 of the AML/CEdw, the STR shall not reveal any
information about the obliged entity’s employeecliing DNFBP) or “contractor” who had
reported the suspicious transaction.

792.Chapter Four of the AML/CFT Law (“Confidentiality”gstablishes some specific provisions
(Sections 38 and 39) requiring the obliged entitied their employees to keep confidential the
facts related to STRs and the investigations pewadr by the FAU. The same provision on
confidentiality applies to the FAU, the supervisanthorities and their staff and does not end with
the person’s departure from his or her positiothim obliged entities, the FAU or the supervisory
authority.

793.According to Section 40 paragraph 3 lawyers, pubbtaries, auditors, licensed executors are
obliged to keep confidential, in respect of the tooeer, the facts relating to STRs and
investigations. This does not apply to facts whitkljsclosed to the customer, could prevent him
from being involved in criminal activity.

Recommendation 15

794.According to Section 21 of the AML/CFT Law, all a@#d entities, among which all the
categories of DNFBP covered by the AML/CFT Law, éaw establish and enforce adequate and
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appropriate internal procedures of internal conamodl communication. A number of DNFBP are
exempted from the requirement of maintaining wnitjgrocedures if they do not have other
employees or contract to other persons (Sectig3g1

795.Casinos, real estate brokers and dealers and gepsowiding services in the framework of a
trust are also required to adopt internal procegjupelicies and compliance checks in order to
fulfill AML/CFT obligations. The latter two may dete not to issue such internal procedures when
they do not employ staff under any form of othemtcact.

796.Internal procedures should includleter alia measures related to CDD, record keeping and
reporting requirements as prescribed in sectiopazagraph 5 of the AML/CFT Law.

797.According to Section 22, obliged entities, incluglithe DNFBP covered by the AML/CFT Law,
are required to appoint a “contact person” (i.enplance officer) to report STRs to the FAU and
to maintain regular contacts with the FAU.

798.The AML/CFT Law is silent on the role and powerdtwé “contact persons”, as is the paragraph
indicating the content of the internal procedupesdgraph 5 of section 21).

799.According to Section 23 of the AML/CFT Law, DNFBReaalso required to organise training on
AML/CFT matters on professional obligations, repwtrequirements, trends and typologies.
Neither the law nor any other regulatory act contany provisions as to the recruitment and
screening of employees.

800.As regards dealers in precious stones and metais #re no specific provisions in Section 28 to
adopt internal procedures and to implement thergdgpiirements set out in Recommendation 15.

Recommendation 21

801.The Czech authorities informed the evaluators that only way the awareness of financial
institutions and DNFBP is raised in respect of &athich do not or insufficiently apply the FATF
Recommendations is through the information pubtistre the website of the FAU.

802. There are no regulations, or any other enforceat@ans or recommendations issued by the
FAU or any respective associations or Chamberscatitig the counter-measures that obliged
entities shall apply in the circumstances indicatiedve.

803.Under the AML/CFT Law, auditors are explicitly reécpd to apply AML/CFT obligations.

804.As already indicated in Recommendation 13, accgrdinSection 6 of the AML/CFT Law a
suspicious transaction is “transaction the circumstances of which lead tsuapiciori. These
circumstances refer to money laundering, finan@hgerrorism and other situations supporting
such suspicion. This definition seems to be brazaligh to cover other criminal acts which are
different from ML or TF.

805.The FAU should consider issuing specific clarificat on this matter.
Effectiveness and efficiency
806.The preventive measures are impacted by the fattsttme of the categories of DNFBP are not

explicitly covered by the AML/CFT Law. In particuladealers in precious metals and stones as
well as owners of internet casinos do not fall ithte categories of obliged entities.

159



Report on fourth assessment visit of the Czech Republic — 12 April 2011

807.With regards to dealers in precious stones andIspedatthough they are required to perform

certain AML/CFT obligations when they carry outrisactions exceeding the threshold, these
requirements are not however fully in line with Beunendation 16 (internal controls,
appointment of compliance officers). It is uncledrether confidentiality and tipping off apply to

these entities after the transaction is concluded.

808.The authorities are encouraged to tackle this @efoy all the more since representatives from
the General Directorate of Custommet during the visit indicated that there were dnses of
precious stones being used for the launderingeagdl proceeds as indicated in paragraph 777 of

the 3" MER.
809.The number of STRs received by DNFBP is extrently. |

810.The rules implemented by the Chambers of profeatdoas to the analysis of STRs and
dissemination to the FAU may be a factor that a$fewgatively the quality and quantity of the
disclosures. Furthermore, the fact that the FAU ohtain information and documents from
professionals only via the Chambers influencesffextiveness of the activities of the FAU in this

respect.
811.The lack of formal agreements between the FAU &aedGhambers of the professions as to the
use and protection of sensitive information (STRsdfand requests made by the FAU) could

affect negatively the quantity and quality of distires.

812.It appears that the representatives of DNFBP aileameare of AML/CFT issues, but the low
number of STRs from the sector raises concerns tgeteffective implementation by the DNFBP

of AML/CFT measures. The effectiveness of the répgrsystem might also be challenged by the
fact that the professionals have to send the STi&sheir respective Chambers and that further

information can be sought by the FAU only via tHea@bers.

4.2.2 Recommendations and comments

813.DNFBP are under the same reporting obligationsigangial institutions but some DNFBP
(lawyers, public notaries, accountants, etc) havgend their STRs via their respective Chambers.
Hence, the channels of co-operation between the &#dithe Chambers need to be formalised.

814. The requirement of Section 6 of the AML/CFT Law fihe obliged entities to report as
suspicious all the transactions and operationsdist the Act could affect the level and the qyalit
of the reporting where the methods, trends and msebeare increasingly complex and

sophisticated.
815.The existence of legal privilege is applicable liopaofessionals. It applies also in the case of
requests for analyses carried out by the FAU. Swokision could limit the effectiveness of the

Czech FAU.

816.Protection and tipping-off provisions are in plaas,well as requirements on internal procedures,
appointment of compliance officer and audit funesio The screening provisions of the FATF

Recommendations do not appear to be covered.

817.As regards FATF R.21 for DNFBP, formalised proceduto alert obliged entities are not in

place.
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4.2.3 Compliance with Recommendation 16

Rating

Summary of the factors underlying rating

R.16

PC

The categories of dealers in precious metal antbiden precious stones are
not explicitly covered by AML/CFT Law;

There is no specific guidance to assist DNFBP tiegSTRs;
Low numbers of STRs received by DNFBP;

The effectiveness of the system is negatively erited by the listing of
suspicious transactions;

Lack of formalised procedures issued by Czech ailigh® to make the
obliged entities aware on circumstances under Rewmordation 21.

161



Report on fourth assessment visit of the Czech Republic — 12 April 2011

4.3 Regulation, supervision and monitoring (R.24 and R5)

4.3.1 Description and analysis

Recommendation 24 (rated NC in the 3 round MER)

818.The FIU has a general supervisory competence vis-&ll DNFPB (Section 35 of the
AML/CFT Law). The specific supervisory bodies &ach DNFBP are:

» Casinos - the State Supervision on Betting Gamed_atieries (Ministry of Finance).
» Auditors, tax advisors, executors, lawyers andnega- their SRO (see below).
» Traders in goods with cultural value or used gooQsgech Trade Inspection.

819.Dealers in precious metals and stones would onlynbeitored in the same way as any other
dealer in goods equal to or above euro 15.000sh.daiven that there is a general prohibition on
payments in cash over euro 15.000, it is uncleatwhany monitoring would actually be required
in this situation. This only reinforces the evatrat view that, given the specific requirement in
the FATF Standards for dealers in precious metald stones to be explicitly covered for
monitoring purposes, they should be formally reegliin the law and subject to monitoring. In
order to do this, the Czech authorities will needasses whether such monitoring should be the
direct responsibility of the FIU or shared withrafgssional chamber in the same way as applies in
other parts of this sector.

820.The control of compliance of casinos is carried lmuthe FIU and also by the State Supervision
on Betting Games and lotteries. Both are part ¢ Ministry of Finance. The casinos
representatives told the evaluators that they aadpevith the FIU and that the on-site audit cycle
is approximately once a year.

821. The representative of the State Supervision otirfeGames and Lotteries considered that they
have sufficient technical and other resources ttopa their functions. They have adequate staff ,
and powers and it was advised that their staffameliar with AML/CFT issues (some of them are
AML/CFT experts).

822. While the State Supervision on Betting Games amitiekies performed approximately 230,000
on-site inspections between 2005-2008, these caldypes of issues and the evaluators were
informed that there were no statistics on how mepecific AML/CFT inspections, or if any, were
carried out.

823.Mandatory licensing is part of the supervision sask the State Supervision on Betting Games
and Lotteries under Act No. 202/1990 Coll. A fitdaproper test is required whenever a person
asks for an authorisation (licence).

824.The FIU has the possibility to require the profesal chambers to conduct inspections and share
the results with the FIU (AML/CFT Law, Section 3arpgraph 2). However, it appears that
sharing of the results is carried out on few ocwmasimainly because there are few inspections
carried out or reluctance by some of the profesdionambers to share their findings with the FIU.

825.From the discussions held on site, the superviaoesaware of their responsibilities and do
ensure in practice that financial institutions untiheir control implement the requirements of the
AML/CFT Law. Some of them use targeted inspectiongespect of the requirements of the Act.
However little information was available about C§fecific attention paid by the supervisors.

826.In response to clarification after the on-sitetyigie professional chambers (SROs) stated that:
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» The Czech Bar Association performed 11 AML/CFT adjons in the period between
2007-5/2010. Inspections on compliance with AML/CE&w can be exercised by
members of the inspection council (54 members)e@afly its economics section (14
members). Inspections are being conducted on this lod initiations submitted to the
inspection council.

» To date, the Chambers of Auditors do not perforspéttions exclusively on AML issues.
Between 2007-5/2010 they performed 445 generaktgms, of which the quality of and
compliance with AML rules is a part. Inspection® amovered by 11 members of the
Supervisory Commission of the Chamber of Auditansl & members of the Inspection
subdivision. The inspections must be conductedyedgrears at least; in the case of some
audits the period is 3 years.

» The Chamber of Tax Advisers does not perform AMLTGipecific inspections. The AML
issue is a part of the regular inspection covergdSbmembers of the Supervisory
Commission of the Chamber of Tax Advisers with shipport of two lawyers from the
Office of the Chamber. If the Commission receivey aequests in respect of the
AML/CFT issue, it will immediately act and the iresgtion would be focused exclusively
on AML issues. To date, there was no such a reqilibstre are thus no serious findings
regarding AML/CFT issues to-date.

827.In a meeting with the DNFPB representatives thduewars were informed that none of the
Professional Chambers provide the UN Security Cibuist to their members. They also noted
that they have hardly any specific guidelines ne¢ato the financing of terrorism.

828.The professional Chamber of Lawyers (Bar Assoamtiother DNFPB (the real estate agents,
accountants and trust and company service proyidensain the responsibility of the FIU under
section 35 of the AML/CFT. As indicated by the Fipresentative, at the time of the on-site visit
the FIU does not have adequate resources to pesigifinient on-site inspections.

829.1t appears that more efforts should be made ifi¢he of on-site supervision, by the professional
chambers. In fact, the evaluators were concerregdélv inspections targeted on AML/CFT issues
have been performed until now. Bearing in mind thgbervision has mostly focused so far on
formal requirements to verify the implementationpairticular AML measures in practice). The
evaluators believe that the lack of supervisionlda@ffect the quantity and the quality of the
supervised entities STRs adversely.

Recommendation 25 (rated NC in the 3 round MER)

830.The guides of the professional bodies, the FIU ahdhe CNB include explanations of the
requirements of the Prohibition on Money Laundetiagv (Act No. 253/2008), but in most cases
they do not include a description of ML and FT t@gnes and methods or any additional steps
that the obligated entities could take to ensued their AML/CFT measures are effective, as
required pursuant to FATF recommendation 25.1.

831.While appreciating the feedback given now by the K relation to each STR, consideration
should still be given to the feasibility of moreutme case specific feedback (particularly in
relation to significant developments in the casejdporting entities once the FIU has passed a
case to Law enforcement.

832.All financial Institutions and the DNFPB informelet evaluators that the FIU "works closely"
with the obligated entities. They confirmed that #lU provides clarifications, opinions etc. on
issues related to the prohibition on money laumgethrough various means including verbal
advice, letters, E-mail, etc. In fact, the FIU rbtithat a large part of their time is devoted to
answering queries from various obligated entiti@s. part of the cooperation with financial
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institutions and professional associations, the PBRJsonnel provides training to professional
bodies as well as delivering presentations durimypferences/seminars organised by the
professional bodies.

833.The FIU also provides on its website, informaticplanations relating to identification issues,
credit cards, PEPs, CDD, reporting obligationspsuasion of a transaction, confidentiality, third
country equivalence, exemptions, etc. The websi#® @ontains forms, templates, relevant
legislation (both Czech and European), and some EMOMAL/FATF documents. However, this
information does not appear to be considered asdagce by almost of the financial institutions
and DNFBP to assist them in the practical implemigot of and compliance with AML/CFT
requirements. Indeed, a number of institutionsestéihat they would appreciate specific guidance
on a number of issues, as described throughoutapdst.

834.Some supervisory bodies of DNFPB (lawyers, tax setg, auditors and real estate agents) have
also issued guidelines. The evaluators were afwnied that some of the professional entities
consulted the FIU personnel and involved them ie flormulation of these guidelines.
Representatives of the professional bodies notatthiey themselves have not issued any specific
guidelines relating to the financing of terrorism.

835.The FIU should provide feedback to the financiditers and other obliged entities over and
beyond the general and statistical informatiorseiut above.

836.Discussions with the representatives of DNFBP dsmll a lack of guidance and practical
knowledge across the sector.

837.The figures and statistics provided to the evahsageem to indicate that the DNFBP have
difficulties to assess properly the reporting reguments and to detect suspicious transactions,
which may be due in considerable measure to thedataining for DNFBP in this respect;

838.There was a general lack of awareness among repaggses of DNFBP whom the evaluators
met. AML/CFT training programs must be put in platerder to raise awareness.

839.There is no regular dialogue (including trainingiveeen public authorities and the NPO entities
conducted on the subject of financing of terrorism.

840.The Supervisory Division of the FAU could usefully augmented with staff.

Effectiveness and efficiency (R.24 and R.25)

841.The professional chambers of the Auditors, tax smhg, executors, lawyers and notaries are
primarily responsible for AML/CFT supervision andyasanctioning, though the evaluators were
concerned that the professional chambers did ninely share the results with the FIU.

842.The FIU has the possibility to require the profesai Chambers to conduct inspections and share
the results with the FIU (Section 37(2)), but théems to be an exceptional procedure. For certain
sectors (dealers in precious metals and stonest; and company service providers) there is no
authority to perform inspections. So far, the auditthamber and the Tax Advisers Chamber have
not implemented inspections exclusively focused\btL/CFT rules.

843.The existing legislation seems to grant the superyiauthorities power to impose sanctions.
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4.3.2 Recommendations and comments

Recommendation 24

844 .Explicit authority to monitor for AML/CFT purposeseeds to be put in place in respect of
dealers in precious metals and stones so thattfeegubject to effective risk based monitoring.

845.The FIU should conduct a survey on the size ofdbetor dealing with precious metals and
stones and its vulnerability to ML/FT and developisk based assessment for monitoring and
ensuring their compliance with requirements to canML and FT.

846.The FIU should develop a clear risk based strafegyeffective monitoring of those other
DNFBP that are not covered by the arrangements theéhprofessional bodies, in particular real
estate agents, trust and company service providdiere not otherwise covered).

847.The AML/CFT risks in the casinos require continuiagtive AML/CFT supervision and
sanctioning.

848.More formal cooperation agreements need to betutesti by the FIU and the professional
chambers in order to ensure a more coordinateccansistent level of AML/CFT supervision of
these professionals.

849.As noted above, the professional chambers of theyées etc. are primarily responsible for

AML/CFT supervision and any sanctioning. The evadtmwere concerned that the professional
chambers did not routinely share the results withEIU. No ML sanctions had been taken. The
FIU has the possibility to require the professioci@mbers to conduct inspections and share the
results with the FIU (Section 37(2)), but, as hasrbnoted above, this seems to be an exceptional
procedure. The evaluators consider that more foomaperation agreements need to be instituted
by the FIU and the professional chambers in ordegrtsure a more coordinated and consistent
level of AML/CFT supervision of these professiondfs particular, the FIU and the professional
chambers should achieve working arrangements ondiapply Section 37(2) of the AML Act.

850.The AML/CFT supervision by the professional chamsbappears to the evaluators to lack focus
on AML/CFT issues. It is recommended that the @sifenal chambers review their AML/CFT
strategy to ensure that it fulfils its obligatiamsder the AML Act.

851.The Professional Chambers should provide a CFTtdists members and specific guidelines
relating to the financing of terrorism.

Recommendation 25 (¢.25.1 and 2 [DNFBP])

852.The guides of the professional bodies, the FIU ahdhe CNB include explanations of the
requirements of the Prohibition on Money Laundeiiagv (Act No. 253/2008), but in most cases
they do not include a description of ML and FT t@goes and methods or any additional steps
that the obligated entities could take to ensued their AML/CFT measures are effective, as
required pursuant to the Methodology criterion 25.1

853.While appreciating the feedback given now by the K relation to each STR, consideration
should still be given to the feasibility of moreutime case specific feedback (particularly in
relation to significant developments in the casejdporting entities once the FIU has passed a
case to Law enforcement.
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4.3.3 Compliance with Recommendations 24 and 25 (Crite?.1, DNFBP)

Rating

Summary of factors relevant to s.4.3
underlying overall rating

R.24

PC

Problematic cooperation between the FIU and thdepsional chamber
regarding AML/CFT supervision.

No authority performs inspections on some DNFPB atiérs do not hav
exclusive inspection competence on AML/CFT.

No sanctions have been imposed so far.
Poor understanding regarding financing of terrorism

R.25

PC

Insufficient guidelines on AML and CFT techniqueslanethods.
Not enough case specific feedback.
Insufficient sector specific guidelines.

The FIU provides general feedback, but the reqdesteedback as require
by the FATF methodology are not met in light of gtact implementatior
of the Law.
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5. LEGAL PERSONS AND ARRANGEMENTS AND NON-PROFIT
ORGANISATIONS

5.1 Legal persons — Access to beneficial ownership ardntrol information (R.33)
Recommendation 33 (rated NC in the 3 round MER)
Overview of commercial laws and mechanisms governiiegal persons and arrangements

5.1.1 Description and Analysis

854.As it was confirmed by the Czech authorities, na@jon changes” had taken place since tfe 3
round evaluation in this field and therefore afbimation provided in Section 1.4 of th€ BIER
remains valid. Although the evaluators were notvigled with comparative excerpts of the
respective underlying legislation they acknowletizeg no “minor” changes that might have been
carried out in the Commercial Code or any otheategl legislation affect the main provisions that
are subject to evaluation under R.33.

855.Instead of a detailed description, the evaluatdnss tonly refer to the specific types of
commercial companies as listed in the previousrtepluat is, the unlimited partnership (general
business partnership, usually abbreviated as “V)dimited partnership (“k.s.”) limited liability
company (“s.r.0.”) and joint stock company (“a.gdy which the general rules of foundation and
the constituting documents thereto are preciselgcriteed there. The same goes for the
cooperatives as well as the European companiesEamdpean economic interest groupings.
The registration procedure, however, has changext she last evaluation as the Czech Republic
introduced an electronic Company Register as frérdahuary 2007 which brought about some
significant changes in the registration procedsrevidl be discussed in more detail below.

856.In the 3 round of evaluation, the Czech Republic was fotmde non compliant with the
requirements of Recommendation 33. The systemeicepht the time of thé®3ound onsite for the
registration of legal persons did not ensure aigafit level of reliability of the information
registered nor of transparency of beneficial owmerof legal persons. This was considered a
particular issue given the possibility for compante issue bearer shares which were freely
transferable, and which were seen as a probleravibghforcement agencies.

857.It was therefore recommended to review the pro@sdapplicable to the registry of commercial
entities and the registration procedure, to ina@ethe reliability and updating of information
entered. This should have included incentives tepkthe registry up-to-date and measures to
ensure a higher level of professional integritythad courts, staff in charge of the registers. Iswa
also recommended to take appropriate measuresstoesthat bearer transferable shares are not
misused for AML/CFT purposes.

858.As discussed in thdaVIER the Czech regional courts are entrusted \&ithong other duties, the
administration of the commercial registry. The gaheules of procedure for establishing a
company and the type of companies that can beteegt with the commercial register were
described in the3round MER and by and large the situation remaimshanged, including the
range of documents and data required to be prowidesh forming a company. The following part
of the report should therefore be read in conjumctiith the respective part of the previous one.

859.The main development in this area was the estaibésh of the electronic Commercial Register.

It was made possible by the amendment of the Cogiale€ode (No. 216/2005 Coll. and No.
79/2006 Coll. together with the Regulation No. 268@6 Coll.) which significantly changed the

167



Report on fourth assessment visit of the Czech Republic — 12 April 2011

registration procedure. The main changes these dmemts brought about significantly
accelerated the registration procedure and provideck transparency of the data entered into the
register.

860.As from T January 2007, the computerisation of the CommieReégister makes it possible to
submit an electronic version of an application wart with the certified electronic signature. The
Commercial register court issues a copy of a fdmways entered into the register as a printed hard
copy or in an electronic version. It is compulstayuse a form for the submission of a request to
enter new (or modified) data into the register.réhgas a 5 working day period introduced, within
which a court has to issue a decision about sugg@est, either by deciding in the merits of the
request or, if the request is incomplete, by raggisome supplementary facts within a given
period of time. In special cases, e.g. company exsion, a longer period of time (15 working
days) is applied. If a court fails to decide withire given period then, as the Czech authorities
indicated in the answer to the questionnétine legal fiction comes in forcetvhich means that alll
the facts contained in a request will be enterdd the register even if they do not meet the
respective legal requirements.

861.While the procedure of the Commercial Register weselerated, the reviewing power of the
Court was, to some extent, restricted or, accordinthe Czech authorities to “preserve it at a
necessary level” and legal rules were introducdgk feviewing role of the Court is now limited
when the facts in a request are based on a notié& or on a declaratory facts record as these
data can directly be entered into the registerhaut a specific court decision. The Czech
authorities admitted that this regulation had dbtugaused some difficulties as there had been
some facts entered into the register without havimgy required legal elements but based on
notarial deeds. This potential deficiency was,dms extent, remedied by a subsequent practice of
the courts according to which now it is considet@de necessary to review whether the facts in
notarial deeds are in accordance with the law {famot, the court has to dismiss the request).

862.As to the former, the Czech authorities admitteat this regulation had actually caused some
difficulties as there had been some facts enteredthe register without having the required legal
elements but based on notarial deeds. This potelgiiency was, to some extent, remedied by a
subsequent practice of the courts according tolwhaw it is considered to be necessary to review
whether the facts in notarial deeds are in acca®lavith the law (and if not, the court has to
dismiss the request).

863.The seconaption is when data are submitted on a so-calledlaratory facts recordn tase
the legal effect ofa data does not come wittnteringit into the Commercial registemd
hence itsregistration has merelydeclaratory effec{e.g. achange in tatutory bodies, a
decision onthe dissolution of the compangnomination ofa liquidator of the company, an
agreement orshare transfeetc.) the Court would only check whethall the letters are
formally correctand if so,the datamust be enterethto the register without a specific court
decision If, however, entering of aata haglirect constitutive effectd.g. the creation of a
company andts entering into the Register, itsmo\al from there thechange of business name,
increase and decrease of the company capitaltieéc@urt fully reviews all the data and
thenbrings a specific court decision.

864.These amendments were already foreseen at thetithe 3° evaluation and the then examiners
doubted that accelerating the registration proeessd improve the situation and feared that it
could contribute to the lowering of the level otaracy and reliability of the information entered
into the register. Now that the new proceduresimm@ace, the current evaluators consider these
concerns founded.
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865.The new rules are designed to support the easidgaeceleration of the process and should be
considered as an improvement. However, accordinghéorequirements of R.33 the changes
relating to the accuracy, veracity and reliabibfythe registered data either do not have any itmpac
or have a rather negative one as the reliabilityhef registered information may suffer from the
acceleration of the procedure.

866.Apart from the acceleration of the procedure thermaments were also designed to improve the
transparency of the registered data. The CommeR&lister Court keeps a Collection of
documents for every legal person and it is compyldo submit required documents to this
collection. By virtue of the Regulation of Ministof Justice No. 562/2006 Coll. the collection of
documents was kept in electronic form since 1 Jagn2@07 and the documents submitted to this
collection can be found at www.justice.cz. Art. 8Bithe amended Commercial Code establishes
the list of documents to be submitted and can ke &und on the Internet. The evaluators
appreciate the importance of these amendmentshébusiness sector but they do not meet the
requirements under R.33.

867.Criterion 33.2 requires that competent authoribesable to obtain or have access in a timely
fashion to adequate, accurate and current infoomain the beneficial ownership and control of
legal persons and this information is not requirethe company register. There have not been any
improvements since thé"aVIER as to the access to information on the owrigrshcompanies
(and particularly joint stock companies) in parkigu on the ultimate beneficial owners
(cf. Criterion 33.3). The prosecutors met onsitenmed the evaluators that the limited access to
information on the beneficial ownership was an atlst in cases where the company was
represented by a straw man (“white horse”) in taatiens claiming that he/she was the fully
responsible owner of the company.

868.Notwithstanding that, the evaluators also acknoggetthat the introduction of the online and free
of charge available database of registered datadasdments has effectively facilitated more
immediate access by law enforcement authoritieptopany information which is a development
compared to the time of the third round visit wlexeerpts of the registry could only be obtained
from the respective court in hard copy.

869.The evaluators note that Section 8(2b) and 9 of AML/CFT Law requires disclosing the
ownership structure of the company, including tleeddicial ownership, in the framework of the
customer identification procedure and CDD measufd® beneficial ownership definition in
Section 4(4) of the above mentioned Act is in kvith the FATF standards.

870. Since the 8 MER some deficiencies in the previous regime hagen remedied. It is now
explicit in the legislation that the entreprenestwll inform the Commercial Registry Court
whenever there are any changes in the companysstatistructure of ownership, otherwise they
can be subjected to sanction, including penal -oraloeg to the Penal Code the breach of
entrepreneurs, duties with respect to the Commleregistry is considered as criminal offence
(distortion of information about property managemanArt. 254 CC). As for the companies
themselves, they have administrative liability bveaching their duty to inform the Commercial
Register about any changes in their ownership tstreicregistered capital or board membership. In
addition, any changes of corporate registered alapitist be performed through company bank
account (regardless of the sum involved) as no pagment is allowed any more.

871.The law stipulates which information is to be eateinto the commercial register — Section 35 of
the Commercial Code and the provisions for theadififit types of a business company. Each action
taken before the Commercial Register Court shoaht la certified signature and be supported by
a power of attorney. According to the Czech autlexithese provisions prevent others other than

169



Report on fourth assessment visit of the Czech Republic — 12 April 2011

the entrepreneur from submitting a request to tben@ercial Register and having false facts
entered therein.

872.The Court is also authorised to open a proceeurafficio(without a petition) and this power has
now been strengthened in cases where it is negessd&armonise the entry in the Commercial
Register with the reality. This process can be iadpin case of dissolution of companies and
according to the™3MER have been implemented.

873.At the time of the § round visit, the Commercial Code (Art. 156 etdlpwed shares to be
issued as registered shares or bearer shares,oamghiies could freely issue bearer shares in
certified (paper) or non-certified (non-paper) forBearer shares were freely transferable and
transferability was unrestricted unless the statofdhe respective entity provided otherwise.

874.As far as bearer shares are concerned, the cewehtators have found an identical situation and
changes are still pending in draft legislation. Miaistry of Justice advise in the MEQ that there
was a draft law under discussion in the Chambéeaguties to abandon the paper form of bearer
shares. The draft law would require joint stock pamies that use paper form bearer shares to
change the form of such shares to electronic sdoamake the ownership structure more
transparent. The examiners were not provided vhighdraft and it was not adopted in the two-
month period subsequent to the visit. Accordinghi authorities the cancelation of bearer shares
had been considered but the Legislative CoundhefGovernment rejected the idea, arguing that
such a conceptual change would cause more problems.

875.While in some types of companies there is infororatin ownership and control of legal persons
publicly available, there are other company fornfsere the structure is anonymous (joint stock
company) which makes it more difficult to identifiye ownership structure of such a company.
The ways of knowing who the shareholders of a ja@itdck company are thus the same as
described in the 8round MER, including the Czech Securities CommissiCSC) register of
shareholders of stock market companies where atiqugs above 5% of the ownership must be
authorised by the Commission (but this does netr reef companies not listed on the stock market)
or having a look at the list of participants at #rmual shareholders, meetings. It should be noted
that in the latter case, the conditions for thelipunnouncement of a call for a general meeting
have also changed and a joint stock company wislndbeshares has to mandatorily publish such a
call in the Commercial Journal. This source of infation can, however, be meaningless if the
meeting report remains silent about the possitgeesentation of shareholders.

876.The Czech authorities admitted that the possihilftissuing bearer shares was an obstacle to the
access to ownership structure and that ownersobf slbares cannot be controlled. As at the time of
the previous visit, the representatives of the daforcement and prosecution disclosed that bearer
shares were a source of difficulty for their invgations. In particular, bearer shares were seen as
source of corruption in relation to public procussthand therefore draft amendments to the Law
on Public Procurement were prepared according tichwlsompanies taking part in public
procurement would have to disclose their structirewners. At the time of the on-site visit, the
draft was discussed in the Senate and no informatimut the outcome of this amendment has
since been communicated to the evaluation team.

877.0ut of the & round recommendations, the higher level of prodess integrity of the courts,
staff is the one that appears to be fulfilled by time of the 4 round visit. The examiners learnt
that non-judge professionals with specialised jatlieducation (called judicial officers) were
commissioned to deal with the cases at the Comaleregister, where judges now decide in
complicated cases or in appeals against decisibfjisdizial officers only. The employment of
judicial officers improved the personnel situatidime personnel involved in company registration
had been involved in special legal education siife8 (although mainly as it was required by the
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new, computerised registration procedure whichdescribed above, appears to serve purposes
other than meeting the requirements in R.33).

5.1.2 Recommendations and Comments

878.The evaluators acknowledge the efforts the Czethoaties put into the computerisation and

acceleration of the company registration procedunéch is very favourable and in line with
European legal development. In addition, the immediand free-of-charge availability of
registered company data and documents via intenegifully facilitates the access of law
enforcement authorities to such information. On ttber hand, the specific deficiencies in
achieving compliance with R.33 has not or has nfficsently been addressed by the lawmakers.
Despite the acceleration of the procedure, thestiegion of business entities still does not ensure
an adequate level of reliability of information iggred. Transparency of ownership structure does
not provide more information on beneficial ownepshio particular counter-measures have been
taken against the issuance of freely transferatdedy shares.

5.1.3 Compliance with Recommendation 33

Rating Summary of factors underlying rating
R.33 PC « Despite the acceleration of the procedure, thestegion of business
entities still does not ensure an adequate levetlability of information
registered,;

e Transparency of ownership structure does not peoridre information on
beneficial ownership;

« No particular counter-measures have been takemstgtie issuance
freely transferable bearer shares.

=

5.2  Non-profit organisations (SR.VIII)

5.2.1 Description and analysis

Special Recommendation V111 (rated PC in the 3 round MER)

879.The 3% evaluation report noted that no particular measinad been taken to limit the use of
NPOs for FT purposes.

880.After a first analysis of misuses of NPOs for cnali purposes carried out in 2006 and other

efforts to raise awareness of the NPO sector attmunecessity of certification and increasing

transparency, the Czech authorities decided to geswn the Faculty of International Relations,

University of Economics in Prague to collaboratethis process, and the resulting project was
a research document “transparent functioning of 8IR® the Czech Republic, focused on

prevention against misuses of NPOs for financintgobrism”. Nevertheless, NPOs regulation has
turned out to be a very sensitive problem. Takirig account the Czech Republic recent history,
legislators have to design their counter-terrorissmasures carefully in order not to be seen by
society as placing unacceptable limitations onfeinelamental rights and freedom.

881.There are no figures or statistics on the overathiper of NPOs, nor economic figures relating to

the largest of them. Nevertheless, there is an itapbamount of information publicly available in
the 4 different Registers in which all of them hawebe licensed. The problem is that in spite of
the existence of an Advisory Council for NPOs wittiie Office of Government, that provides one
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gateway through which all Web-based versions ofdhesgisters are accessible, there is not a
really comprehensive risk analysis of this segparticularly of the amount of funds managed by
each type of entity. Therefore, a risk based ampraaking into account, for example, the size of
the organisation, the amount of funds it handled,its specific objectives has not been tackled.

882.The only statistics that have been submitted arglobal figures related to the “States
Subventions for NPOs in 2008” detailing the ingid@ns that were providing this help: Ministries,
Regional Governments, Municipalities or State funds

883.Freedom of assaociation is protected by the Cotistitias a fundamental right. The law provides
that those associations whose aims or activitietate the legal or constitutional order shall be
banned.

884.The Government adopted a Decree on a National A&lan to Combat Terrorism (2005-2007)
with a Plan of Measures on the Fight against TesmarThe documents contained a risk analysis
on the NPO sector and indicated that the legisiatio the financial operation of foundations and
other social organisations will be revisited.

885.The Ministry of Interior prepared a first draft whiwas used as a basis for a research project on
“Increasing transparency of non-profit sector atés in the Czech Republic with particular
emphasis on prevention of its misuse for finanairigterrorism”. A National Action Plan to
Combat Terrorism report was finalised in 2009.

886.The most important shortcomings pointed out indbeument were:

* Only approximately 1/3 of NPOs researched providéliply available information by
themselves (e.g. websites); very few have adoptddat and fundraising codes of conduct,
less than 1/10 of them publish annual reports.

» The lack of official and public registers of all BB, that include financial reports, by laws,
registration notifications is of concern.

» The legal requirements are different for each tyjpePO.

* While civil associations enjoy relatively less atriregulation, the strengthening of
requirements there would carry a high risk of inipgdhe emergence of associations (most
common type of interest-based community, such agisg clubs, etc.).

* Foundations and foundation funds appear to be aggpliin a transparent way. The need to
have financial reports and annual financial statémaudited and filed with a court registry
limits certain risks posed e.g. by the possibitityaccepting small amounts from anonymous
donors. However, the compliance rate of the foundatis not high enough. Approximately
4/10 of the foundations researched did not compti the established legal requirements.
This is most probably due to a lack of professimnal but there is some scofwme misuse of
this environment.

* No significant concerns are linked to the misusesdtools for terrorist-related activities,
including religious schools; however there are gapgsansparency requirements as regards
funding of schools accredited in emerging econondesh as Eastern Europe, and active in
Czech territory.

887.The report concluded there were no grounds condufiv terrorist activities in the Czech
Republic, as the minorities that might in theory fagicalised are very small. Therefore, it
indicated no urgent or serious risk of misuse ofOdRn the Czech Republic for the purpose of
terrorist financing, but found that deficienciessexjenerally with regard to either state powers or
enforcement of certain types of NPOs or aspectisaif activities.
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888.No legal changes have been made relating to the I¥§i€lation since the™®round assessment.
As described in the questionnaire there are 4texgid different types of NPOs:

» Civil associations under Act No. 83/1990 Coll.

» Universally beneficial societies under Act No. 24895 Coll.
» Ecclesiastical legal persons under Act No. 3/200R. C

* Foundations under Act No. 227/1997 Caoll.

889.For all of them it is clearly stipulated that a& thoment of the registration these entities have to
present:

» documents demonstrating the foundation;

» founders identity (e.g. preparatory committee) gepesentatives;
» goals/purposes/activity;

» headquarters;

» deciding body and rules;

» organisational units - if applicable;

» principles of housekeeping.

890.For the beneficial societies, ecclesiastical legatson and foundations, annual reports are
required. These documents have to contain an @xeref activities, final accounts, statement of
verification by auditor if applicable (for univetbabeneficial societies and foundations it is
compulsory, for ecclesiastical legal persons @gplicable if they apply for subsidies), overvieiv o
incomes (compared with resources) and expenditd@glopment and final state of funds and
properties. From the AML/CFT perspective, it is gibke to find references to foundations and
associations in AML Act 253/2208.

891.Section 4 related to Other Definitions, descrilvearticle 4) the meaning of the beneficial owner
for a foundation or a foundation fund in letter &)d in letter c) for the case of associations. Wha
is more, according to Section 2.article 1 letteroéthe AML/CFT Law, a legal entity which
receives payments in cash in an amount of, or ekegeEUR 15,000, should be considered an
obliged entity under the AML act. Neverthelesss thption is suspended to a large extent, since
the Act No. 254/2004 Coll. on Limitation of CashyReents prohibits these large cash payments.
According to Act No. 563/1991 Coll. on Bookkeepi@gction 31, all entities are obliged to keep
their documents for five years. The Annual Repaod Books must be kept for 10 years.

892.The National Action Plan to Combat Terrorism (2@D0D9) reiterates (p. 6) that the EU actively
deals with many topics, which must be addressettiénCzech Republic including “limiting the
opportunities for misusing the non-governmentaltaedor terrorist financing”. The National
Action Plan also provides:

» to increase the capacity of police to gather iigetice on “informal” or minority-based
cross-border flows of money that may be misusedefoorist activity,

» to propose a mechanism enabling Police to ideimifyrhich financial institutions a suspect
individual holds accounts.

893.In spite of the outreach activities carried outdise the awareness in the NPO sector about the
risks of terrorist abuse, specific measures of gutoin against such abuse have not been
implemented in a comprehensive way: therefore thisrenot a clear awareness by sector
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supervisors, obliged entities or NPOs themselveat this sector can fall under the threat of
financing of terrorism

894. There is effective co-operation, co-ordination arfdrmation sharing among the authorities and
organisations that hold relevant information on NMPQhere was found to be operational
coordination on this issue in particular betwees ¢himinal police, national intelligence, the FAU
and Customs. Task forces have been establishedhwiegularly exchange information on
suspicions of terrorism.

895.Information contained in different Registers, matagy the Ministry of Interior, the Ministry of
Culture and “registering” courts, are availablethe authorities that fight against the money
laundering and financing of terrorism. According3ection 30 and 24 of AML/CFT Law there is a
general requirement to submit the information ® FAU that it may request for compliance with
obligations under this Act from the Police of theeCh Republic, intelligence services and other
public authorities.

896.When investigating a suspicious transaction, thenidfy may, pursuant to the Tax
Administration Act, request from the competent adtres information obtained in the course of
verification by the tax authorities. The latter hanmediately inform the Ministry of any
suspicion that a taxpayer is using the tax admmatish for the legitimisation of the proceeds of
crime or financing of terrorism.

897.According to Section 33 of the AML/CFT Law the FA3dn share information on NPOs with its
foreign counterparts.

Effectiveness and efficiency

898.Since the § MER some steps have been undertaken to increasatreness on the FT risks
among the NPO sector.

5.2.2 Recommendations and comments

899.The authorities have made efforts in this are& -Mimistry of Interior (in co-operation with other
authorities) carried out a review of the sectofenences to foundations were included in the
AML/CFT Law, and guidelines aiming at enhancing ttamsparency of the sector were prepared.
However:

» it appears that there is a lack of comprehensigergtanding of the economic power of this
sector, since the information on the 4 existinge/pf NPOs is spread among Registers kept
by 3 different authorities;

» the legal framework was not amended since the &M

» there are no requirements for NPOs in the registraiocuments or in the forms for tax
benefits to provide the information recommendedeunide Interpretative Note to SR.VIII;

» apart from the supervision performed by Tax Auttiesi or by the public authorities
responsible for the registration and licensing d?Q¢, there is no specific supervision
regarding the prevention of NPOs misuse for finagodf terrorism. No statistics about
administrative sanctions have been provided t@taduators.

900.Despite fluent and frequent communication betwegb Rnd obliged entities, it does not seem
that there are specific guidelines advising on tteat of misusing the NPOs for terrorism
financing.
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901.There is no regular dialogue between public autiesriand the NPO entities conducted on the
subject of financing of terrorism.

902.There are no regular contacts between FAU and Ne@srvisory Boards which can be a source
of information for the Ministry as to shortcominfggind during inspections. It does not seem that
the Board refers information that can involve MLdamF to the FAU, so the latter can act
according to Section 30 of the AML/CFT Law. Neith&urpervision, nor sanctions have been
imposed on those NPOs which accept large cash pagri@bove 15,000€), for failure to comply
with AML/CFT Law requirements.

5.2.3 Compliance with Special Recommendation VIlII

Rating

Summary of factors underlying rating

SR.VIII

PC

Lack of fully comprehensive review of domestic NFi@®rder to obtairj
a clear picture of all the legal entities that pari as NPOs, especial
ones of potential high risk;

Insufficient awareness raising campaigns in the BQor, and obligeg

entities, regarding potentially vulnerable NPOs;

Lack of “know your beneficiary and associate” rulesNPOs, excepting
those who become obliged entities under AML, in lilgpothetical cass
of accepting large cash payments;

Insufficient targeted supervision or monitoring MPOs which contro

significant portions of the financial resourcegdla# sector and substant
shares of the sector’s international activities;

Insufficient training and awareness concerning@Rd risks in the NP(
sector by the sector itself and within the relevaumblic authorities with

O

1174

responsibilities in this area.
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6. NATIONAL AND INTERNATIONAL CO-OPERATION

6.1 National co-operation (R.31)

6.1.1. Description and analysis

Recommendation 31 (rated PC in the 3“ round MER)

903.Under FATF R.31, Policy makers and competent aittesrshould co-operate and co-ordinate
domestically on activities (in particular “operata co-ordination” among LEAs and FIU) and on
policies.

904.Consultations among competent authorities and fgrisector (such as financial institutions, their
associations, DNFBPs representatives) should @daken into consideration.

Institutional setting

905.Despite the fact there is no provision in the AMEXCLaw on national policy co-ordination and
co-operation among competent authorities (Judiéiadhority, Law Enforcement Authorities,
FAU, Supervisors and other competent authoritib®) €zech authorities have focused their
attention on the coordinating function of the FIU.

906.In fact, following the discussion held on site witiveral domestic authorities and representatives
of the industries, the evaluators recognise ther&yplayed by the FIU in coordinating the STR
analysis with the activities of the Judicial Authies, Police, CNB and other supervisors. Also,
the FIU is responsible for carrying out consultatwith the private sector on AML/CFT issues.

907.By law, the FIU has the power to request informafimm obliged persons and their associations
and chambers, law enforcement (police servicegpamskbcutors’ offices), intelligence services and
National Security Office, Tax Administration, Custe and other governmental authorities.

908.For efficiency reasons, the FIU is electronicalbyoected - via Moneyweb - with the Service for
Combating Corruption and Financial Crime (inforroatiexchange) and with major banks
(for receiving STRs and requested information).

909.However, the Czech authorities, in the view of &waluators, still need to give more serious
consideration to adopting legislative or other mees targeting domestic cooperation at the policy
level and to develop more formal and structuredragements for cooperation at the operational
level, which could also usefully include regulamsaltation with the private sector and the
professional chambers of those DNFBP that routie 81Rs through their professional bodies.

Cooperation among domestic authorities

910.At the time of the third round evaluation report, @erational working group was in existence
which, when it met, was attended by the relevampatent authorities involved in the AML/CFT
framework (the Clearing House). This group is pager in place, a development which is
regretted by the evaluators. There is no other &briend institutionalised mechanism for
operational cooperation among domestic authoritesrently in existence, though it is
acknowledged that ad hoc operational cooperatiaraod does take place, as indicated below (and
in the case of coordination between the FIU anddafercement through a protocol).
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Cooperation between LEAs and FIU

911.The Czech authorities have indicated that the Flbperates with a large range of subjects, from
the governmental authorities to the representat¥éise private sector.

912.From Law enforcement authorities side, the FIU evafes mainly with the “Unit for Combating
Corruption and Financial Crime” and with the “Orgaad Crime Unit” of the Czech Police.
Cooperation with the police is based on a proteoghed by representatives of the Ministry of
Finance and the Ministry of Interior. The coopamaticonsists in intelligence exchange, regular
consultations on individual cases and annual orhad mutual evaluations to assess the
effectiveness of their cooperation at the operalitevel.

Cooperation between the FIU and Supervisory Autiesri

913.According to the Czech authorities supervisory ét$ipns on financial institutions may be
carried out jointly between the FIU and the CNB.

914.According to Section 35 of the AML/CFT Law, the FHRhall provide information about its
activities to the other supervisory bodies. Alsbthe request of the FIU, the other supervisory
bodies shall provide their opinions or any otheroperation as requested. In addition, if the
supervisory authority finds facts that might beatetl to money laundering or financing of
terrorism, it shall immediately inform the FIU anmutovide all information in the context of
suspicious transaction reporting.

915.At the time of the on-site visit, the FIU and CNR chot refer to any agreement or joint
inspection programme. CNB has however informed dialuators that there is an agreement
between the two authorities on legal issues, inowdML/CFT matters.

916.CNB has stated that the AML/CFT deficiencies ideedi during the on site inspections are
reported to the FIU for sanctioning. On the ocaasibsuch inspections, 9 banks were found not to
have reported any STR to the FIU.

917.Considering the fact the FIU is the authority irae of analysing STRs, it would be useful to
generate more feedback to the supervisory autbsriin cases, trends, best practices and
circumstances that might be suspicious. More fasedl cooperation between the FIU and the
other supervisors could be beneficial too.

Consultation between the FIU/Supervisory Authositad Private sector

918.Regarding the non-financial sector, according tolA®FT Law, the FIU cooperates with the
respective self-regulatory or supervisory authesitithe professional chambers (for lawyers, public
notaries auditors, licensed executors and tax amh)is Municipalities/Regional
Authority/Financial tax offices (for betting gambésence holders); Czech Trade Inspection (for
entities licensed to trade in items of culturalitagge or cultural value, or to act as intermediary
such services; and the entities licensed to tradeséd goods, which act as intermediaries in such
trading, or receive used goods that have been ghwne

919.As part of the above mentioned cooperation, acogrth AML/CFT Law, Section 37, paragraph
2, the FIU has the possibility to require the pssfenal chambers to conduct inspections and share
results with the FIU. However, it appears that iagtice such cooperation is only occasional, as
there are few inspections carried out. Besidegppeared that the professional chambers are
sometimes reluctant to share their findings witi FhU.
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920.There is no information as to the cooperation betw&IU and the other two nominated
supervisory authorities, namely the Municipalitlesgional Authority Financial tax offices and the
Czech Trade Inspection.

921.In order to increase the knowledge on ML/FT issthes Czech authorities have indicated that the
competent authorities organise, periodically, evemith the private sector. Nevertheless, some
more structured and regular formal meetings shbal@stablished with professional associations
(particularly to analyse together the reasonstichdow reporting by DNFBP) and representatives
of the obliged parties.

Effectiveness and efficiency

922.While the FIU is playing a significant role in cdamating and assisting national authorities
(Police, Prosecutors, Judicial Authority) on an ‘faat” or “case by case” basis, there are no
agreements, bilateral or multilateral, that esiibliormal institutional operational cooperation
among domestic competent authorities and no regfdemal collaboration between these
authorities and with the private sector (other tbaran ad hoc basis) that facilitates consultation
on AML/CFT matters.

6.1.2. Recommendations and comments

923.Despite the important role played by the FAU tordamate national competent authorities and to
conduct consultations with the private sector,dhame not regular institutionalised mechanisms of
operational coordination and information exchangerg competent authorities.

924.1t is strongly advised that a mechanism of inteoprational cooperation (involving all the main
AML/CFT Laws) should be established, to assessogmally AML/CFT vulnerabilities, trends,
challenges and any relevant proposals or initiativehis mechanism could also assist Czech
authorities in the drafting of an AML/CFT natiorsttategy and risk assessment.

925.Equally, there is no body or structure for the @dig, collective evaluation at the policy level of
the results of the domestic AML/CFT Law and thecefifveness of the AML/CFT system as a
whole, with a view to reporting to ministers on #féectiveness of national AML/CFT measures.

926.Bearing in mind the comments at para 869 of therGuthd MER and the difficulties the present
evaluators have had in obtaining authoritative amdrnally consistent statistics generally on
money laundering cases and confiscations and theldwel of reporting from DNFBP, it is
strongly advised that a national mechanism is aleated which reviews the effectiveness of
AML/CFT policies and which begins to prepare soaggeed performance indicators for the
system as a whole, so the main AML/CFT playersassess domestically the level of AML/CFT
performance and collectively address areas whgpeovements are necessary.

927.The Czech authorities should also establish bahter multilateral mechanisms of consultation
between competent authorities and between thestharativate sector.

6.1.3. Compliance with Recommendation 31

Rating Summary of factors underlying rating

R.31 LC * There are no formal mechanisms in place for regitanestic AML/CFT
operational coordination;

» There is no regular review of the effectivenesshef AML/CFT system at
the policy level.
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6.2 International co-operation — Conventions (R.35 an®bR.1)

6.2.1. Description and analysis

Recommendation 35 (rated PC in the 3 round MER)

928.Several Conventions (e.g. the Palermo Conventioth protocols thereto and the Merida

Convention) are not ratified by the Czech Repuldlic they contain provisions on corporate
criminal liability on mutual legal assistance innginal proceedings against legal entities. There is
no corporate criminal liability in the Czech leggstem.

929.The evaluators were informed that in 2004 a draftiftroducing criminal liability for legal

entities was produced. It was finally rejected arliament, but the intention of introducing this
kind of liability persists in the agenda of the €zeGovernment and a legal proposal for
introducing it is currently being carried out. Téseternal comment procedure has recently finished
and next September it is anticipated to go to #méidnent to be discussed.

930.0n the other hand the sensible attitude of the iCaathorities that they have opted not to ratify

any Convention that cannot be fully implementedtbase commended.

Special Recommendation | (rated PC in the 3 round MER)

931.The respective UN Special resolutions are implestit the EU within the Council Regulation

(EC) No 881/2002 of 27 May 2002 imposing certaiacsfic restrictive measures directed against
certain persons and entities associated with Odaimd_aden, the Al-Qaida network and the

Taliban, and repealing Council Regulation (EC) N&¥/2001 prohibiting the export of certain

goods and services to Afghanistan, strengtheniadlidgiht ban and extending the freeze of funds
and other financial resources in respect of theib@al of Afghanistan implementing the

commitments under UN Security Council resolutio671.21999).

932.Pursuant to S/RES/1373(2001) the European Unionptado Council Common Position

No. 2001/930/CFSP of 27 December 2001 on combagnmgrism; Council Common Position
No. 2001/931/CFSP of 27 December 2001 on the amit of specific measures to combat
terrorism; Council Regulation (EC) No 2580/200123f December 2001 on specific restrictive
measures directed against certain persons andesntitth a view to combating terrorism; and
Council Decision No. 2005/671/JHA of 20 Septemb@®3on the exchange of information and
co-operation concerning terrorist offences (as atedh

933.These provisions are stated in the referred Europegulation and are directly applicable and

binding for all member states of the EU (includithg Czech Republic), and no further national
implementation is required.

934.Nevertheless, as mentioned in the analysis of SiRlHted to the criminalisation of financing of

terrorism, certain insufficiencies still have naen covered. Therefore, at the time of the visd, t
TF offence in CC 311(2) was enlarged so as to epassithose who support an individual terrorist
or a member of a terrorist organisation. Althoulgh triminalisation of TF is not established in a
sole Section of CC, most of the requirements sghfm Article 2 of the terrorist financing
Convention, according to the Czech authorities, me¢ by the general principles of the Penal
legislation.

935.CC article 311 (2) referring to the terrorism offenstates: Equally shall be sentenced who

threatens with the conduct mentioned in para (Lwlo supports such conduct, a terrorist or any
member of a terrorist organisation financially, regally or in another way This wording does
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not comply with SR.II requirements, in the samessethat it did not at the time of th& Bund
evaluation.

936.0ther shortcomings detected in tHérdund MER have been solved in this period. Thallegd
practical obstacles encountered in tfle®und assessment report, to freexefficioaccounts and
more generally assets held by persons and orgmmisappearing on the UN and EU lists have
been solved to a great extent with the implemesnadf act No. 69/2006 Coll., on Carrying Out of
International Sanctions and the correspondent atigul of the Government that develops it.

e 281/20060n Details Concerning Fulfiiment of Repugti Duty, according to the Act
No. 69/2006, on Carrying Out of International Sart

* 210/2008 Regulation of the Government of the Cz&dpublic Implementing Special
Measures for Combating Terrorism.

937.According to the law on international sanctiong HAU is the responsible state authority for the
implementation of freezing and seizing. Supervisaod oversight of the compliance of the law’'s
requirements will be performed in the same mansegrascribed in the AML/CFT Law. Financial
sanctions are specified in Section 5(2) of therreteAct. The crime of breaching of international
sanctions is specified in Section 410 of the CZeehal Code; the crime of terrorism financing is
specified in Section 311(2) of the Czech Penal Code

938.0n the preventive side, the new AML/CFT Law, asvimesly described, provides for the
obligation to freeze funds involved in suspicio@nsactions in money laundering and financing of
terrorism and states clearly the procedures that taabe followed by the obliged entities.

939.According to Section 20 paragraph 1 of the ABhoéuld there be a danger that an immediate
execution of a transaction would hamper or subs#iptimpede securing of proceeds of crime or
money intended for financing of terrorism, the gétl entity may execute the customer’'s
transaction no earlier than 24 hours after the Miny had received the suspicious transaction
report’.

940.Furthermore, Section 20 paragraph 3 establishetl ‘tBaould there be a threat under
paragraph 1 and the investigation of such suspgimansaction requires a longer period of time,
the Ministry shall decide:

a) to extend the period of suspension of the cumtsrtransaction for no more than 72 hours
after having received the suspicious transactiquorg or

b) to suspend the customer’s transaction or toZeethe assets in such transaction for 72 hours
in the obliged entity where the assets are located”

941.When the Ministry does not inform the obliged snéibout having filed a criminal complaint, the
obliged entity shall make the transaction withioaendar days following the filing of the criminal
complaint. The obliged entity shall perform thengaction unless the law enforcement bodies have
decided to seize such transaction (paragraph 7).

942.0n the issue of the provisional measures and aation, the evaluators noted some promising
signs of a growing awareness of the representati/€&€A and prosecution of the importance of
financial investigations. Provisional measures saiel to be taken quite regularly, and, in urgent
cases related to laundering offences, with somefliehssistance from the FAU as to asset
freezing.

943.The legislation and the guidance provided by theUFid the framework of the contacts
maintained with the obliged entities seems to hassulted in a clear awareness of the
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professionals as to the necessity of checkingrt@riational sanction lists which are binding on
the Czech Republic, as well as familiarity with grecedure that has to be carried out in the case
that a transaction with these features appears.

944.The FAU has established an interagency working groaoternational Sanctions Interagency
Group” made up of representatives of the FAU andllobther competent state bodies. The group
defines the responsibilities of the different auities as to the exercise of international sanstion
methodology, measures, decisions and legislatiohisrfield.

945.According to the statistics provided by the autfiesiin the last three years there have not been
any funds related to the financing of terrorisnzedior frozen.

946.The Czech Republic has signed and ratified the €iboh Europe Convention on Laundering,
Search, Seizure and Confiscation of the Proceants €rime (Strasbourg, 1990) which entered
into force for the Czech Republic on 1 March 199%gs been ratified); it is fully implemented.

6.2.2. Recommendations and comments

947.The Palermo Convention needs to be ratified andtingnalisation of financing or terrorism has
to include the broader language of the FATF Recondagons as well as the FT Convention,
criminalising not only any kind of support to tenigb acts, persons or organisations, but the mere
collection of funds with the intention or the pr&ein to be used for supporting these activities or
persons, regardless of whether a terrorist offérasebeen committed.

6.2.3. Compliance with Recommendation 35 and Special Rewmmdation |

Rating Summary of factors underlying rating

R.35 PC * The Palermo Convention is not ratified due the lkaic&riminal, civil or
administrative liability of legal entities;

* The criminalisation still need to be brought in éinwith the
international requirements prescribed by the relev@onventions
already ratified by the Czech Republic (the Vie@uvention and thg
Terrorist Financing Convention) particularly asagts to:

- the conversion and transfer as well as the jgsgs® of property;

- and all aspects of concealment and disguise medae explicitly
provided (R.1);

- the collection of funds, as one of the core vaatis within the
concept of TF is not criminalised;

- there is still no explicit coverage of direct iodirect collection of
funds/usage in full or in part (SR 1I).

» The conspiracy to commit all types of money lauitdgis not covered
by criminalisation (R.1).

D

SR.I LC » The Czech Republic has not fully implemented Aetic®2(1l) in
connection with Article 2(3) of the TF Conventiorhiah criminalises
not only of the provision of funds for terroristteudut also of the mer
collection of funds with the intention to.... usedin the knowledge
that they are to be used, in full or in part, iderto carry out terrorig
acts (as that term is defined in the said Artidgehe Convention) -+
regardless of whether an actual terrorist offesaeairied out.

(7]

—
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6.3  Mutual legal assistance (R.36 and SR.V)

6.3.1. Description and analysis

948.The legal framework for international judicial cperation in criminal matters has hardly,
if at all, changed since thé’3ound MONEYVAL evaluation. Mutual assistance cangsovided
upon a treaty basis, such as the 1959 Europeane@tiom on Mutual Assistance in Criminal
Matters or the 1990 Strasbourg Convention (the 20@8saw Convention has not yet been ratified
by the Czech Republic) or, in EU relations, the@Q@nvention on Mutual Assistance in Criminal
Matters between the Member States of the EU amdosisa reciprocity basis (Art. 376 CPC).

949.As to the latter, the mutual legal assistance mashes are still regulated within Chapter XXV
of the CPC (Art. 375 to 460zp). This Chapter dewith all aspects of international legal co-
operation including, among others, extradition frand to another country (Part 2), surrender of
persons between EU member states under the Eurofeast Warrant (Part 3), transfer of
criminal proceedings (Part 6), enforcement of fgmeiverdicts (Part 7) or recognition and
enforcement of orders between EU member statessouing freezing property or evidence (Part
8) financial penalties (Part 9) and confiscatioders (Part 10). The provisions that specifically
govern mutual legal assistance can be found inFPaftChapter XXV (Art. 425 to 446) which are
to be applied according to the fundamental prims@End general rules of international legal co-
operation set out in Part 1 (Art. 375 to 382). Ascdssed in the previous report, Article 10 of the
Constitution prescribes that the international ttesaratified by the Czech Republic are part of
domestic legislation and since they prevail in cadeany divergence, the provisions of
Chapter XXV Part 5 of CPC shall only be appliednfrelation to a specific foreign country, the
Czech Republic is not bound by such a treaty.

950.The evaluators learnt that a new law on internalidegal assistance in criminal matters was
under preparation at the time of the on-site vilite law, which is to be adopted in 2011 will not
bring any substantial amendment to the legislatiia can currently be found in Chapter XXV —
furthermore, it will consist of the contents of tberrent Chapter XXV. As explained onsite, the
EU-related amendments and completions (see Pa#tH93and 10 above) had made this Chapter so
enormously large that it can hardly be containethiwithe traditional structure of the Criminal
Procedure Code (according to the domestic intertwsu Chapter XXV makes up almost one
guarter of the entire Code alone). As a solutiba,whole chapter will be removed and re-adopted
as a separate new law.

951.The previous evaluation team provided a thorougdtidietion and analysis of all the provisions
mentioned above and, since the evaluators wersfwtmed of any amendment to these articles,
all their findings and conclusions remained valiid aneed no reiteration. Consequently, the
evaluators acknowledge that the Czech Republiblesta co-operate to a large extent with foreign
counterparts in those areas which are relevaraél/CFT purposes. Criterion 36.1 can therefore
be generally considered as met, which also retessib-criterion 36.1(f) in respect to which the
deficiencies of the domestic confiscation and mivial measures regime, as they were mentioned
in the 3? round MER (concerning real estate, other propestye or substitute value) have since
been largely remedied so as not to limit the aldity of the respective measures any longer.

952.Execution of letters rogatory is subject to comaii set by the respective international treaty
and/or by the relevant provisions of Chapter XXVQCHhat is, all foreign requests are executed
under the same conditions that apply in domestiimical proceedings and legal assistance can
only be refused if the request does not meet theinements determined by an international treaty
or the execution would be contrary to the Consaitubf the Czech Republic or a regulation of the
Czech legislation which must be maintained withexteptions, or which could cause damage to
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another significant protected interest of the CzRelpublic (Art. 377 CPC). Neither of these can
be considered an unreasonable, disproportionateauly restrictive condition that would hinder
the mutual legal assistance and therefore Crited3t8 is met.

953.The same goes for Criteria 36.4 and 36.5 as ndatish applies, as at the time of the previous
evaluation, to letters rogatory concerning fiscHemces as well as secrecy or confidentiality
requirements (except for the lawyers, where a ditgonfidentiality pursuant to the Law on
Advocacy applies as provided by Art. 8 CPC). Thev@as of competent authorities required under
R.28 are undoubtedly available for use in respdosa request for mutual legal assistance,
provided the request complies with conditions $&4 belevant international treaty and/or the CPC.

954.In summing up, the evaluators share the opiniothefprevious team that legal conditions and
practices seem to be largely in line with the rezmients of R.36. Furthermore, the situation has
improved in some of the problematic areas mentiobgdthe 3' round MER. That is, the
evaluators no longer consider the Czech legal fweorie on seizure and confiscation being a
potential obstacle to co-operate in an effectivemea with foreign counterparts, as a result of the
amendments that enlarged the scope of this regiraedompass real estate or substitute value.

955. As for the other main problematic issue, howetles, shortage of staff in both the Ministry of
Justice and the Prosecution has not yet adequately resolved. Swift and smooth processing of
international co-operation was, at the time of 3eound visit, hindered or at least threatened by
the low number of lawyers working in the respectivits of the said authorities and tHeréund
evaluators came across almost identical figurésigrespect.

956.The evaluators understood that in the pre-trialsphaf the criminal proceedings, it is the High
Public Prosecutor’s Office which is competent fartoal legal assistance issues unless the direct
contact of lower level prosecutorial bodies witteithforeign counterparts is allowed by an
international treaty. The Supreme Public Prosetutffice is also involved in international co-
operation. When the bill of indictment is submittedthe court, mutual legal assistance is in the
competence of the Ministry of Justice. The figuretated to the staffing situation in these
authorities were significantly similar to the prews ones. For example, the Supreme Public
Prosecutor’s Office had allocated 9 prosecutothittask at the time of thé*3ound visit, which
number had been reduced to 8 by the time of theesuwisit (out of which 2 are delegated to
Eurojust). In the Ministry of Justice, the unit teg with international legal co-operation had
comprised 13 staff at the time of the previoustsaid this number has not changed.

957.Execution of letters rogatory is supervised by @@rdauthorities, namely the Ministry of Justice
and the Supreme Public Prosecutor’s Office, extaptases of direct communication between
Czech and foreign judicial authorities. Both autties provide guidance to the bodies directly
involved in executing letters rogatory. In the cafdhe Prosecution Service, it is the Supreme
Public Prosecutor's Office that issues internaltringtions to subordinated (regional/district)
Prosecutors’ offices. These instructions are ofralibg nature and specify the requirements on
how to draft a letter rogatory. In addition, wheeesguch a request is sent abroad directly, a copy
thereof must be sent to the High Public ProsecsitOffice for information, by which the superior
body can supervise the conformity of the lettergatory nationwide. In relation to courts, the
Ministry of Justice has no right to issue any hirgdinstruction but provides guidance documents
to assist judges in their participation in interoa&l legal co-operation. Certainly, courts mayoals
enter into direct communication and co-operatiothvi@reign counterparts if allowed by a treaty.
Furthermore, the Supreme Public Prosecutor's Offies the power to appoint simply one
prosecutor’s office for execution of a MLA requést cases where evidence should be gathered in
more districts or regions and a full coordinatismecessary (Art. 431 para 3 CPC).
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958.Direct co-operation of judicial authorities is pitds provided it is based upon an international or
bilateral treaty. On the basis of various treatigct contact has already been established With a
neighbouring countries, then with all other EU MeaniStates (including all the neighbours
mentioned above) and negotiations are underwaystablish direct co-operation with Ukraine.
The domestic interlocutors claimed that a largepprtion of international legal co-operation
(including MLA) takes place in relation to neighbimg countries (no exact figures were provided
though) and both the prosecutors and the reprasesgtaf the Ministry of Justice would prefer
more room for direct contact in the MLA regime.

959.When asked about clear and efficient processethéexecution of MLA requests in a timely
way and without undue delays (Criterion 36.3), @mech authorities advised that the CPC did not
provide any specific time limits for the executidnstead, the general time limits were said to be
dependent on the content of the specific requesh more time needed in case of obtaining
banking information (especially if searching fomsgbody’s bank account without knowing its
number). Domestic interlocutors disclosed that atien of a letter rogatory may, in exceptional
cases, take a year or even more, though in therityaph the cases the MLA can be provided in a
couple of months and the prosecutors the team ietdphasise that both the prosecutors and the
law enforcement authorities are usually activeunsping the timely execution of letters rogatory.
Reference was made, for example, to the involveroénihe FAU and its powers to suspend a
transaction in the execution of requests conceritiegfreezing of bank accounts (as discussed
more in details in relation to R.3). In additionea if the domestic procedural law does not set any
deadline in this respect, the authorities execuaiefter rogatory should always take into account,
to the fullest extent possible, all procedural diead specified by the requesting foreign authority

960.The interpretation of reciprocity and dual crimibalwas not reported to pose particular
problems (as was illustrated with concrete exampteshe ¥ round MER). The domestic
authorities confirmed that dual criminality is iriested quite broadly, focusing on the elements of
the foreign offence rather than its designationlassification. Less intrusive measures are said no
to be subject to the condition of dual criminality.

961.Notwithstanding this, during the on-site visit teealuators were told that one of the common
grounds for refusal of MLA is lack of dual crimiitgl though refusal on this ground mostly takes
place if coercive measures (search, seizure ate.yemuested. As it was explained in the latter
respect, all forms of confiscation in the Czech @€ considered as punishment and, therefore, no
confiscation could be applicable as a legal consecg: for a foreign criminal act that would not be
considered a criminal offence in the Czech Repuiicause it would contravene thalla poena
sine legeprinciple. For the same reason, the Czech Repdbles not provide legal assistance to
any provisional measures (seizure, freezing) thatilev lead to a subsequent confiscation in
relation to such an offence.

962.The shortcomings and imperfections of the variofisnges by which money laundering and
terrorist financing are criminalised in the Czed@,@s discussed in more detail above in relation
to R.1, R.2 and SR.lIl, may also negatively impaaitual legal assistance based on dual
criminality. The same goes, to some extent, toijoreriminal cases in which legal entities are
prosecuted. As was explained by the prosecutorsetimd met, in such cases the foreign request
should be executed normally, provided that duahicrality applies in case of coercive measures,
with the sole exception that seizure or freezingrfrthe respective legal entity would not be
allowed.

963.The provisions described above apply equally tofitlet against terrorism and financing of
terrorism. It should be noted, however, that theficecies described under Special
Recommendation Il impact on the ability of the Ge&epublic to provide mutual legal assistance
due to the precondition of dual criminality.
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964.Both the Ministry of Justice and the Supreme PuBliosecutor’s Office keep statistics on
various aspects on international co-operationimioal matters, broken down into total number of
cases per year as follows:

Table 31: Ministry of Justice
(including MLA occurring during court proceedings)

Procedure 2009
MLA requests to abroad 81
MLA requests from abroad 200
extraditions to abroad 32
extraditions from abroad 80
European arrest warrants to abroad 439
European arrest warrants from abroad 310
transfer of criminal proceedings to abroad 24
transfer of sentenced persons to abroad 99
transfer of sentenced persons from abroad 26
Table 32: Supreme Public Prosecutor’s Office
(including MLA occurring in the investigative
phase up to the court proceedings)
Procedure 2009
MLA requests to abroad 304
MLA requests from abroad 771
transfer of criminal proceedings to abroad 268
transfer of criminal proceedings from abroad 119

965.Unfortunately, the evaluators only received figufes the preceding year. In the case of the
Supreme Public Prosecutor’'s Office this was ngpigsing as the prosecutors the team met on-site
disclosed that the said prosecutorial body had babn gathering and keeping statistics related to
letters rogatory for less than two years. As fa Binistry of Justice, however, the lack of earlier
data (for the period of 2005 to 2008) was ratheaplpointing, considering that thd ®und MER
contained a very similar statistical table for fmansecutive years (2000 to 2003) which made it
quite reasonable to expect that the Ministry hatagistical information for the entire period.
However, as it was subsequently explained by Caethorities, such statistics had not since been
kept by the Ministry of Justice.

966.There are some further shortcomings in the stegistbove. Neither is broken down so as to
indicate how many of these cases were related teeynlaundering and/or terrorist financing, what
the average time requirement to handle a foreignast was in these cases, what proportion of the
requests were refused and on what grounds etclatkeof these indicators was already noted in
the previous report. In addition, the MEQ rematfia the table does not include all cases of direct
communication among Czech and foreign judicial axities. This statement contradicts what was
told to the evaluation team onsite, namely that dbpies of requests the regional and district
prosecutors offices had sent out directly, togetbien an appropriate basis not only for having an
overview of the performance of subordinate prosmait units but also for statistical purposes.
Without this data the above statistics cannot esiciered reliable or comprehensive to any extent
and therefore yhe effectiveness of the system cootidthe established.
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6.3.2. Recommendations and comments

967.The evaluators reiterate the recommendation madtieeiprevious report according to which the
Czech Republic should ensure that the servicesndealth legal assistance are adequately staffed
to deal with those issues. Otherwise, the staffimgplems could be an obstacle to timely and
effective co-operation.

968.The Czech authorities (either or both of the cérgtrhorities) should maintain comprehensive
annual statistics on all mutual legal assistanckeatradition requests - including requests regatin
to freezing, seizing and confiscation - that aredenar received, relating to ML, the predicate
offences and TF, including the nature of the requwesether it was granted or refused and the time
required to respond.

969.The Czech Republic should clarify whether the aggpidon of dual criminality may limit its
ability to provide assistance in certain situatioparticularly in the context of identified
deficiencies with respect to the ML and TF offerase outlined under Recommendation 1 and
Special Recommendation Il

970.The evaluators recommend considering the introdnotf clear time limits for the competent
authorities to evaluate and forward the MLA regsidst execution.

6.3.3. Compliance with Recommendations 36 and Special Re@ndation V

Rating Summary of factors relevant to s.6.3 underlying ovall rating

R.36 LC » There are no formal timeframes which would enabled¢terming
whether requests are being dealt within a timelshifan,
constructively and effectively;

» The application of dual criminality may negativéhgpact the ability
to provide assistance due to shortcomings idedtifierespect to thg
scope of the TF and ML offences;

» Effectiveness cannot be demonstrated due to thenabof reliable
and comprehensive statistics on MLA requests.

SR.V LC e as above in R.36

D

6.4  Other forms of International Co-operation (R.40 andSR.V)
6.4.1. Description and analysis

Recommendation 40 (rated LC in the 3" round MER)

Power to provide widest range of international certion

Law enforcement

971.According to Czech Authorities, law enforcementhawities cooperate on a daily basis with
foreign counterparts availing themselves of therjpl channel.
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972.The legal capability of the Czech Police Forces eixchange information with foreign
counterparts is prescribed in the section 80, pavhAct No. 273/2008. Additional provisions on
international cooperation are also provided inisast89 and 90 of the said Act.

The FIU

973.International cooperation by the FIU is defined emdection 33 of the AML/CFT Law, which
states that the Ministry (FAU) shall cooperate witbunterparts as well as international
organisations of the same country on the basisnoihternational treaty or on the principle of
reciprocity. FAU representatives have specified tir@ernational treaty” refers to signature of
Memorandum of Understanding based on Egmont Grtzuplard format.

974.The same article indicates that the Ministry (FAWjay cooperate with international
organisations under the condition that the inforamaprovided is used exclusively for the purpose
of the AML/CFT Law and is protected at least in Hu®pe laid down in that Act. Concrete cases
for the application of such provision have not besgorted to the evaluators.

975.The table below illustrates the number of requests abroad by FAU to foreign counterparts
and the requests received from foreign FIUs.

Table 33: Requests sent abroad by the FAU

2005 | 2006 | 2007 | 2008 | 2009 | 1Q2010
Requests sent 69 77 66 59 72 14
Request received 130 128 133 165 142 2P

976.The Czech FIU has indicated that it is able to @®vforeign counterparts with the same
information that it uses for its own investigatiofi®iis means that, on the basis of the content of a
foreign request, the FAU is able to obtain and gl@wnformation, not only related to information
contained in its own database, but also from tHevfing subjects:

- Law enforcement authorities;

- Obliged entities (including banks);
- Tax authorities;

- Customs.

977.In processing a request for assistance, the FAD @kshanges information contained in the
following registers:

- registers of economic subjects (legal persombyiduals);
- register of population;

- land and property register;

- vehicle registers;

- NPOs register.

978.The information exchange with other FIUs appearbdogood and completely satisfactory in
terms of quality of the answers provided by thedbZelU. All the requests addressed to the Czech
FIU are answered. However, the time frame for redpw to information requests range in
average from 1 months to 1,5 months, which couldrgroved in terms of prompt and effective
assistance.
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979.0n the time frame matter, the Czech FIU has inditéihat when the request is urgent, the FAU
is able to provide information in one working daycept for complex cases or when the request
for assistance requires the need to obtain andbinformation from the obliged entities.

980.As mentioned above, for the Financial AnalyticalitJran MOU is not a precondition of
international information exchange with its foreigpunterparts. Nevertheless, as some countries
require MoUs for information exchange, the FAU bamed 24 protocols with foreign FlUs.

981.The exchange of information with FIUs is carried imua secure way, mostly via Egmont Secure
Web or FIU.NET.

Supervision Authorities

982.When performing its tasks, the Czech National Bsin&ll co-operate with the central banks of
other countries, with the authorities supervising financial markets of other countries, and with
international financial organisations and interoadil organisations engaged in the supervision of
banks, electronic money institutions and finanamstkitutions, as stated in Art. 2 (3) Act 6/1993
Coll. on CNB.

983.According to the Act on Banks 21/1992, informatiaoquired in the context of exercising
banking supervision may be disclosed to EuropeamrUbodies where necessary to meet the
obligations of international treaties.

984.Even if the cooperation and information exchangeoisdirectly stipulated in the Act on Banks,
indirectly it is understood that disclosure of imf@tion acquired in the context of exercising
banking supervision to authorities responsible dapervising banks, financial institutions or
financial markets in another state, shall not bentid a breach of the confidentiality obligations.

985.Information acquired in the context of performingnking supervision may also be disclosed to
international organisations operating in the areaombating criminal activities and also to law
enforcement of foreign countries to allow themufilftheir functions.

Effectiveness and efficiency (R.40 and SR.V)

986.The great effort that the Czech Government hasiechrout promoting the international
cooperation has to be commended. The investiggtowers and techniques of the law
enforcement authorities, the legal empowerment, anove all the proactive attitude of the
competent authorities in assisting counterpartge Had to important results for the countries
involved.

987.The responses received to MONEYVAL's standard emquin International Cooperation
received extremely positive response with no irthes of shortcoming in cooperation on a timely
basis.

988.The statistics elaborated by FAU show a good lefetooperation of Czech FIU (FAU),
however, it would be appropriate for it to collenbre detailed statistics, which consider, for
instance, the average time and quality of responses

989.Efficiency and effectiveness on international caatien for Supervisory authorities and Police

Forces, however some police operations have besrides during the on site visit, is difficult to
assess due to the lack of statistics.
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6.4.2. Recommendations and comments

990.The administrative cooperation provided by the Fgééms to be exhaustive and accurate. In
urgent cases, FAU has declared that it is abler¢oigle assistance in a few days, on average.

During the first quarter of 2010 FAU has providediatance generally in 1 month, in line with the
Egmont Group standard.

991.With regard to Police Forces and supervisory aititeer (mainly CNB) cooperation with
respective counterparts, the evaluators were notiged with statistics, thus it is difficult to
evaluate the effectiveness of such exchange ofrivetion.

992.For this reason, Police Forces and supervisoryoaitits should establish a mechanism for
collecting data and providing statistics on inté¢ioraal cooperation.

993.FAU should develop a much more detailed process modedures to keep the information
collected on requested cases.

994.The information collected by the statistics of #le administrative and Law enforcement
authorities would better support the Czech autiesriin the development of the AML/CFT
national strategy and risk assessment.

6.4.3. Compliance with Recommendations 40 and Special Rewndation V

Rating Summary of the factors underlying rating
R.40 - SR.V LC .

There are no mechanisms in place for Police ancersigory
authorities for collecting data and providing Sts on
international cooperation;

* FAU should develop a much more detailed processpaocedures
to keep the information collected on requestedsase
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7. OTHER ISSUES

7.1 Resources (R.30) and Statistics (R.32)

7.1.1. Description and analysis

Recommendation 30 (rated LC in the 3“ round MER)
FIU

995.The Czech FIU has three divisions: the InternatioGa-operation and Legal Division
(international information exchange, internatiosahctions, AML/CFT legislation), the Analytical
Division (analysis of STRs) with an IT Subdivisiand the Supervisory Division (supervision on
obliged persons).

996.The FIU staff members are 28, employed by the Ntyisf Finance. The Czech authorities have
also indicated that the FAU staff (except suppt@ffshold university degrees in law or economics
as follows:

* International Co-operation and Legal Division: &fstmembers hold a law degree, 1 has an
economics degree, 1 has a political science degree;

 Analytical Division: 11 staff members hold econostegrees, 1 a law degree and 3 are IT
specialists;

 Supervisory Division: all 4 staff members hold ezanics degrees.

997.The FIU appears to have adequate resources to galfiprm the analysis of STRs functions.
Although, the recently created Supervisory Divisiomght be understaffed for effective
supervision and monitoring. As indicated by the Fégresentative, at the time of the on-site visit,
the FIU does not have adequate resources to peduffinient on-site inspections for the whole of
the reporting entities (only 4 staff members wemeolved in the verification of the internal
procedures).

998.Training programs for FIU staff are deployed oregular basis and seem to cover the relevant
area for combating ML and FT. The FIU staff isried twice a year (3 days trainings) on issues
relating to STR analysis, new ML and TF trends dppologies, co-operation with other
supervisory bodies, co-operation with the poligéninal investigation, new legislative initiatives
(both national and international). The trainers faoen the law enforcement authorities (police,
prosecutor’'s offices), the Czech National Bank, amber supervisory agencies involved in
AML/CFT surveillance.

999.According to the Czech authorities, there have bsmreral instances when the Minister has
modified the structure of the FAU on the basishaf [FIU Director’s proposal, though the lack of a
clear statement in respect of the role and indepacelof the FIU remains a concern.

1000.With regard to the FIU’'s Human Resources, the Czathorities state that the Director of the
FAU applied for additional staff (nine analysts amtk inspector). According to the procedure in
place, the Ministry authorises the recruitmentthet Director of the FAU selects and appoints the
new staff.

1001.The FIU’s total financial budget is decided at retarial level. Costs of the personnel are paid

by the Ministry of Finance, from the overall budgéthe Ministry. While dedicated budget items,
mainly for IT purposes, are decided by the FIU.
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LAW ENFORCEMENT

1002.According to the internal procedures of the Pokaeces, “Unit Combating Corruption and
Financial Crimes”, “Anti - Drug Unit” and “OrganideCrime Unit” are entrusted with the
investigations of the most complex money-laundedages, while money-laundering cases with a
lower level of complexity are investigated by tipeaalists in the regions.

1003.Czech Authorities informed the evaluators that ¢hkesv enforcement units include around
210 specialists designated for “financial inquitiaad investigations of money laundering cases.

1004.These financial specialists carry out their adtegitin working teams according to the
provisions set forth in the Decree of Deputy Pokeesident for Criminal Police and Investigation
Service No. 14/2009 “On Financial Inquiries”.

1005.From the time of the commencement of actions imicral proceedings financial specialists are
required to seize proceeds generated by illegalites according to the provisions set forth in
section 2 of that Decree. In order to properly gerf the function assigned, financial analysts use
the ALPHONSE system, keeping traces of the actiaksn and the results obtained.

1006.As regards the organisational chart of the Unit Gatimg Corruption and Financial Crimes,
this is organised in Departments and Regional BresicThe whole UCCFC is staffed with almost
400 police officers and 65 civil employees. TheiAtbney Laundering Division of the UCCFC is
incorporated in the Department of Tax Fraud and &draundering and is staffed with 12 police
officers.

1007.As a consequence of the new organisational streiabfirthe Police Forces, 22 specialists
(minimum length of service, 7 years and an unitgm@dégree in a relevant field are required) for
“financial inquires” are deployed in all departmeand regional branches of UCCFC.

1008.There are prescribed follow-up courses, which egggcialist is required to attend including on
AML techniques. The evaluators were informed tihat staff of the law enforcement authorities
and FIU have appropriate systems of regular trginithe information on ML and FT methods,
techniques and trends is disseminated.

1009.However, there are no regular and interagency ctieesi between competent authorities
dealing with methods, techniques and trends.

1010.The AML Division of the Police Force, which is tlmesponsible unit for investigating FAU
disclosures, is not equipped with sufficient sigdfalified in financial investigation. The lack of
education and training in tracing the funds in majmceeds-generating cases leading to financial
investigations for ML cases limits law enforcemeapability.

PROSECUTION AUTHORITY

1011.0n the issue of the provisional measures and aatiits, the evaluators noted some promising
signs of a growing awareness of the representati/€&€A and prosecution of the importance of
financial investigations. Provisional measures saiel to be taken quite regularly, and, in urgent
cases related to laundering offences, with somefliehssistance from the FAU as to asset
freezing.

1012.Another problematic issue seems to be the shodagtaff in both the Ministry of Justice and

the Prosecution which has not yet been adequassiglved. Swift and smooth processing of
international co-operation was, at the time of3h& round visit, hindered or at least threatened by
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the low number of lawyers working at the respectinés of the said authorities and the 4th round
evaluators came across almost identical figurékigrespect.

SUPERVISORY AUTHORITIES

1013.Within CNB, there are 30 staff members who carry on-site inspections in the banking
sector, 3 of whom are AML/CFT experts. There aresEiff members that carry out on-site

inspections in the non banking sector (insuraneeyrsties market etc.), 5 of whom are AML/CFT
experts.

1014.The Supervisory Division of the FIU at the timetbé onsite visit comprised a Head plus 3
staff members, as indicated above, whose main ibmetas to carry out off-site inspection by
receiving and checking the internal procedures,santording to the section 21(6) of the
AML/CFT Law by some, but not all, of the reportiagtities.

1015.As few resources were involved in the AML/CFT swisory activity by the CNB and by
FAU, the evaluators were not informed of any coapen between the two authorities to properly
perform this function (such as, joint inspectionplanned inspections)

DNFBP

1016.Discussions with the representatives of DNFBP dsall a lack of guidance and practical
knowledge across the sector.

1017.The figures and statistics provided to the evahsateem to indicate that the DNFBP have
difficulties to assess properly the reporting reguents and detect suspicious transactions which
may be due to the lack of training for DNFBP irsthespect.

1018.There was a general lack of awareness among reypatses of DNFBP whom the evaluators
met. AML/CFT training programs must be put in plat@rder to raise awareness.

1019.There is no regular dialogue (including trainingtdeen public authorities and the NPO
entities on the subject of financing of terrorism.

1020.For a range of DNFPB (the real estate agents, ataois and trust and company service
providers), the FIU remains the sole monitoring anpervision authority under section 35 of the
AML/CFT, and the same comments as have been mae abgarding financial institutions apply
to FIU supervisory resources.

Recommendation 32 (rated LC in the 3" round MER)

1021.With regard to the investigation and prosecutionnadney laundering and financing of
terrorism the statistics provided were inadequiiteras a particular deficiency of these statistics
that neither of them gave more profound informatmn the characteristics of the underlying

criminal cases. More specifically, the followingatares could not be assessed due to a lack of
relevant statistical information:

- the number of police-generated money launderasgs as opposed to those based on STRs
- the underlying predicate offences (at least tloas@irring more frequently)

- proportion of self-laundering cases and thosatedl to classic third-person money laundering
activity within the overall figures.
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1022. Statistics on provisional measures and confiscatiom money laundering cases were
incomplete, especially regarding the number of $tigations in the last two years before the
onsite visit. There is a total lack of statistidata regarding the amount of proceeds confiscated.

1023.The Czech National Bank provided comprehensivéstitt on off-site supervision and on site
Visits.

1024.The FIU provided comprehensive statistics includemgounts of postponed transactions,
number of STRs broken down by categories of repgrtintities and beneficiaries of disseminated
cases.

1025.Both the Ministry of Justice and the Supreme PuBlosecutor's Office keep statistics on
various aspects on international co-operationiimioal matters, broken down into total number of
cases. However, the lack of earlier data (for theopl of 2005 to 2008) was rather disappointing.
In addition, the statistics are not broken downasoto indicate how many of these cases were
related to money laundering and/or terrorist finagcwhat the average time requirement to handle
foreign requests were in these cases, and whatiap of the requests were refused and on what
grounds.

1026.0Overall, the absence of authoritative statisticddmonstrate effectiveness of implementation of
several of the important FATF Recommendationssigaificant deficiency.

7.1.2. Recommendations and comments

Recommendation 30

1027.The FIU Supervisory Division should be augmentedefibective supervision and monitoring
both on- and off-site;

1028.Specialised AML/CFT training should be provided BiXFBP;

1029.More resources dedicated to AML/CFT complianceessshould be allocated by the Czech
National Bank;

1030.The Czech authorities should strengthen the AMLidiiw of the UCCFC in order to increase
the effectiveness of the notifications received/®J and develop an inter-agency committee that
will develop trends and methods useful for the gtigmtive bodies. (Recommendation to be
inserted also under 2.6.);

1031.More seminars on AML/CFT investigations, proseaudi@and judgments would be welcome to
ensure that all key players are fully aware ofithportance of financial investigation, confiscation
and autonomous ML. (Recommendation to be insenmeeén2.6.).

Recommendation 32

1032.The Czech authorities should keep records on Mlfiscations.

1033.Statistics on investigation and prosecution of myoleindering and financing of terrorism
should contain more detailed information.

1034.The Czech authorities (either or both of the cémughorities) should maintain comprehensive

annual statistics on all mutual legal assistanckeatradition requests - including requests regatin
to freezing, seizing and confiscation - that aredenar received, relating to ML, the predicate
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offences and TF, including the nature of the regwelsether it was granted or refused and the time
required to respond.

1035.The Czech authorities should envisage a systemcddiecting information for providing
dedicated statistics to national authorities amerivational organisations for the implementation of
a Czech AML/CFT risk assessment strategy;

7.1.3. Compliance with Recommendations 30 and 32

Rating Summary of factors relevant to s.3.10. underlyingerall rating

R.30 LC FIU

« The FIU does not have sufficient resources to perfsufficient on-site
inspections, supervision and monitoring.

LAW ENFORCEMENT AND PROSECUTION

e The lack of education and training in tracing thends limits law
enforcement capability;

* Shortage of staff in both the Ministry of Justicedathe Prosecution,
qualified in financial investigations.

SUPERVISORY AUTHORITIES

e Czech National Bank AML/CFT resources are low fgpeyvision;

* Due to the lack of training, DNFBP have difficulti¢o properly assess
the reporting requirements and detect suspici@mséctions;

« Insufficient training and awareness concerningRfierisks in the NPQ

sector by the sector itself and within the relevauiblic authorities with
responsibilities in this area.

R.32 PC * The lack of statistics on confiscation of ML prodeenegatively affect
the system;

e« Lack of robust and accurate data, figures and atherorelevant
information useful to assess the activity of thdideoForces (both ir
term of quantity and quality of the workload);

« Effectiveness of mutual legal assistance cannaddronstrated due {o
the absence of reliable and comprehensive statistidVILA requests.

192}

e Also there are not mechanisms in place for Polind aupervisory
authorities to collect data and provide statistizs internationa
cooperation.

7.2 Other Relevant AML/CFT Measures or Issues
N/A

7.3  General Framework for AML/CFT system (see also 1.1)
N/A
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IV. TABLES

Table 1. Ratings of compliance with FATF recommend#ons

The rating of compliance vis-a-vis the FATF 40 R8&commendations is made according to the four
levels of compliance mentioned in the AML/CFT assesnt Methodology 2004 (Compliant (C),
Largely Compliant (LC), Partially Compliant (PC)oRCompliant (NC)), or could, in exceptional
cases, be marked as not applicable (N/A).

The following table sets out the ratings of Comptia with FATF Recommendations which app
to the Czech Republiclt includes ratings for FATF Recommendations frome $3 round
evaluation report that were not considered durihg 4" assessment visit. These ratings are set out
in italics and shaded.

y

Forty Recommendations Rating Summary of factors unerlying rating*°

Legal systems

1. Money laundering offenceé  pc | « The criminalisation mechanism still needs to |be
brought in line with the international requirements
prescribed by the relevant Conventions particularly
as regards to:
o0 the conversion and transfer of property;
0 the possession of property;

o and all aspects of concealment and disguise
need to be explicitly provided;

» Conspiracy to commit all types of money laundering
is not covered by criminalisation;

e There is insufficient evidence of effective
implementation.

2. Money laundering offence pc | * No corporate criminal liability has been establishe
Mental element and + The sanctioning regime is not sufficiently dissuesi
corporate liability and effective and therefore the level of punishment

needs to be increased.

U

3. Confiscation and pPC | * The confiscation of property that has been laurdiere
provisional measures is not expressly addressed by law and]| in
autonomous ML cases the practical applicability of
the existing provisions is unclear;
e There is an effectiveness issue with regard to
confiscation;
e The lack of statistics on confiscation negative
affects the system.

y

!9 These factors are only required to be set out vihemating is less than Compliant.
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Preventive measures

4. Secrecy laws consistent
with the Recommendation

This Recommendation is fully implemented.

5. Customer Due Diligence

PC

Czech measures in relation to identification :
verification of the beneficial ownership are bel
FATF standards;

The identification and verification of benefici
owners is not always determined;

Silent partners are not registered and therg
cannot be identified during the CDD/ECDO
process;

Certain categories of low risk business can
exempted from CDD and/or ECDD instead
requiring simplified or reduced measures;

Low risk customers/circumstances not subject 1
risk analysis to decide the criteria for determin
whether and when to grant exemption;

Legal uncertainty in relation to the implementat
of Criteria 5.2 (e);

The overall level of effectiveness appears limite(
the identification/customer due diligence proces
respect of beneficial ownership as well as w
regard to the verification process including t
related to safety deposit boxes. The required I
based approach is not supplemented by adeg
guidance to enhance effectiveness.

6. Politically Exposed
Persons

PC

The regime do not cover certain types of Pl
included in the Glossary of definitions in t
Methodology;

No requirement to consider whether a benefi
owner may also be a PEP;

Lack of comprehension in some cases of W
constitutes a politically exposed person;
Approval is not specified to be at the level ofisel
management;

Limited effectiveness and implementation.

7. Correspondent banking

LC

Some basic requirements are provided for in
banking regulations, complemented by individ
initiatives guided by the banking association. T
banking regulation needs to better reflect

various requirements of R.7 and the scope
requirements need to be broadened beyond b
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(although the latter, which are most importantly

concerned are covered).

8. New technologies and no
face-to-face business

PC

No specific requirement in the AML/CFT La
requiring financial institutions to have policies
place or to take measures as may be needg
prevent the misuse of technological developmen
MLFT;

W

2d to
s in

Consequently, there is no requirement for poli¢

ies
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and procedures in place;
No  general requirement  for  addition

al

documentation to verify the authenticity of the

primary identification;

There was low perception of the threats that may
arise from the misuse of technological developments

in AML/CFT.

9. Third parties and
introducers

N/A

10. Record Keeping

LC

There is no requirement that the retention peraod
maintaining records could be extended for a lor
period if requested to do so by the FIU in speq
cases and upon proper authority;

There are no clear requirements in the Cz

primary and secondary legislation obliging

f
ger
ific

ech

institutions to maintain records in such a way@s t

permit the reconstruction of individual transacsc
so as to provide evidence for prosecution of crah
activity;

There are no explicit requirements in the AML/C
Law to retain the identification data concerni
business correspondence for at least five y
following the termination of an account or busin
relationship.

11. Unusual transactions

PC

There is no clear requirement for all finang
institutions to pay special attention to all conxpl
unusual large transactions, or unusual patterr
transactions, that have no apparent or vig
economic or lawful purpose;
The requirement to retain information docume
for amounts in excess of €15,000 (Section 9 (1
not mandatory;

There is no enforceable requirement that
background, purpose and findings of compl
unusual and large transactions are set fortl
writing;

There is no specific requirement to keep
background and findings of complex, unusual
large transactions available for compet
authorities and auditors for at least five years;
Limited appreciation of such risk by a number
interviewed institutions. There is some lack
clarity within institutions on the terminology ar

n
n

FT
ng
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requirement in respect of complex, unusual Ig
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transactions as no guidance has been issued.

12. DNFBP - R.5, R.6, R.8 —
R.1%°

PC

The same concerns in the implementation
Recommendations 5, 6, 8 and 10 apply equall
DNFBP (see section 3.2 and 3.4 of the report);
Lower level of awareness of requirements rela
to PEPs and CFT amongst DNFBP than in
financial sector.

of
y to

ling
the

13. Suspicious transaction
reporting

LC

The efficiency of the reporting requirement

is

negatively affected by the listing of (suspiciqus

reporting) transactions prescribed by AML/C
Law (which are mainly banking operations).

mT

14. Protection & no tipping
off

LC

The protection does not extend explicitly to

the

disclosure of information (although it covers the

suspension of transactions), beyond the obli
entity, to its management and staff.

ged

15. Internal controls,
compliance and audit

PC

There is no enforceable requirement that

the

compliance officer should be an appointment at a

managerial level with extended scope
responsibilities;

Within the limited scope of responsibilities of t
contact person it is not evident that these sh
have timely access to information;

of

he
puld

There is no requirement that the contact persan is

required to filter STRs;

There is no requirement that obliged entities sthoul

make available the internal procedures to
employees;

There is no legal obligation on obliged entit
requiring them to put in place screening proced
to ensure high standards when hiring employees

the

es
ures

In respect of smaller obliged entities, compliance

(contact) persons are delegated to a statutory
of the obliged entities.

body

16. DNFBP — R.13-R.15 and
R.21%

PC

The categories of internet casinos, dealers in

precious metal and dealers in precious stonesadr
explicitly covered by the AML/CFT Law;

en

There is no specific guidance to assist DNRBP

detecting STRs;
Low numbers of STRs received by DNFBP;

The effectiveness of the system is negatiyely

influenced by the listing of suspicious transacsion
Lack of formalised procedures issued by Cz

ech

authorities to make the obliged entities awarg of

circumstances under Recommendation 21.

17. Sanctions

PC

Administrative sanctions included within the

2 The review of Recommendation 12 has taken intmaut those Recommendations that are rated in this
report. In addition it has also taken into accahetfindings from the 3rd round report on Recomnagioths

9

%L The review of Recommendation 16 has taken intmuat those Recommendations that are rated in this
report. In addition it has also taken into accahet findings from the "3 round report on Recommendations

14.
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AML/CFT Law are not proportionate and n
necessarily dissuasive, as the maximum finarj
sanctions that can be applied are quite low;
Except for violation of the obligation ¢
confidentiality, on which administrative fines m
be imposed on natural persons, all the o
administrative penalties can only be imposed
legal obliged entities. Directors, managers
employees are not directly sanctionable;
No financial sanctions have been
(effectiveness issue).
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18.

Other forms of reporting

LC

Relations with shell banks need to address
relevant financial institutions beyond the bankg)(
credit unions).No provisions covering criterig
18.3.

all

(D

N

19.

Other DNFBP & secure
transaction techniques

20.

Special attention for
higher risk countries

LC

Possible need to put certain DNFBP under
control of financial supervisors, due to the tyde
their activities; Reliance on cash is still highsgée
existing initiatives; there is room for furthg
initiatives.

21.

Special attention for high
risk countries

PC

Indirect requirements in existing decrees n
augmenting to fully ensure that all financ
institutions examine and keep written findings
respect of transactions, with no apparent econg
or visible purpose, in the respective countriexsy
which insufficiently apply the
Recommendations;

The Czech system needs augmenting to ensure
all appropriate countermeasures envisaged in
FATF Recommendations can be instituted.

FATH
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in
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Da

> that
the

22.

Foreign branches and
subsidiaries

LC

There is no requirement to ensure that fore
branches and subsidiaries observe AML/G
measures consistent with the FA]
Recommendations in general;

No requirement to apply the higher standard wh
requirements differ;

Requirement to ensure observing AML/C
measures in respect of branches and subsidiar
limited to institutions located in “third countries

ign
FT
IF

nere

T
es is

23.

Regulation, supervision
and monitoring

PC

Low number of annual inspection in relation

AML/CFT especially in the banking sector;

No clarity as to whether there is a cycle

inspections which catches all financial oblig
entities at some point;

A very light touch risk-based supervisory appro
is taken overall in respect of AML/CFT;
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The number of obliged entities where infringemgnts
were identified as a result of on site inspection

appears to be low;
CFT issues insufficiently addressed in supervisio

n

24. DNFBP — regulation,
supervision and
monitoring

PC

Problematic cooperation between the FIU and
professional chambers regarding AML/C
supervision;

the
ET

No authority performs inspections on some DNHPB

and others do not have exclusive inspection
AML/CFT;

No sanctions had been imposed so far;

Poor understanding regarding financing
terrorism.

on

of

25. Guidelines and feedback

PC

Insufficient guidelines on AML/CFT techniques and

methods;
Insufficient sector specific guidelines;
Not enough case specific feedback;

The FIU provides general feedback, but the reqyests

for feedback as required by the FATF methodol
are not met in light of the strict implementation
the Law.

gy
0

Institutional and other measures

26. The FAU

LC

The independence and autonomy of the Mini

(FAU) is potentially limited by the powers and

functions of the Ministry (and Ministers);
The width of the reporting obligation potentia

stry

ly

leads to an over concentration on tax issues in FAU

work.

27. Law enforcement
authorities

PC

Few successful police-generated ML investigatio

Lack of coordinated actions among authorities

(Police Forces and Prosecutors);

Qualified staff in financial investigation have not

yet obtained satisfactory results;
Little evidence that ML is being tackled effectiyg

in respect of major proceeds-generating offences;

Lack of robust and accurate data, figures and
other relevant information useful to assess
activity of the Police Forces (both in terms
guantity and quality of the workload).

any
the
of

28. Powers of competent
authorities

SR.II1]

a.[insufficiencies related to FT are covered under

29. Supervisors

LC

No adequate powers of enforcement and sanc
against directors or senior managers of finan
institutions for failure to comply with or implemie
AML/CFT requirements;

Unclear whether there is a power to sanction
refusal to disclose information to a supervisor.

tions
cial
n

for

30. Resources, integrity and
training

LC

FIU

* Inadequate resources for FIU supervision

monitoring;

and

200



Report on fourth assessment visit of the Czech Republic — 12 April 2011

LAW ENFORCEMENT AND PROSECUTION
e The lack of education and training in tracing

SUPERVISORY AUTHORITIES

funds limits law enforcement capability;

Shortage of staff in both the Ministry of Justiceda

the Prosecution, qualified in financial investigati

Czech National Bank AML/CFT resources are |
for supervision;

Due to the lack of training, DNFBP have difficulii
to properly assess the reporting requirements
detect suspicious transactions;

Insufficient training and awareness concerning
CFT risks in the NPO sector by the sector itsetf

within the relevant public authorities with

responsibilities in this area.

he

4]

and

the
an

31. National co-operation

LC

There are no formal mechanisms in place for regular

domestic AML/CFT operational coordination;

There is no regular review of the effectiveness of

the AML/CFT system at the policy level.

32. Statisticé’

PC

The lack of statistics on confiscation of ML

proceeds negatively affects the system;

Lack of robust and accurate data, figures and
other relevant information useful to assess
activity of the Police Forces (both in term
guantity and quality of the workload);

any
the
of

Effectiveness of mutual legal assistance cannat be

demonstrated due to the absence of reliable
comprehensive statistics on MLA requests;

and

Also there are no mechanisms in place for Pqlice

and supervisory authorities to collect data
provide statistics on international cooperation.

and

33. Legal persons — beneficial
owners

PC

Despite the acceleration of the procedure,
registration of business entities still does natuza

an adequate level of reliability of information

registered,;
Transparency of ownership structure does

provide more information on beneficial ownership;

the

not

No particular counter-measures have been taken

against the issuance of freely transferable beg
shares.

34.Legal arrangements
beneficial owners

N/A

International Co-operation

35. Conventions

PC

The Palermo Convention is not ratified due the |

arer

ack

%2 The review of Recommendation 32 has taken intoaut those Recommendations that are rated in this
report. In addition it has also taken into accathet findings from the "8 round report on Recommendations

38 and 39.
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of criminal, civil or administrative liability ofdgal
entities;

The criminalisation mechanism still needs to
brought in line with the international requireme
prescribed by the relevant Conventions alre
ratified by the Czech Republic (the Vien
Convention and the Terrorist Financing Conventi
particularly as regards to:

o the conversion and transfer as well as
possession of property,

o and all aspects of concealment and disg
need to be explicitly provided (R.1),

o the collection of funds, as one of the ¢
activities within the concept of TF is n
criminalised,

o there is still no explicit coverage of direct
indirect collection of funds/usage in full or
part (SR 11);

Conspiracy to commit all types of money launder
is not covered by criminalisation (R.1).

be
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36. Mutual legal assistance
(MLA)

LC

There are no formal procedures which would en
to determine whether requests are being dealt
timeously, constructively and effectively;

The application of dual criminality may negative
impact the ability to provide assistance due
shortcomings identified in respect of the scope
the TF and ML offences;

Effectiveness cannot be demonstrated due to
absence of reliable and comprehensive statistic
MLA requests.

able
with
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S on

37. Dual criminality

38. MLA on confiscation and
freezing

LC

see R.36:

Legal conditions and practices seem to be largely
line with the requirements of R.36; this being saine
ability to cooperate in a timely and effective man
could be hindered occasionally by the Czech le
framework on seizure and confiscation (which exaf
for instance indirect proceeds, value confiscati@md
shortage of staff (MoJ, prosecutors).

pgal
d

39. Extradition

LC

Issue of staffing seen earlier.

40. Other forms of Co-
operation

LC

There are no mechanisms in place for Police

supervisory authorities for collecting data 4
providing statistics on international cooperation;

FAU should develop a much more detailed prog
and procedures to keep the information collecte
requested cases.

and
nd

ess
] on

202



Report on fourth assessment visit of the Czech Republic — 12 April 2011

Nine Special Recommendations

SR.I Ratification and LC | The Czech Republic has not fully implemented
implementation of UN Article 2(1) in connection with Article 2(3) of thEF
instruments Convention which criminalises not only the provisio

of funds for terrorist acts but also the mere @it
of funds with the intention to be used or in the
knowledge that they are to be used, in full oramtp
in order to carry out terrorist acts (as that tasm
defined in the said Article of the Convention)| —
regardless of whether an actual terrorist offere i

carried out.
SR.II' Criminalise terrorist pc |* The offence of terrorist attack does not adequately
financing cover the acts described in Art. 7 of the Conventio

9]

on the Physical Protection of Nuclear Material @9
and Art. 2(a-b) of the Protocol for the Suppressbn
Unlawful Acts against the Safety of Fixed Platforms
located on the Continental Shelf (1988);

* The collection of funds, as one of the core adtsit
within the concept of terrorist financing under BR.
is not adequately, if at all, criminalised,;

» Apart from the above, different provisions that
criminalise FT are not adequately harmonised ;

» There is still no explicit coverage of direct odirect
collection of funds/usage in full or in part;

» There is no explicit indication that the offence|is
prosecutable without the funds being used or linked
to a specific terrorist act;

» There is no corporate criminal liability.

SR.IIl Freeze and confiscate| | ¢ |« It is unclear whether the freezing mechanism cyegrl

terrorist assets encompasses the whole concept of “funds and other
assets” as defined by the FATF Methodology;

* The national procedure provided by the IIS Act ffor
the purpose of unfreezing requests upon verifioatio
that the person or entity is not a designated perso
does not guarantee the timeliness of the process;

* There is no clear guidance to distinguish SR.III
obligations from SR.IV obligations;

» Concern that DNFBP are not always in the positin t
identify persons on TF lists (effectiveness issue).

SR.IV Suspicious transaction LC |« The lack of guidance on TF indicators to assist|the

reporting financial institutions negatively affects the SRV
obligations.
SR.V International LC | AsinR.36:
co-operatiof? » There are no formal procedures which would enable

to determine whether requests are being dealt with
timeously, constructively and effectively;

% The review of Special Recommendation V has takém account those Recommendations that are rated in
this report. In addition it has also taken into @owt the findings from the "3 round report on
Recommendations 37, 38 and 39.
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As in R.40:

The application of dual criminality may negative
impact the ability to provide assistance due
shortcomings identified in respect of the scop¢hef
TF and ML offences;

Effectiveness cannot be demonstrated due to
absence of reliable and comprehensive statistic
MLA requests.

There are no mechanisms in place for Police
supervisory authorities for collecting data 3
providing statistics on international cooperation;
FAU should develop a much more detailed prog
and procedures to keep the information collecteg
requested cases.

SR.VI AML requirements for
money/value transfer
services

PC

Effective implementation of SR.VI not demonstratg
Alleged informal remittance activities not ful
assessed.

SR.VIlI Wire transfer rules

LC

A reserve on effectiveness of implementation.

SR.VIII Non-profit
organisations

PC

Lack of a fully comprehensive review of domes
NPOs in order to obtain a clear picture of all léagal
entities that perform as NPOs, especially ones
potential high risk;
Insufficient awareness raising campaigns in the N
sector, and obliged entities, regarding potenti
vulnerable NPOs;

Lack of “know your beneficiary and associate” ru
for NPOs, excepting those who become obli
entities under AML, in the hypothetical case
accepting large cash payments;

Insufficient targeted supervision or monitoring
NPOs which control significant portions of t
financial resources of the sector and substariieles
of the sector’s international activities;

Insufficient training and awareness concerning
CFT risks in the NPO sector by the sector itsetf
within the relevant public authorities wit
responsibilities in this area.

SR.IX Cross Border
Declaration &
Disclosure

LC

a.There are some minor shortcomings (reporting @

b.Customs need to be made more aware of AML/

for suspicions of ML and FT needs to be cleg
spelled out); the major insufficiency is t
effectiveness issue (low number of ML c3g
generated by the Customs compared to the crin
activity context of the Czech Republic);
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CFT

issues as they rely a lot on the police as regards

information in this field;

c. Community market exception needs to be clarified
together with EU partners.
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Table 2. Recommended action plan to improve the AMICFT system

AML/CFT System

Recommended Action (listed in ordeiof priority)

2.1 Criminalisation of Money
Laundering (R.1 and r.2)

The Czech Republic should amend Art. 216 CC swmas t

cover explicitly the various elements of the intdional

requirements on the concept of money laundering how

apparently missing from the definition (first aratémost:
the conversion and transfer of property, the paiseof
property, the various specific aspects of conceairaad
disguise and the explicit coverage of the two m

ain

purposive elements required by the conventional

definitions) preferably by harmonising the mon
laundering definitions of the administrative andminal
substantive law;

The Czech Republic authorities should ensure, ritlye
legislation or by achieving relevant judicial pliaet that

the money laundering offence(s) cover both dirend |a

indirect proceeds from crime;

The Czech authorities should provide for
criminalisation of conspiracy to commit all typefsnaoney
laundering, preferably by prescribing explicitly timle CC
that preparation for the legalisation offence (Whioy
virtue of Art. 20 CC also comprises conspiracy)also
punishable, as had already been formulated in tidqus
draft of the Criminal Code;

The Czech authorities should consider increasing
criminal sanctions applicable to the legalisatidferce
and other ML-related offences;

The Czech authorities should provide for the crahin

liability of legal persons, including for ML,

The Czech authorities should further analyse tlesaes
for the apparent discrepancy between the mgc
laundering phenomenon in the Czech Republic and
type of legalisation or participation cases socfancluded
successfully, both in terms of differences in tiheerlying
predicate criminality and the typologies of theatetl

ey

he

th

ney
the

laundering activities, and take further appropriate

initiatives to counter this phenomenon.
More success in significant third party laundericeses
needs to be achieved.

2.2 Criminalisation of Terrorist
Financing (SR.II)

The Czech Republic should introduce a stand-a
provision on financing of terrorism to cover exflic the
various elements of the international requireméntsa
more consistent way harmonizing the offences
Art. 311(2)b and Art. 361 CC.
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Ensure that the offence of terrorist attack adexjuabvers
the acts described in Article 7 of the Conventiontbe
Physical Protection of Nuclear Material (1980) ahe
Protocol for the Suppression of Unlawful Acts agaithe
Safety of Fixed Platforms located in the ContinkStaelf
(1988).
Specifically, harmonise the wording and the corg@iftthe
respective articles.
The Czech authorities should introduce the finagair
terrorism as a stand-alone offence that would badand
detailed enough to encompass all aspects of tstrori
financing, particularly

- to clearly cover the various elements requiredSByll,
and above all, the collection of funds by any means
directly or indirectly, and their use in full or art for
FT purposes;

- to provide explicitly that, in order to be crinailly liable,
it is not necessary that funds were actually usechtry
out terrorist acts or be linked to a specific tastoact;

- and, subject to the introduction of corporatéiligy, to
provide for the liability of legal persons for terist
financing.

The Czech authorities should eliminate the disarepa
between the coverage of the preventive and criminal
legislation in respect of the criminal offence efrbrism

(Art. 312 CC) in the range of the offences, thaficing of

which constitutes terrorist financing because t#hs$ is

definitely out of the scope of the offence in A811(2)b.
The Czech authorities should clarify the definitiaf

“funds” being subject of terrorist financing, imé with the

definition provided by the UN Terrorist Financing

Convention.

2.3 Confiscation, freezing and
seizing of proceeds of crime (R.3

)

The Czech Republic should provide that:

- confiscation applies in respect of all kindspobperty
that has been laundered;

- the confiscation of property that is derivededtly or
indirectly from the proceeds of crime; including
income, profits or other benefits from the proceetls
crime;

- the substantially discretionary character of [the
confiscation of proceeds and instrumentalities khou
be limited; ideally, confiscation in major proceeds
generating cases should be mandatory;

- Art. 78-79 CPC governing seizure of a thing diea
provide for the immediate application of this meagu
without any potential time gap in the process.

The Czech authorities should more efficiently eitpibe

possibilities that the CPC provides for the immaaja

securing of financial means of bank accounts arel| th
involvement of the FAU and the administrative fiegz
mechanism should be reduced to extraordinary cabkes
ultimate urgency;
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The Czech authorities should establish and mair
reliable and detailed statistics on the performaoic¢he
entire confiscation regime analysing the reasons
seizures, once they are taken more regularly

successfully, fail to result in more confiscations;

The Czech authorities should reconsider introdudimeg
reversal of the burden of proof post-conviction

confiscation purposes.

The Czech authorities should achieve more sucaes
major confiscation orders in serious proceeds-geimgy
cases.

tain

wh
and

for

5S i

2.4 Freezing of funds used for
terrorist financing (SR.III)

The Czech Republic should seek greater harmonydmet
the domestic legislation and the EU regulationsrigiing
(i) that all domestic law(s) applicable in the a®tit of
SR.1lI clearly encompass the whole concept of “fuatd
other assets” as defined by the FATF Methodology;
enhancing and guaranteeing timeliness in the ralt
procedure for the purpose of unfreezing upon \eiifon
that the person or entity is not a designated pefiip that
more guidance is required on SR.III obligations
distinguish them from SR.IV reporting duties ang that
DNFBP be in a better position to identify persomsl
entities on FT lists.

~—~

to

D

2.5 The Financial Intelligence Un
and its functions (R.26)

—

The Czech Republic should introduce an expliciemefce
to the FIU in the AML/CFT legislation as alrea
recommended in théd“aVER;

The Czech authorities should strengthen the indigrese
and autonomy of the Ministry (FAU/FIU) by amenditing
AML/CFT Law or issuing a decree to govern the m
aspects of the activities of the Ministry (FAU/FIWhe
appointment and term of the Director and basis aichy
he can be removed, recruitment and managemenaibf
budget, organisation and security);

The FIU should consider extending
“Moneyweb”;

The FIU should consider keeping records of the ipegd
offences in FAU reports disseminated to law enfioeet.

the use

ain

of

3. Preventive Measures —
Financial Institutions

3.1 Risk of money laundering or
terrorist financing

The Czech Republic should undertake a formal

assessment to identify all the areas of vulnetgbiid
money laundering and terrorist financing in the &
Republic.

risk

D

3.2 Customer due diligence,
including enhanced or reduced
measures (R.5 to R.8)

Recommendation 5

The Czech authorities should carry out a risk aialyo
decide the criteria for determining whether and nhe

within the appropriate circumstances of the Czech

exempt the specified low risk customers/circums&ar’:ec

Republic;
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Recommendation 6

The Czech authorities should introduce preven|tive

measures to deter the potential opening of acctaafs
boxes, etc. with fictitious names;
The Czech authorities should require reasonablesunes
be taken to verify beneficial ownership includihgse that
may be low risk to align with FATF standards;

The Czech Republic should issue guidance to inistits
to flesh out the way obliged entities are expected
implement their responsibilities stemming from
legislation on a risk-based approach;

The Czech authorities should issue guidance to
financial institutions to ensure that the obligatido
undertake CDD measures when financial institutiameh
doubts about veracity or adequacy of previoushaioieid
customer identification data is fully understood. this
respect, there is also legal uncertainty in meetimg
requirement under Recommendation 5.2(e);

The Czech authorities should implement more effebti
the requirements for obliged entities always tcedaine
the natural person behind a beneficial owner;

The Czech authorities should clarify to obligediters
(through guidance) how to obtain satisfactory ewgdeof
the identity of beneficial owners, bearer shardddrs and
silent partners and other similar cases. Idealig, latter
two should be prohibited or verified through cotied
registration;

The Czech authorities should review the requiremémt
customer due diligence and enhanced due diligeng
include other measures as referred to in internati
standards;

The Czech authorities should emphasise the veiiita
process is not only for financial transactions blso for
other services such as the opening and usage efys
boxes;
The Czech authorities should review the identifaraf
process in respect of low risk customers to oneedificed
or simplified customer due diligence instead of
identification requirement;

The Czech authorities should consider issuing tadfs
non-cooperative countries as identified by the @z
authorities.

The Czech authorities should review the definibbiPEPS
(i.e. replace “shall mean” to “shall include”) anttlude
senior politicians, senior government officials &8
important political officials as set out in the udéfon in
the Glossary to the Methodology;

The definition of PEPs should include beneficiahevs;
The Czech authorities should issue detailed guidslito
obliged entities to flesh out the responsibilitiesd

he

the

et

(@]

|

saf

no

ec

nd

obligations of obliged entities in respect of PEPS;
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Recommendation 8

The Czech authorities should require that the abrior
establishing and continuing a business relationsliip a
PEP is given by senior management rather thanitket(
superior.

The Czech Republic should introduce in the AML/C
Law a specific obligation addressing R.8, and ohiice
guidance fleshing out the responsibilities to adslréhe
specific risks associated with non face-to-faceirmss
relationships or transactions when conducting amgoiue
diligence;

The Czech authorities should require additio
identification documents to verify the authenticiy the
primary identification in all non face-to-face buess.
More awareness raising on the misuse of technabd
developments required.

]

FT

nal

ic

3.3 Financial institution secrecy ¢
confidentiality (R.4)

The Czech authorities should establish and keeptag
the planned Central Register of Bank Accounts coimg
basic data on clients and financial products akbsl
through on-line requests;

The FIU should finalise and keep updated a studyher
most effective ways for the authorities to obt
information from financial institutions;

o

ain

3.4 Record keeping and wire
transfer rules (R.10 & SR.VII)

Recommendation 10

Special Recommendation V11

The Czech Republic should clarify in law or regidat
that the retention period for maintaining recordsid be
for a longer period if requested, to do so by a esm
competent authority in specific cases and upon r
authority, including also information on naturalrgen
behind a legal person;

The Czech authorities should include specificaity the
law a requirement to retain business correspondiemct
least 5 years following the termination of an actoon
business relationship;

The Czech authorities should clarify that transac
records should be maintained in such a way as timip
the reconstruction of individual transactions so tag
provide evidence for prosecution of criminal adfiyi

The Czech authorities should consider issuing duie®
specifying retrieval methodologies applicable tgpgra
based maintenance of records in order to facilicatdy
and orderly retrieval;

The Czech authorities should issue guidance inectspf
cooperation between obliged entities in record kegpo
as ensuring that there are no gaps in such cases.

The Czech authorities should issue guidelines tged
entities on the practical implementation of the
Regulation.

.

D

EU

3.5 Monitoring of Transactions

and Relationship Reporting (R.11

Recommendation 11

the

The Czech Republic should specify directly in
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& R.21)

Recommendation 21

AML/CFT Law that obliged entities are recpd to pay

special attention to transactions that are complexsual

and large and also specifically requiring that éhes

provisions are applicable also to low risk clients;

The Czech Republic should introduce enforceable

requirements that the findings of the examinatbrthe
background and purpose of complex, unusual ance

arg

transactions that have no apparent economic orulawf

purpose are set forth in writing and retained;
The Czech authorities should issue guidance to

examples of complex and unusual large transactamis

well as those which have an unusual pattern witheo
seemingly apparent economic or lawful purpose.

The Czech Institutions should carry out their ovenrary
risk assessment without over reliance on officsib|

The Czech authorities should issue specific guidatiog
provide institutions with a list of measures thagyt can
apply in the event of identification of a risky cdry;

Further guidance needed to augment existing dedce
ensure all financial institutions examine and kegjiten
findings in respect of transactions with no apptl
economic or visible purpose in countries wh
insufficiently apply the FATF Recommendations.

give

ut

ren
ch

3.6 Suspicious transaction report
and other reporting (R.13 &
SR.IV)

sRecommendation 13

Special Recommendation 1V

The Czech Republic should harmonise along the |
instruments the definition of the “financing of retism”
with the wordings of the criteria 13.2 and SRIV.1;

The Czech Republic should amend:

- the law in order to avoid the listing of (suspics
reporting) transactions or, at least, issue spe
guidelines to all obliged entities (including fircaal
institutions) on the reporting requirements in fiigat of
FATF and MONEYVAL Typologies;

- amend/issue guidance on the identification opmisus
transactions for all obliged entities.

The Czech authorities should verify the adequacyaond

adapt if necessary, the reporting requirement spisions

related to the financing of terrorism;

The Czech authorities should introduce appropf

guidance on the reporting requirements that gogsrie

the “designated persons” (under UNSCRs) (in orae
avoid any misunderstanding between the two diffe
reporting obligations).

The Czech authorities should issue, or update laggns
and/or guidelines on how to discover and/or deteenthe
circumstances which lead to a suspicion of finagnadf
terrorism and/or that funds are linked or relatedfo be
used for terrorism, terrorist act, or by terrodsanisationg
or by those who finance terrorism. The FATF andep
FSRB (including MONEYVAL) documents containir

egal

cifi

iate

rt
ren

g
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cases study, typologies and indicators on TF shdbel
used.

3.7 Internal controls, complianc
audit and Foreign Branches(R.
& R.22)

15

eRecommendation 15

The Czech Republic should amend the AML/CFT Law
CNB Decree in order to require that the contaciceff
should be appointed at managerial level with theveat
responsibilities, which is currently limited in gmto be
the contact person with the FIU;

The Czech authorities should introduce legal rexpénts
ensuring that obliged entities screen prosped
employees to ensure high standards introducingreifit
obligations in respect of “compliance officers” (@act
person) in small and larger obliged entities aaddardise
requirements;

The FIU should make an explicit reference requis
obliged entities to make available the internalcpdures
to its employees;

The FIU should issue guidelines to specify what
required and the necessary procedures for the aqg
person to carry out his responsibilities effectyv
describing the necessary control measures (inau
required monitoring systems and provide greatedanse
on what is actually expected from a risk-based @gog).

Recommendation 22

The Czech authorities should extend the requirerire
Section 25(4) of the AML/CFT Law to the FAT
Recommendations in general (not only to recomméorl
5 and 10);

The Czech authorities should ensure the observah¢

Czech AML/CFT measures in respect of their brang
and subsidiaries of institutions located in EU mem
States or the European Economic Area;

The Czech authorities should introduce a requirdriet
where the minimum AML/CFT requirements of the ho
and host countries differ, branches and subsidianidost
countries should be required to apply the highandsdrd,
to the extent that local (i.e. host country) lawsd
regulations permit.

or

tive
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3.08 The supervisory and
oversight system - competent
authorities and SROs. Role,
functions, duties and powers
(including sanctions) (R.23, 29, 1
and 25)

Recommendation 23

The CNB should establish a clearly articulated aaadistic
risk based approach to the frequency of inspections
The inspection cycle should catch all financialitesg at
some point;

The CNB should carry out more targeted AML/C
inspections generally;

The CNB should carry out targeted AML/CFT inspets
in the non-banking financial sector, particular eign
exchange bureaus;

The Czech authorities should provide more resoutdse
FIU, particular manpower, to enable it to strengtlies

L=

oversight and supervisory work, with power to steand
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conduct on-site inspections if another supervisiis fto
perform, or inadequately performs its supervisory
functions in respect of AML/CFT provisions;

* The FIU should ensure targeted CFT controls arereal
in future in all financial sector inspections (inding
awareness of and training on CFT issues, effortdetect
FT related assets, awareness of internationaldisty;

* The FIU should issue further guidance documentbath
AML and CFT, including for financial supervisoryafit

Recommendation 17

* The Czech authorities should introduce direct sanstfor
directors, managers and employees;

* The Czech authorities should provide for a widemgeaof
sanctions (such as warnings, orders to comply with
instructions, special reporting, removal or resiit of
powers of directors, managers and officers or ic&ins
of business activities);

» The Czech authorities should introduce sanctiomespect
of breaches for failure in carrying out properlyeth
identification process;

* The Czech authorities should review the administat
fines to introduce a minimum amount (which is igelf
dissuasive);

* The Czech authorities should consider issuing disisa
financial sanctions in appropriate cases.

Recommendation 25(c. 25.1 [Financial institutions])

 The CNB and the FIU should include, in the guidéthe
professional bodies, explanations of the requirdmerf
the Prohibition on Money Laundering Law (Act No.
253/2008) including a description of ML and FT
techniques and methods or any additional steps theat
obligated entities could take to ensure that tA8IL/CFT
measures are effective (as required pursuant to FHAT
recommendation 25.1);

» the FIU Should give more feedback in relation tohe@TR
considering the feasibility of more routine casecific
feedback (particularly in relation to significant
developments in the case) to reporting entitieseoine
FIU has passed a case to the Law enforcement.

Recommendation 29

* The Czech authorities should ensure that therepieveer
to sanction for refusal to disclose to a superyisor

* The supervisors authority bodies should carry ooten
targeted inspections.

Recommendation 30 (all supervisory authorities)

* The Czech National Bank should allocate more ressur
dedicated to AML/CFT compliance issues, particylarl
specialised AML/CFT training should be provided for

=

DNFBP.
3.09 Money or value transfer * The Czech authorities should closely analyse therpial
services (SR.VI) risks in the MTV sector and coordinate with the Citig
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degree of oversight that is given to the MTV seciidre
extent of the informal remittance sector shouldhbgsesse
and the risks analysed.

4. Preventive Measures — Non-
Financial Businesses and
Professions

4.1 Customer due diligence and
record-keeping (R.12)

The Czech authorities should raise the general eavess
of CDD measures by DNFBP by issuing specific guidg
for each sector as well as conducting outreachrainung.
The Czech authorities should specifically take stép
raise awareness of and compliance with Recommemdg
5,6, 7, 8 and 10 in the DNFBP sector.

\ti

4.2 Suspicious transaction
reporting (R.16)

The Czech authorities should ensure that the clsmwfie

co-operation between the FIU and the professi
Chambers in the framework of the reporting obligatare
more formalised. Dealers in precious metals andest
should be explicitly covered.

More outreach to encourage greater reporting by BIF

bnal

4.3 Regulation, supervision and
monitoring (R.24-25)

Recommendation 24

The Professional Chambers should provide a CFTidists

The Czech authorities should put in place the aiithto
monitor for AML/CFT purposes in respect of deal@rs
precious metals and stones so that they are sutme
effective risk based monitoring;

The FIU should conduct a survey on the size ofstwor
dealing with precious metals and stones and
vulnerability to ML/FT and develop a risk bas
assessment for monitoring and ensuring their canpé
with requirements to combat ML and FT;

The FIU should develop a clear risk based strafegy
effective monitoring of those other DNFBP that aue
covered by the arrangements with the professiondilels,
in particular real estate agents, trust and companyice
providers (where not otherwise covered);

The Czech authorities should assure continuingve
AML/CFT supervision and sanctioning in the casimos
respect of AML/CFT risks;

The FIU should introduce more formal cooperat
agreements with the professional chambers in otolg
ensure a more coordinated and consistent leve
AML/CFT supervision of these professionals;

The Czech authorities should introduce forr
cooperation agreements with the professional ches
routinely in order to share supervision and sanati@
results with the FIU in order to ensure a more doated

and consistent level of AML/CFT supervision of the

professionals (finding working arrangement on haw
apply Section 37(2) of the AML/CFT Law;

The professional chambers should review their AMET(
strategy to ensure that it fulfils its obligationader the
AML/CFT Law;
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members and specific guidelines relating to tharfaing of
terrorism.
Recommendation 25 (¢.25.1 [DNFBP])

The guides of the professional bodies, the FIU ainthe
CNB should include description of ML and FT techrég
and methods or any additional steps that the dieliy
entities could have to take in order to ensure thair
AML/CFT measures are effective;

The FIU shall introduciont sanctions for the fa@uof
reporting in the form established by the FAU,;

* The FIU shall implement more case specific systems
feedback (particularly in relation to significant
developments in the case) for the reporting estitince
the FIU has passed a case to Law enforcement.

5. Legal Persons and

Arrangements & Non-Profit

Organisations

5.1 Legal persons — Access to « Authorities should provide an adequate level aabglity

beneficial ownership and control of information registered introducing transparenaly

information (R.33) ownership structure and more information on thalfjn
beneficial ownership.

e The Czech authorities should introduce specificnteu
measures to avoid the issuance of freely trandferab
bearer shares.

52 Non-profit organisations ¢ The Czech authorities should:

(SR.VII) - carry out a review of the possible misuses of NPOs
for criminal/ML/FT purposes, and as a result|to
examine the needs for a more consistent legal

framework and centralised information, currer
available through 3 or 4 different databasés
already indicated recommended in ti{feNsER;

- establish requirements for NPOs in the registrat

documents or in the forms for tax benefits to pdey
the information recommended under the Interpretg
Note to SR.VIII;

- explicit and put in place the public author
responsible for the registration, licensing @&
monitoring of NPOs;

The FIU should establish regular contacts with NROs
INPOs supervisory Boards and establish spe
guidelines advising on the threat of misusing tfON for
terrorism financing as well as a regular dialogeéseen
public authorities and the NPO entities conductedhs
subject of financing of terrorism.

tly
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6. National and International
Co-operation

6.1 National Co-operation

Formal mechanisms should be put in place for ddm
operational coordination;
There needs to be a regular review of the effestigs of

St

the AML/CFT system at the policy level which esisivbs
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some performance indicators for the system as dew
and establishes consistent data on results.

6.2 The Conventions and UN
Special Resolutions (R.35 & SR.

The Czech Republic should ratify the Palermo Cotiwan
needs. The criminalisation of financing or terroribas to

include the wording of the UN Security Council

resolutions and Conventions, criminalising not oaly
kind of support to terrorist acts, persons or oOiggions,
but the mere collection of funds with the intentiomthe
prevision to be used for supporting these actwitie
persons, regardless of whether a terrorist offérasebeer
committed.

6.3 Mutual Legal Assistance (R.3
& SR.V)

As recommended in the previous report, the Cz
authorities should take care that the servicesiragalith
legal assistance are adequately staffed;

The Czech authorities (either or both of the cérn

ho

ech

tra

authorities) should maintain comprehensive annual

statistics on all mutual legal assistance and ditioa
requests - including requests relating to freezs®jzing
and confiscation - that are made or received, inglato
ML, the predicate offences and TF, including theureof
the request, whether it was granted or refusedtantime
required to respond,;

The Czech Republic should clarify whether the agapion
of dual criminality may limit its ability to provel
assistance in certain situations, particularlyha tontext
of identified deficiencies with respect to the MhdaTF
offence as outlined under Recommendation 1 andi&p
Recommendation Il;

The Czech authorities should introduce clear timts
for the competent authorities to evaluate and foavthe
MLA requests for execution.

6.4 Other Forms of Co-operation
(R.40 & SR.V)

The Czech authorities should introduce adequateststa
in order to evaluate the effectiveness of exchaofy
information on non judicial international coopeoat;
Police Forces and supervisory authorities shouldbéish
a mechanism of collecting data a providing stastbn
non judicial international cooperation;

FAU should develop a much more detailed process
procedures to keep the information collected ouested
cases.

1”4

and

7. Other Issues

7.1 Resources and statistics (R.
& 32)

Fecommendation 30

The FIU Supervisory Division should be reinforceat
effective supervision and monitoring both on- affesde;
Specialised AML/CFT training should be provided
DNFBP;

More resources dedicated to AML/CFT compliancedss
should be allocated by the Czech National Bank;

f

for

u

The Czech authorities should strengthen the AMLidion
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Recommendation 32

of the UCCFC in order to increase the effectiveredgbe
notifications received by FAU and develop an irdgency
committee that will develop trends and methodsuldef
the investigative bodies. (Recommendation to bertad
also under 2.6.);

More seminars on AML/CFT investigations, prosequsi
and judgments would be welcome to ensure that el
players are fully aware of the importance of firiah
investigation, confiscation and autonomous N
(Recommendation to be inserted under 2.6.).

The Czech authorities should keep records on

confiscations;

Statistics on investigation and prosecution of nyo
laundering and financing of terrorism should camtaiore
detailed information;

The Czech authorities (either or both of the cén
authorities) should maintain comprehensive ant
statistics on all mutual legal assistance and ditioa
requests - including requests relating to freezs®zing
and confiscation - that are made or received, ingjatio
ML, the predicate offences and TF, including thaureaof
the request, whether it was granted or refusedtatime
required to respond;

The Czech authorities should envisage a system
collecting information for providing dedicated $#ts to
national authorities and international organisatifor the
implementation of a Czech AML/CFT risk assessm
strategy.

tra
nual

for

ent

7.2 Other relevant AML/CFT N/A
measures or issues
7.3 General framework — N/A

structural issues
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TABLE 3: AUTHORITIES, RESPONSE TO THE EVALUATION (I F
NECESSARY)

RELEVANT COUNTRY COMMENTS
SECTIONS AND
PARAGRAPHS
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V. COMPLIANCE WITH THE 3 RP EU AML/CFT DIRECTIVE

Czech Republic has been a member country of theogean Union since 2004. It has
implementedDirective 2005/60/EC of the European Parliament andof the Council of
26 October 2005 on the prevention of the use of th@ancial system for the purpose of
money laundering and terrorist financing (hereinafter: “the Directive”) and theommission
Directive 2006/70/ECof 1 August 2006laying down implementing measures for Directive
2005/60/EC of the European Parliament and of the Gmcil as regards the definition of
,politically exposed person, and the technical crria for simplified customer due diligence
procedures and for exemption on grounds of a finaral activity conducted on an occasional
or very limited basis.

The following sections describe the major differenbetween the Directive and the relevant FATF
40 Recommendations plus 9 Special Recommendaftdease complete the description and analysis
beneath and return to the Secretariat with the tdimpleted questionnaire. For relevant legal texts
from the EU legal standards see Appendix .

1 Corporate Liability

Art. 39 of the Directive | Member States shall ensure that natural and lezyabps covered by the
Directive can be held liable for infringements bétnational provision
adopted pursuant to this Directive.

1°2)

FATF R. 2 and 17 Criminal liability for money laundering should ertk to legal persons.
Where that is not possible (i.e. due to fundamegntakiples of domesti
law), civil or administrative liability should appl

X4

Key elements The Directive provides no exception for corporability and extends
it beyond the ML offence even to infringements whare based o
national provisions adopted pursuant to the DivectiVhat is the positio
in your jurisdiction?

=]

Description and The act on criminal liability of legal persons Hasen drafted and |t
Analysis will be passed to the Parliament of the Czech Ripumon. The
Czech Republic applies administrative liability. eTtadministrative
offences concerning money laundering are specifi€sections 43-54
of the AML Act. The penalties for legal persons aaach up to 5(
million CZK (€2 million).

Conclusion Criminal liability does not extend to legal persons
Recommendations andrhe Czech authorities stated that the provisiongktending crimina
Comments liability will be discussed in the new Parliame@oncurrently, it

needs to be ensured that the AML/CFT Law will beeaded to
extend criminal liability for money laundering teglal persons.

The Czech authorities informed that the AML/CFT Lawil be
amended in connection with the act on criminal oocape liability:
Sections 44 (4), 45 (4), 46 (3), 47 (5), 48 (8),(8Pwill be abolished
as administrative offences and replaced by the inehoffences of
legal persons in the new act on criminal corpoliatality.

2 Anonymous accounts

Art. 6 of the Directive | Member States shall prohibit their credit and ficiah institutions
from keeping anonymous accounts or anonymous paksbo

FATF R. 5 Financial institutions should not keep anonymousoaants or
accounts in obviously fictitious hames.
Key elements Both prohibit anonymous accounts but allow numbeaedounts
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jurisdiction regarding passbooks or accounts atitiics names?

The Directive allows accounts or passbooks on tificts names
butalways subject to full CDD measures. What is thsitpm in your

Description and

Analysis

The prohibition of anonymous accounts is specifie@ection 709 of
the Czech Commercial Code (Act No. 513/1991 Cakld prohibition
of anonymous passbooks is specified in Sections 782, 787 of the
Czech Civil Code (Act. No. 40/1964 Coll.).Furthema@nagreemen
to establish an account, an agreement to make esitidpto a deposit
passbook or a deposit certificate; or an agreemeemake any other typ
of deposit are subject to identification accordinghe Section 7(2c) g
the AML Act.

—~ (D

Conclusion

Existing bearer passbooks were abolished by an dmemt to Act No
40/1964. The Act on Banks (126/2002 Coll.) of 31cBmber 2003
established that the right of repayment of the madaof discharge
deposit claims becoming statute-barred by the ér&Dd2. According
to a 2002 amendment to the Act on Banks, only wéheals are
possible.

j -

Recommendations andAnonymous accounts will become statute-barred as@t2012.
Comments
3 Threshold (CDD)

Art. 7 b) of the Directive

The institutions and persons covered by the Divecthall apply CDD
measures when carrying out occasional transact@nsunting to
€15 000 or more.

FATF R. 5

Financial institutions should undertake CDD measwvben carrying
out occasional transactions abdtie applicable designated threshold.

Key elements

Are transactions and linked transactions of €15 @®/&red?

Description and

Analysis

According to the Section 7 paragraph 1 of the AMtt #he obliged
entity shall, prior to a single transaction amongtto €1,000 or mor
perform the customer due diligence process (acogrth the Art. 8
(1a) 3 AMLD).

According to the Section 9 of the AML Act the oldid) entity shall,
prior to a single transaction amounting to €15,60énore perform the
customer due diligence process (according to the &r(1b-d) 3
AMLD).

Operations which appear to be linked are define8dntion 54 (3) o
the AML Act: If a payment is divided into severaistallments, the
value of the transaction shall be the sum of thastallments,
provided they are related.

19%

174

Conclusion

Transactions of €15,000 or more are covered.

Recommendations

and

Comments

4

Beneficial Owner

Art. 3(6) of the Directive
(see Annex)

The definition of “Beneficial Owner” establishes nimnum criteria
(percentage shareholding) where a natural persém e considered
as beneficial owner both in the case of legal pessnd in the case
legal arrangements

FATF R. 5 (Glossary)

“Beneficial Owner” refers to the natural personggho ultimately
owns or controls a customer and/or the person oaose/tbehalf a
transaction is being conducted. It also incorpa@aét®se persons who
exercise ultimate effective control over a legalrsp@ or legal
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arrangement.

Key elements

Which approach does your country follow in its défon of
“beneficial owner’? Please specify whether theecid in the EU
definition of “beneficial owner” are covered in yolegislation.

Description
Analysis

and

The Czech Republic has implemented the definitibri'b@neficial
owner” to the Section 4 (4)of the AML Act by usibgth approache
provided by 3. AML Directive and FATF.

The beneficial owner is a natural perdmaving real or legal direct @

holding in person or in contract with a businesgrga or partners mor
than 25 per cent of the voting rights of the emeapur or who is, fo
other reasons, a real recipient of such entrepreneyenue.

Conclusion

The legal definition of beneficial owner as incldde the AML/CFT
Law (Section 4 (4)) are in line with the definitiafi Art 3(6) of the
EU Directive except that with reference to Art 3 (B), the AML/CFT
Law is applicable exclusively to a foundation ofcaindation trust
rather than to all legal entities which administad distribute funds.

Recommendations
Comments

ar

drhe Czech authorities stated that concept of ttass not apply in th

country. Nonetheless, a specific requirement in AL/CFT Law
specifying that the beneficiary owners cover algde entities
administering and distributing funds should be ites also to cove
non-Czech similar entities.

5

Financial activity on occasional or very limited ba&is

Art. 2
Directive

of

2

the

Member States may decide that legal and naturalopsrwho engag
in a financial activity on an occasional or venyilied basis and wher
there is little risk of money laundering or finangi of terrorism
occurring do not fall within the scope of Art. 3(by (2) of the
Directive.

Art. 4 of Commission Directive 2006/70/EC furtheefithe this
provision.

FATF R.
financial institutions

concerning

) When a financial activity is carried out by a perswr entity on ar
occasional or very limited basis (having regardgt@mntitative and
absolute criteria) such that there is little risk money laundering
activity occurring, a country may decide that tipplecation of anti-
money laundering measures is not necessary, dithgror partially
(2004 AML/CFT Methodology para 23; Glossary to B¥&TF 40 plus
9 Special Recs.).

)

indirect control over the management or operatnte entrepreneut;

=

D

D

e

Key elements

Does your country implement Art. 4 of Commissionrdgtive
2006/70/EC?

Description
Analysis

and

The Czech Republic has implemented Art. 4 of then@gssion Directive
2006/70/EC to the Section 34 of the AML Act. Upequest, the Ministry
may decide that an obliged entity performing anyhef activities listed ir
Section 2(1) of the AML Act only occasionally oranwvery limited scope
and in a way that precludes or significantly redutiee risk of such
person being exploited for the legitimisation obgeeds of crime an
financing of terrorism, shall not be considerecbltiged entity under th
AML Act.

The competent Czech authorities are convinced Anat2 (2) of the 3
AMLD and Art. 4 of the Commission Directive 2006/EC were fully

OO = -

implemented to the Czech AML act (Section 34).
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Conclusion Section 2 of the AML/CFT Law lists the obliged ¢iats for AML/FT
purposes. Section 34 of the AML/CFT Law gives tlmver to the
Ministry that, on request by obliged entities ambject to specified
conditions, it can exempt such obliged entitiesrfrtheir obligations
under AML/CFT Law. The list was not seen by theleators, who
were informed that since 2008 more than 300 estitiere exempted:
99% exchange offices as occasional activity in eation with hotels
spas, travel agencies.

The Czech authorities can exempt legal and natpeatons wha
engage in a financial activity on an occasionalvery limited basis
they can also provide such exemptions to thoséndalvithin the
scope of Art. 3(1) or (2) of the EU Directive.

=

Recommendations andrhe Czech legislation prohibits transactions inhcabove €15,00
Comments (Act 254/2004 Coll.) but nevertheless requires thase carrying ou
cash transactions above €15,000 are obliged entitieler the law,
The Czech authorities explained that according ¢ 264/2004 Coll.
cash transactions from the same provider to thees@tipient madsé
within one day exceeding €15,000 are prohibited.slfch cash
transactions exceed €15,000 in the time periothafe than one day
the recipient is obliged entity according to thetim 2 (2d,e).

The exemptions under Section 34 may be extended sve@bliged
entities that are within the scope of Art. 3(1) @) of the EU
Directive. The AML/CFT Law should specify clearlyat such entitie
are not exempted from their AML/FT obligations.

Furthermore, the Czech authorities should draw listabased on a
risk-based approach of institutions that do noteposk in respect or

—t

D

I°2}

ML/FT.

6 Simplified Customer Due Diligence (CDD)

Art. 11 of the Directive | By way of derogation from the relevant Article tHhRirective
establishes instances where institutions and psreoay not apply
CDD measures. However the obligation to gatherisafit CDD
information remains.

FATF R. 5 Although the general rule is that customers shdagddsubject to thé
full range of CDD measures, there are instancesrevheduced of
simplified measures can be applied.

1”4

Key elements Is there any implementation and application of Briof Commission
Directive 2006/70/EC which goes beyond the AML/CFT
Methodology 2004 criterion 5.9?

Description and

: These provisions were implemented into Section J181the AML
Analysis

Act which stipulateseeptions from the identification and due diligence

requirements. According to this provision the obtigentity may decid

not to perform any identification or due diligersteould the customer be:

a) a credit or financial institution,

b) a foreign credit or financial institution operat in the territory of 3
country imposing and enforcing anti-money laundgand financing
of terrorism measures equivalent to those impogethé European
Communities acquis and supervised to that respect,

c) a company whose securities are traded at aateguimarket an
which is subject to reporting requirements equivkléo those
enforced by the European Communities acquis,

D

=
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d) a beneficial owner of assets deposited with lipunotary, lawyer,
licensed executor, or court,

e) a central Czech public authority, the Czech dweti Bank, or g
higher self-governing territorial entity, or

f) acustomer:
1. holding important public positions under the rdpean

Communities acquis,

2. whose identification data are publicly avaitabind there is np
reason to doubt their correctness,

3. whose activities are transparent,

4. whose books show a true and real picture df tezounting
and financial situation,

5. who is accountable either to a European Unimalylor bodies

of a European Union or European Economic Area mersiage

and who is subject to other relevant control metsmas.
According to the Section 13 (3) of the AML Act tbéliged entitieg
shall always verify that all conditions requireddiaeen met and that
none of the customers, products, or transactiopsesents a risk af
legitimisation of proceeds of crime or financingtefrorism. In case
of doubt, no exceptions shall be applied.

Conclusion

Section 13 (1) enables obliged entities to decideta apply CDD
procedures at all rather than simplified or redu€ddD measures.
Furthermore, the simplified/reduced CDD is subjectrticle 40 (1)
(b) which requires the establishment of technicaéida for assessin
whether the circumstances represent low risk akageMrticle 11 (3)
which requires the gathering of sufficient inforioat to establish if
the customer qualifies for an exemption. None afsth conditiong
were evident.

Recommendations ar

Comments dConsider making technical criteria for assessing etwér
circumstances represent low risk.
7 Politically Exposed Persons (PEPS)

Art. 3 (8), 13 (4) of the The Directive defines PEPs broadly in line with FAZ0 (Art. 3(8)).

Directive
(see Annex)

It applies enhanced CDD to PEPs residing in anditeanber State oy
third country (Art. 13(4)). Directive 2006/70/EC guides a widel
definition of PEPs (Art. 2) and removal of PEPsafine year of the
PEP ceasing to be entrusted with prominent puhlicctions (Art.

2(4)).

1%

FATF R. 6 and Glossary Definition similar to Directive but applies to indduals entrusted with

prominent public functions in a foreign country.

Key elements

Does your country implement Art. 2 of Commissionrdgtive
2006/70/EC, in particular Art. 2(4), and does ippArt. 13(4) of the
Directive?

Description and

Analysis

Art. 13(4) of the 3AMLD was implemented into Secti®(1) of the
AML Act. The obliged entity shall, prior to a transactionthwia
politically exposed person, perform the customee diligence process.
The definition of PEP is provided in Section 4(5) tbe AML Act.
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Moreover the measures against PEPs are applieda@lsor citisens in
exposed political functions abroad. Art. 2 was iempénted into Sectio
4(5).

Conclusion

Article 13(4) of the Directive 2005/60/EU and Atgs 2(4) of
Directive 2006/70/EC have been implemented in thLACFT Law.
But there are no requirements in terms of artidétl (b) (c) and (d)
Although it can be inferred that the CNB Decree /2808 can be
extended to PEPs (Article 5 (3) (c) (3) on the $as the need tq
categorise clients under risk profiles if a perd@ms a political risk
profile, there is no specific reference that theci@e applies to PEFR

as defined in the Directive. Furthermore, ther@asrequirement for

senior management approval. In addition, the Degupplies to

obliged entities supervised by the CNB and doesenttnd to other

obliged entities.

Recommendations

ar

drhe full requirements of the EU Directive should dreshrined in the

=)

o

S

—hs

154

Comments AML/CFT Law.
8. Correspondent banking

Art. 13 (3) of the For correspondent banking, Art. 13(3) limits theplagation of

Directive Enhanced Customer Due Diligence (ECDD) to corredpahbanking
relationships with institutions from non-EU memigeuntries.

FATF R. 7 Recommendation 7 includes all jurisdictions.

Key elements Does your country apply Art. 13(3) of the Directve

Description and Art. 13(3) of the 3AMLD was implemented into Secti®5(1-3) of the

Analysis AML Act. According to these provisions @edit institution shall no
enter a corresponding bank relationship with aiforeredit or similar
institution which is incorporated in the commeramalsimilar register in &
country where it does not have a physical presanddts management
not physically located in that country, and whishnot affiliated to any
regulated financial group; which is known for aliogy the use of itg
account by an institution referred to above; or chkhdoes not appl
measures against legitimisation of proceeds of e€rand financing o
terrorism of the standard that is at the leastireduby the law of the
European Communities; and if it had already entstesh a relationship
it must terminate it in the shortest practicablaquk

Conclusion Section 25 (1) ( c¢) of the AML/CFT Law does notoall credit

institution to enter a corresponding bank relatiopswith a foreign
credit or similar institution which does not ap@#WIL/CFT measureg
to the standard that are at least required by theogean
Communities. In accordance with Section 13 (1) gadl (b) of the
AML/CFT Law, credit and financial institutions ihé Czech Republi
or in countries with EU equivalent AML/CFT measuers exempte(
from both CDD and ECDD. Thus, there is no needatwycout either
CDD or ECDD even with institutions that are outside EU but with
an equivalent standard. Moreover, for EU institasionot even CDL

is required. There is no requirement for obligetities to gather the

necessary information to assess the reputatiom afstitution, asses
its controls and document the respective respditgbi of each
institution and satisfy themselves that the respondnstitution has
verified identification in respect of payable-thgbuaccounts.

)

=

[72)

Recommendations

ar

d
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| Comments

9

Enhanced Customer Due Diligence (ECDD) and anonynyit

Art. 13 (6) of
Directive

the

The Directive requires ECDD in case of ML or TFdhts that may
arise from producter transactionghat might favor anonymity.

FATF R. 8

Financial institutions should pay special attentitmm any money
laundering threats that may arise from new or d#yiab technologies
that might favor anonymity [...].

1"

Key elements

The scope of Art. 13(6) of the Directive is broatleain that of FATH
R. 8, because the Directive focuses on productdramsactions
regardless of the use of technology. How are thesges covered in
your legislation?

Description
Analysis

and

These provisions were implemented into Section JLafid Section
11(3) of the AML Act. The obliged entity shall reject to make
transaction or to enter in a business relationdtipuld there be an
identification requirement and should the customeafuse the
identification process or fail to submit the poveérattorney, should the
fail to assist the due diligence process, shoutdctistomer identificatio
or due diligence be impossible for other reasomsshmuld the perso
performing the customer identification or due dilige have a reason
doubt the correctness or authenticity of documsaksnitted. The oblige
entity shall refuse the customer identificatiorommhation, data indicatin
the purpose and nature of the business transaetohinformation on th
identity of the beneficial owner, should it havereason to doubt th
correctness or completeness of such information.reb@r these
provisions are contained in other Sections of tMLAAct (identification,
CDD etc.)

vm\uu.zu_s-j_a~<

Conclusion

Section 11 (4) of the AML/CFT Law requires obligedtities to
identify customers, identity in the case of a reemagreement on
financial services under the Civil Code by requrithat the first
payment be made via an account kept on the cust®mame in a
credit institution or a foreign credit institutiayperating in the EU of
the EEA and requiring the customer to submit todbiged entity a
copy of a document verifying the existence of acoaat with the said
credit institution together with copies of the nedat parts of their
identity card and at least one more identificatidocument from
which the obliged entity may determine the custdmtentification
data, type and serial number of such identity casdsiing country or
institution, and validity. Obliged entities met thg the on-site
evaluation confirmed that they always require feméace custome
identification for initial transactions except wheallowed by Sectio
13 of the AML/CFT Law.

-

Article 13(6) of Directive is implemented to thetemt of requiring
identification. There is no requirement in respafchew or developing
technologies that might favour anonymity.

Recommendations
Comments

ar

d
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10.

Third Party Reliance

Art. 15 of the Directive

The Directive permits reliance on professional,ldjea third parties
from EU Member States or third countries for thefgenance of
CDD, under certain conditions.

FATF R. 9

Allows reliance for CDD performance by third pastieut does not
specify particular obliged entities and professiatsch can qualify as
third parties.

Key elements

What are the rules and procedures for reliance ord tparties?
Are there special conditions or categories of pessoho can qualify
as third parties?

Description and

Analysis

The Czech Republic implemented Art. 15 of the 3AMLU® the
Section 11 of the AML Act and specified particulasliged entities
and professions which can be qualified as thirdiga(Section 11(1
of the AML Act). These third parties can lkmedit or financial
institutions or foreign credit or financial instiion (with the exception g
a person licensed to perform foreign currency emghaa holder of
postal licence, a payment institution whose agtiibnsists usually o
providing payment services which such transferwfds where neithe
the payer, nor the payee use any account with #yenent service
provider of the payer, and a payment service peovid small extent).

Conclusion

In terms of Section 11 (1) of the AML/CFT Law ol#id) entities can
make third party reliance in respect of instituolocated in the
territory of a country, which enforces equivalerdentification
measures. The conditions are specified in Sectitn(2) of the
AML/CFT Law.

Recommendations ar

Comments

d

11.

Auditors, accountants and tax advisors

Art. 2 (1)(3)(a) of the
Directive

CDD and record keeping obligations are applicalde auditors,
external accountants and tax advisors acting inettexcise of their
professional activities.

FATF R. 12

CDD and record keeping obligations

1. do not apply to auditors and tax advisors;

2. apply to accountants when they prepare for or casy

transactions for their client concerning the foliogvactivities:

buying and selling of real estate;
managing of client money, securities or other asset
management of bank, savings or securities accounts;
organisation of contributions for the creation, m@ien or
management of companies;
creation, operation or management of legal persons
arrangements, and buying and selling of businedgiesn
(2004 AML/CFT Methodology criterion 12.1(d)).

Y

Key elements

The scope of the Directive is wider than that of PATF standard
but does not necessarily cover all the activiti€ésaocountants a
described by criterion 12.1(d). Please explaingkint of the scop
of CDD and reporting obligations for auditors, ertd accountant
and tax advisors.

vy U U

Description and

The Czech Republic implemented the Art. 2 of the MiD.
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UL

Analysis According to the Section 2(1le) auditors, tax adwsand chartere
accountants are obliged entities and they haveppbyaCDD measure
according to Section 9 and to keep records accgrdirSection 16 o
the AML Act.

Conclusion Auditors, external accountants and tax advisorsx@dh the exercise

of their professional activities (except as prodide Section 26 of the
AML/CFT Law - ie during the representation of thestomer in court
or in connection with court proceedings, includihg giving of advice
to instigate or avoid such proceedings) are requioecarry out CDD
and keep necessary documentation as per otheredbdigtities unde
the AML/CFT Law.

174

1%

=

Recommendations and

Comments

12. High Value Dealers

Art. 2(1)(3)e) of the The Directive applies to natural and legal perstvading in goods

Directive

where payments are made in cash in an amount o0& ®r more.

FATF R. 12

The application is limited to those dealing in poes metals anc
precious stones.

Key elements

The scope of the Directive is broader. Is the beoagbproach adopte
in your jurisdiction?

Description and

Analysis

The Czech Republic has adopted the broader apprédacording to
Section 2 (2d) of the AML Act the obliged entity @lso an
entrepreneur receiving payments in caslan amount of or exceedir
€15,000. A payment in commodities of high valuegpeesally precious
metals or precious stones, shall be regarded agragmnt in cash (Sectio
54(4).

g

Conclusion

Act 254/2004 prohibits payment in cash above €15,8Qcept ag
exempted under the same act (in respect of payofdakes, charge
etc, payments in respect of employment, pensisgyrance premiun
and claims, those designhated as notarial deposiisedl in times of
crisis conditions. Crisis conditions are definedhe act No. 240/200
Coll.,, on Crisis Management. as exceptional incid¢such as
disaster), violation of critical infrastructure other danger, that leg
to declaration of emergency state, emergency dondit Section 2 (2
(d) requires an entrepreneur to become an obligéty dor AML/FT

purposes in respect of receipt of payments in gastmn amount of of

exceeding EUR 15,000. Thus, the requirement foonteyy payments
made in cash in an amount of €15,000 or more idimited to those
dealing in precious metals and precious stones.

[}

d

Recommendations ar

Comments

d

13.

Casinos

Art. 10 of the Directive

Member States shall require that all casino custserie identified an
their identity verified if they purchase or exchangambling chips
with a value of €2 000 or more. This is not reqdiré they are
identified at entry.

)

FATF R. 16

The identity of a customer has to be establishetvanified when he
or she engages in financial transactions equal &bove €3 000.

Key elements

In what situations do customers of casinos havéedoidentified?
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What is the applicable transaction threshold inrypuisdiction for
identification of financial transactions by casitustomers?

Description and The Czech Republic implemented Art. 10 of the 3AMU® the

Analysis Section 36(2) of the act no. 202/1990 Coll., orteldés and other
similar games, as amended by act no. 254/2008 @bltasinos are
obliged to identify its customers. The scope ohitfecation is based
on the AML Act.

Conclusion The identity of customers is required to be esshigld and verified

upon entry to a casino. Whereas, the evaluatore wdprmed by
obliged entities that they also require identificatwhen customers
purchase or exchange gambling chips, accordinghéo authoritieg
there is no need for such verification. Indeed hsteguirement is nat
envisaged in the provisions under Act 202/1990 .Calhd. 254/2008
Coll.

Recommendations
Comments

an

d
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14. Reporting by accountants, auditors, tax advisors, otaries and other independent
legal professionals via a self-regulatory body tche FAU
Art. 23 (1) of the This article provides an option for accountantsditmus and tax
Directive advisors, and for notaries and other independeyal lerofessionals t

FAU promptly and unfiltered.

FATF Recommendation

sThe FATF Recommendations do not provide for sucbgion.

Key elements

Does the country make use of the option as providedy Art. 23 (1)
of the Directive?

Description and The Czech Republic has used this option. The auglitiicensed

Analysis executors, tax advisors, lawyers and public nogaréport through :
self-regulatory bodies which forward STRs to thelFASection 26
27 of the AML Act.)

Conclusion The Czech authorities have taken up the optionltevaaccountants

auditors, tax advisors, lawyers and public notat@seport through

FAU following verification.

Recommendations ar

d

Comments

report through a self-regulatory body, which shativard STRs to the

their self-regulatory body which forward the subtedt STRs to the

=)

174

&

174

15

Reporting obligations

Arts. 22 and 24 of th
Directive

2 The Directiverequires reporting where an institution knows, sat or
has reasonable grounds to suspect money laundariegrorist financing
(Art. 22). Obliged persons should refrain from garg out a
transaction knowing or suspecting it to be relatetchoney laundering
or terrorist financing and to report it to the FAWhich can stog
the transaction. If to refrain is impossible or lkbufrustrate an
investigation, obliged persons are required to rmepo the FAU
immediately afterwards (Art. 24).

FATF R. 13

Imposes a reporting obligation where there is sligpithat funds are
the proceeds of a criminal activity or relateddoarist financing.

U

Key elements

What triggers a reporting obligation? Does the lefyamework
addres®x antereporting (Art. 24 of the Directive)?

Description and

Analysis

These provisions were implemented into Sectionsad® 20 of the
AML Act. In Section 18 the STR is specified and &t 20 provideg
for suspension of a transaction.thfere is a danger that an immedi
execution of a transaction would hamper or subistiynimpede securing
of proceeds of crime or money intended to finameeotism, the obliged
entity may execute the customer’s transaction n@iseg as suspicious r
earlier than 24 hours after the Ministry had reedivthe suspiciou
transaction report. The obliged entity shall malee ghat the respectiv
assets will not be handled in violation of this AEthe obliged entity sha
inform the Ministry in the suspicious transactioeport that the
transaction had been suspended. The Ministry quaihng this period tq
72 hours.
Should the Ministry file a criminal complaint toetHaw enforcemen
body, the obliged entity shall perform the trangacin 3 calendar day
after the criminal complaint had been filed unléss law enforcemen
bodies have decided to seize such transaction Mihistry shall inform
the obliged entity of the criminal complaint pritar the expiration of the

ate

=7 0 g ==L
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period.
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In practice, attempted transactions are reporteditiged entities to thg
FIU - with 54 STRs attempted transactions reported.

Y%

Conclusion

Section 20 of the AML/CFT Law provides that shothére be a danger
that an immediate execution of a transaction wobhlamper o
substantially impede securing of proceeds of crimenoney intended t
finance terrorism, obliged entity may suspend tlamdaction and onl
execute it after 24 hours after sending an STRddMinistry.

[=)

Recommendations ar

Comments

d

16.

Tipping off (1)

Art. 27 of the Directive

Art. 27 provides for an obligation for Member States to pcbemployees
of reporting institutions from being exposed tcethits or hostile actions.

FATF R. 14

No corresponding requirement (directors, officard amployees shall
be protected by legal provisions from criminal asidl liability for
“tipping off”, which is reflected in Art. 26 of thBirective)

Key elements

Is Art. 27 of the Directive implemented in yourigdiction?

Description and Analys

This provision is specified in Section 18(3) of tAdIL Act. The
suspicious transaction report shall not reveal iafigrmation about the
obliged entity’s employer or contractor who hadcttised the suspiciou
transaction. See also Section 38 of the AML Act li@aion of
Confidentiality).

Conclusiol

Article 27 of the EU Directive is indirectly impleanted through the
requirement (in Section 18(3) that information melyag who
disclosed the STR is prohibited. However, in thergvof criminal
proceedings, the evaluators were informed that qaerkons may b
required to provide evidence in court although #memption is not
specified under the AML/CFT Law. Furthermore, Sect84 prohibits
the obliged entities and their employees, employdethe Ministry,
employees of other supervisory authorities as aglhatural person
working for an obliged entity, the Ministry or ahet supervisory
authority on a basis of a contract other than apleyment contract
from disclosing the facts relating to suspiciowfaction reports an
investigation, the steps taken by the Ministry be tobligation tg
report a suspicious transaction.

1Y%

L)

Recommendations
Comments

al

17.

Tipping off (2)

Art. 28 of the Directive

The prohibition on tipping off is extended to wheee money,
laundering or terrorist financing investigation li®ing or may be
carried out. The Directive lays down instances wite prohibition is
lifted.

FATF R. 14

The obligation under R. 14 covers the fact that SR or related
information is reported or provided to the FAU.

Key elements

Under what circumstances are the tipping off ohiayes applied?
Are there exceptions?

Description and Analys

These provisions are implemented in Section 3$efAML Act. The
obliged entities and their employees, employees tted Ministry,
employees of other supervisory authorities as wasllnatural person
working for an obliged entity, the Ministry or ahet supervisory
authority on a basis of a contract other than apl@yment contract sha
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be obliged to keep confidential the facts relatmguspicious transactiq
reports and investigation, the steps taken by thmeskfy or the obligation
to report a suspicious transaction. The exceptiwasspecified in Sectio
39 of the AML Act.

Conclusiol

The exceptions included under Section 39 are brodde those laig
down by the EU Directive. Exemption from confidatity is thus
extendednter alia in respect of
a. the competent financial directorate or the Genbiadctorate of
Customs when there are circumstances that may berialao

the jurisdiction of the territorial fiscal authoe$s or customs

authorities;

b. administrative authorities performing tasks in thgstem of
certification of raw diamonds subject to anothergale
instrument;

c. an authority mandated by another law to decide ba
revocation of a licence for business or other iraheent gainfu
activity upon the lodging of a motion filed by thenistry,

d. a financial arbitrator deciding, according to amwthaw, in a
dispute of the claimant against an institution,

e. a person who could raise a claim for compensatoramages

incurred as a result of the implementation of thRILACFT
Law (subject to certain conditions),

f. a court adjudicating civil law disputes concerneguspicious
transaction or a claim for compensation for damagesrred ag
a result of complying with obligations under thetAc

g. the National Security Office, Ministry of Interioor an
intelligence service in the process of a cleargmoeEedure in
accordance with other legal instrument,

h. the competent intelligence service, provided tHfermation is
material for the meeting of the statutory taskscgps for the
intelligence service.

Some of these exemptions appear to go beyond whaiuired for
AML/FT requirement for investigation and court pedcres ag
contemplated under Article 28 of the Directive. Aating to the
Czech authorities, the above mentioned exemptiafiect the
requirements of the national law. However, somargxens seem t
compromise the AMLCFT regime, e.g. (e) a person aad raise &
claim for compensation for damages incurred as saltreof the
implementation of the AML/CFT Law (subject to centaonditions).

D

O

D

Recommendations  ai| The Czech authorities should consider reviewingekemption from

Comments confidentiality to clarify when and under what cinstances th
exemptions are applicable to ensure that there ispping of that car
compromise ML/FT investigation. Moreover, it shouidclude a
provision implementing Article 28 (6) of the EU Bative 2005/60/EC
to allow an obliged entity talissuade a customer from engaging i
ML/FT.

18. Branches and subsidiaries (1)
Art. 34 (2) of theg The Directive requires credit and financial ingtitas to communicate th

Directive

relevant internal policies and procedures whereliegdge on CDD,
reporting, record keeping, internal control, rislss@ssment, ris
management, compliance management and communicatitmanches
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and majority owned subsidiaries in third (non EQYiatries.

FATF R. 15 and 22

The obligations under the FATF 40 require a broaatel higher standar,
but do not provide for the obligations contemplabgdArt. 34 (2) of the
EU Directive.

Key elements

Is there an obligation as provided for by Art. 24 ¢f the Directive?

Description and Art. 34(2) of the 3AMLD was implemented into Sectid5(4) of the

Analysis AML Act. A credit and financial institution shall, in itsamnches ang
subsidiaries which it has a controlling interestlatated in countries that
are not members of the European Union or the Earogonomic Ared
apply the practice of customer due diligence armbne: keeping in the
scope that is at the least required by the law i Europear
Communities. To this end, it shall provide themhari¢élevant informatiorn
of the practice and procedures to be applied.

Conclusion The EU Directive obligation as provided in Articldd (2) is
implemented via Section 25(4) of the AML/CFT Law.

Recommendations and

Comments

19. Branches and subsidiaries (2)
Art. 31(3) of theg The Directive requires that where legislation ahitd country does ng
Directive permit the application of equivalent AML/CFT measyr credit anc

financial institutions should take additional measuo effectively handl
the risk of money laundering and terrorist finaigcin

FATF R. 22 and 21

Requires financial institutions to inform their cpetent authorities ir
such circumstances.

)

i
D

U == —

Key elements

What, if any, additional measures are your finandrestitutions
obliged to take in circumstances where the ledistanf a third
country does not permit the application of equinal@&ML/CFT
measures by foreign branches of your financialtuntsdns?

Description
Analysis

and

The Czech Republic implemented Art. 31(3) of theVBA into the
Section 25(4) of the AML Act. Ithe law of the country does not allg
for the application of the same practice as in dfieer countries, th
institution informs the Ministry of Finance; in du@a case, the oblige
entity adopts appropriate supplementary measuresféotively mitigate
the risk of exploitation for the legitimisation giroceeds of crime @
financing of terrorism, and to prevent the trangiérthese risks to th

territory of the Czech Republic and other membatest of the European

Union or the European Economic Area.

W

d

r
&

Conclusion

Section 25 (4) of the AML/CFT Law requires the taki of
supplementary measures in case where legislatica tbird country]

does not permit the application of equivalent AME/IC measures|.

The supplementary measures are not specified ilAME/CFT Law
and only partially and indirectly captured withine€@ee 281/200¢
Coll. as a result of the risk classification ofecliis and relate
procedures. It is only by extension that the Deaae be applied t
subsidiaries/branches based in third countries hwhiw not apply EU
equivalent legislation.

O LW

Recommendations
Comments

ar

dAlthough currently there are no subsidiaries ornbhes of Czeclk
institutions that are located outside the EU, theedd authorities
should still issue specific guidelines in respetcthe supplementar
measures to be taken by creditd financial institutions in respect

O =
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subsidiaries/branches based in third countries hwhi@ not apply EU
equivalent legislation.

20.

Supervisory Bodies

Art. 25
Directive

(1) of

the

The Directive imposes an obligation on supervisoodies to inform
the FAU where, in the course of their work, theg@mter facts that
could contribute evidence aioney laundering or terrorist financing.

FATF R.

No corresponding obligation.

Key elements

Is Art. 25(1) of the Directive implemented in yqurisdiction?

Description
Analysis

and

These provisions were implemented into Section135)(of the AML
Act. The Ministry of Finance acts as the supervisoryauty performing
the administrative supervision of the compliancéhwabligations set out
in the AML Act on the part of the obliged entitiéhe compliance with
obligations set out in the AML Act may be also sused by the Czec
National Bank in respect of persons subject to sigpervision;
administrative authorities with powers to supenise compliance with
the legislation regulating lotteries and other famgames, and in respect
of holders of licences to operate betting gameg® @rech Tradg
Inspection in respect of persons listed in Sec2id;), k) of the AML Act.
If the supervisory authority finds facts that mag belated to the
legitimisation of proceeds of crime or financing tefrorism, it has td
immediately inform the Ministry of Finance of thefsedings and provide
it with all necessary information.

-

D

174

Conclusion

Section 35 (5) empowers supervisors under Secto(lB[the Czech
National Bank, the administrative authorities witbwers to supervis
the compliance with the legislation regulating doiéks and othe
similar games, and in respect of holders of licenceoperate bettin
games listed) and the Czech Trade Inspection ipertsof person
listed in Section 2(1j) and (1k)] of the AML/CFT Wwato inform the
FAU regarding the identification data of the disdd person,
identification data of all the parties to the tractson, information or
all relevant features of the transaction and ammgmfacts which may
be important for an analysis of the suspiciousdaation and potentia
application of measures against legitimisation rfcpeds from crimg
and financing of terrorism.

o=

D

Section 26 (3) allows an STR to be made to the Giearaf Auditors,
Chamber of Licensed Executors and Chamber of TawisAds
(as applicable) while Section 27 extends the okibgato be made t¢
Czech Bar Association, Chamber of Notaries (as iegigle). The
section requires these bodies to transmit propédilgd STRs
submitted by the relevant obliged professionalth®oMinistry. There
is no provision for these bodies to carry out imsions on these
professional and consequently no obligation tormféhe FAU where
in the course of their work, they encounter fabst tould contribute
to evidence of ML/FT. FAU advised that charteredaamtants repor
independently.

O

D

14

—t

Recommendations
Comments

ar

dSection 35 of the AML/CFT Law could be extendedhe Chambe
of Auditors; to the Chamber of Licensed Executteshe Chamber
Tax Advisors; to the Czech Bar Association andhe €hamber gF
Notaries.
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21.

Systems to respond to competent authorities

Art. 32 of the Directive

The Directive requires credit and financial indtdas to have systems
place that enable them to respond fully and promptlenquires from thg
FAU or other authorities as to whether they maimtar whether during
the previous five years they have maintained, @&bas relationship witl
a specified natural or legal person.

FATF R.

There is no explicit corresponding requirementdudh a requiremer
can be broadly inferred from Recommendations 232t 32.

Key elements

Are credit and financial institutionsequired to have such systems
place and effectively applied?

Description and

Analysis

Art. 32 of the 3 AMLD was implemented into Secti@B(6) of the
AML Act. The time period is even 10 yeaftdpon request from th
Ministry and by the deadline granted by the Ministthe credit or
financial institution shall disclose the informatievhether it maintains, g
has in the previous 10 years maintained, commereiations with a
specific natural or legal person, whom it was addido identify, and any
details of the nature of the relations. To this,ahé credit or financial
institution shall implement an effective system, osf scope i
commensurate to the size of the institution andréueire of its busines
operations.

Conclusion

Section 25 (6) of the AML/CFT Law specifically raggs, within the
concept of proportionality, credit or financial fitstion to implement
an effective systemin order todisclose to the FAU informatio
whether it maintains, or has maintained, in thevimes 10 years
commercial relations with a specific natural ordegerson, whom i
was obliged to identify, and any details of theunatof the relations.
This is complemented by a requirement to have malgsrocedures fo
reporting of data kept by the obliged entitieshte televant authoritie
as well a legal obligation to respond within thmei stipulated by th
authority (Section 24 of the AML/CFT Law). The ajdtion for
maintaining records is ten years.

Recommendations ar

Comments

d

22.

Extension to other professions and undertakings

Art. 4 of the Directive

The Directive imposes mandatoryobligation on Member States
extend its provisions to other professionals andegmries of
undertakings other than those referred to in A.2(fLljhe Directive,
which engage in activities which are particulaikely to be used for
money laundering or terrorist financing purposes.

FATF R. 20

Requires countries only to consider such extensions

Key elements

Has your country implemented the mandatory requergnm Art. 4 of
the Directive to extend AML/CFT obligations to othgrofessionalg
and categories of undertaking which are likely ®oused for mone
laundering or terrorist financing purposes? Haislaassessment bee
undertaken in this regard?

~

Description and

Analysis

The scope of obliged entities is specified in eT of the AML Act.
The Czech Republic has fully implemented the Arfl)2of the
3AMLD and furthermore extend the application of #BIL Act to
several other obliged entities (emgrsons licensed to trade in items
cultural heritage, items of cultural value, or td as intermediary in sug
services; persons licensed to trade in used gamdsas intermediary i

—
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such trading, or receive used goods in pawn).

Conclusion The FAU has not carried out a formal risk assessriemeterming
which profession should be captured under the AMAT@bligations.
The evaluators were informed that internet casaresnot permissible
in the Czech Republic. On the other hand, the AMATQ.aw extends
AML/CFT obligations to persons licensed to tradeté@ms of cultural
heritage, items of cultural value, or to act aslimtediary in such
services; persons licensed to trade in used gamdsas intermediar
in such trading, or receive used goods in pawnelkas entrepreneur
in receipts of payments in cash exceeding €15,0D8us, the
mandatory obligations of the EU Directive are captured a®
AML/CFT has been extended to all cash transactdmye €15,000.

D

[

—

Recommendations andt is recommended that a formal risk assessmertarsied out to
Comments determine which professional category, other thHaose specified in
Section 2 of the AML/CFT Law , AML/FT obligationgeaapplicable
and apply the obligations to identified professiccategories even for
transactions under €15,000

23. Specific provisions concerning equivalent third contries?

Art. 11, 16(1)(b), The Directive provides specific provisions concagncountries which

28(4),(5) of the impose requirements equivalent to those laid dowhe Directive

Directive (e.g. simplified CDD).

FATF R. There is no explicit corresponding provision in tRATF 40 plus
9 Recommendations.

Key elements How, if at all, does your country address the issuiequivalent third
countries?

Description and These provisions were implemented into Sectionslii)3(11(1b),

Analysis 39(2a) of the AML Act and also to the Section 6(bhthe AML Act.

The Czech Republic has chosen the opposite appreacpublic the
list of risk countries on web sites of the MinistfyFinance.

Conclusion There is no specific provisions in the AML/CFT LaWwat requireg
obliged entities to give special attention to comest that do not
sufficiently apply the FATF Recommendations. Ingteeeliance ig
placed on a list published by the FAU on its wete siaming non:
equivalent countries which are referred to by aigentities. Thes
lists are widely referred to by obliged entitiemn® obliged entitie
informed that they supplement this list with thenms of further
countries in line with (foreign) group policy. ThENB Decree
281/2008 Coll however requires credit and finandiedtitutions to
take into consideration in its risk profile the faleat a country is non
equivalent in terms of AML/CFT. It also requiresathcredit and
financial institutions shall ascertain and retaiiskr assessment
information, check the validity and completenessnbdbrmation and
update it and pay special attention to transactidhese obligation
are however not applicable to other obliged erstibgher than cred
and financial institutions.

D

U7

—

Recommendations andt is recommended that the FAU issues guidelinezbtged entities ta
Comments elaborate on the specific attention requirements nfon-equivalen
countries.
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APPENDIX |

Relevant EU Texts

Excerpt from Directive 2005/60/EC of the European Brliament and of the Council, formally
adopted 20 September 2005, on the prevention of thise of the financial system for the purpose
of money laundering and terrorist financing.

Article 3 (6) of EU AML/CFT Directive 2005/60/EC (3" Directive):

(6) "beneficial owner" means the natural persom{ep ultimately owns or controls the customer
and/or the natural person on whose behalf a trédnsagr activity is being conducted. The beneficial
owner shall at least include:

(a) in the case of corporate entities:

() the natural person(s) who ultimately owns ontcols a legal entity through direct or indirect
ownership or control over a sufficient percentagji¢he shares or voting rights in that legal entity,
including through bearer share holdings, other thasompany listed on a regulated market that is
subject to disclosure requirements consistent Witmmunity legislation or subject to equivalent
international standards; a percentage of 25 % @hesshare shall be deemed sufficient to meet this
criterion;

(i) the natural person(s) who otherwise exercg®drol over the management of a legal entity:

(b) in the case of legal entities, such as foundati and legal arrangements, such as trusts, which
administer and distribute funds:

(i) where the future beneficiaries have alreadynbdetermined, the natural person(s) who is the
beneficiary of 25 % or more of the property of gdkearrangement or entity;

(i) where the individuals that benefit from thgé arrangement or entity have yet to be determined
the class of persons in whose main interest thed EEgangement or entity is set up or operates;

(i) the natural person(s) who exercises contreero25 % or more of the property of a legal
arrangement or entity;

Article 3 (8) of the EU AML/CFT Directive 2005/60EC(3rd Directive):

(8) "politically exposed persons" means naturalspes who are or have been entrusted with
prominent public functions and immediate family niers, or persons known to be close associates,
of such persons.

Excerpt from Commission Directive 2006/70/EC of 1 Agust 2006 laying down implementing
measures for Directive 2005/60/EC of the Europeanafiament and of the Council as regards

the definition of “politically exposed person and he technical criteria for simplified customer

due diligence procedures and for exemption on grous of a financial activity conducted on an
occasional or very limited basis.

Article 2 of Commission Directive 2006/70/EC (Implmentation Directive):

Politically exposed persons
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1. For the purposes of Article 3(8) of Directive0B060/EC, "natural persons who are or have been
entrusted with prominent public functions" shatilirde the following:

(a) heads of State, heads of government, miniatetsieputy or assistant ministers;

(b) members of parliaments;

(c) members of supreme courts, of constitutionairisoor of other high-level judicial bodies whose
decisions are not subject to further appeal, exicegtceptional circumstances;

(d) members of courts of auditors or of the boafdsentral banks;

(e) ambassadors, chargés d’'affaires and high-rgriiicers in the armed forces;

(f) members of the administrative, management pestsory bodies of State-owned enterprises.
None of the categories set out in points (a) tooffthe first subparagraph shall be understood as
covering middle ranking or more junior officials.

The categories set out in points (a) to (e) offtre¢ subparagraph shall, where applicable, include
positions at Community and international level.

2. For the purposes of Article 3(8) of DirectiveOBI60/EC, "immediate family members" shall
include the following:

(a) the spouse;

(b) any partner considered by national law as edent to the spouse;

(c) the children and their spouses or partners;

(d) the parents.

3. For the purposes of Article 3(8) of DirectiveOB060/EC, "persons known to be close associates"
shall include the following:

(a) any natural person who is known to have joiahddicial ownership of legal entities or legal
arrangements, or any other close business relatiotisa person referred to in paragraph 1;

(b) any natural person who has sole beneficial osimp of a legal entity or legal arrangement which
is known to have been set up for the benefit dmfatthe person referred to in paragraph 1.

4. Without prejudice to the application, on a r&gasitive basis, of enhanced customer due diligence
measures, where a person has ceased to be entwitlted prominent public function within the
meaning of paragraph 1 of this Article for a perioidat least one year, institutions and persons
referred to in Article 2(1) of Directive 2005/60/E5Dall not be obliged to consider such a person as
politically exposed.
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VI. LIST OF ANNEXES*

1. Details of all bodies met during the on-site visit and visit programme.

2. Czech Penal Code, Act N° 40/2009 Coll., English translation of the
articles 216, 217, 311, 367, 368 and 410.

Czech Penal Code, Act N° 40/2009 Coll., English translation of the articles
art. 42 and 135.

L")

4. Czech Civil Code, exergues Proceedings in matters concerning the Companies
Register, Section 200; Czech Commercial Code, exergues Companies Register
Sections 27-38 and Decree on the Ministry of Justice N. 562/2006 Coll.
on Digitalisation of the Companies Register.

5. Czech National Bank, Act N° 6/1993 Coll.
6. Banks, Act N°21/1992 Coll. (20 December 1991).

7. Selected measures against legitimisation of proceeds of crime and financing of
terrorism (AML/CFT Act), Act N° 253/2008 Coll. (5 June 2008).

8. Carrying Out of International Sanctions, Act N° 69/2006 Coll.
(3 February 2005).

9. Governing State Inspection, Act N°® 552/1991 Coll. (6 December 1991),

10. Reporting by credit unions of the CNB, CNB Provision N° 1/2010 Coll.
(19 October 2010).

11. Applications, Approval of Persons and the Manner of Proving Professional
Qualifications, Trustworthiness and Experience of Persons, and on the
Minimum Amount of Funds to be Provided by a Foreign Bank to its Branch.
CNB Decree N° 233/2009 Coll. (21 July 2009).

12. Prudential rules for banks, credit unions and investment firms, CNB Decree
N 123/2007 Coll., as amended by Decree No. 282/2008 Coll. (divided into
parts, with links to official information and to questions and answers).

13. Plan of Measures in the Fight against Terrorism, annexed to Cabinet
Decree No. 1466 of 16 November 2005 regarding National Action Plan
to Combat  Terrorism  (2005-2007). “Chapter  Three: International
Commitments of the Czech Republic and Internal Legislative Arrangement
Related to the Fight against Terrorism, with Special Regard to the Agenda of
the Fight against Financing Terrorism”.

14. References to guidance on various issues like: Collective investment; regulated
markets, settlement and market abuse; issue and registration of securities,
takeover bids and squeeze-outs; investments firms and investment
intermediaries.

* The listed Annexes are presented in a separaterdents MONEYVAL(2011)1ANN
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